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1 Reason for Change

Address the following comment:

	A025
	2012.04.13
	T
	6.1

6.1.6
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: The ER contains nearly nothing about EVVM-HLF-023 and EVVM-SEC-002. The one and only non-OMA VM service that is based on open standard is VVM 1.3. Since we are backwards compatible with VVM 1.3 by definition, there is nothing to be specified.

Proposed Change: Remove these requirements and clean the remains from the specifications.
	Status: OPEN



	A036
	2012.04.13
	T
	6.1

EVVM-HLF-023
	Source: ZTE

Form: doc #0064
Comment: The requirement about interworking with non-OMA VM services has not been fulfilled in the EVVM TS.
Proposed Change: Describe the relevant procedures in the EVVM TS.
	Status: OPEN
See A025


With the agreement on OMA-COM-EVVM-2011-0179R02-CR_AD_Interworking_Part_I this requirement in question is no longer needed. This was also documented in the Chengdu meeting minutes (OMA-COM-EVVM-2011-0229-MINUTES_01Aug2011_Chengdu_Interim_Meeting):

· OMA-COM-EVVM-2011-0179R01-CR_AD_Interworking
Jia Xiongwei/China Unicom introduced the contribution

Comments:

AT&T is asking about interworking – what is it?

Jia explains the use case using a drawing.

Legacy voice and messaging are ruled out, VVM 1.3 is being considered.

Support for a VVM 1.3-based service can be addressed by using the native client interfaces directly (this covers both directions) therefore the IWG and the new interfaces might not be needed. VVM 1.3 does not support wide-band codec for example so content adaptation might be needed, but for the sake of content adaption it does not make much sense to define a box and two interfaces.

The therefore group agreed that IWG is not needed. EVVM-5, EVVM-6 and IWG will be removed from the figure and I0 will be extended to the EVVM server. The recommendation is to bring a separate CR instead of revising this CR because the changes are substantial.

· OMA-COM-EVVM-2011-0179R01-CR_AD_Interworking was NOTED

R01 was revised to R02 and that has been agreed:

· OMA-COM-EVVM-2011-0179R02-CR_AD_Interworking
Jia Xiongwei/China Unicom introduced the contribution

Comments:

This is the revision that has been produced based on the comments earlier during the meeting (see R01).

Chairman explain the discussions to the participants on the bridge.

There is a question whether we should remove the interworking requirements or not. It has been pointed out that the requirements are valid and will be fulfilled, it’s just that we don’t need to define a functional component and two interfaces for that purpose.

· OMA-COM-EVVM-2011-0179R02-CR_AD_Interworking was AGREED

From the previous discussion (as captured above) it is clear that the working group is not going to specify anything for interworking. Consequently, A023 is a valid comment as we have a requirement in the RD that does not have any impact on the technical specification. This CR attempts to correct the inconsistency as mentioned in A023. A requirement (valid or not) that does not have any impact on the specification should not be in the RD, therefore the proposal is to remove it. Marking the requirements as ‘Future’ no longer makes sense due to the agreements above.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Update section 6.1
6.1 High-Level Functional Requirements

	Label
	Description
	Release

	EVVM-HLF-001
	The EVVM Enabler SHALL allow an EVVM user to deposit a new or a stored voice mail to the recipient via the EVVM Enabler.
	EVVM V1.0

	EVVM-HLF-002
	The EVVM Enabler MAY allow an EVVM user to block specific users from leaving voice mails. 
	EVVM V1.0

	EVVM-HLF-003
	The EVVM Enabler MAY employ techniques to automatically maintain an uninterrupted EVVM based service in challenged environments.
	EVVM V1.0

	EVVM-HLF-004
	The EVVM Enabler MAY support multiple identifier types (e.g., phone number, email address, SIP URI) to deposit a voice mail.
	EVVM V1.0

	EVVM-HLF-005
	The EVVM Enabler MAY support association of multiple identifiers (zero or more) of each identifier type (e.g., phone number, email address, SIP URI) with one and only one voice mail box.
	EVVM V1.0

	EVVM-HLF-006
	The EVVM Enabler SHALL support Email Address Internationalization.
	EVVM V1.0

	EVVM-HLF-007
	When multiple identifers are associated with a single EVVM voice mailbox, the EVVM Enabler SHALL always allow the user owning the mailbox to access his/her voice mail box after only one valid login operation.
	EVVM V1.0

	EVVM-HLF-008
	When multiple identifers are associated with a single EVVM voice mailbox, the EVVM Enabler SHALL always allow the user owning the mailbox  to manage (e.g., receive, send, store, retrieve) voice mails with any of his/her identifiers after logging into his/her voice mail box.
	EVVM V1.0

	EVVM-HLF-009
	An EVVM user MAY be able to add a background audio item and send it together with his/her voice mail. 
	EVVM V1.0

	EVVM-HLF-010
	The EVVM Enabler MAY support playing simultaneously a voice mail and its associated background media, if present, at the recipient’s EVVM client.
	EVVM V1.0

	EVVM-HLF-011
	 The EVVM Enabler SHOULD support the handling of wide band speech (e.g. G.722, AMR-WB).
	EVVM V1.0

	EVVM-HLF-012
	The EVVM Enabler MAY allow an EVVM user to manage (e.g., list, retrieve, delete) the voice mails previously sent by him/her in a separate folder (i.e. in a sentbox).
	EVVM V1.0

	EVVM-HLF-013
	The EVVM Enabler MAY support storing copies of sent VMs in a storage separated from the inbox according to user preferences and service provider policy.
	EVVM V1.0

	EVVM-HLF-014
	The EVVM Enabler MAY support inclusion of an emotion indication by the sending user, along with the VM, while depositing the VM for delivery. 
	EVVM V1.0

	EVVM-HLF-015
	The EVVM Enabler SHALL deliver the emotion indication information, if present, to the recipient.
	EVVM V1.0

	EVVM-HLF-016
	The EVVM Enabler SHOULD provide support for multi-device environment. 
	EVVM V1.0

	EVVM-HLF-017
	The EVVM Enabler MAY allow an EVVM user to recall his/her voice mail deposited to another EVVM user.
	Future

	EVVM-HLF-018
	The EVVM Enabler SHALL support sending notification to the recalling EVVM user, which includes the status (i.e., success, failure) of the voice mail recall attempt made by the recalling EVVM user.
	Future

	EVVM-HLF-019
	The EVVM Enabler SHALL support sending notification to the recipient EVVM user, which includes the information and status of the voice mail recall attempt made by the recalling EVVM user, according to the recalling EVVM user’s preferences.
	Future

	EVVM-HLF-020
	The EVVM Enabler SHOULD support interworking between various codecs (e.g. narrowband with G.711, GSM, AMR and wideband with G.722 and AMR-WB).
	EVVM V1.0

	EVVM-HLF-021
	The EVVM Enabler SHALL support network-initiated deactivation.
	EVVM V1.0

	EVVM-HLF-022
	The EVVM Enabler SHALL allow the EVVM client and EVVM server to exchange information that supports avoiding spam voice mails.
	EVVM V1.0

	EVVM-HLF-023
	The EVVM Enabler SHALL support interworking with other non-OMA VM services that are based on open standards.
	Deleted 


	EVVM-HLF-024
	The EVVM Enabler SHALL as a minimum allow the user to identify spam voice mails using the message originator’s identifier.
	EVVM V1.0

	EVVM-HLF-025
	When the EVVM Enabler supports blocking specific users, the EVVM Enabler SHALL allow an EVVM user to unblock a specific user who was blocked from leaving voice mails. 
	EVVM V1.0

	EVVM-HLF-026
	The EVVM Enabler SHALL allow reporting that a voice mail previously reported as spam is no longer spam.
	EVVM V1.0

	EVVM-HLF-027
	The EVVM Enabler SHALL support remote configuration of device parameters to access EVVM based services.
	EVVM V1.0

	EVVM-PRO-001
	The EVVM Enabler SHALL support multiple media formats and the selection of a preferred format based on various factors: e.g., user preferences, device capabilities, operator policies).
	EVVM V1.0

	EVVM-PRO-002
	The EVVM Enabler MAY allow the service providers to insert images as attachments to a voice mail (e.g., display of logos, advertisements).
	EVVM  V1.0

	EVVM-PRO-003
	The EVVM Enabler SHALL support including customized call-back information in the voice mail delivered to the EVVM client.
	EVVM V1.0


Table 1: High-Level EVVM Functional Requirements

Change 2:  Update section 6.1.6

6.1.1 Security

	Label
	Description
	Release

	EVVM-SEC-001
	The EVVM Enabler MAY provide application-level encryption over bearers that do not provide transport-level encryption.
	EVVM V1.0

	EVVM-SEC-002
	The EVVM Enabler SHOULD preserve the integrity and confidentiality of communication when inter-working with non EVVM based services.
	Deleted

	EVVM-SEC-003
	The EVVM Enabler SHALL provide at least the same level of security as GSMA/OMTP VVM 1.3.
	EVVM V1.0

	EVVM-SEC-004
	The EVVM Enabler MAY allow protecting EVVM users from unsolicited voice mails.
	EVVM V1.0

	EVVM-SEC-005
	The EVVM Enabler SHALL preserve the integrity and confidentiality of communication.
	EVVM V1.0

	EVVM-SEC-006
	The EVVM Enabler MAY support non-repudiation.
	EVVM V1.0


Table 7: Security Requirements
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