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1 Reason for Change

Fixing the CONR comments:

	B633
	2012.04.11
	T
	7.6.5.2.2
	Source: DTAG

Form: INP doc #0059
Comment: There is not define the EVVM Server behavior in case the client’s choice regarding the notification encryption  is in contradiction with service provider’s policy

Proposed Change: We should define following: “If the client’s choice is in contradiction with service provider’s policy then the EVVM Server MUST NOT send the notification to the corresponding EVVM Client”
	Status: CLOSED by CR145R01



R01: the CONR comment number was updated only!
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Update in Server procedures section 7.6.5.2.1
7.6.5.2.1 Compressing notifications
The EVVM Server MUST:

· Check the service provider’s policy on compression (serviceprefs-final/prefs/notifications@compress).

· 
· Check the client’s choice on compression (clientprefs/prefs/notifications@compress).

· 
· If the client’s choice for compression is exactly the opposite of the service provider’s policy (i.e compression is set to ‘always’ on one side while  it is set to ‘never’ on the other side, or vice versa), then the EVVM Server SHALL NOT compress the notification to the corresponding EVVM Client. For clarification purposes, a truth table has been included in section [xref to section D.2.1].
· Select a compression method supported by both the EVVM Server (serviceprefs-final/prefs/notifications/compression) and the EVVM Client (clientprefs/prefs/notifications/compression).

· If a suitable compression mechanism was found, the EVVM Server MUST compress the notification payload as specified according to the selected compression algorithm.

· If a suitable compression mechanism was not found, the EVVM Server MUST NOT compress the notification.

Change 2:  Update in Server procedures section 7.6.5.2.2

7.6.5.2.2 Encrypting notifications
The EVVM Server SHALL:

· Check the service provider’s policy on encryption (serviceprefs-final/prefs/notifications@encrypt).

· 
· Check the client’s choice on encryption (clientprefs/prefs/notifications@encrypt).

· 
· If the client’s choice for encryption is exactly the opposite of the service provider’s policy (i.e. encryption is set to ‘always’ on one side while  it is set to ‘never’ on the other side, or vice versa), then the EVVM Server SHALL NOT send the notification to the corresponding EVVM Client. For clarification purposes, a truth table has been included in section [xref to section D.2.2].
· Select an encryption method supported by both the EVVM Server (serviceprefs-final/prefs/notifications/encryption) and the EVVM Client (clientprefs/prefs/notifications/encryption).

· If a suitable encryption mechanism was found, the EVVM Server SHALL encrypt the notification payload as specified according to the selected encryption algorithm, using the appropriate keys (clientprefs/prefs/notifications/encryption/publickey or clientprefs/prefs/notifications/encryption/sharedsecret) depending on the characteristics of the chosen encryption mechanism (asymmetric or symmetric).

If a suitable encryption mechanism was not found, the EVVM Server SHALL NOT send the notification to the corresponding EVVM Client.
Change 3:  Add truth tables to D.2 Appendix
D.2 General Information
D.2.1 Truth table for notification compression
The following table provides clarification for the procedure described in section [xref to section 7.6.5.2.1 Compressing notifications].
Service provider preference: serviceprefs-final/prefs/notifications@compress
Client preference: clientprefs/prefs/notifications@compress
	Service provider preference
	Client preference
	Result

	always
	always
	Notification will be compressed

	always
	ifneeded
	Notification will be compressed

	always
	never
	Notification will not be compressed

	ifneeded
	always
	Notification will be compressed

	ifneeded
	ifneeded
	The EVVM Server decides whether the notification will be compressed or not (possibly based on the compression ratio).

	ifneeded
	never
	Notification will not be compressed

	never
	always
	Notification will not be compressed

	never
	ifneeded
	Notification will not be compressed

	never
	never
	Notification will not be compressed


Table 1: Truth table for notification compression
D.2.2 Truth table for notification encryption
The following table provides clarification for the procedure described in section [xref to section 7.6.5.2.2 Encrypting notifications].
Service provider preference: serviceprefs-final/prefs/notifications@encrypt
Client preference: clientprefs/prefs/notifications@encrypt
	Service provider preference
	Client preference
	Result

	always
	always
	Encrypted notification will be sent

	always
	ifneeded
	Encrypted notification will be sent

	always
	never
	Notification will not be sent

	ifneeded
	always
	Encrypted notification will be sent

	ifneeded
	ifneeded
	Notification will be sent with or without encryption.

The EVVM Server decides whether it will be encrypted (possibly based on the transport used).

	ifneeded
	never
	Notification will be sent without encryption

	never
	always
	Notification will not be sent

	never
	ifneeded
	Notification will be sent without encryption

	never
	never
	Notification will be sent without encryption


Table 2: Truth table for notification encryption
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