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1 Reason for Change

This CR is to handle the following CONRR comments:
	B112
	2012.04.13
	T
	6.2
	Source: ZTE
Form: doc #0064
Comment: In the bullet item for MSS, “delivery/read reports” should be mentioned as a type of objects stored in the MSS.
Proposed Change: Add “delivery/read reports” in this bullet item, i.e.,

“The Message Storage Server (MSS), based on a component of the OMA CPM Enabler specified in [OMA-CPM-MS], provides storage functions for EVVM user’s voicemails, delivery/read reports, personalised greetings and voice signatures including their attachments (e.g., audio, display of logos, advertisements).”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B169
	2012.04.13
	T
	6.3.1.2
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: Voicemails cannot be forwarded because it is not specified in the ER. Consequently, reports cannot be requested, neither.

Proposed Change: Remove this bullet: “Receiving a read report, indicating when the corresponding voicemail forwarded as MMS/Email was read by the recipient.”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B170
	2012.04.13
	T
	6.3.1.2
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: Voicemails cannot be forwarded because it is not specified in the ER. Consequently, reports cannot be requested, neither.

Proposed Change: Remove this bullet: “Receiving a delivery report, indicating when the corresponding voicemail forwarded as SMS/MMS/Email was properly delivered to its destination.”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B189
	2012.04.13
	T
	6.3.1.2
	Source: ZTE
Form: doc #0064
Comment: “delivery/read reports” should be mentioned as a type of objects stored in the EVVM Server or the MSS.
Proposed Change: Add “delivery/read reports” as follows:

“The EVVM Server is responsible for:
· …
· Providing internal storage for voicemails, delivery/read reports, greetings and voice signatures
· Interacting with external storage for voicemails, delivery/read reports, greetings and voice signatures.
· …
”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B192
	2012.04.13
	T
	6.3.1.2
	Source: ZTE
Form: doc #0064
Comment: There is no need to restrict the delivery/read report handling to the case of forwarding voicemails as SMS/MMS/Email.
Proposed Change: 
“
· Performing requested operations, if permitted:
· …
· Delivery and/or read report handling:
· Receiving a read report, indicating when the corresponding voicemail forwarded as MMS/Email was read by the recipient.
· Receiving a delivery report, indicating when the corresponding voicemail forwarded as SMS/MMS/Email was properly delivered to its destination.
· …
”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B205
	2012.04.13
	T
	6.3.1.4
	Source: ZTE
Form: doc #0064
Comment: It should be indicated that

1.) the MSS is not the only solution for voicemail storage, and 

2.) delivery/read reports is also a kind of objects stored in the MSS.
Proposed Change: Revise the paragraph as follows:

“Providing the same functionality as the CPM Message Storage Server (MSS), the EVVM Enabler’s stand-alone voicemail storage, if present, is a stand-alone network-based server, which provides all functionalities required for the storage of the EVVM user’s voicemails, delivery/read reports, personalised greetings and voice signatures and their attachments.”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B444
	2012.04.13
	T
	7.3.3.1.2
	Source: ZTE
Form: doc #0064
Comment: In the description on read report request, change “MUST” into “SHOULD” to be consistent with the corresponding procedure section.
Proposed Change: 
“If the user requests a read report, the EVVM Client MUST SHOULD include a Disposition-Notification-To header field as specified in [RFC3798].”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B522
	2012.04.13
	T
	7.5.2.1.1
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: Add clarification

Proposed Change: “While composing a voicemail, the EVVM user MAY request a read report before the voicemail is submitted for delivery. In EVVM, the read report corresponds to the ‘displayed’ disposition type of the Message Disposition Notifications (MDN). When requested by the EVVM user, the EVVM Client MUST request ‘displayed’ Message Disposition Notification (MDN) as defined in [RFC3798].”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B537
	2012.04.13
	T
	7.5.2.2.1

7.5.2.2.4
	Source: ZTE
Form: doc #0064
Comment: Both of these 2 sections mention requesting delivery reports.
Proposed Change: Merge the descriptions about requesting delivery reports into a single section.
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B542
	2012.04.13
	T
	7.5.2.2.3
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: Clarifications and missing stuff.

Delivery reports are not supported in this case.

Proposed Change: “To submit a voicemail that exists on the EVVM Client via IMAP, the EVVM Client MUST use the IMAP APPEND command to deposit the voicemail message into the Outbox, as specified in [RFC3501].
To submit a voicemail that exists on the EVVM Server (i.e. in the Draftbox) via IMAP, the EVVM Client MUST use the IMAP COPY command to deposit the voicemail message into the Outbox, as specified in [RFC3501]. After the successful COPY operation from Draftbox to Oubox, the EVVM Client SHOULD remove the voicemail from Draftbox.
The EVVM Server MAY choose to request or not to request a delivery report on behalf of the EVVM Client – it is an implementation issue.”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B543
	2012.04.13
	Q
	7.5.2.2.3
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: Delivery reports are not supported when using IMAP. Wouldn’t it be better to make a user preference for it so the server could apply these settings automatically without any EVVM Client ever having to worry about applying the right report settings?

Proposed Change: ?
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B544
	2012.04.13
	T
	7.5.2.2.4
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: This is specific to submission via SMTP and it is already captured there.

Proposed Change: Remove this section.
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B563
	2012.04.13
	T
	7.5.3
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: 

Storing outgoing messages is a key to the requirements here yet there is absolutely nothing about this.

Description of the case when the sent voicemail cannot be found is also missing.

The statements in this section are implementation-specific.

It is not expressed how to protect the privacy of the user (forbid sending reports as a whole as a policy or a user preference).

All in all, even if those were added, it is questionable why we are specifying these; all of these are implementation issues.

Proposed Change: Remove section and its subsections.
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B564
	2012.04.13
	T
	7.5.3.1
	Source: ZTE
Form: doc #0064
Comment: Uncompleted descriptions 
Proposed Change:
“The EVVM Client SHOULD match the Original-Envelope-ID contained in the incoming DSN with the Message-ID contained in the original sent voicemail while displaying the DSN.”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B565
	2012.04.13
	T
	7.5.3.1
	Source: ZTE
Form: doc #0064
Comment: Determine if more details should be provided on matching the Original-Envelope-ID with the Message-ID.
Proposed Change:
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B566
	2012.04.13
	T
	7.5.3.2
	Source: ZTE
Form: doc #0064
Comment: Uncompleted descriptions
Proposed Change: 

“The EVVM Client SHOULD match the Original-Message-ID contained in the incoming MDN with the Message-ID contained in the original sent voicemail while displaying the MDN.”
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B623
	2012.04.13
	T
	7.6.4
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: 

As commented this elsewhere, it is not possible to send a message via the Forwarding Gateway. As such, these notifications do not make any sense.

There is nothing that the statements in these subsections add.

Proposed Change: Remove all subsections and add this text: The EVVM Enabler does not specify additional reporting procedures to those already defined in [OMTP VVM].
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B624
	2012.04.13
	T
	7.6.4.2
	Source: ZTE
Form: doc #0064
Comment: Handle the Editor’s Note: “add definition on MDN”
Proposed Change:
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR


	B625
	04.01.12
	T
	7.6.4.2
	Source: Comverse

Form: DOC #0066
Comment: missing definition “Editor’s Note: add definition on MDN”

Proposed Change: add definition
	Status: CLOSED by OMA-COM-EVVM-2012-0158-CR



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The EVVM group is recommended to review and agree to the proposed changes.
6 Detailed Change Proposal
Change 1:  Update section 6.2 “Architectural Diagram”.
4. Architectural Diagram

 
[image: image1.emf]Device

EVVM Client

Other Clients 

(e.g. voice client, 

SMS client)

Forwarding 

Gateway

Server Domain

EVVM Server

Standard 

Non-OMA 

VM Service

Email

SMS

MMS

EVVM-1

EVVM-2

EVVM-3

EVVM-4

Server Domain

EVVM Server

I

0

I

0

Message 

Storage 

Server

DM 

Client

Push 

Client

XDM 

Client

XDM 

Client

TUI

Underlying Network Infrastructure

I

2

I

2

I

2

I

2

Supporting Enablers

CPM DM Push XDM

Push Proxy 

Gateway

DM 

Server

Supporting Enablers, server-only

STI

CPM-MSG

I

0

EVVM-5

EVVM-5


Figure 2: OMA EVVM logical architecture

Figure 2 presents the EVVM logical architecture model, depicting the EVVM Enabler’s functional components and their interactions with each other and with external entities such as the Supporting Enablers and the remote EVVM Server. 

The EVVM Enabler consists of the following EVVM functional components:
· The EVVM Client, which resides in the user’s Device and allows the EVVM User to use the EVVM-based services by interacting with the EVVM Server and the components in the Device.
· The EVVM Server, which resides in the network’s Server Domain and interacts with the EVVM Client and other network components such as the Forwarding Gateway.

· The Message Storage Server (MSS), based on a component of the OMA CPM Enabler specified in [OMA CPM TS MS], provides storage functions for EVVM user’s voicemails, delivery/read reports, greetings and voice signatures including their attachments (e.g., audio, display of logos, advertisements).

· Note: When the EVVM Server provides storage only internally, the Message Storage Server and the CPM-MSG interface exposed by the MSS are omitted. 

· The Forwarding Gateway, which forwards voicemails to external non-VM services such as Email, MMS and SMS.
· The Telephony User Interface (TUI), which allows the user to access his/her EVVM VM box via traditional telephony systems.
The EVVM functional components, if and when needed, interact with the following external functional components:
· The following supporting Enablers, which are other OMA Enablers used to support the EVVM Enabler:
· The CPM Enabler (MSS), which provides external message storage capabilities to support EVVM voicemail storage functionalities.

· The XDM Enabler (XDM Client), which provides XML document management capabilities to support creating, storing and managing EVVM user preferences, group lists for black-lists to block incoming voicemails. 
· The Push Enabler (Push Client and Push Proxy Gateway), which provides push notifications to support informing multiple devices about server-side events.
· The DM Enabler (DM Client and DM Server), which provides device management to support remote management of EVVM-specific device parameters.
· The remote EVVM Server, which is another EVVM server residing in another (remote) server domain.
· The Underlying Network Infrastructure, which provides Telephony-based and IP-based functionalities that are needed for the EVVM Enabler to provide the required services.
Figure 3 shows the details of the interactions between the functional components of the EVVM Enabler and the supporting Enablers. A more detailed informational figure is available in section D.1.1 “Detailed Enabler Interactions”.
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Figure 3 - Interactions between the EVVM Enabler functional components and the supporting Enablers.

Interfaces labeled as Isrv-internal are implementation-specific interfaces that are internal to the EVVM Server and the relevant functional component. All Isrv-internal interfaces are out of the scope of EVVM 1.0.

Interfaces labeled as Idev-internal are implementation-specific interfaces that are internal to the EVVM Client and the relevant functional component. All Idev-internal are out of the scope of EVVM 1.0.

Change 2:  Update section 6.3.1.2 “EVVM Server”.
5. EVVM Server

The EVVM Server resides in a Server Domain. It stores resources and provides access to these resources to other EVVM functional components.

A remote EVVM Server is an EVVM Server residing in another (remote) EVVM Server Domain and supports the full set or a subset of the EVVM functions described in this document. The local EVVM Server interacts with the remote EVVM Servers to allow EVVM Users of the local EVVM Server Domain to interact with EVVM Users of the other (remote) EVVM Server Domain.

The EVVM Server SHALL provide storage either internally, externally or both, see [TBD, new section in appendix with figure]. The interface between the EVVM Server and its internal storage is an implementation issue, and as such, it is out of the scope of this specification. The interface between the EVVM Server and its external storage SHALL be CPM-MSG, as defined in [OMA CPM TS MS], see section 7.6.9 “Managing the external storage”.

The EVVM Server SHALL be capable of transcoding content either using the OMA STI Enabler (see section 6.3.1.9.5 “STI (Standard Transcoding Interface)”) or by other means.
The EVVM Server is responsible for:

· Serving connection requests, authenticating the EVVM user, maintaining and closing established connections as requested.

· Providing internal storage for voicemails, delivery/read reports, greetings and voice signatures 

· Interacting with external storage for voicemails, delivery/read reports, greetings and voice signatures.

· Supporting the storage of the following user preferences (either in external or in internal storage, not both):

· Preferred media formats.

· Processing and validation of requests originated from the EVVM Client and the TUI.

· Applying the device/client capabilities, user preferences and service provider policies to requests from the EVVM Client and the TUI, as applicable.

· Disclosing the server capabilities to the client:

· List of supported media formats

· Performing requested operations, if permitted:

· Client and server capabilities, service and user preferences management via the XDM Enabler [6.3.1.9.4 “XML Document Management Enabler”]

· Voicemail handling:

· Fetching, from the EVVM Voice Mail Storage Server, the referenced media and replacing the references included in the voicemail.

· Sending voicemail to the recipient(s) upon receiving a request

· If present, including emotion indication.

· Sending voicemail at the future time specified by the EVVM Client.

· Delivering voicemail with appropriate codec

· If needed, performing on-the-fly transcription to the preferred media format(s).

· If roaming, respecting delivery while roaming preference.

· Receiving voicemail:

· Rejecting with respect to the white and black lists

· Accepting with respect to the white and black lists

· Recording an incoming voicemail 

· Storing the recorded voicemail to the Voice Mail Storage Server

· Storing incoming voicemail(s)

· Inserting images as attachments to a voicemail (e.g., display of logos, advertisements) based on service provider’s policy and with prior consent of the VM receiving user.

· Forwarding an already stored voicemail to the recipient(s) respecting white list/black list

· Sending Delivery/Read Status information according to user preference.

· Supporting international email addresses.

· Support for multiple identifiers

· Allowing associating multiple identifiers with one specific user
· Authenticating the user using his/her selected identifier
· Performing operations using selected EVVM user identifier

· Allowing using all associated identifiers during an authenticated/authorized session

· Delivery and/or read report handling:

· Receiving a read report, indicating when the corresponding voicemail, or the voicemail forwarded as MMS/Email, was read by the recipient.

· Receiving a delivery report, indicating when the corresponding voicemail, or the voicemail forwarded as SMS/MMS/Email, was properly delivered to its destination.

· Notifying the EVVM Client of a received read and/or delivery report, according to user preferences.

· Greeting and voice signature management:

· Storing greetings and voice signatures.

· Playing the appropriate greetings.
· Content adaptation:

· Realizing voicemail transcription according to user preference.

· Providing transcribed text to the client.

· Realizing text to speech conversion according to user preference.

· Providing converted voice to the client.

· Notifications:

· Supporting VVM 1.3 notifications
· Dispatching event notifications or not (according to user preferences) 

· If roaming, respecting notification setting while roaming preference and preferred roaming notification type.

· Spam Management:
· Identifying incoming voicemails as spam and storing them in the spam folder.
· Processing spam report received from EVVM Client.
· Handling the spam voicemail according to the spam report, user preference and service provider policies
· Receiving and processing information from the EVVM Client that a previously reported spam is no longer a spam
· Reporting the result of the requested operation to the EVVM Client and the TUI, as applicable.

· Responding to the EVVM Client’s request to retrieve the blocked information.

· Receiving request from the EVVM Client to unblock a user that was previously blocked from leaving a voicemail.

· Forwarding transcribed text to the recipient(s).

· Sending notification to the appropriate EVVM Client(s) that the EVVM User is no longer provisioned for EVVM services i.e. network initiated deactivation.

· Security of notification content:

· Selecting a suitable encryption method while taking into account client capabilities.

· Exchanging private keys, public keys, etc as required for encrypting notifications.

· If requested, encrypting notifications to be sent to the EVVM Client.

· Supporting EVVM operations in multi-device environment.

· Inter-domain communication with remote EVVM Servers, to transfer:

· Voicemails.
· Reports (delivery reports, read reports).
· Interworking with Standard non-OMA VM Service according to service provider’s policies:
· Identifying voicemail’s destination as a Standard non-OMA VM service and forwarding the voicemail to its destination.
· Identifying destination of report (e.g., delivery report, read report) as a Standard non-OMA VM service and forwarding the report to its destination.
· Receiving voicemails from Standard non-OMA VM Service;
· Receiving reports (delivery reports, read reports) from Standard non-OMA VM Service
Change 3:  Update section 6.3.1.4 “Message Storage Server”.
5. Message Storage Server

Providing the same functionality as the CPM Message Storage Server (MSS), the EVVM Enabler’s external voicemail storage, if present, is a stand-alone network-based server, which provides all functionalities required for the storage of the EVVM user’s voicemails, delivery/read reports, greetings and voice signatures and their attachments.

The detailed functionalities of the MSS are as described for the OMA CPM MSS in [OMA-CPM-TS SD].

Change 4:  Update section 7.3.3.1.2 “Header fields”.
5. Header fields

The usage of header fields SHALL conform to [RFC5322] and [OMTP VVM]. In addition, when a voicemail is being composed at the EVVM Client,
· If there are multiple identifiers associated with the user, the EVVM Client SHALL allow the user to choose one of his/her identifiers as the originator’s identifier and include the chosen identifier in the From header field.

· If the user requests a read report, the EVVM Client SHOULD include a Disposition-Notification-To header field as specified in [RFC3798].
· If the EVVM user desires call-back using an identifier different from the identifier included in the From header field, the EVVM Client SHALL include the identifier to be used for call-back in the Reply-To header field as specified in [RFC5322].
· If the EVVM user desires to include emotion indication to the voice mail, the EVVM Client SHALL include the header field as specified in Section 7.3.8.1 “Emotion Indication Header”.
Change 5:  Update section 7.6.2.2 “Requesting read reports”.

4. Procedures at the EVVM Client
…
7.6.2.2 Requesting read reports
While composing a voicemail, the EVVM user MAY request a read report before the voicemail is submitted for delivery. When a read report is requested by the EVVM user,the EVVM Client SHOULD request MDNs as defined in [RFC3798]. 

Change 6:  Update section 7.6.2.3.3 “Voicemail submission via IMAP”.

7.6.2.3.3 Voicemail submission via IMAP

Upon composition of voice mail as specified in section 7.6.2.1 “Voicemail composition”, the EVVM Client MAY be able to submit voicemails via IMAP. 
Before sending a voicemail, the EVVM Client SHALL check the service preferences to ensure that the voicemail to be sent does not exceed the predefined message size limit and that the EVVM Server does in fact, provide Outbox. Corresponding preferences: 

· /serviceprefs-final/prefs/bounds@maxvmsize 
· /serviceprefs-final/mappings.
To submit a composed voicemail via IMAP, the EVVM Client SHALL use an IMAP APPEND command to deposit the voicemail message into the EVVM user’s Outbox in the EVVM Server, as specified in [RFC3501].
To submit a voicemail that exists on the EVVM Server (i.e. in the Draftbox) via IMAP, the EVVM Client SHALL use the IMAP COPY command to deposit the voicemail message into the Outbox, as specified in [RFC3501]. After the successful COPY operation from Draftbox to Outbox, the EVVM Client SHOULD remove the voicemail from Draftbox.

The EVVM Server MAY choose to request or not to request a delivery report on behalf of the EVVM Client according to the user’s preference.
If a URL is to be included in the voicemail as a reference to a media item existing in the voicemail storage on the network side (see section 7.6.2.1 “Voicemail composition”), the EVVM Client MAY use the IMAP CATENATE Extension to concatenate the URL with the voicemail while depositing the voicemail into the Outbox via the APPEND command, according to [RFC5550].
Change 7:  Remove section 7.6.2.3.4 “Requesting delivery reports”.
5. 

Change 8:  Update section 7.6.4 “Delivery/read report handling”.
4. Delivery/read report handling

5. Delivery report
If a copy of the sent voicemail is stored in the EVVM user’s voicemail box, the EVVM Client SHOULD match the Original-Envelope-ID contained in the incoming DSN with the Message-ID contained in the original sent voicemail while displaying the DSN.

5. Read report
If a copy of the sent voicemail is stored in the EVVM user’s voicemail box, the EVVM Client SHOULD match the Original-Message-ID contained in the incoming MDN with the Message-ID contained in the original sent voicemail while displaying the MDN.

Change 9:  Update section 7.7.4
“Delivery/read report handling”.

4. Procedures at the EVVM Server
…
4. Delivery/read report handling
5. Delivery reports

The EVVM Server SHALL generate a DSN message after receiving a voicemail if the voicemail requests a delivery report (see [OMTP VVM]).
When the EVVM Server receives a DSN message from the Forwarding Gateway or a remote EVVM Server and the DSN message is destined for an EVVM user served by this EVVM Server itself, the EVVM Server SHALL deposit the DSN message into the original voicemail sender’s voicemail box according to the identifier carried in the SMTP RCPT To command.

5. Read reports
The EVVM Server SHALL generate a MDN message after receiving a voicemail containing a MDN request (see [OMTP VVM]).

When the EVVM Server receives a MDN message from an EVVM Client, the Forwarding Gateway, or a remote EVVM Server and the MDN message is destined for an EVVM user served by this EVVM Server itself, the EVVM Server SHALL deposit the MDN message into the original voicemail sender’s voicemail box according to the identifier carried in the SMTP RCPT To command.
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