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1 Reason for Change

This CR is to add a new client preference in the XDM TS for EVVM. By setting this preference, the EVVM Client will receive voicemails without any media items larger than a certain size.
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The EVVM group is recommended to review and agree to the proposed changes.
6 Detailed Change Proposal
Change 1:  Update section 5.3.1 “Structure”.
4. EVVM Client Preferences

…
4. Structure
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Figure 4: Structure diagram, Client Preferences
Change 2:  Update section 5.3.6 “Validation Constraints”.
4. Validation Constraints

FFS: it is an open issue whether the constraints that can be derived from the schema (XSD) should be included as text:
- in this section at all,
- in this section normatively,
- in an informative fashion in this or another section (i.e. Appendix).

The XML document MUST contain the ‘prefs’ element.


The ‘prefs’ element MUST have a ‘version’ attribute.



The ‘version’ attribute MUST be ‘1.0’.


The ‘prefs’ element MAY have any number of extension attributes.


The ‘prefs’ element MUST contain exactly one ‘client’ element.



The ‘client’ element MUST have a ‘type’ attribute.



The ‘client’ element MUST be empty.


The ‘prefs’ element MUST contain exactly one ‘mediatypes’ element.



The ‘mediatypes’ element MAY have a ‘supplementary’ attribute, an ‘optional’ attribute and any number of extension attributes.



The ‘mediatypes’ element MUST contain zero or more ‘mediatype’ elements.


The ‘prefs’ element MUST contain exactly one ‘charsets’ element.



The ‘charsets’ element MAY have a ‘supplementary’ attribute and any number of extension attributes.



The ‘charsets’ element MUST contain zero or more ‘charset’ elements.


The ‘prefs’ element MUST contain exactly one ‘protocols’ element.



The ‘protocols’ element MUST contain one or more ‘protocol’ elements.




Each ‘protocol’ element MAY have an ‘id’ attribute




Each ‘protocol’ element MUST have a ‘version’ attribute.




Each ‘protocol’ element MUST be empty.


The ‘prefs’ element MUST contain exactly one ‘notifications’ element.



The ‘notifications’ element MAY have a ‘compress’, an ‘encrypt’, a ‘deac’, a ‘pref’, a ‘sync’ and a ‘trans’ attribute.



The ‘notifications’ element MAY have any number of extension attributes.



The ‘notifications’ element MUST contain one or more ‘encryption’ elements.




Each ‘encryption’ element MUST have an ‘index’, a ‘type’ and a ‘strength’ attribute.





The value of the ‘index’ attribute MUST be in the range of 0 to 15 (0 and 15 inclusive).





The value of the ‘index’ attribute MUST be unique within the scope of this ‘encryption’ element.




Each ‘encryption’ element MAY have any number of extension attributes.




Each ‘encryption’ element MUST contain exactly one ‘publickey’ or exactly one ‘sharedsecret’ element.




Each ‘encryption’ element MAY contain any number of extension elements.



The ‘notifications’ element MUST contain zero or more ‘compression’ elements.




Each ‘compression’ element MUST have an ‘index’ and a ‘type’ attribute.





The value of the ‘index’ attribute MUST be in the range of 0 to 7 (0 and 7 inclusive).





The value of the ‘index’ attribute MUST be unique within the scope of this ‘compression’ element.




Each ‘compression’ element MAY have any number of extension attributes.




Each ‘compression’ element MUST be empty, or, contain any number of extension elements.



The ‘notifications’ element MAY contain any number of extension elements.


The ‘prefs’ element MAY contain exactly one ‘device’ element.



The ‘device’ element MUST have a ‘type’ attribute.



The ‘device’ element MUST be empty.


The ‘prefs’ element MAY contain exactly one ‘filterlargemedia’ element.



The ‘filterlargemedia’ element MUST contain exactly one ‘largerthan’ element.


The ‘prefs’ element MAY contain any number of extension elements.

Change 3:  Create new sub-sections under section 5.3.7.1 “prefs”.
5. prefs
…
5. filterlargemedia
When the ‘active’ attribute is omitted, the default value of ‘false’ MUST be used.

active
= boolean
The sub-element ‘largerthan’ contains a message size value given in the unit of “byte”.
Example:

<filterlargemedia active="true">

<largerthan>10000000</largerthan>
</filterlargemedia>
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