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1 Reason for Change

	A020
	2012.04.13
	T
	6.1
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: EVVM-HLF-016 is not possible without a ClientID. The ER does not specify how an EVVM Server obtains the ClientID from the clients. As such, the EVVM Server cannot distinguish two clients and cannot identify their client preferences, neither. The result is that the multi-device support is broken.

Proposed Change: Add a mechanism to deliver the ClientID from the EVVM Client to the EVVM Server or remove all multi-device aspects from the specifications.
	Status: OPEN



	B244
	2012.04.13
	T
	6.3.2.1

7.3.1.2

7.5.5.1

7.6.6.1
	Source: Research In Motion Ltd.

Form: Doc #0067

Comment: The specification does not include a solution for the bullet “Client identification”. Only the format is established; it is not clear how the client and the server exchange the ClientID. Considering that quite a few features of EVVM explicitly depend on this, I suggest specifying it instead of removing it.

Proposed Change: Specify how the ClientID is exchanged when the session is established.
	Status: OPEN




2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Add normative reference
2.1 Normative References

	[3GPP TS23.140]
	“Multimedia Messaging Service (MMS); Stage 2”, 3GPP, TS 23.140,
URL: http://www.3gpp.org/

	[3GPP TS26.103]
	"Speech codec list for GSM and UMTS"
URL: http://www.3gpp.org/ftp/Specs/html-info/26103.htm

	[NIST FIPS-197]
	“Advanced Encryption Standard (AES)”, URL: http://csrc.nist.gov/publications/fips/fips197/fips-197.pdf

	[OMA CPM AD]
	“Converged IP Messaging Architecture”, Open Mobile Alliance™, OMA-AD-CPM-V1_0,
URL: http://www.openmobilealliance.org

	[OMA CPM TS MS]
	“OMA Converged IP Messaging Message Storage”, Open Mobile Alliance™,
OMA-TS-CPM-MessageStorage-V1_0, URL:http://www.openmobilealliance.org/

	[OMA CPM TS SD]
	“OMA Converged IP Messaging System Description”, Open Mobile Alliance™,
OMA-TS-CPM-System_Description-V1_0, URL:http://www.openmobilealliance.org/

	[OMA DM]
	“OMA Device Management”, Open Mobile Alliance™, OMA-ERP-DM-V1_3,
URL: http://www.openmobilealliance.org/

	[OMA EVVM RD]
	“Enhanced Visual Voice Mail Requirements”, Open Mobile Alliance™, OMA-RD-EVVM-V1_0,
URL: http://www.openmobilealliance.org

	[OMA EVVM XDM]
	“EVVM XDM Specification”, Open Mobile Alliance™, OMA-TS-EVVM-XDM-V1_0,
URL: http://www.openmobilealliance.org

	[OMA Push]
	“OMA Push”, Open Mobile Alliance™, OMA-ERP-Push-V2_3,
URL: http://www.openmobilealliance.org/

	[OMA Push AD]
	“Push Architecture”, Open Mobile Alliance™, OMA-AD-Push-V2_3,
URL: http://www.openmobilealliance.org

	[OMA SEC CF]
	“Security Common Functions Architecture”, Open Mobile Alliance™, OMA-AD-SEC_CF-V1_1,
URL: http://www.openmobilealliance.org/

	[OMA STI]
	“OMA Standard Transcoding Interface”, Open Mobile Alliance™, OMA-ERP-STI-V1_0,
URL: http://www.openmobilealliance.org/

	[OMA XDM]
	“XML Document Management”, Open Mobile Alliance™, OMA-ERP-XDM-V2_1,
URL: http://www.openmobilealliance.org/

	[GSMA VVM]
	“Visual Voice Mail Interface Specifications”, Version 1.3, Open Mobile Terminal Platform, OMTP
URL: http://www.gsmworld.com/documents/OMTP_VVM_Specification_v1_3_Final.pdf

	[RFC1847]
	“Security Multiparts for MIME: Multipart/Signed and Multipart/Encrypted”,  J. Galvin, October 1995, URL: http://tools.ietf.org/html/rfc1847

	[RFC2045]
	“Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2045

	[RFC2046]
	“Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types”, N. Freed et al, November 1996, URL: http://tools.ietf.org/html/rfc2046

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,
URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC2141]
	"URN Syntax", R. Moats, May 1997, URL: http://tools.ietf.org/html/rfc2141

	[RFC2177]
	"IMAP4 IDLE command", Leiba, B., June 1997, URL: http://tools.ietf.org/html/rfc2177

	[RFC2595]
	“Using TLS with IMAP, POP3 and ACAP”,  C. Newman,  June 1999,  URL: http://tools.ietf.org/html/rfc2595

	[RFC2822]
	“Internet Message Format”, P. Resnick, April 2001, URL: http://tools.ietf.org/html/rfc2822

	[RFC2852]
	“Deliver By SMTP Service Extension”, D. Newman, June 2000, URL: http://tools.ietf.org/html/rfc2852

	[RFC2971]
	“IMAP4 ID extension”, T. Showalter, October 2000, URL: http://tools.ietf.org/html/rfc2971

	[RFC3030]
	"SMTP Service Extensions for Transmission of Large and Binary MIME Messages", G. Vaudreuil, December 2000, URL: http://tools.ietf.org/html/rfc3030

	[RFC3156]
	“MIME Security with OpenPGP”, M. Elkins et al, August 2001, URL: http://tools.ietf.org/html/rfc3156

	[RFC3207]
	“SMTP Service Extension for Secure SMTP over Transport Layer Security”,  P. Hoffman, February 2002, URL: http://tools.ietf.org/html/rfc3207

	[RFC3261]
	"SIP: Session Initiation Protocol", U. Rosenberg et al, June 2002, URL: http://tools.ietf.org/html/rfc3261

	[RFC3461]
	“Simple Mail Transfer Protocol (SMTP) Service Extension for Delivery Status Notifications (DSNs)”,
K. Moore, January 2003, URL: http://tools.ietf.org/html/rfc3461

	[RFC3464]
	“An Extensible Message Format for Delivery Status Notifications”, K. Moore et al, January 2003,
URL: http://tools.ietf.org/html/rfc3464

	[RFC3501]
	“Internet Message Access Protocol - Version 4rev1”, M. Crispin, March 2003,
URL: http://tools.ietf.org/html/rfc3501

	[RFC3516]
	"IMAP4 Binary Content Extension", L. Nerenberg, December 2000,
URL: http://tools.ietf.org/html/rfc3516

	[RFC3798]
	“Message Disposition Notification”, T. Hansen, Ed. et al, May 2004,
URL: http://tools.ietf.org/html/rfc3798

	[RFC3801]
	“Voice Profile for Internet Mail - version 2 (VPIMv2)”, G. Vaudreuil et al, June 2004,
URL: http://tools.ietf.org/html/rfc3801

	[RFC3966]
	"The tel URI for Telephone Numbers", H. Schulzrinne, December 2004,
URL: http://tools.ietf.org/html/rfc3966

	[RFC4021]
	“Registration of Mail and MIME Header Fields”, G. Klyne et al, March 2005,
URL: http://tools.ietf.org/html/rfc4021

	[RFC4122]
	"A Universally Unique IDentifier (UUID) URN Namespace", P. Leach et al, July 2005,
URL: http://tools.ietf.org/html/rfc4122

	[RFC4467]
	“Internet Message Access Protocol (IMAP) - URLAUTH Extension”, M. Crispin, May 2006, URL: http://tools.ietf.org/html/rfc4467

	[RFC4536]
	“The application/smil and application/smil+xml Media Types”, P. Hoschka, May 2006,
URL: http://tools.ietf.org/html/rfc4536

	[RFC4648]
	“The Base16, Base32, and Base64 Data Encodings”, S. Josefsson, October 2006,
URL: http://tools.ietf.org/html/rfc4648

	[RFC4865]
	“SMTP Submission Service Extension for Future Message Release”, G. White, May 2007,
URL: http://tools.ietf.org/html/rfc4865

	[RFC4880]
	“OpenPGP Message Format”, J. Callas et al, November 2007, URL: http://tools.ietf.org/html/rfc4880

	[RFC5162]
	“IMAP4 Extensions for Quick Mailbox Resynchronization”, A. Melnikov, D. Cridland, C. Wilson,
March 2008, URL: http://tools.ietf.org/html/rfc5162

	[RFC5234]
	“Augmented BNF for Syntax Specifications: ABNF”, D. Crocker & P. Overell, January 2008,
URL: http://tools.ietf.org/html/rfc5234

	[RFC5321]
	“Simple Mail Transfer Protocol”, J. Klensin, October 2008, URL: http://tools.ietf.org/html/rfc5321

	[RFC5322]
	“Internet Message Format”, P. Resnick, October 2008, URL: http://tools.ietf.org/html/rfc5322

	[RFC5465]
	"The IMAP NOTIFY Extension", Gulbrandsen, A., King, C., and A. Melnikov, February 2009,
URL: http://tools.ietf.org/html/rfc5465

	[RFC5550]
	“The Internet Email to Support Diverse Service Environments (Lemonade) Profile”, D. Cridland, Ed. et al, August 2009, URL: http://tools.ietf.org/html/rfc5550

	[RFC5598]
	“Internet Mail Architecture”, D. Crocker, July 2009, URL: http://tools.ietf.org/html/rfc5598

	[RFC5738bis]
	“IMAP Support for UTF-8”, P. Resnick, C. Newman, S. Shen, December 2011, 
URL: http://tools.ietf.org/html/draft-ietf-eai-5738bis
Note: this document is a draft specification. The reference is to be updated when the RFC number becomes available or at the latest, before the final approval of the Enabler package.

	[RSA  PKCS]
	“PKCS #1 v2.1: RSA Cryptography Standard”, URL: ftp://ftp.rsasecurity.com/pub/pkcs/pkcs-1/pkcs-1v2-1.pdf

	[RFC6531]
	“SMTP Extension for Internationalized Email Addresses”, J. Yao & W. Mao, February 2012,
URL: http://tools.ietf.org/html/rfc6531

	[RFC6532]
	“Internationalized Email Headers”, A. Yang, S. Steele, N. Freed, February 2012,
URL: http://tools.ietf.org/html/rfc6532

	[RFC6533]
	“Internationalized Delivery Status and Disposition Notifications”, T. Hansen, .C. Newman & A. Melnikov, February 2012, URL: http://tools.ietf.org/html/rfc6533

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures,
URL: http://www.openmobilealliance.org

	[SECG SEC1]
	“Standards for Efficient Cryptography, SEC 1: Elliptic Curve Cryptography version 2.0”,
URL: http://www.secg.org/download/aid-780/sec1-v2.pdf

	[SMPP]
	“SMPP: Short Message Peer-to-Peer Protocol Specification version 3.4”, URL: http://www.smsforum.net

	[XSD-DEAC]
	“XML Schema Definition: EVVM Deactivation Notification”, Open Mobile Alliance™,
OMA-SUP-XSD_EVVM_DEAC-V1_0, URL: http://www.openmobilealliance.org

	[XSD-PREF]
	“XML Schema Definition: EVVM Preferences Notification”, Open Mobile Alliance™,
OMA-SUP-XSD_EVVM_PREF-V1_0, URL: http://www.openmobilealliance.org

	[XSD-SYNC]
	“XML Schema Definition: EVVM Synchronization Notification”, Open Mobile Alliance™,
OMA-SUP-XSD_EVVM_SYNC-V1_0, URL: http://www.openmobilealliance.org

	[XSD-TRAN]
	“XML Schema Definition: EVVM Transcription Notification”, Open Mobile Alliance™,
OMA-SUP-XSD_EVVM_TRAN-V1_0, URL: http://www.openmobilealliance.org


Change 2:  Clarify text
7.3.1.2 Client Identifier

An EVVM user may possess several devices and each of these devices may host multiple EVVM Clients from the same or different vendors. The EVVM Client identifier (Client-ID) identifies an individual EVVM Client within an individual device, therefore the Client-ID SHALL be globally unique.
In general, a Client-ID is a freeform, case insensitive string; however it SHALL NOT include characters that are not permitted in SIP URIs [RFC3241].
EVVM Clients without a factory-assigned Client-ID SHALL generate a globally unique Client-ID before their first login attempt as the Client-ID is required []. It is RECOMMENDED to generate the Client-ID to be a Universally Unique Identifier (UUID), as defined in [RFC4122].

The EVVM Client SHALL store its Client-ID persistently, to overcome power loss, device failure, firmware update, software update, etc.

Change 3:  Add a sub-section with the procedure
7.6.6.1 Capability agreement

The EVVM Client SHALL store its client preferences document prior to accessing the EVVM Server containing its applicable capabilities, as described in section 7.3.2.2 “Client preferences”.

The EVVM Client SHALL obtain a copy of the global service preferences document and a copy of the subscription-specific service preferences document that applies to its user - provided that these documents exist - prior to accessing the EVVM Server. When both global and subscription-specific service preferences documents exists, the EVVM Client SHALL calculate the final set of service preferences as described in section 7.3.2.1 “Service preferences”. The EVVM Client SHALL evaluate each EVVM Server capability versus its own capabilities. The smallest common denominator (of the client capabilities versus the server capabilities) constitutes the capability agreement.
After successful authentication to the EVVM Server, the EVVM Client SHALL identify itself to the EVVM Server as described in section 7.6.6.1.1. The capability agreement SHALL remain valid throughout the session - even if the service preferences are updated in the meantime - until the EVVM Client disconnects from the EVVM Server.


7.6.6.1.1 Client identification
The EVVM Client SHALL identify itself to the EVVM Server using the IMAP4 ID extension defined in [RFC2971]. This specification defines the following field name for this purpose:
client-id
= EVVM Client-ID, as defined in section 7.3.1.2.
client-id-confirmation
= A simple confirmation from the EVVM Server.
To ensure that the result of the procedure is unambiguous and reliable, the EVVM Client SHALL verify the response. In case the server does not send a ‘client-id-confirmation’ field with the value ‘done’ in response, or, in case the result is ‘BAD’, the EVVM Client SHALL either disconnect or continue the session as if it was a client based on the [OMTP VVM] specifications (changing its behavior by disabling all functionality that is not available in [OMTP VVM]).
Example:

C: a005 ID ("evvm-client-id" "340457b0-b969-11e1-afa6-0800200c9a66")
S: * ID ("evvm-server-confirmation" "done")
S: a005 OK ID completed
Change 4:  Add a sub-section with the procedure

7.7.6.1 Capability agreement

The EVVM Server SHALL disclose its applicable capabilities in its service preferences either globally, on a per-subscriber basis, or both, as described in section 7.3.2.1 “Service preferences” and store the applicable service preferences documents.
The EVVM Server SHOULD obtain a copy of the corresponding client preferences document when the EVVM Client identifies itself as described in section 7.7.6.1.1. If the client does not identify itself, the EVVM Server SHALL treat the client as a client based on the [GSMA VVM] specifications. If the EVVM Client identifies itself but the EVVM Server cannot obtain the a client preferences document for some reason, it SHALL either disconnect the EVVM Client, or, continue while treating the client as a client based on the [GSMA VVM] specifications. In case the client preferences document has been successfully obtained, the EVVM Server SHALL evaluate each EVVM Client capability versus its own capabilities. The smallest common denominator (of the client capabilities versus the server capabilities) constitutes the capability agreement. The capability agreement SHALL remain valid throughout the session - even if the service preferences are updated in the meantime - until the EVVM Client disconnects from the EVVM Server.


7.7.6.1.1 Client identification
The EVVM Server SHALL support the IMAP4 ID extension defined in [RFC2971] with the additional clarifications in section 7.6.6.1.1.
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