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1. Scope
(Informative)

The requirements defined in this document are for developing an OMA Enhanced Visual Voice Mail (EVVM) enabler, which will be used to provide enhanced voicemail service. The OMTP/GSMA VVM 1.3 Specifications [GSMA VVM] focus on providing an email like user interface and supporting functions such as message retrieval, message upload, VVM management, greeting management and provisioning. The OM A EVVM enabler builds upon the OMTP/GSMA VVM 1.3 Specifications and enhances its client-server interface (e.g. minimize the use of proprietary protocol extensions and provide protection to the client-server communications). OMA EVVM enabler will further focus on improving the existing voicemail service with market driven requirements and leverages the OMTP/GSMA VVM 1.3 to add functions and interfaces (if needed) to provide features such as the following: 

· flexible user greetings to cover different scenarios

· extension of  voicemail to LTE deployment 

· multi-device supports

· easier sharing a voice message with a 3rd party

NOTE: The VVM1.3 Specifications document was developed in OMTP, was transferred to GSMA and presently owned by GSMA.
2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same release package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

	 [GSMA VVM]
	“Visual Voicemail Interface Specification”, Version 1.3, Open Mobile Terminal Platform, OMTP [image: image1.jpg]«“+OMa

Open Mobile Alliance



VISUAL VOICEMAIL INTERFACE SPECIFICATION v1.3,  URL: https://omtp.ieee-isto.org


	
	Editor’s Note: No direct GSMA URL link for this reference can be found yet. The reference will be revised upon GSMA’s official announcement of the link.

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<<If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	
	

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3
Abbreviations

	EVVM
	Enhanced Visual VoiceMail

	GSMA
	GSM (Groupe Spéciale Mobile) Association

	GUI
	Graphical User Interface

	OMA
	Open Mobile Alliance

	OMTP
	Open Mobile Terminal Platform

	TUI
	Telephony User Interface

	VVM
	Visual VoiceMail


4. Introduction
(Informative)

<< This clause contains an introduction to this requirements specification, describing the background.

DELETE THIS COMMENT >>

4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the RD.  The description should be brief, target length should be a few paragraphs.   When the release or reference release is finished, this description should be aligned with the final functionality.   

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the RD.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the RD, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the release or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release of the RD.   It should describe at a high level the main changes made to the RD compared to the previous version.  The description should be brief, target length should be one paragraph.

DELETE THIS COMMENT

5. EVVM 1.0 release description 
(Informative)

<< This clause illustrates what the release is about, describing the release in terms of its functionalities, identifying the actors and their relationships. The inclusion of any pictures to back up text should be kept simple, showing various actors involved. The text shall summarize the functionalities of the release in a generic form which does not constrain terminal or network design. It is intended to allow an understanding of the release without regard to implementation. The description should include functional, charging, administration and configuration, usability, interoperability, privacy aspects as well as interactions with other releases.

Part of this text can be easily extracted from the WID

DELETE THIS COMMENT >>

<text>


[image: image2]
Figure 1: Example Figure

5.1 End-to-end Service Description

This section provides indications on what is the business rational for creating such enabler release. The text has to be a high level description of the features and functions provided by the OMA enabler release, including their objectives, when considered as a service (e.g. Mobile Code,  Mobile Advertising, Customized Multimedia Ringing,  MMS,  Mobile Spam Reporting) and/or a building block (e.g. Service User Profile Management , Parlay Service Access, Converged IP Messaging, Device Profile Evolution). 

This description should address the end-to-end experience provided by the OMA services (e.g. the end-users prefer to receive advertising contents that are targeted to their interests and needs; they demand that the service provider guarantees that messages are sent by authenticated parties, as they do not want to receive spam). Also, this description should address what are the overall functions of the enabler release to be able to support other enablers (e.g. Service User Profile Management provides one unique central point to access and allow management of user data). 

The end-to-end description should address the direct benefits for the end users as well as the indirect benefits for the equipment usage, or network interconnections, or overall operations or content adaptation, to mention just a few. 

Both enterprise and consumer scenarios may be considered.

The text in this section should be brief, target length should be a few paragraphs. When the RD definition is finished, this description should be aligned with the final functionality..   

DELETE THIS COMMENT

6. Requirements
(Normative)

6.1 High-Level Functional Requirements

<intro text for High Level requirements here>
	Label
	Description
	Release

	EVVM-HLF-001
	The EVVM Enabler SHALL support features and functions as specified in OMTP/GSMA VVM 1.3
	EVVM V1.0

	EVVM-HLF-002
	The EVVM Enabler MAY support forwarding a voice mail to a 3rd party as a MMS message, including meta data, according to the operator’s policy.
	EVVM  V1.0

	EVVM-HLF-003
	The EVVM Enabler MAY support forwarding a voice mail to a 3rd party as a EMAIL message according the operator’s policy. 
	EVVM  V1.0

	EVVM-HLF-004
	The EVVM Enabler MAY support forwarding a voice mail transcript to a 3rd party as a SMS message according to the operator’s policy. 
	EVVM  V1.0

	EVVM-HLF-005
	The EVVM Enabler MAY allow the user to request a delivery and/or read report when forwarding a voice message as MMS or EMAIL, according to the operator’s policy.
	EVVM V1.0

	EVVM-HLF-006
	The EVVM Enabler MAY allow the user to request a delivery report when forwarding a voice message as SMS, according to the operator’s policy.
	EVVM V1.0

	EVVM-HLF-007
	The EVVM Enabler MAY support forwarding a voice mail to a 3rd party as a MMS message, including meta data, according to the operator’s policy. 
	EVVM  V1.0

	EVVM-HLF-008
	The EVVM Enabler SHALL allow an EVVM user to  deposit  a voice message (new, existing or edited one) to the recipient via the EVVM service.
	EVVM V1.0

	EVVM-HLF-009
	The EVVM Enabler MAY allow an EVVM subscriber to block or accept callers for leaving voice mails. 
	EVVM V1.0

	
	
	


Table 1: High-Level EVVM Functional Requirements

Editor’s Note: The requirement grouping in sections 6.1.x below is not final. New groups can be created if new requirements are not fit into the proposed grouping below. A group from the grouping below will be removed if there are no requirements fit into it.

6.1.1
Greeting Management
To address requirements related to  managing Greetings, adding, modifying, off/on switches, etc.
	Label
	Description
	Release

	EVVM-GRM-001
	The EVVM Enabler SHOUL support personalized greetings and voice signatures based on Caller-id.
	EVVM V1.0

	EVVM-GRM-002
	The EVVM Enabler SHOULD support time-dependent personalized greetings and voice signature based on the range of the time of the day. 
	EVVM V1.0

	EVVM-GRM-003
	The EVVM Enabler MAY support personalized greetings and voice signatures based on a caller‘s selected language.
	EVVM V1.0

	EVVM-GRM-004
	The EVVM Enabler MAY support personalized greetings and voice signatures based on the range of calendar dates 
	EVVM V1.0

	EVVM-GRM-005
	The EVVM Enabler SHOULD support personalized greetings and voice signatures based on weekday(s)
	EVVM V1.0

	
	
	


Table 2: Greeting Management Requirements Items

6.1.2
Protocol Alignment
To address requirements related to modifications, improvement and alignment of protocols used for VVM
	Label
	Description
	Release

	EVVM-PRO-001
	The EVVM Enabler SHALL support multiple video formats  and the selection of a preferred one (e.g., User Preferences, Operator Policy.)
	EVVM V1.0

	EVVM-PRO-002
	The EVVM Enabler MAY support images as attachments to a voice mail (e.g., display of logos, advertisements)
	EVVM  V1.0

	EVVM-PRO-003
	EVVM Enabler SHALL support a call-back number in the voice message delivered to the EVVM Client
	EVVM v1.0


Table 3: Protocol Alignment Requirements Items

6.1.3
User Interface Management
To address requirements related to TUI, GUI, Language selection, etc.
	Label
	Description
	Release

	EVVM-UIM-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 4: User Interface Management Requirements Items

6.1.4
Voice Mail Conversion
To address requirements related to  transcription and conversion of voice mails to other media, text email, print, etc.
	Label
	Description
	Release

	EVVM-VMC-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 5: Voice Mail Conversion Requirements Items

6.1.5
Voice Mail Handling
To address requirements related to handling of received voice mails, e.g., retrieving, storing, discarding, forwarding, etc.
	Label
	Description
	Release

	EVVM-VMH-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 6: Voice Mail Handling Requirements Items

6.1.6
Security

<intro text for Security requirements here>
	Label
	Description
	Release

	EVVM-SEC-001
	The EVVM Enabler SHALL support confidentiality of STATUS SMS content.
	EVVM V1.0

	EVVM-SEC-002
	The EVVM Enabler MAY support confidentiality of SYNC SMScontent.
	EVVM V1.0

	
	
	


Table 7: High-Level Functional Requirements – Security Items

6.1.1.1 Authentication

<< The tables in sections 6.1.6.1 through 6.1.6.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Authentication requirements here>
	Label
	Description
	Release

	EVVM-AUC-001
	This function MUST be able to authenticate the {requestor of this function | user | device | initiator | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to authenticate the {provider of this function | server | proxy | responder | ...} {if required by the applicable policies}.
	

	
	This function MUST be able to provide data origination authentication {if required by the applicable policies}. This means, it MUST be possible to ensure confidence that a received message or piece of data has been created by a certain party at some (unspecified) time in the past, and that this data has not been corrupted or tampered with.
	

	
	This function MUST be able to provide replay protection {if required by the applicable policies} to ensure confidence that a received message has not been recorded and played back.
	

	
	This function MUST be able to authenticate the source of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST be able to implicitly authenticate the destinations of the broadcast or streaming {if required by the applicable policies}.
	

	
	This function MUST allow the user to authenticate himself to the {device | agent} e.g., by entering a PIN code or by using biometrics if applicable.
	

	
	
	

	
	
	


Table 8: High-Level Functional Requirements – Authentication Items
6.1.1.2 Authorization

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Authentication requirements here>
	Label
	Description
	Release

	EVVM-AUT-001
	This function MUST be able to authorize access only to requestors entitled to access the function.
	

	
	
	

	
	
	


Table 9: High-Level Functional Requirements – Authorization Items

6.1.1.3 Data Integrity

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Data Integrity requirements here>
	Label
	Description
	Release

	EVVM-DIG-001
	This function MUST be able to provide data integrity, protecting against accidental or intentional changes to the data, by ensuring that changes to the data are detectable.
	

	
	
	

	
	
	


Table 10: High-Level Functional Requirements – Data Integrity Items

6.1.1.4 Confidentiality

<< The tables in sections 6.1.1.1 through 6.1.1.4 have model requirements which might be applicable for this RD. 

DELETE THIS COMMENT >>

<intro text for Confidentiality requirements here>
	Label
	Description
	Release

	EVVM-CNF-001
	This function MUST use/support data confidentiality that ensures that transmitted information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	This function MUST use/support* data confidentiality that ensures that stored information is not made available or disclosed to unauthorised individuals, entities, or processes.
	

	
	
	

	
	
	


Table 11: High-Level Functional Requirements – Confidentiality Items

6.1.2 Charging Events
<< This clause identifies the specific charging events needed for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Charging requirements here>
	Label
	Description
	Release

	EVVM-CHG-001
	The list of Charging events SHALL include at least.

- event#1

- event#2

- …
Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 12: High-Level Functional Requirements – Charging Events Items

6.1.3 Administration and Configuration

<< This clause identifies the high-level administration and configuration needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Administration and Configuration requirements here>
	Label
	Description
	Release

	EVVM-ADM-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 13: High-Level Functional Requirements – Administration and Configuration Items

6.1.4 Usability



<intro text for Usability requirements here>
	Label
	Description
	Release

	EVVM-USA-001
	The EVVM Enabler SHALL support IP based VVM clients without SMS capability.

	EVVM1.0

	
	
	


Table 14: High-Level Functional Requirements – Usability Items

6.1.5 Interoperability

<< This clause identifies the high-level interoperability needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.

DELETE THIS COMMENT >>

<intro text for Interoperability requirements here>
	Label
	Description
	Release

	EVVM-IOP-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 15: High-Level Functional Requirements – Interoperability Items

6.1.6 Privacy

<< This clause identifies the high-level privacy needs for this release.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  DELETE THIS COMMENT >>

<intro text for Privacy requirements here>
	Label
	Description
	Release

	EVVM-PRV-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 16: High-Level Functional Requirements – Privacy Items

6.2 Overall System Requirements

<<This clause describes the general behaviour and characteristics of the release such as deployment options, conformance, exceptions, use of existing technologies and specifications, etc.  Requirements shall be presented at a high level, and not assume or imply the technology or implementation of the requirements.  Examples of General System Requirements are:

The XYZ release MUST NOT restrict deployment options

The XYZ release MUST be defined in an execution environment neutral manner

The XYZ release MUST specify interfaces that are access technology neutral

The XYZ release MUST be able to support services applicable to any kind of users or segments

It SHOULD be possible to use existing OMA Device Management and Provisioning releases.

DELETE THIS COMMENT >>

<intro text for System requirements here>
	Label
	Description
	Release

	EVVM-SYS-001
	This is where the requirement goes.

Informational Note: This is where any supporting comments would be placed, if needed
	

	
	
	

	
	
	


Table 17: High-Level System Requirements

Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Version
OMA-RD-EVVM-V1_0
	21 September 2010
	All
	Baseline as agreed in:
   OMA-COM-EVVM-2010-0003R01-INP_RD_Baseline_Version

	Draft Version

OMA-RD-EVVM-V1_0
	10 October 2010
	1   
6.1.1-6.1.5
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New Requirements Groups added (CR#2010-0008R01)

	Draft Version

OMA-RD-EVVM-V1_0
	25 October 2010
	1, 2.2 & 3.3

6.1.1

6.1.2
6.1.6
	Added a NOTE, modified references & added acronyms (CR#2010-0035R01)

Greeting Management (CR#2010-0015R02)

Protocol Alignment (CR#2010-0018R02)

Security (CR#2010-0017R03)

	Draft Version

OMA-RD-EVVM-V1_0
	02 November 2010
	6.1 & Appendix B.1, B.2 & B.3
Appendix C.1
6.1
	Added High-Level Functional Requirements & Use Cases for forwarding VM as MMS, Email & SMS (CR#2010-0026R02)
Temporary Account (CR#2010-0030R02)

Added one HLF requirement item (CR#2010-0033R01)

	Draft Version

OMA-RD-EVVM-V1_0
	20November 2010
	6.1 

6.1.2

1

6.1.1

6.1
	Added a High-Level Functional requirement on blocking to leave VM (CR#2010-0038R02)

Added a Protocol Alignment requirement on call back number (CR#2010-0039R4)

Revised the Scope section (CR#2010-0043R02)

Revised 3 Greeting Management requirements and added two more (CR#2010-0053R02)

Added a High-Level Functional requirement to support feature and functions of VVM1.3 (CR#2010-0058R01)

	Draft Version

OMA-RD-EVVM-V1_0
	01 December 2010
	6.1.9
Appendix X.1
Appendix X.2
	Added a Usability requirement supporting IP-based VVM clients without SMS capability (CR#2010-0047R01
Added 3 VVM1.3 Greeting Management requirements (CR#2010-0051R02)

Added one VVM1.3 Protocol Alignment requirements (CR#2010-0060R02)


Appendix B. Use Cases
(Informative)

<< This clause provides high-level use cases focused on the users and deployment scenarios point of view, targeting release’s requirements. Use cases are additional to the main text in the RD and facilitate clarification of the requirements: actually, a use case has to be considered needed (and then added to the RD) when it helps the understanding of a set of requirements. For this reason, it is recommended that the total number of use cases be minimised. Pre conditions and Actors involved MAY be described at the beginning of each use case if this is found to be useful.

DELETE THIS COMMENT >>

<text here>
B.1 Forward VM as MMS
B.1.1  ASK  \* MERGEFORMAT Short Description

This use case describes a user forwards his voice message with MMS


Actors: user A is an EVVM user and user A’s sister uses MMS service

1. User A checks his voice messages using EVVM

2. There is a voice message from his Mom about a funny joke of the family. He likes the joke and decides to share it with his sister.

3. User A clicks the “Forward with MMS” radio button on this EVVM screen and enters his sister’s phone number.

4. The EVVM Enabler constructs a MMS for User A’s sister including the voice message and voice message’s envelope information (such as who left the voice message at what time-date etc.) and forwards this MMS to his sister.

5. His sister receives the MMS with the voice message included and plays it.

Alternate scenario:

6. When User A is forwarding the VM as a MMS he also selects “request read-report” radio button.

7. The MMS is sent to User A’s sister with read-report requested.

8. After User A’s sister opened the MMS and played the voice message, a MMS read-report is sent to User A and is displayed in his EVVM screen next to the voice message he forwarded.

B.1.2 Market benefits

<< Describe the consequence and benefits for the actors as a result of this use case.

(mandatory)

DELETE THIS COMMENT >>

<text here>
B.2 Forward VM as EMAIL
B.2.1
Short DescriptionThis use case describes a user forwards his voice message with EMAIL


Actors: user A is an EVVM user and user B and C use EMAIL service

1. User A checks his voice messages using EVVM

2. There is a voice message (recording) from his recent conference call and he would like to send it to the other participants, User B and C.

3. User A clicks the “Forward with EMAIL” radio button on this EVVM screen and enters User B and C’s email addresses.

4. The EVVM Enabler constructs an email for User B and C including the voice recording and its envelope information (such as who left the voice message at what time-date etc.) and forwards this voice recording to User B and C.

5. User B and C receive the email with the voice message included and plays it.

Alternate scenario:

6. When User A is forwarding the VM as an email he also selects “request delivery report” radio button.

7. The email is sent to User B and C with delivery report requested.

8. After User B and C opened the email and played the voice message, an email delivery report is sent to User A and is displayed in his EVVM screen next to the voice message he forwarded.

B.2.2
Market Benefits

<text here>

B.3
Forward VM text transcript as SMS

B.3.1
Short Description
This use case describes a user forwards his voice message’s text transcript with SMS

Actors: user A is an EVVM user and user B and C use SMS service

1. User A checks his voice messages using EVVM

2 There is a voice message from John telling him his new home address. Since John is also a good friend of User B and C, User A decides to forward this information to User B and C.

3. User A clicks the “Forward text transcript with SMS” radio button on this EVVM screen and enters User B and C’s phone numbers.

4. The EVVM Enabler constructs a SMS with the text transcript for User B and C and forwards this text transcript to User B and C.

5. User B and C receive the SMS with the text transcript included.

Alternate scenario:

6. When User A is forwarding the text transcript he also selects “request delivery report” radio button.

7. The SMS is sent to User B and C with delivery report requested.

After User B and C opened the SMS and read the text transcript, the SMS delivery report from User B and User C are sent to User A and is displayed in his EVVM screen next to the voice message he forwarded.

B.3.2
Market Benefits

<text here>

Appendix C. <Additional Information> (Informative)
C.1 Temporary Account

The EVVM enabler can set up a temporary EVVM account and store the received voice message for a callee when he/she is unavailable. Once the callee becomes available and handles the voice message, the temporary account will be cancelled. The use of temporary EVVM  accounts allows  users  to experience the service before deciding their subscriptions.
C.2 App Headers

<More text>

C.2.1 More Headers

<More text>

C.2.1.1 Even More Headers

<More text>

Appendix   X   VVM1.3   Requirements                                         (Informative)

The EVVM Enabler shall support all VVM1.3 requirements including all those listed in this Appendix.  
X.1
Greeting Management
To address requirements related to  managing Greetings, adding, modifying, off/on switches, etc.
	Label
	Description
	Release

	VVM-GRM-001
	The VVM specifications support management (e.g., creating, deleting, modifying.) of personalised greetings and voice signatures. 
	VVM1.3 

(OMTP/GSMA Specs, Section 7, 1st Paragraph) 

	VVM-GRM-002
	The VVM specifications support the use of the voice signature recording to replace the phone number in the default system of voice mail greeting, which a caller hears when her/his call is diverted to the voice mail system.  
	VVM1.3

(OMTP/GSMA Specs, Section 7, 1st Paragraph)

	VVM-GRM-003
	The VVM specifications support Network-based Message Storage for storing VVM User’s personalised greetings and voice signatures including their audio attachments.

NOTE1: An VVM greeting stored object MAY be of a multipart-mixed message format.

NOTE2: An VVM greeting stored object SHALL be identifiable by VVM User in the TUI session, e.g., use of ICON, Flag). 
	VVM1.3

(OMTP/GSMA Specs, Section 7.1, 2nd Paragraph)


X.2
Protocol Alignment
To address requirements related to modifications, improvement and alignment of protocols used for VVM
	Label
	Description
	Release

	VVM-PRO-001
	 The VVM specifications include the use of existing Standards protocols and their extensions over its interfaces for handling voice mails, e.g., IMAP4 RFC for retrieval, SMTP RFC for deposit, SETMETADATA and GETMETADATA for device capabilities. 
	VVM1.3
(OMTP/GSMA Specs, Sections 2.1 & 2.2, Message Retrieval & Deposit)
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