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1 Reason for Change

This CR proposes to address the following ISC ADRR comments relevant to the ISC 1.0 AD;;
	ID
	Open Date
	Type
	Section
	Description
	Status

	A092
	2013.07.10
	T
	5.3.6/subsections
	Source: Samsung
Form: ISC Doc #0137
Comment: 

It is unclear whether or not the text of ISC Interfaces covers the ISC requirement s 

Proposed Change: 

Resolve it with the appropriate content if needed
	Status: CLOSED by CR #163


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The ISC group is recommended to review and agree to the proposed changes.

6 Detailed Change Proposal
Change 1:  Edits to section 5.3.6.
3.1.1 ISC Interfaces

3.1.1.1 ISC-1
The ISC-1 interface is exposed by the ISC Server to allow the authorized ISC Client(s) to access/trigger the functionalities of the ISC Server.

The ISC-1 interface SHALL support the following functionalities:

· ISC Session signalling management (initiation, modification, termination)

· For communication with the Content Provider

· For communication with other ISC Users

· For content viewing

· Media transfer pertaining to a Content View

· Control of Media transfers in a Content View

· Communication media exchange

· Delivery of 

· contents list, 

· live media (Content Provider provided contents, User Generated Contents and social interaction), 

· stored media (contents and communication),

· Content Viewing Information

· Notifications

· Management of the ISC User’s stored contents (e.g. folder management, object management)

· Authentication and authorization of the ISC User

Editor’s note: It is FFS whether this list of functionalities should be supported by more than one interface (e.g. one for communication, one for content delivery, one for storage management).
3.1.1.2 ISC-2

The ISC-2 interface is exposed by the ISC Server to allow the Content Provider to communicate/interact with the ISC Client(s) via the ISC Server and the ISC CPGateway.

Supported functionalities include:

· Forwarding communication session (voice call, video call, or messaging) initiation, modification and termination requests to/from the Content Provider.

3.1.1.3 ISC-3

The ISC-3 interface is exposed by the ISC CPGateway to allow the authorized ISC Server to retrieve media contents (such as contents list, Content Provider contents, ContentViews, Continuous Content Views, Associated Contents) from the Content Provider.
Supported functionalities include:

· Forwarding real-time media delivery session initiation, modification and termination requests to the Content Provider.

·  Providing the media contents from the Content Provider to the ISC Server.

3.1.1.4 ISC-4

The ISC-4 interface is exposed by the ISC Server to allow the other network-side functional components (such as another ISC Server in a remote ISC environment) to access / trigger the functionalities of the ISC Server.
The ISC-4 interface SHALL support the following functionalities:

· Forwarding of ISC Session signalling (initiation, modification, termination)

· For communication with the Content Provider

· For communication with other ISC Users

· For content viewing

·  Notifications (e.g. Content Viewing Information, participants information) exchanged during the ISC Session

· Control of Media transfer and Media exchange 

3.1.1.5 XDM-4i
The ISC-4 interface is exposed by the ISC Server to allow the other network-side functional components (such as XDM Agent) to access / trigger the functionalities of the ISC Server.
The XDM-4i interface SHALL support the following functionalities:

· Management of ISC User Preferences Document (e.g. create, modify, retrieve, delete) handled by ISC XDMS(s) residing in the same network as the XDM Agent.
3.1.2 External Functional Components

3.1.2.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars as defined in [RFC3261]. The SIP/IP core performs the following functions that are needed to support the ISC Enabler:

· Routing the SIP signalling.

· Providing address resolution services.

· May provide charging information.

· Providing SIP compression.

· Performing authentication and authorization of the ISC User at the ISC Client based on the ISC User’s service subscription.

· Providing and maintaining registration of ISC Clients and their associated ISC User Address(es) and device names.

· Providing support for the ISC User Address anonymity in the SIP signalling as described in [RFC3325].

· Providing list of registered devices and their capabilities.

· Providing support for NAT traversal

When the SIP/IP core is based on the 3GPP IMS or 3GPP2 MMD, the SIP/IP core architecture is specified in 3GPP [3GPP TS23.228] or 3GPP2 [3GPP2 X.S0013-002], respectively.
3.1.2.2 Converged IP Messaging (CPM) Enabler
The CPM Enabler can perform the following functions that are needed for the support of the ISC Enabler:
· Communication activity between ISC Users (e.g. send invitation, request to join, content sharing)

· Interaction between the ISC User and the Content Provider (e.g. transmitting vote of the ISC User to the presenter of a TV show)

· Management of Content Viewing Group participants (e.g. inviting participants, removing participants, processing join requests, and setting group policy)

· Activities related to participation in a Content Viewing Group (e.g. accept invitation to join into the group, initiate request to join into the group, join into and/or leave from the group)

The functionalities provided by the CPM Enabler are as described in [OMA–CPM–AD].

3.1.2.3 XML Document Management Enabler 

The XDM Enabler allows users and other Enablers to store and manage XML documents [OMA-XDM-AD]. The functionalities provided by the XDM Enabler are specified in [OMA-XDM-AD].

For the ISC Enabler, the XDM Enabler provides XDM operations for:

· ISC User Preferences Profiles

· access policies

· user lists

· group definitions

The ISC functional components interact with the XDM Enabler via the XDM-4i interface.

3.1.2.4 CAB Enabler

The CAB Enabler allows users and other Enablers to store and manage Address Book XML documents [OMA-CAB-AD]. The functionalities provided by the CAB Enabler are specified in [OMA-CAB-AD].

For the ISC Enabler, the CAB Enabler provides Address Book management operations for:

· To update ISC User’s address book with Content Viewing Information and communication information. 

3.1.2.5 Presence Enabler
The Presence Enabler provides ISC Users with the possibility to publish and retrieve Presence Information. It also allows ISC Users to obtain the Presence Information of other ISC Users. The functionalities provided by the Presence Enabler are specified in [OMA-PRS-AD].

The ISC Enabler uses the functionalities of the Presence Enabler to obtain Presence Information. 
The ISC Client interacts with the Presence Enabler via the PRS-1 and PRS-2 reference points defined by the Presence Enabler.

Editor’s Note: It is FFS if the ISC Server can act as a Presence Watcher to get e.g. Content Viewing Information from other ISC Users it does not serve (i.e. belongs to another ISC Service Provider).
3.1.2.6 Push Enabler
The Push Enabler performs the following function to support the ISC Enabler: 

· Delivery of notifications (e.g. alert about the start of a program) towards the Device(s) of the ISC User.

The functionalities provided by the Push Enabler are as described in [OMA-PUSH-AD].
The ISC Server interacts with the Push Server via the Push Access Protocol (PAP) reference point defined by the Push Enabler.

The ISC Client interacts with the Push Client via the Push-CAI interface defined by the Push Enabler.

3.1.2.7 DM Enabler

The interaction between the ISC Client and the DM client as an external entity SHALL enable the following supporting functions:

· Receive the initial parameters needed for ISC Service sent by service provider by using mechanisms specified in [OMA-DM-PRO].

· Retrieve and update the parameters needed for ISC applications sent by a service provider by using [OMA-DM-PRO].

The interaction between the ISC Server and the DM server as an external entity SHALL enable the following supporting functions:

· Initialization and updating of all the configuration parameters necessary for the ISC Client.

· Software update for terminals allowing ISC application upgrade.

The detailed description of the functionalities is given in [OMA-DM-PRO].

5.3.2.8 ISC Agent Function
The ISC Agent Function SHALL support the following functionalities:

· Publishing Content Viewing Information between multi-devices when content viewing and communication are being distributed on different devices.
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