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1 Reason for Change

This CR defines section 9 “System Concepts” which are needed for Identification, registration, authentication.
This contribution addresses the requirements as below

	ISC-AUC-003
	The ISC Enabler MAY leverage the authentication capabilities of the underlying IP network to authenticate a Principal.
	ISC V1.0

	ISC-AUC-004
	The ISC Enabler MAY leverage the authentication capabilities of the underlying IP network to allow a Principal to authenticate the service provider’s domain.
	ISC V1.0


2 Impact on Other Specifications

None.
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Group is requested to review and agree the proposed changes.
5 Detailed Change Proposal

Change 1:  Add section 9 “System Concepts”
9. System Concepts

9.1 General Concepts

9.1.1 Identification 

ISC Client Address

An ISC Client is uniquely identified by a Unique User Agent Identifier. 
A Unique User Agent Identifier distinguishes the ISC Client on a Device from other ISC Clients on other Devices used by the same ISC User.
The Unique ISC Agent Identifier SHALL be in the format of： 
UUID URN as specified in [RFC4122].

The SIP/IP core assigns, during registration, a unique globally routable user agent URI to the device hosting the ISC Client and returns this GRUU in the registration response as specified in [RFC5627]. The GRUU allows the ISC Enabler to uniquely address each ISC Client residing on a different device.

ISC User Address
An ISC User is identified by his/her ISC User Address 
An ISC User Address can be used for authentication, authorization, and charging, etc

An ISC User Address SHALL be in the format of:
· a SIP URI as specified in [RFC3261];or 
· a TEL URI as specified in [RFC 3966].
9.1.2 Signalling over the SIP/IP Core
Registration /Authentication

The ISC Client SHALL according to rules and procedures of [RFC 3261] and SIP/IP core,
· Perform SIP registration for the ISC Enabler to the SIP/IP core ,prior to using the ISC Enabler functionality, and,
· Maintaining the SIP registration for the ISC Enabler active by using a re-registration procedure while the ISC Enabler is being used, and ,
· Terminate the SIP registration for the ISC Enabler after the ISC Enabler functionality is no longer used.
NOTE: The SIP registration can be shared with other SIP based Enablers at the Device hosing the ISC Client.
The ISC Client SHALL indicate its Unique User Agent Identifier at SIP registration. The ISC User MAY assign a name to his/her device equipped with an ISC Client. The ISC Client SHALL indicate the user assigned name of the ISC Client and its ISC Client user agent capabilities as defined by [RFC 3840] in the SIP registration. The ISC Client MAY also update its capabilities by re-registration when the capabilities have changed.
The ISC Client SHALL register with ISC User address. 
On receiving the SIP registration request from an ISC Client, the SIP/IP core, according to [RFC3261]:

· Authenticates the ISC User; and,

· Binds a ISC User address and one or more Unique User Agent Identifiers ;and,
· Returns the complete list of bindings of that ISC User address in the

response to the registration, if successful; and,
· Returns both a public GRUU and a temporary GRUU associated with the device of the ISC Client according to [RFC5627];and
· Keeps the binding information (e.g. ,ISC User address, Unique User Agent Identifier ,expiration time ,ISC Client capabilities, temporary GRUU )until de-registration is performed for each Unique User Agent Identifier bound to the ISC User address
When the SIP/IP core corresponds with 3GPP/3GPP2 IMS then it is possible that the SIP/IP core informs the ISC Client about additional implicitly registered ISC User addresses in the SIP registration response.

The SIP/IP core informs the ISC Server about the registering ISC Client. The ISC Server SHALL subscribe to the Registration Event Information，as defined in this section, upon reception of the SIP/IP core information about the registering ISC Client, if not subscribed yet.

The SIP/IP core provides an SIP authentication framework as defined in [RFC3261] to authenticate the ISC User. When the SIP/IP core corresponds with 3GPP/3GPP2, then the ISC Client SHALL consider ISC variants[3GPP TS33.178] and determine the appropriate authentication scheme according to [3GPP TS33.203] / [3GPP2 S.R0086-0] and [3GPP TS33.178].
Originator Address
The ISC Client MAY include the address of the sending ISC User when sending ISC requests and ISC responses.

The ISC Enabler expects that the SIP/IP core serving the ISC Client provides an authenticated address of the ISC User in ISC request and response.
Change 2:  Add references below in section2.1”Normative References”
2. Reference
2.1Normative References
	[RFC3966]
	"The tel URI for Telephone Numbers", H. Schulzrinne, December 2004, URL:http://www.ietf.org/rfc/rfc3966.txt

	[RFC5627]
	“Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)”, J. Rosenberg, October 2009, URL:http://www.ietf.org/rfc/rfc5627.txt

	[3GPP TS24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP, TS24.229, URL:http://www.3gpp.org/

	[3GPP TS33.203]
[3GPP TS 33.178]
[RFC3840]
	“3G security; Access security for IP-based services”, 3GPP, TS33.203, URL:http://www.3gpp.org/
Security aspects of early IP Multimedia Subsystem(IMS)” 3GP,TS 33.178 URL:http://www.3gpp.org/
Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, J. Rosenberg et al, August 2004,URL: http://www.ietf.org/rfc/rfc3840.txt 

	[RFC4122]
	 “A Universally Unique IDentifier (UUID) URN Namespace”, P. Leach et al, July 2005, URL:http://www.ietf.org/rfc/rfc4122.txt
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