Doc# OMA-COM-ISC-2013-0203R01-CR_TS_Device_Capability_Management.doc[image: image1.jpg]"sOMaQa

Open Mobile Alliance




Change Request

Doc# OMA-COM-ISC-2013-0203R01-CR_TS_Device_Capability_Management.doc
Change Request


Change Request

	Title:
	TS for supporting device capability management
	 FORMCHECKBOX 
 Public       FORMCHECKBOX 
 OMA Confidential

	To:
	COM ISC

	Doc to Change:
	OMA-TS-ISC-V1_0-20131029-D

	Submission Date:
	15 Nov 2013

	Classification:
	 FORMCHECKBOX 
 0: New Functionality
 FORMCHECKBOX 
 1: Major Change
 FORMCHECKBOX 
 2: Bug Fix
 FORMCHECKBOX 
 3: Editorial

	Source:
	Jia Xiongwei, China Unicom, jiaxw9@chinaunicom.cn
Li Zhaoxia, China Unicom, lizx101chinaunicom.cn
Li Xinxing, China Unicom, lixx95@chinaunicom.cn


	Replaces:
	OMA-COM-ISC-2013-0203-CR_TS_Device_Capability_Management


1 Reason for Change

This contribution addresses the requirement as below.
	Label
	Description
	Release

	
	
	

	ISC-MDS-003
	The ISC Enabler SHALL allow ISC User’s device to discover capabilities (e.g. display resolution, codecs, IP address) of the other device(s) in his/her heterogeneous multi-device environment.
	ISC V1.0

	ISC-MDS-005
	The ISC Enabler SHALL be able to deliver media contents (owned by the Content Provider or published by other ISC Users) requested by the ISC User to one or more of his/her devices, based on his/her device capabilities.
	ISC V1.0


The requirement ISC-MDS-003 means the ISC User can use one of his/her device to discover his/her other device capabilities. And according to the requirement ISC-MDS-005 the ISC User can control his/her devices to process his/her required media contents, such as one device to render the video and another device to play the audio, based on the devices capabilities.
Subject to the requirement ISC-MDS-001, the ISC User can command one of his/her device to communicate with other ISC User if the device has communication capabilities, and his/her another device to render the media content. That means the ISC Enabler should manage the ISC User’s devices capabilities, and allow one device to control other devices of the same ISC User.
There are two solutions to manage the device capabilities, one is via the XDM, and another is via the ISC Server. Now in the GMSA RCS specs, RCS supports multi-device, and the device capabilities are not managed by the XDM Servers. So to keep the consistence with the GMSA RCS, and to enhance the possibility to take the ISC to GMSA RCS, The contribution suggests the ISC Enabler supports the two ways alternatively.
R01 suggests only using ISC Server to manage the device capabilities based on the consensus at the Beijing Interim meeting (21 and 25, Oct 2013).
2 Impact on Other Specifications

None.
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely hthe Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Group is requested to review and agree the proposed changes.
5 Detailed Change Proposal

Change 1:  Add procedures for supporting Multi-device capability management in the ISC Server
5.4 Multi-device Discovery Function
5.4.1 Multi-device Capability Management and Discovery
5.4.1.1 Device Capability List

The ISC Enabler supports the ISC User has one and/or more device(s). The device capability information of the ISC User is stored in the network repository, in the ISC Server. 
The related device capabilities include:

· Video codec capability, to decoding the video content, and

· Audio codec capability, to decoding the audio content, and

· Video rendering capability (e.g., display resolution), to playing the decoded video data, and 

· Audio rendering capability, to playing the decoded audio data, and

· Encryption capability, to decrypting the media content if the media content is encrypted, and
· Connection capability (e.g., IP address and port), to supporting to establish connection with the ISC Server.
Editor’s Note: it is FFS to define the MIME format of the device capability listed in this section.
5.4.1.2 Handle Multiple Devices Capabilities Updates




In the mechanism of the network repository in the ISC Server, the Multi-device Discovery Function of the ISC Server receives and stores the device capabilities as uploaded by the ISC Client.
Upon receiving a SIP MESSAGE request that contains a MIME Content-Type ‘application/vnd.oma.isc.device-capability-info’ from the ISC Client, to update the device capability, the ISC Server:

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is allowed to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP MESSAGE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check the message size. If the maximum size of the message is larger than 1300 bytes, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “134 Maximum message size exceeded” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
5. SHALL check
a. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-capability’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-capability’; or
b. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-capability’, it MAY respond with a 403 ‘Forbidden’ SIP response;
6. SHALL forward the SIP MESSAGE towards the terminating network, according to the rules and procedures of the SIP/IP core, the target ISC Server belongs to other network.
Otherwise, continue with rest of the steps;
7. SHALL check the MIME resource-list body to extract the device capability with the following additional clarifications:
a. The ISC Server’s Multi-device Discovery Function SHALL check if the MIME resource-list body includes an empty device capability. If the device capability is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. The ISC Server’s Multi-device Discovery Function SHALL fetch all the existing device capability in the entries of MIME resource-lists body, as listed in section 5.4.1.1 “Device Capability List”.
c. The ISC Server’s Multi-device Discovery Function SHALL check the device capability. If the device capability related to the ISC User’s Client is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
d. The ISC Server’s Multi-device Discovery Function SHALL check the device capability related ISC User’s Client. If the device capability has existed, The ISC Server’s Multi-device Discovery Function SHALL update and merge the existing device capability.

8. SHALL generate a SIP 200 “OK” response to the received initial SIP MESSAGE request according to the rules and procedures of [RFC3261];

9. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.






Change 2:  Add procedures for supporting Multi-device capability management in the ISC Client


6.X Multi-device Capability Management and Discovery

6.X.1 Multi-device Capability Management





When the device capability [see section 5.4.1.1 “Device Capability List”] of the hosting ISC device is changed, the ISC Client SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3261], with the additional clarifications described in this section. In particular, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-capability’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-capability’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-capability’;
5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
7. SHALL include a MIME body that includes device capability information, with the following clarifications:
a. The top-level Content-Type header field SHALL be set to ‘application/vnd.oma.isc.device-capability-info’;

b. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’. This sub-level MIME body SHALL contain the fields as listed in section 5.4.1.1 “Device Capability List”.
8. SHALL send the SIP MESSAGE towards the ISC Server according to the rules and procedures of the SIP/IP Core.
Upon receiving a SIP 200 “OK” the ISC Client MAY inform the sending ISC User that the device capability has been sent successfully towards the ISC Server, if requested;
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