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1 Reason for Change

This contribution proposes the TS procedure at the ISC Server to address the following requirement:

	ISC-SOC-003
	The ISC Enabler SHALL allow the ISC User to delegate his/her content viewing rights to other ISC Users subject to the service provider policy.
	ISC V1.0


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Group is requested to review and agree the proposed changes.
6 Detailed Change Proposal

5. Procedures at ISC Server
5.7 Social Function

5.7.X Handle Delegation of a Content Usage Right
Upon receiving a SIP REFER request that contains a MIME Content-Type ‘application/vnd.oma.isc.authinfo’, to delegate a content usage right, the ISC Server:
1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is allowed to send the request by checking the information about the ISC Client’s right to use the content, contained in the body of the MIME Content-Type ‘application/vnd.oma.isc.authinfo’. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
1. Otherwise, continue with rest of the steps;
4. SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261] with the following clarifications. The ISC Server:
a. SHALL set the Request-URI to the target ISC User Address, if it is included in the Refer-To header of the received SIP REFER request;
b. If the Refer-To header of the received SIP REFER request refers to a MIME resource-list body:
· SHALL check from the MIME resource-list body that the maximum number of ISC Users allowed for this delegation request is not exceeded. If exceeded, the ISC Server SHALL return a SIP 486 “Busy Here”  response and SHALL include a Warning header with the warning text set to “102 Too many target users” in the response according to the rules and procedures of [RFC3261].

 Otherwise, continue with the rest of the steps; 

· SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the ISC Server SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to“129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;

· SHALL fetch the member list contained in MIME <resource-lists> body according to procedures specified in [RFC5366]. This list is used as the set of ISC Users that have to be invited for the delegation;

· For each ISC User found in the member list, SHALL generate a separate SIP INVITE request with the Request-URI set to that ISC User’s address.
c. SHALL include an Accept-Contact header field with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ if an Accept-Contact header field has been received in the incoming request, according to the rules and procedures of [RFC3841];
d. SHALL copy the values received in each Accept-Contact header field of the incoming request to a corresponding Accept-Contact header field in the SIP INVITE request, if any Accept-Contact header fields are received; 
e. SHALL include an Expires header with a positive value after which the SIP INVITE will timeout.
f. SHALL include the option tag ‘timer’ in the Supported header field;
g. SHOULD include the Session-Expires header with the refresher parameter set to ''uas'' according to the rules and procedures of [RFC4028];
h. SHALL include the ISC Server’s ISC address as the originator’s ISC address;
i. SHALL include a Referred-By header field with the authenticated originator’s ISC Address present in the incoming SIP REFER request;
j. SHALL include a MIME SDP body as an SDP offer by adding the relevant media attributes to the SDP as specified in [RFC5547] to initiate a file transfer, with the following additional considerations:
· The “name”, “size” and “type” sub-attributes of the “file-selector” attribute SHALL be included;

· The “type” sub-attribute of  “file-selector” attribute SHALL be set to “application/vnd.oma.isc.authinfo”;

k. SHALL copy any information about the content to be delegated, as received in a MIME body of the incoming request, to a corresponding MIME body in the SIP INVITE request.
5. SHALL generate and send a 202 Accepted towards the requesting entity in response to the SIP REFER, according to the rules and procedures of the SIP/IP core.
6. SHALL generate and send a first SIP NOTIFY towards the requesting entity in response to the implicit subscription created by the SIP REFER, according to the rules and procedures of [RFC3515].
7. SHALL send the SIP INVITE request towards the terminating ISC Client(s) according to the rules and procedures of the SIP/IP core.
Upon receiving a SIP 200 “OK” response to the sent delegation request(s) (SIP INVITE) from a terminating ISC Client, the ISC Server:
1. SHALL generate and send a SIP CANCEL request towards any other terminating ISC Clients in order to cancel the initial delegation request, according to the rules and procedures of [RFC3261];
2. SHALL create a new content usage right information for the receiving ISC User that accepted the SIP INVITE;
3. SHALL generate an MSRP SEND request according to the rules and procedure of [RFC4975] with the following clarifications:
a. SHALL include the newly created content usage right information for the receiving ISC User who accepted the delegation request in a MIME body, as follows:
i. The Content-Type header SHALL be set to “application/vnd.oma.isc.authinfo”;

ii. The Content-Transfer-Encoding header SHALL be set to “binary”;

iii. The body of the MIME content SHALL contain the newly created content usage right information.
4. SHALL send the MSRP SEND request on the established MSRP connection.
5. When the MSRP SEND request has been sent and acknowledged, the ISC Server:

a. SHALL generate a SIP BYE request according to the rules and procedures of [RFC3261];

b. SHALL send the SIP BYE request according to the rules and procedures of SIP/IP core;

6. SHALL generate and send a SIP NOTIFY towards the originating side to inform that a receiving ISC User accepted the delegation request and that the delegation has been successful, following the procedures of [RFC3515], with the following clarifications. The SIP NOTIFY:
a. SHALL include the received SIP 200 “OK” response;

b. SHALL include the received SDP answer as received in the SIP 200 “OK” response, which contains among others the address of the terminating ISC Client who accepted the delegation request in the “Origin” (o=) field of the SDP answer, and the “file-selector” attribute with the “type” sub-attribute set to “application/vnd.oma.isc.authinfo”.

7. SHALL delete the content usage right information of the ISC User who initially requested the delegation.
Upon receiving a SIP final response to the sent SIP INVITE(s) other than a SIP 200 “OK” response, the ISC Server SHALL:
1. If a SIP 302 “Temporarily Moved” response was received, the ISC Server SHALL send the SIP INVITE towards the address received in the Contact header of the response according to rules and procedures of [RFC3261];
2. If one of the following SIP responses is received from the a terminating ISC Client or other network entities on terminating network:

a. SIP 480 "Temporarily Unavailable" or,
b. SIP 408 “Timeout”, or 

c. SIP 487 “Request Terminated”, or 

d. SIP 500 “Server Internal Error”, or 

e. SIP 503 “Service Unavailable”, or 

f. SIP 504 “Server Timeout”, or
g. SIP 603 “Declined”, then
· If there are remaining SIP INVITEs for which a final SIP response has not been received, the ISC Server SHALL wait until all responses to the sent requests are received.
· If all SIP responses to the sent SIP INVITEs were received, and none of the responses was a SIP 200 “OK” response, the ISC Server SHALL generate and send a SIP NOTIFY that includes the aggregated received SIP responses towards the originating side, to inform that the delegation request was unsuccessful;
If the time indicated in the Expires header field of the outgoing SIP INVITE(s) is reached and no SIP 200 “OK” response was received from any of the terminating ISC Clients, the ISC Server:
1. SHALL generate and send a SIP NOTIFY that includes the aggregated SIP final responses received so far towards the originating side, to inform that the delegation request was unsuccessful;
2. SHALL generate and send a SIP CANCEL towards the ISC Clients that have not yet provided a SIP final response, following the procedures of [RFC3261].
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