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1 Reason for Change

This contribution addresses the requirement as below.
	Label
	Description
	Release

	ISC-MDS-001
	The ISC Enabler SHALL allow the ISC User in heterogeneous multi-device environment (e.g., on mobile, tablets, television, large displays) to manage his/her content viewing and communication, e.g., viewing content on television and communicating by mobile.
	ISC V1.0

	ISC-MDS-002
	The ISC Enabler SHALL provide the capabilities to synchronize Content Viewing Information between multi-devices of the same ISC User when content viewing and communication being distributed on different ISC enabled devices. 
	ISC V1.0

	ISC-MDS-004
	The ISC Enabler SHALL provide the capabilities to allow the ISC User to share the content metadata and/or associated content information (e.g. content status, content related information such as URL, EPG, or profiles of actors) between his/her device(s) in heterogeneous multi-device environment, subject to the service provider policy.
	ISC V1.0

	ISC-MDS-005
	The ISC Enabler SHALL be able to deliver media contents (owned by the Content Provider or published by other ISC Users) requested by the ISC User to one or more of his/her devices, based on his/her device capabilities.
	ISC V1.0


The requirements above mean that the ISC User can use one of his/her ISC device to control his/her other ISC device’s task.  It’s not allow one ISC device controls other ISC device(s) directly, that must be via the ISC Server, so, the ISC Client in the ISC device should register to the ISC Server and upload/update its presence information to the ISC Server.
2 Impact on Other Specifications

None.
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Group is requested to review and agree the proposed changes.
5 Detailed Change Proposal

Change 1:  Registration and authentication in the ISC Server
5.x Registration / Authentication
In order for the ISC Server to obtain registration information of an ISC Client the ISC Server receives from and/or subscribes to the SIP/IP core as described in this sub-clause.

The SIP/IP core sends to the ISC Server all SIP REGISTER requests where at least one of the contacts in the SIP REGISTER request includes one of the ISC Feature Identifiers defined in Appendix X “Proposed Formats for ISC Feature Identifiers”.

5.x.1 Receive SIP REGISTER Notification

The ISC Server SHALL support receiving 3rd party REGISTER from the SIP/IP core according to [3GPP TS 24.229] clause 5.4.1.7. 

Upon receiving a SIP REGISTER request the ISC Server:

1. SHALL generate a SIP 200 “OK” response according to the rules and procedures of [RFC3261]; and,
2. SHALL send the SIP 200 “OK” response according to the rules and procedures of SIP/IP core.
If the ISC Server is not already subscribed to the “reg” event package as specified in [RFC3680] for the ISC User Address received in the SIP REGISTER request, the ISC Server:

1. SHALL generate a SIP SUBSCRIBE request according to the rules and procedures of [RFC3265] and [RFC3680]; 

2. SHALL set the Request-URI of the SIP SUBSCRIBE request to the ISC User Address received in the SIP REGISTER request; 

3. MAY set an expiration timer in Expires header with a value according to the rules and procedures of [RFC3903], in the same range as the registration timer recommendations for the SIP/IP core;

4. SHALL send the SUBSCRIBE request according to the rules and procedures of the SIP/IP core.

The responses to the SIP SUBSCRIBE request SHALL be handled according to the rules and procedures of [RFC3265] and [RFC3680], and rules and procedures of the SIP/IP core.

5.x.2 Receive Registration Event Information Notifications

Upon receiving a SIP NOTIFY request as the result of the "reg" event subscription, containing the Registration Event Information as specified in [RFC3680] and [RFC5628], the ISC Server:

1. SHALL generate a SIP 200 "OK" response according to the rules and procedures of [RFC3265] and [RFC3680];
2. SHALL send the SIP 200 "OK" response according to the rules and procedures of SIP/IP core;
3. SHALL store the Registration Event Information, if there is no Registration Event Information already associated with the ISC User Address. Otherwise, the ISC Server SHALL replace the old Registration Event Information with the Registration Event Information received in the SIP NOTIFY request.

5.x.3 Terminating the Subscription to Registration Event Information

The ISC Server MAY terminate the subscription at any time, according to the rules and procedures of [RFC3265] and [RFC3680].
5.x.4 Using the Registration Event Information

The Registration Event Information received and stored in the procedure described in section 8.1.2 “Receive Registration Event Information Notifications” allows the ISC Server to determine:

1. The registration state of a ISC User; and
2. The registered devices of the ISC User that can be used to deliver the ISC requests and trigger deferred delivery to, and either the GRUU’s associated with each of these devices, or the +sip.instance containing an unique instance identifier associated with each of these devices.
3. The device capabilities according to [RFC3840] of each of the devices in Step 2.
Whenever the ISC Server needs to know the registration state or the registered devices of a ISC User, it SHALL use the stored Registration Event Information associated with the ISC Address of a ISC User.

Change 2:  Registration and authentication in the ISC Client

6.x Registration / Authentication
The ISC Client SHALL, according to rules and procedures of [3GPP TS24.229] and the SIP/IP core, 

· Perform SIP registration for the ISC Enabler to the SIP/IP core prior to using the ISC Enabler functionality. In a multi-device or multi-client context, the ISC Client also includes the Instance ID handling as per [3GPP TS24.229]; and,
· Maintain the SIP registration for the ISC Enabler active by using a re-registration procedure while the ISC Enabler is being used; and,

· Terminate the SIP registration for the ISC Enabler after the ISC Enabler functionality is no longer used.

NOTE:
The SIP registration can be shared with other SIP based Enablers at the Device hosting the ISC Client.

The ISC Client SHALL indicate its Instance ID at SIP registration. The ISC User MAY assign a name to his/her device equipped with a ISC Client. The ISC Client SHALL indicate the user assigned name of the ISC Client and its ISC Client user agent capabilities as defined by [RFC3840] in the SIP registration. The ISC Client MAY also update its capabilities by re-registration when the capabilities have changed.

The ISC Client SHALL register with at least one ISC User Address. 
On receiving the SIP registration request from a ISC Client, the SIP/IP core, according to [3GPP TS24.229]
· Authenticates the ISC User; and,

· Binds an ISC User Address and one or more Instance IDs (i.e. one for each ISC User’s Client); and,

· Returns the complete list of bindings of that ISC User Address in the response to the registration, if successful; and,

· If GRUU is supported by the SIP/IP Core, it returns both a public GRUU and a temporary GRUU associated with the device of the ISC Client according to [3GPP TS24.229] and

· Keeps the binding information (e.g, ISC User Address, Instance ID, expiration time, user agent capabilities, temporary GRUU) until de-registration is performed for each Instance ID bound to the ISC User address.

When the SIP/IP core corresponds with 3GPP/3GPP2 IMS then it is possible that the SIP/IP core informs the ISC Client about additional implicitly registered ISC User Addresses in the SIP registration response.

The SIP/IP core informs the ISC Server about the registering ISC Client. The ISC Server SHALL subscribe to the Registration Event Information, upon reception of the SIP/IP core information about the registering ISC Client, if not subscribed yet.
The SIP/IP core provides an SIP authentication framework as defined in [RFC3261] to authenticate the ISC User. When the SIP/IP core corresponds with 3GPP/3GPP2, then the ISC Client SHALL consider IMS variants [3GPP TS33.178] and determine the appropriate authentication scheme according to [3GPP TS33.203] / [3GPP2 S.R0086-0] and [3GPP TS33.178]. 
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