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1 Reason for Change

This contribution addresses the requirement as below

	Label
	Description
	Release

	ISC-MAN-003
	The ISC Enabler SHALL support storing ISC User’s Content Viewing Information automatically at certain time intervals according to the user preferences and the service provider policy, and depending on the content rights policy of the viewing content.
	ISC V1.0

	ISC-MAN-004
	The ISC Enabler SHALL support an ISC User to resume his/her content viewing, if available, from any of the ISC User’s capable devices.
	ISC V1.0


Considering the requirement MAN-003, the client automatically stores its content viewing information to the network repository (ISC Server). When the client’s content viewing is stopped, or suspended, it stores its content viewing information to the ISC Server.  When one of the user’s devices is started, it can retrieve the stored content viewing information, and starts the viewing at the indicated time point (resumed or stopped). 
2 Impact on Other Specifications

None.
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Group is requested to review and agree the proposed changes.
5 Detailed Change Proposal

Change 1:  Add Flows in server-side for supporting the multiple devices task management.
5.4 Multi-device Discovery Function
5.4.x Multiple Devices Task Management
5.4.x.y1  Storing Content Viewing Information to History Storage in the Network Repository
Upon receiving a SIP MESSAGE request [see step 1 and step 2 of Figure X “Resuming a Stopped Content Viewing with any of the ISC User’s devices”] that contains a MIME Content-Type ‘application/vnd.oma.isc.device-cvi-info’ from the ISC Client, to update the device Content Viewing Information, the ISC Server:

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is allowed to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP MESSAGE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check the message size. If the maximum size of the message is larger than 1300 bytes, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “134 Maximum message size exceeded” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
5. SHALL check
a. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-cvi-info’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-cvi-info’; or
b. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-cvi-info’, it MAY respond with a 403 ‘Forbidden’ SIP response;
6. SHALL forward the SIP MESSAGE towards the terminating network, according to the rules and procedures of the SIP/IP core, the target ISC Server belongs to other network.
Otherwise, continue with rest of the steps;
7. SHALL check the MIME resource-list body to extract the device Content Viewing Information with the following additional clarifications:
a. The ISC Server’s Multi-device Discovery Function SHALL check if the MIME resource-list body includes an empty device Content Viewing Information. If the device Content Viewing Information is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. The ISC Server’s Multi-device Discovery Function SHALL fetch all the existing device Content Viewing Information in the entries of MIME resource-lists body, as listed in section X.X.X “Content Viewing Information”.
c. The ISC Server’s Multi-device Discovery Function SHALL check the device Content Viewing Information. If the device Content Viewing Information related to the ISC User’s Client is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
d. The ISC Server’s Multi-device Discovery Function SHALL check the device Content Viewing Information related ISC User’s Client. If the device Content Viewing Information has existed, The ISC Server’s Multi-device Discovery Function SHALL update and merge the existing device Content Viewing Information.

8. SHALL check if the Content Viewing Information is last record. If it is yes, and if the ISC User has subscribed the service to store its Content Viewing Information in the network repository, the ISC Server’s Multi-device Discovery Function SHALL stores the Content Viewing Information to the related history storage in the network repository. 
9. SHALL generate a SIP 200 “OK” response to the received initial SIP MESSAGE request according to the rules and procedures of [RFC3261];

10. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.

5.4.x.y2  Storing Content Viewing Information to History Storage in the Network Repository
Upon receiving a SIP MESSAGE request [see step 3 to step 6 of Figure X “Resuming a Stopped Content Viewing with any of the ISC User’s devices”] that contains a MIME Content-Type ‘application/vnd.oma.isc.device-cvi-info’ from the ISC Client, to download the stored device Content Viewing Information, the ISC Server:

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is allowed to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP MESSAGE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check the message size. If the maximum size of the message is larger than 1300 bytes, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “134 Maximum message size exceeded” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
11. SHALL check
a. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-cvi-info’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-cvi-info’; or
b. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-cvi-info’, it MAY respond with a 403 ‘Forbidden’ SIP response;
12. SHALL forward the SIP MESSAGE towards the terminating network, according to the rules and procedures of the SIP/IP core, the target ISC Server belongs to other network.
Otherwise, continue with rest of the steps;
13. SHALL check the MIME resource-list body to extract the information (e.g. user’s identifier) related to the stored device Content Viewing Information with the following additional clarifications:
e. The ISC Server’s Multi-device Discovery Function SHALL check if the MIME resource-list body includes an empty related information. If the related information is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
f. The ISC Server’s Multi-device Discovery Function SHALL fetch all the existing related information in the entries of MIME resource-lists body, as described in section X.X.X “Content Viewing Information”.
g. The ISC Server’s Multi-device Discovery Function SHALL check the related information of the device Content Viewing Information. If the related device Content Viewing Information is empty, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
h. The ISC Server’s Multi-device Discovery Function SHALL check if it is existed of the related device Content Viewing Information. If it is not, the ISC Server’s Multi-device Discovery Function SHALL return a SIP 404 "Not found" response and SHALL include a Warning header with the warning text set to “404 Not found” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
14. SHALL generate a SIP 204 “ACCEPTED” response to the received initial SIP MESSAGE request according to the rules and procedures of [RFC3261];

15. SHALL send the SIP 204 “ACCEPTED” response along the incoming signalling path according to rules and procedures of the SIP/IP core.

If the ISC Server’s Multi-device Discovery Function responds SIP 204 “ACCEPTED” response to the ISC Client, It generates notification related to the stored device Content Viewing Information [see section X.X.X “Content Viewing Information”], and sends SIP NOTIFY request to the initiating ISC Client. 
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