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1 Reason for Change
This contribution addresses the CONRR TS comments C0028, to C0030, C86, to C90 and C134.
	C0028
	2013.12.12
	E/T
	5.1

5.13

5.14
	Source: China Unicom

Form: doc #OMA-CONR-2013-0059

Comment: The original text and figure in section 5.1 are from templates, should be removed. And section 5.13 and 5.14 belong to section 5.1.
Proposed Change: Removes original contents in the section 5.1, and moves the contents of section 5.13 and 5.14 to section 5.1.
	Status: Closed by CR#2014-00xx  Change 1


	C0029
	2013.12.12
	T
	5.1
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063
Comment: The following section should be filled with the corresponding text

· Section 5.1 and subsections
Proposed Change: Either complete them or remove empty sections.
	Status: Closed by CR#2014-00xx Change 1
Same as Comment C0028

	C0030
	2013.12.12
	T
	5.1
	Source: ZTE Corporation
Form: doc #OMA-CONR-2013-0064
Comment: The Contents Guide Function is empty
Proposed Change: Provides contents for this section.
	Status: Closed by CR#2014-00xx Change 1
Same as Comment C0028 


	C0086
	2013.12.12
	T
	5.13.1

	Source: Samsung Electronics

Form: OMA-CONR-2013-0063
Comment: 

Change the below mentioned Step 1 and 2 as in proposed change.

1. If the subscribe request carried the “UserChoice” field whose “RefName” value is “FullContentsList”; SHALL include the full Contents List document . Otherwise;

2. If the subscribe request carried the “UserChoice” field whose “RefName” value is “ReferOnDemandPref”:

Proposed Change:

1. If the SIP SUBSCRIBE request carried the “UserChoice” field whose sub-element “RefName” value is “FullContentsList”; SHALL include the full Contents List document . Otherwise;

2. If the SIP SUBSCRIBE request carried the “UserChoice” field whose sub-element “RefName” value is “ReferOnDemandPref”:


	Status: Closed by CR#2014-00xx Change 1 

	C0087
	2013.12.12
	E
	5.13.1
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063

Comment: 

Move the Step 7 in Section 5.13.1 to ISC XDMS document.

Proposed Change:

Move the Step 7 in Section 5.13.1 to ISC XDMS document.
	Status: Closed by CR#2014-00xx Change 1
For readability, instead of moving the Content , copied the content to ISC XDMS TS.  

	C0088
	2013.12.12
	T/Q
	5.14


	Source: China Unicom

Form: doc #OMA-CONR-2013-0059

Comment: Where to store the content interest information? In ISC XDMS or Storage Function?
Proposed Change: Adds the descriptions of format definitions of the content interest in the ISC XDMS if stored in the ISC XDMS.
	Status:  Closed

The Content Interest information SHALL be stored in ISC Server Social Function and not in ISC XDMS

	C0089
	2013.12.12
	E
	5.14.2
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063
Comment: 

moving from section 6.17.15 to section 5.14.2 from OMA-COM-ISC-2013-0282R01-CR_TS_Server_Content_Interest_Announcing_Group_Creation
Proposed Change:

To correct the text accordingly
	Status: Closed by CR#2014-00xx Change 1
Procedures in section 6.17.5 are related to section “Content Interest management” which is now the 

Sub-section of section Contents Guide Function. 

Hence moved under the section 5.1

	C0090
	2013.12.12
	T
	5.14.2
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063
Comment: 

Insert the Step available in proposed change as Step 8 in section 5.14.2.

Proposed Change:

Step 8. “SHALL include the ISCConvergenceID header field as received in the SIP MESSAGE request from the originating ISC User expressing content interest”


	Status: Closed by CR#2014-00xx Change 1

	C00134
	2013.12.12
	E
	6.17.5
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063
Comment: 

Move the procedures in Section 6.17.5 to Section 5.14.2.

Proposed Change: 

Move the procedures in Section 6.17.5 to Section 5.14.2 as it is Content Interest Procedures for ISC Server.
	Status: Closed by CR#2014-00xx Change 1
Same as comment C0089


2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Group is requested to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Grouping Contents Guide Function related procedures together - Moving procedures from section 5.13 and section 5.14 to section 5.1. Also move the procedures from section 6.17.5 to 5.1. Updates in Section 5.13.1
5.1
Contents Guide Function







	
	
	

	
	
	

	
	
	



5.1.1
Contents List request handling

5.1.1.1
Handle Contents List request 

Upon receiving a SIP SUBSCRIBE request with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentslist’ included in the Accept-Contact header and subscribing to the “Contents List” event package, the ISC Server:

1.
SHALL check whether the authenticated originator’s ISC address is of an ISC User that is allowed to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

2.
SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

3.
If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

4.
SHALL check if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentslist’ or not. 

A.
If the value of ISC feature tag is ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentslist’ then the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentslist’;

B.
Otherwise it MAY respond with a 403 ‘Forbidden’ SIP response;

Otherwise, continue with rest of the steps;

5.
SHALL check if the body of the SIP SUBSCRIBE request is present and carries the “UserChoice” field whose “RefName” value is “FullContentsList” or “ReferOnDemandPref”.

6.
SHALL acknowledge with a SIP 200 “OK” response towards SIP/IP Core; 

7.
SHALL send the XCAP GET request towards the ISC XDMS to retrieve the full Content List, if the ISC Server Contents Guide Function has not already subscribed to Contents List, as described below:

Note: It is assumed that ISC XDMS has already received full Contents List from the ISC CP GATEWAY.

A.
SHALL set the Accept header field with the value “application/xcap-diff+xml”, 

B.
subscribe to the “xcap-diff” event package;

For receiving the full Contents list document from the ISC XDMS, the ISC Server Contents Guide Function SHALL follow the procedures described in section 5.1.21 of [OMA-ISC-XDMS-TS].



The ISC Server Contents Guide Function SHALL generate SIP NOTIFY request according to the rules and procedures of the SIP/IP core with the following clarifications:

1.
If the SIP SUBSCRIBE request carried the “UserChoice” field whose sub-element “RefName” value is “FullContentsList”; SHALL include the full Contents List document. Otherwise;

2.
If the SIP SUBSCRIBE request carried the “UserChoice” field whose sub-element “RefName” value is “ReferOnDemandPref”;

a.
SHALL apply the user preferences received in the SIP SUBSCRIBE request on the full Contents List to generate Personalized Contents List and

b.
SHALL the include the personalized Contents List document

3.
If there is a subscription for an “xcap-diff” event package, then SIP NOTIFY SHALL include updated (parts of) Contents List.

4.
SHALL send the SIP NOTIFY including the Contents List document towards the SIP/IP Core.

5.1.2
Content Interest management

5.1.2.1
Handle Content Interest – User Express Interest

Upon receiving a SIP MESSAGE request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest” included in the Accept-Contact header field, the ISC Server:

1.
SHALL check whether the authenticated originator’s ISC address is, of an ISC User that is authorized to send the request. If not authorized, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

2.
If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server Media Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

3.
SHALL check

A.
if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’; otherwise

B.
if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’, it MAY respond with a 403 ‘Forbidden’ SIP response;

4.
SHALL check if the ISCConvergenceID received matches the locally stored ISCConvergenceID.

A.
If it does not match, then the ISC Server:

i.
SHALL store locally the ISCConvergenceID until the UserSetExpiryTime elapses;

ii.
SHALL check if the body contains URI list. If yes, then the ISC Server extracts the terminating ISC Users address, generates a SIP MESSAGE according to the rules and procedures of [RFC 5365] and sends the SIP MESSAGE towards each of the terminating ISC Clients, according to the rules and procedures of the SIP/IP core. Otherwise, the ISC Server sends the SIP MESSAGE to the address of the terminating ISC User.

B.
Otherwise, the ISC Server: 

i.
SHALL forward the terminating ISC User’s response in SIP MESSAGE to the originating ISC User. Or

ii.
MAY wait for the terminating ISC Users response until the UserSetExpiryTime lapses to aggregate, before forwarding the terminating ISC Users response in SIP MESSAGE to the originating ISC User. If there are more than one terminating ISC Users response then the MIME body SHALL include:

1. UserID element and the corresponding UserInterest element for each terminating ISC User response.

5.1.2.2
Handle Content Interest – Announcing Group Creation

Upon receiving a SIP MESSAGE request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest” included in the Accept-Contact header field  and contains a MIME Content-Type “application/vnd.oma.isc.newgroupannouncement+xml”, the ISC Server:

1.
SHALL check whether the authenticated originator’s ISC address is of an ISC User that is authorized to send the request. If the ISC Client is not authorized to send the request, the ISC Server Media Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

2.
If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server Media Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

3.
SHALL check

a.
if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’; otherwise

b.
if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’, it MAY respond with a 403 ‘Forbidden’ SIP response;

4.
SHALL forward the SIP MESSAGE towards each member of the pre-defined Group, according to the rules and procedures of the SIP/IP core.

Note to the editor: Please move the below section under Social Function in the TS.
5.6.3
Handle Content Interest – receive alert notification before content delivery

Upon receiving the SIP PUBLISH request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest” included in the Accept-Contact header field and the content type is “application/vnd.oma.isc.content-alert+xml” included in the Content-Type header field, the ISC Server Social Function:

1.
SHALL check whether the authenticated originator’s ISC address is of an ISC User that is authorized to send the request. If the ISC Client is not authorized to send the request, the ISC Server Media Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

2.
If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server Media Function SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;

3.
SHALL check

a.
if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’; otherwise

b.
if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’, it MAY respond with a 403 ‘Forbidden’ SIP response;

4.
SHALL generate SIP NOTIFY request according to rules and procedures of [RFC3265] with the following clarifications;

a.
SHALL include in the SIP NOTIFY body the following 

i.
“ContentRef” – the reference to the content; 

ii. StartTime – time for later delivery of content;

iii. ReminderTime – time at which the alert is sent to ISC Users;

b.
SHALL send the SIP NOTIFY to the ISC Users responded with their interest to watch the content.

Upon lapse of the “ReminderTime” for sending an alert message prior to delivery of the content, the ISC Server Contents Guide Function:

1.
SHALL set the Request-URI to the address of the members of the ISC pre-defined group;

2.
SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 

3.
SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;

4.
SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’;

5.
SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;

6.
SHALL include Content-Type header field to “application/vnd.oma.isc.content-alert+xml”;

7.
SHALL include the following in the SIP MESSAGE body as a MIME content:

a.
“ContentRef” – the reference to the content; 

b.
StartTime – time for later delivery of content;

c.
text alert information; 

8.
SHALL include the ISCConvergenceID header field as received in the SIP MESSAGE request from the originating ISC User expressing content interest;
9.
SHALL send the SIP MESSAGE towards each member of the ISC pre-defined group according to the rules and procedures of the SIP/IP Core;
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