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1 Reason for Change

This contribution addresses the CONRR comments below.
	C040
	2013.12.12
	T
	5.4.1.1
	Source: Samsung Electronics
Form: OMA-CONR-2013-0063
Comment: 
The “Editor’s note” is still existing.
Editor’s Note: it is FFS to define the MIME format of the device capability listed in this section.

Proposed Change: Resolve it with the appropriate content if needed
	Status: Closed by CR#2014-0105 & CR#2014-0106

	C043
	2013.12.10
	T
	5.4.1.1
	Source: Ericsson
Form: CONR-2013-0062
Comment: No need to keep all these device capabilities in the ISC Server, but rather fetch them from a Presence Server instead, where the ISC client has published them apriori.

Also non need to keep the client’s IP address as this can change and it is usually assigned at IMS registration by the network (APN).

Proposed Change: 
Reuse the Presence mechanisms to track device capabilities.

The ISC server should not need the client’s IP address, it is the task of the IMS Core to properly route it to the device based on the IMPU and a sip.instance (or a GRUU).

	Status: Closed by CR#2014-0105 & CR#2014-0106 



	C045
	2013.12.12
	T
	5.4.1.2
	Source: Samsung Electronics
Form: OMA-CONR-2013-0063
Comment: 
The “Editor’s note” is still existing.
Editor’s Note: The possibility of extending the above RFC with ISC-specific device capabilities is FFS. If this extension is not possible, we need to consider alternate solutions (e.g. without relying on RFC 5196).
Proposed Change: Resolve it with the appropriate content if needed
	Status: Closed by CR#2014-0105 & CR#2014-0106

	C047
	2013.12.12
	T
	5.4.1.3
	Source: Samsung Electronics
Form: OMA-CONR-2013-0063
Comment: 
The “Editor’s note” is still existing.
Editor’s Note: The possibility of extending the above RFC with ISC-specific device capabilities is FFS. If this extension is not possible, we need to consider alternate solutions (e.g. without relying on RFC 5196).
Proposed Change: Resolve it with the appropriate content if needed
	Status: Closed by CR#2014-0105 & CR#2014-0106

	C048
	2013.12.12
	T
	5.4.1.3


	Source: China Unicom

Form: doc #OMA-CONR-2013-0059

Comment: It’s better to keep consistence on the format definition of the MIME body for subscription. 

And an editor’s note should be addressed. 

And the reference for “Appendix X “Device Capability Result Body”” should be adjusted.
Proposed Change: Updates the related description, and addresses the editor’s note, and adjusts the reference.
	Status: Closed by CR#2014-0105 & CR#2014-0106


	C050
	2013.12.10
	T
	5.4.1.3
	Source: Ericsson
Form: CONR-2013-0062
Comment: No need to keep all these device capabilities in the ISC Server, but rather fetch them from a Presence Server instead, where the ISC client has published them apriori.

Also non need for the new ISC Feature tag (media tag ICSI): ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. device-capability’ since this can be easily just handled via presence instead.

Proposed Change: 
Reuse the Presence mechanisms to track device capabilities.

Remove definition of the isc device capability ICSI, it is not needed and just attempts to create yet a 3rd alternative for passing service and device capabilities to the existing 2 alternatives defined in RCS (based on OMA Presence or via SIP OPTIONS).
	Status: Closed by CR#2014-0105 & CR#2014-0106


	C0103
	2013.12.10
	T
	6.4.2.
	Source: Ericsson
Form: CONR-2013-0062
Comment: RFC3840 defines the ‘sip.events’ as a feature tag to be used in the Contact header of a REGISTER. 

ISC TS totally misuse it by placing it in an ‘Event’ header filed of a SIP SUBSCRIBE.

RFC3840 also states:

“When using the "sip.events" feature tag, a UA MUST NOT include values that correspond to event packages not standardized in IETF standards track RFCs.“

So any new ‘event packages’ invented in ISC are not considered part of IETF standard tracks, hence cannot be used. New event packages (if really needed) must be standardized in IETF.

However, in this case, ISC can just request extension of the OMA PDE to include any new device data that ISC needs and is not currently included in the OMA Presence information. With this approach, the device would make a SIP SUBSCRIBE using a standard event package for presence.

Proposed Change: 
Reuse the Presence mechanisms to track device capabilities instead of incorrectly using RFC3840. 

Extend OMA PDE if needed, e.g for.:

· Video codec capability, 
· Audio codec capability, 

· Video rendering capability (e.g., display resolution)
· Audio rendering capability, 
· Media encryption capability.
	Status: Closed by CR#2014-0105 & CR#2014-0106


	
	
	
	
	
	


2 Impact on Other Specifications

None.
3 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification. This obligation does not imply an obligation on Members to conduct IPR searches. This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn. Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration. These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

4 Recommendation

Group is requested to review and agree the proposed changes on the CONRR and AD documents.
5 Detailed Change Proposal

Change 1:  Add a new reference to section 2.1
2.1 Normative References

	…
	

	[OMA-PRS-RD]
	“Presence SIMPLE Requirements”, Open Mobile Alliance™, OMA-RD-Presence_SIMPLE-V2_0, URL:http://www.openmobilealliance.org/

	…
	


Change 2:  Add a new definition to section 3.2

3.2 Definitions
	…
	

	Presence Information
	See [OMA-PRS-RD].

	…
	


Change 3:  Update description of architecture in Section 5.2
5.2 Architectural Diagram

…
The ISC functional components, if and when needed, interact with the following external functional components:
· A SIP/IP core, which is an underlying infrastructure that provides SIP-based and IP-based functionalities that are needed to support the ISC Enabler. See section 5.3.5.1 for details of this external functional component.
· The following supporting Enablers, which are other OMA Enablers used to support the ISC Enabler:
· The ISC Server Communication Function acts as a CPM Enabler server-side functional component, which provides communication capabilities to support interactions between the ISC Users and the Content Provider, and among the ISC Users.
· The XDM Enabler, which provides XML document management capabilities to support creating, storing and managing the user and service data such as the user preferences, the service provider policy. 
· The Push Enabler, which provides push notifications to support informing multiple devices about server-side events.
· The DM Enabler, which provides device management to support remote management of ISC-specific device parameters.
· The ISC Server Social Function and Multi-device Discovery Function act as Presence Servers of Presence Enabler’s server-side functional components, which provide the capabilities of retrieving and publishing the user’s presence information (including Device Presence Information).  
· The CAB Enabler, which provides the management capabilities about the user’s address-book.
· A Content Provider component, which supports the functionalities of Social Interaction and Communication between the Content Provider and the ISC Users. See section 5.3.5.9 for details of this external functional component.
…
Change 4:  Update description of ISC Client in section 5.3.1

5.3.1 ISC Client

…
· Managing the ISC User’ context(e.g., same Content Viewing or not, Content View changed) of of the content being viewed
· Performing device capability information related functions 
· Subscribing device capability information of the same user’s device(s) and/or other user’s device(s)

· Receiving device capability information of the same user’s device(s) and/or other user’s device(s)

· Publishing device capability information to Presence Server, via SIP/IP Core
· Performing device presence information (including device online status, Content View selection information and Content Viewing Information) related functions 
· Subscribing device presence information of the same user’s device(s) and/or other user’s device(s)

· Receiving device presence information of the same user’s device(s) and/or other user’s device(s)

· Publishing device presence information to Presence Server
…
Change 5:  Update description in section 5.2.3.6

5.2.3.6 Multi-device Discovery Function
The Multi-device Discovery Function acts as a Presence Enabler’s server-side functional component, Presence Server, for managing the Device Presence Information.

The Multi-device Discovery Function SHALL support the following functionalities: 

· Supporting device capability information related functions, 

· Receiving and managing the published device capability information from ISC Client.

· Processing subscription on device capability information from ISC Client.

· Sending subscribed device capability information to subscriber.

· Supporting device presence information (including device online status, Content View selection information and Content Viewing Information) related functions,

· Subscribing and receiving device online status (belonging to device presence information) from SIP/IP Core.

· Processing subscription on device presence information from ISC Client.

· Sending subscribed device presence information to subscriber.

· Receiving and managing (e.g. storing, updating, providing) device presence information to/from ISC Client.

· Supporting multi-device task management related functions,

· Receiving and managing information for future resuming content viewing from one of the ISC User’s devices.

· Providing stored information for future resuming content viewing to one of the ISC User’s devices.

· Upon receiving the ISC User’s request (initiator and/or recipient), distributing the communication task and content viewing task to the user different device(s), according to the service policy and the devices capabilities. 

Change 6:  Update description in section 5.3.5.1

5.3.5.1 SIP/IP Core

The SIP/IP core includes a number of SIP proxies and SIP registrars as defined in [RFC3261]. The SIP/IP core performs the following functions that are needed to support the ISC Enabler:

· Routing the SIP signaling.

· Providing address resolution services.

· May provide charging information.

· Providing SIP compression.

· Performing authentication and authorization of the ISC User at the ISC Client based on the user’s service subscription.

· Providing and maintaining registration of ISC Clients and their associated ISC User Address(es) and device identifier.

· Providing support for the ISC User Address anonymity in the SIP signaling as described in [RFC3325].

· Providing list of registered devices and their capabilities.

· Providing support for NAT traversal 
· Providing support for management of the ISC Server’s subscriptions about the clients’ registration information according to [RFC 3680] and [RFC 5628].
When the SIP/IP core is based on the 3GPP IMS or 3GPP2 MMD, the SIP/IP core architecture is specified in 3GPP [3GPP TS23.228] or 3GPP2 [3GPP2 X.S0013-002], respectively.
Change 7:  Update description in section 5.3.5.5

5.3.5.5 Presence Enabler
The Presence Enabler provides ISC Users with the possibility to publish and retrieve Presence Information. It also allows ISC Users to obtain the Presence Information (e.g. available/not available for content viewing) of other ISC Users. The functionalities provided by the Presence Enabler are specified in [OMA-PRS-AD].

The ISC Server Social Function supports the functionalities of the Presence Enabler to obtain Presence Information and the ISC Server Multi-device Discovery Function supports the functionalities of the Presence Enabler to manage the device presence information. 
The ISC Client acts as Watcher to subscribe and receive itself and/or other ISC User’s Presence Information, and acts as Presence Source to publish itself Presence Information. The ISC Client interacts with the ISC Server Social Function and Multi-device Discovery Function via the PRS-1 and PRS-2 reference points defined by the Presence Enabler.
Change 8:  Update description in section 5.3.6.1

5.3.6.1 ISC-1
The ISC-1 interface is exposed by the ISC Server to allow the authorized ISC Client(s) to access/trigger the functionalities of the ISC Server.

The ISC-1 interface SHALL support the following functionalities:

· ISC communication session signalling management (initiation, modification, termination)

· ISC content viewing session signalling management (initiation, modification, termination)
· Management of the ISC content viewing session 
· Multi-device task management
· Media transfer pertaining to a Content View
· Control of Media transfers in a Content View
· Delivery of 

· contents list, 

· live media (Content Provider provided contents, User Generated Contents and social interaction), 

· stored media

· device presence information
· 
· Content Viewing Group 
· Content Viewing Information
· Notifications
· non-live media
· Associated Contents
· Management of the ISC User’s stored contents (e.g. folder management, object management)
· Authentication and authorization of the ISC User
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