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1 Reason for Change
This contribution addresses the CONRR TS comments C004, C006, C0039, C0149. The suggestion is to remove all unresolved Editor’s Note in the TS.
	C004
	2013.12.12
	T
	All
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063

Comment: 

Several Editor’s note still exists in the TS.

Proposed Change: 

Resolve editor’s note and remove it.
	Status:  CLOSED by CR#2014-0129

Closed without action.


	C006
	2013.12.12
	Q/T
	all
	Source: China Unicom

Form: doc #OMA-CONR-2013-0059

Comment: editor’s notes.
Proposed Change: Checks and solves all the editor’s notes.
	Status:   CLOSED by CR#2014-0129

Closed without action.


	C0039
	2013.12.12
	T
	5.4
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063

Comment: The editor’s notes in the following section should be addressed with the corresponding text

· Section 5.4 and subsections
Proposed Change: Resolve it with the appropriate content if needed
	Status:   CLOSED by CR#2014-0129

Closed without action.


	C0149
	2013.12.12
	T
	Appendix C
	Source: Samsung Electronics

Form: OMA-CONR-2013-0063

Comment: The editor’s notes in the following section should be addressed with the corresponding text

· Appendix C and subsections
Proposed Change: Resolve it with the appropriate content if needed
	Status:   CLOSED by CR#2014-0129

Closed without action.



2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Group is requested to review and agree the proposed changes.
6 Detailed Change Proposal

Change 1:  Removed unresolved Editor’s Note from the TS.
5.4.1
Multi-device Capability Management and Discovery

5.4.1.1
Device Capability List

The ISC Enabler supports the ISC User has one and/or more device(s). The device capability information of the ISC User is stored in the network repository, in the ISC Server. 

The related device capabilities include:

· Video codec capability, to decoding the video content, and

· Audio codec capability, to decoding the audio content, and

· Video rendering capability (e.g., display resolution), to playing the decoded video data, and 

· Audio rendering capability, to playing the decoded audio data, and

· Encryption capability, to decrypting the media content if the media content is encrypted, and

· Connection capability (e.g., IP address and port), to supporting to establish connection with the ISC Server.


5.4.1.2
Handle Multiple Devices Capabilities Updates

The ISC Server sends SIP SUBSCRIBE request to the SIP/IP Core to subscribe the “reg” registration event package about the ISC Clients according to [RFC5196].

When the ISC Server receives a Registration Event Notification, it parses the notification and extracts the device capabilities from the notification. If the related device capability exists, the ISC Server SHALL update the stored device capability.
5.4.1.3
Handle Multiple Devices Capabilities Subscription

Upon receiving a SIP SUBSCRIBE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. device-capability’ included in the Accept-Contact header field corresponding to device capability discovery, the ISC Server’s Multi-device Discovery: 

1. SHALL check the ISC User Address to find the authenticated address of the originating ISC User with the following additional clarifications;
a. The ISC Server’s Multi-device Discovery SHALL check if the ISC User is in its service domain. If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
b. The ISC Server’s Multi-device Discovery SHALL check if the ISC User has permission to discovering his/her ISC devices. If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check the MIME resource-list body to extract the devices capability of the ISC User’s devices with the following additional clarifications:
a. The ISC Server’s Multi-device Discovery SHALL check if the MIME resource-list body includes an empty subscription criteria. If the subscription criteria is empty, the ISC Server’s Multi-device Discovery SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. The ISC Server’s Multi-device Discovery SHALL fetch all the existing subscription criteria in the entries of MIME resource-lists body:

i. Device identifier, if the entry contains the “?isc_device_d=dev_id” parameter;
ii. Device name, if the entry contains the “?isc_device_d=dev_name” parameter;
iii. Subscription Duration, if the entry contains the “? isc_device_d =sd_seconds” parameter;

iv. Subscription Type, if the entry contains the “? isc_device_d =sd_type” parameter;

c. The ISC Server’s Multi-device Discovery SHALL check the criteria. If the criteria related to the ISC User’s devices is empty, the ISC Server’s Multi-device Discovery SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
d. The ISC Server’s Multi-device Discovery SHALL check the existing of the subscription duration. If the subscription duration is empty, the subscription duration is default expiration (e.g., 3600 seconds) according to the service policy.

e. The ISC Server’s Multi-device Discovery SHALL check the existing of the subscription type (one time or multiple times). If the subscription type is empty, the subscription type is default (e.g., multiple times) according to the service policy.

5. SHALL check if the subscription criteria accord its service policy.  If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
6. SHALL generate a SIP 200 “OK” response to the received initial SIP SUBSCRIBE request according to the rules and procedures of [RFC3261];

7. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
If the ISC Server’s Multi-device Discovery accepts the device discovery request, it generates the device capability result(s) according to the subscription criteria, and sends the related SIP NOTIFY notification (including the device capability result(s)) to the subscriber. 

If the subscription criteria “dev_name” and “dev_id” are empty, the ISC Server’s Multi-device Discovery SHOULD generate the device capability result(s) with all of the devices capability of the ISC User’s registered devices.

If the subscription type is one time, the ISC Server’s Multi-device Discovery generates the device capability result(s) according to the subscription criteria only one time, and sends the generated device capability result(s) to the subscriber.

If the subscription type is multiple times, the ISC Server’s Multi-device Discovery generates the device capability result(s) according to the subscription criteria in the subscription duration, and sends all of the generated device capability result(s) to the subscriber one by one.

The body of a SIP NOTIFIY notification of searched device capability result(s) contains a device capability result document [see Appendix X “Device Capability Result Body”]. This document describes some or all of the device capability result(s) associated with the subscription criteria. The ISC Server and the ISC Client SHALL support the “application/device-capability-info/xml”. If the SIP SUBSCRIBE request does not contain an Accept header field, if no such header field is present, it has a default value of “application/device-capability -info/xml”. If the header field is present, it SHALL include “application/device-capability-info/xml”.
Change 2:  Removed unresolved Editor’s Note from the TS.

5.5.1
Immersive Content Viewing Session Handling

6.1.1.1 Handle an Immersive Content Viewing Session Invitation Request
5.5.1.1.1
Distribute Content Views according to Content View selection

Upon receiving a SIP INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function: 

10. SHALL check the ISC User Address to find the authenticated address of the originating ISC User;
11. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
12. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
13. SHALL check the MIME resource-list body to extract the target addresses of the ISC User’s Content View selection with the following additional clarifications:
c. The Media Function SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
d. The Media Function SHALL fetch all the existing ISC User’s Content View selection in the entries of MIME resource-lists body:

i. Content View identifier, if the entry contains the “?isc_icv=id” parameter;
ii. ISC User’s field of view, if the entry contains the “?isc_icv= fov” parameter;

iii. ISC User’s viewing distance, if the entry contains the “?isc_icv=vd” parameter;

14. SHALL fetch contents for mixing as the Content Views and Continuous Content Views according to the ISC User’s Content View selection with the following additional clarifications:
a. If an ISC session has not been established yet for the requested contents, the ISC Media Function SHALL follow the steps mentioned in Section X.X “Establishing an ISC Content Viewing Session” using the address of ISC CPGateway as provisioned to the ISC Server;


b. After contents session between ISC CPGateway and Content Provider is established, the ISC Media Function SHALL interact with the ISC CPGateway to fetch contents (including metadata) from Content Provider for mixing as Content Views and Continuous Content Views; 
c. Otherwise, the ISC Media Function:

i. SHALL fetch the Content Views and Continuous Content Views directly if the Content View identifier is provided;
ii. SHALL select the media source to generate the Content Views and Continuous Content Views if the ISC User’s field of view or viewing distance is provided;
d. When the ISC User selected contents relate to Primary Content being viewed, the Media Function SHALL interact with the Associated Content Function to fetch Associated Contents (including metadata) related to the Primary Content.

15. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE request according to the rules and procedures of [RFC3261];

16. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC4566] and [RFC3264];

17. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
Upon receiving a SIP ACK request, the ISC Media Function
1. SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the Media Function SHALL distribute Content Views and Continuous Content Views to the originating ISC Client.
5.5.1.1.2
Distribute Content Views according to Spatial Configuration

Upon receiving a SIP INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function: 

18. SHALL check the ISC User Address to find the authenticated address of the originating ISC User;
19. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
20. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
21. SHALL check the MIME resource-list body to fetch the ISC User selected Spatial Configuration with the following additional clarifications:
a. The ISC Media Function SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the ISC Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. The ISC Media Function SHALL extract all the target addresses of ISC Clients and corresponding spatial-based mappings between Content Views and ISC User’s device in the entries of MIME resource-lists body:

i. Mapping of spatial relationship, if the entry contains the “isc:spatialrelationship” attribute;

ii. Mapping of  location, if the entry contains the “isc:location” attribute;
iii. Mapping of  orientation, if the entry contains the “isc:orientation” parameter;

22. SHALL generate recommendation of spatial distribution for the Content Views and Continuous Content Views according to the ISC User selected Spatial Configuration with the following additional clarifications:
a. The ISC Media Function SHALL follow the step 5 of Section 5.6.1.1.1 “Distribute Content Views according to Content View selection” to fetch contents for mixing as the Content Views and Continuous Content Views;

b. The ISC Media Function SHALL check the spatial properties of Content Views and Continuous Content Views and generate the spatial distribution among the ISC User’s devices for all available Content Views based on their spatial consistency with the  ISC User selected Spatial Configuration;

23. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE request according to the rules and procedures of [RFC3261];

24. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC4566] and [RFC3264];

25. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
26. SHALL also establish an ISC Content Viewing session with the corresponding ISC Client according to the generated spatial distribution with the following additional clarifications:

a. If some Content Views should be delivered to one specific ISC Client according to the generated spatial distribution, the ISC Media Function SHALL follow the steps mentioned in Section X.X “Establishing an ISC Content Viewing Session” using the address of ISC Client as extracted from MIME <resource-lists> body in the Step 4.b;


Upon receiving a SIP ACK request, the ISC Media Function
2. SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the ISC Media Function SHALL distribute Content Views and Continuous Content Views to the corresponding ISC Clients according to the generated spatial distribution.
5.5.1.2
Handle an Immersive Content Viewing Session Modification Request

5.5.1.2.1
Redistribute Content Views according to Spatial Configuration

Upon receiving a SIP re-INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function:
1. SHALL act as specified in section 5.6.1.1.2 “Distribute Content Views according to Spatial Configuration”.

2. MAY send the Immersive Content Viewing session notification to any authorized party which contains Content Views change information, if privacy rules allow it.
Once the ISC Immersive Content Viewing Session is modified, the ISC Media Function SHALL redistribute Content Views and Continuous Content Views to the corresponding ISC Clients according to the modified spatial distribution.
5.5.1.2.2
Redistribute Content Views according to Content View selection

Upon receiving a SIP re-INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function:
1. SHALL act as specified in section 5.1.1.1 “Distribute Content Views according to Content View selection”.

2. MAY send the Immersive Content Viewing session notification to any authorized party which contains Content Views change information, if privacy rules allow it.
Once the ISC Immersive Content Viewing Session is modified, the Media Function SHALL distribute Content Views and Continuous Content Views to the originating ISC Client.

5.5.2
Associated Contents Viewing Session Handling
5.5.2.1
Handle an Associated Contents Viewing Session Invitation Request
Upon receiving a SIP INVITE or SIP re-INVITE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma. isc.acv-session’ included in the Accept-Contact header field corresponding to ISC Associated Contents Viewing Session, the ISC Media Function: 

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is authorized to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check
a. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’; otherwise
b. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’, it MAY respond with a 403 ‘Forbidden’ SIP response;
Otherwise, continue with rest of the steps;
5. SHALL check the SIP INVITE or SIP re-INVITE request SDP attributes against service provider’s policies specified for the service and for the ISC User. If media types of SDP do not conform to the service provider’s policies, the ISC Server Media Function SHALL return a SIP 488 “Not Acceptable Here” response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;
6. SHALL check the MIME resource-list body to access the Content Viewing Information (e.g., content metadata and viewing progress) of the Primary Content with the following additional clarifications:
c. The ISC Media Function SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the ISC Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
d. The ISC Media Function SHALL fetch the reference of Primary Content identified in the “ContentRef” of MIME resource-lists body and SHALL request the Multi-device Discovery Function to access the Content Viewing Information of the Primary Content
7. SHALL request the Associated Contents Function to fetch Associated Contents (including metadata) related to the Primary Content e.g. based on the collected Content Viewing Information.
8. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE or SIP re-INVITE request according to the rules and procedures of [RFC3261];
9. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC4566] and [RFC3264] before sending towards the ISC Client;

10. SHALL transmit the media related to the Associated Contents over an UDP/RTP channel towards the ISC Client;
5.5.3
Searching Content Viewing Group according to Content View

5.5.3.1
Searching Pre-defined Content Viewing Group

Upon receiving a SIP SUBSCRIBE request with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group.s-token’ included in the Accept-Contact header field corresponding to Content Viewing Group searching criteria, the ISC Server’s Media Function: 

1. SHALL check the ISC User Address to find the authenticated address of the originating ISC User with the following additional clarifications;
A. The ISC Server’s Media Function SHALL check if the ISC User is in its service domain, If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
B. The ISC Server’s Media Function SHALL check if the ISC User has permission to searching Content Viewing Group. If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP SUBSCRIBE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. SHOULD check the Event header, if the value of the Event header is not “group-search”, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
5. SHALL check the MIME resource-list body to extract the target searching criteria about Content Views with the following additional clarifications:
a. The ISC Server’s Media Function SHALL check if the MIME resource-list body includes an empty searching criteria. If the searching criteria is empty, the ISC Server’s Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. The ISC Server’s Media Function SHALL fetch all the existing searching criteria in the entries of MIME resource-lists body:

i. Content View identifier, if the entry contains the “?isc_group_s_token=cv_id” parameter;
ii. Content View name, if the entry contains the “?isc_group_s_token=cv_name” parameter;
iii. Pre-defined keyword of the Content View, if the entry contains the “?isc_group_s_token=cv_pdk” parameter;
iv. Subscription Duration, if the entry contains the “?isc_group_s_token=sd_seconds” parameter;

v. Subscription Type, if the entry contains the “?isc_group_s_token=sd_type” parameter;
c. The ISC Server’s Media Function SHALL check the criteria. If the criteria related to the Content View is empty, the ISC Server’s Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
d. The ISC Server’s Media Function SHALL check the existing of the subscription duration. If the subscription duration is empty, the subscription duration is default expiration (e.g., 3600 seconds) according to the service policy.

e. The ISC Server’s Media Function SHALL check the existing of the subscription type (one time or multiple times). If the subscription type is empty, the subscription type is default (e.g., multiple times) according to the service policy.

6. SHALL check if the searching criteria accord its service policy.  If it is not, the ISC Server SHALL reject the SIP SUBSCRITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
7. SHALL generate a SIP 200 “OK” response to the received initial SIP SUBSCRIBE request according to the rules and procedures of [RFC3261];

8. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.

If the ISC Server’s Media Function accepts the searching group request, it generates the searching result(s) according to the searching criteria, and sends the related SIP NOTIFY notification (including the searched group(s) information) to the requesting ISC Client. 

If the subscription type is one time, the ISC Server’s Media Function generates the searching result according to the searching criteria only one time, and sends the generated group(s) information to the requesting ISC Client.

If the subscription type is multiple times, the ISC Server’s Media Function generates the searching results according to the searching criteria in the subscription duration, and sends all of the generated group(s) information to the requesting ISC Client one by one.

The body of a SIP NOTIFIY notification of searched groups (Content Viewing Group(s)) contains a group searching information document [see Appendix X “Group Searching Result Body”]. This document describes some or all of the searched group(s) information associated with the searching criteria. The ISC Server and the ISC Client SHALL support the “application/group-search-info/xml”. If the SIP SUBSCRIBE request does not contain an Accept header field, if no such header field is present, it has a default value of “application/group-search-info/xml”. If the header field is present, it SHALL include “application/group-search-info/xml”.

5.5.3.2
Searching ad-hoc Content Viewing Group

The procedure for searching ad-hoc group is similar with the one for searching pre-defined group [see section 5.63.1 “Searching Pre-defined Content Viewing Group”].
Change 3:  Removed unresolved Editor’s Note from the TS.

6.
Procedures at ISC Client


As the ISC Enabler directly refers to CPM Enabler for the Communication related activities by the ISC User (ex: interaction between the ISC Users and the Content provider and also among other ISC Users), the ISC Client interacts with the CPM Client for all ISC User Communication related activities.

6.1
Associated Content Function
6.1.1
Associated Contents Viewing Session Handling
6.1.1.1
Initiating an Associated Contents Viewing Session
Upon receiving the request from the ISC User to view Associated Contents, the ISC Client SHALL generate a SIP INVITE or SIP re-INVITE request according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. acv-session’ to indicate the ISC Associated Contents Viewing Session, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-acv’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.acv-session’;
5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. SHALL include a MIME body in the SIP INVITE body with the Content-Type header field of “application/ISC-content-request+xml” including:
a.  the reference to the Primary Content in “ContentRef”, and
b. The ISCConvergenceID of the ISC Content Viewing Session;
8. SHALL include a MIME SDP body as a SDP offer in the SIP INVITE or SIP re-INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

9. SHALL send the SIP INVITE or SIP re-INVITE request towards the ISC Server according to the rules and procedures of the SIP/IP core.
Upon receiving the SIP 200 “OK” response, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the requested Associated Contents from the ISC Server.

6.2
Multi-device Capability Management and Discovery

6.2.1
Updating Device Capability with Registration Request
The ISC Client registers to the SIP/IP Core using the SIP REGISTER request. The request includes the device capability of the ISC device hosting the ISC Client. 

When the device capability is changed, the ISC Client sends a new SIP REGISTER request to update its new device capability stored in the SIP/IP Core.

6.2.2
Multiple Devices Capability Discovery

When the ISC Client receives a request from the ISC User to searching his/her multiple devices capabilities, the ISC Client SHALL generate a SIP SUBSCRIBE request according to the rules and procedures of [RFC3261], with the additional clarifications described in this section. In particular, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-capability’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. device-capability’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. device-capability’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
7. SHALL include an Event header field to “sip.events” ;

8. SHALL include a MIME body that includes information about the searching criteria and related information, with the following clarifications: 
a. The top-level Content-Type header field SHALL be set to ‘application/vnd.oma.isc.device-search-info’;

b. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’. This sub-level MIME body SHALL contain the following fields: ‘dev_name’ (name of the device), ‘dev_id’ (identifier of the device), ‘sd_seconds’ (subscription duration), ‘sd_type’ (subscription type, ‘1’ means one time and ‘m’ means multiple times). The criteria  “dev_name” and “dev_id” can be empty, as means subscribing all of the device capabilities of the subscriber’s ISC devices.

9. SHALL send the SIP SUBSCRIBE towards the ISC Server according to the rules and procedures of the SIP/IP Core.
Upon receiving a SIP 200 “OK” the ISC Client SHALL inform the ISC User that the subscription message has been sent successfully towards the receiving ISC Server. If the response is not SIP 200 “OK”, the ISC Client SHALL inform the ISC User that the subscription has not accept by the ISC Server and provides the response information as received from the ISC Server.
Upon receiving a subsequent SIP NOTIFY that informs the device capability result(s) associated with the searching criteria, the ISC Client:

1. SHALL return a SIP 200 “OK” response to acknowledge its receipt to the ISC Server;

2. SHALL parse the notification body  [see Appendix X “Device Capability Result Body”] in the SIP NOTIFY request.
3. SHALL inform the ISC User about the device capability result(s).

If the ‘sd_type’ is set with ‘m’, the ISC Client SHALL receive all the SIP NOTIFY requests from the ISC Server in the subscription duration.

6.3
Media Function
6.4
Delegation of a Content Usage Right

6.4.1
Delegating a Content Usage Right to other ISC Users (Originating Side)

Note: See flow in Appendix C.7 “Delegating a Content Usage Right to other ISC Users”.

When the ISC Client receives a request from the ISC User to delegate the right to use a content to one or more ISC Users, the ISC Client SHALL generate a SIP REFER request according to the rules and procedures of [RFC3515]. The ISC Client:
1. SHALL set the Request-URI to the address of the ISC Server’s provisioned to the ISC Client;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
7. SHALL include the option tag ‘timer’ in the Supported header field;
8. SHALL include the Session-Expires header with the refresher parameter set to ''uac'' according to the rules and procedures of [RFC4028];
9. If the delegation request is to be sent to one ISC User, the ISC Client SHALL:
a. set the address of the Refer-To header to the address of the target ISC User;
b. set the method header field value inside the Refer-To header to ‘INVITE’;
10. If the delegation request is to be sent to multiple ISC Users, the ISC Client SHALL include a MIME resource-lists+xml list in the body according to the rules and procedures of [RFC5368], with the following clarifications
a. Each resource entry SHALL include a uri header field set to the address of each target ISC User and the method value set to “INVITE”;
11. SHALL include a MIME body that includes information about the ISC Client’s authentication to use the content (content usage right), with the following clarifications:
a. The Content-Type header field SHALL be set to ‘application/vnd.oma.isc.authinfo’;

b. The Content-Transfer-Encoding header field SHALL be set to ‘binary’;

12. SHALL include a MIME body (e.g. with Content-Type set to ‘text/plain’) that includes information about the content for which the usage right is requested for delegation.

13. SHALL send the SIP REFER request towards the ISC Server according to the rules and procedures of the SIP/IP core.
Upon receiving the first SIP NOTIFY from the ISC Server, the ISC Client SHALL return a SIP 200 “OK” response to acknowledge its receipt.

Upon receiving a subsequent SIP NOTIFY from the ISC Server, the ISC Client:

1. SHALL return a SIP 200 “OK” response to acknowledge its receipt;

2. SHALL inform the sending ISC User about the status of the delegation request based on the received notification, including the status and reason(s) for failure as appropriate;

3. If the notification contains as a status line corresponding to a SIP 200 “OK” response, SHALL delete the content usage right information of the ISC User.

6.4.2
Handle Delegation of a Content Usage Right (Terminating Side)

Upon receiving a SIP INVITE request with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ included in the Accept-Contact header field, the terminating ISC Client
1. SHALL check if the request contains a MIME body with Content-Type header set to ‘application/vnd.oma.isc.authinfo’, to check if this is a request to delegate a content usage right. If such a header field value cannot be found, the ISC Client SHALL proceed with the request as described in Section 6.13.2 “1-1 Content Viewing and Communication (Terminating Side)”;

Otherwise, continue with the rest of the steps;

2. SHALL inform the receiving ISC User about the request and render relevant content, including the nature of the request (delegation request), the identity of the original sender of the request and any information about the content to be delegated;

3. SHALL offer the ISC User the possibility to provide an input to either accept or reject the request;

4. SHALL include a Server header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
5. SHALL generate a response based on the ISC User’s input or absence of input:

a. If the ISC User accepts the request, SHALL generate a SIP 200 “OK” response with an SDP answer containing the identities (name, size, type) of the delegation file to be transferred, as received in the incoming INVITE request;

b. If the ISC User rejects the request, SHALL generate a SIP 603 “Decline” response;

c. If the ISC User does not provide any input either until the value of the Expires header in the incoming SIP INVITE is reached (if present and time value is positive), or until a maximum time value set by the ISC Client is reached, whichever comes first, the ISC Client SHALL generate a SIP 408 “Timeout” response.

6. SHALL send the SIP response according to rules and procedures of the SIP/IP core;
If a SIP session was opened successfully and upon receiving an MSRP SEND request that contains the content usage right for the receiving ISC User, the terminating ISC Client:

1. SHALL receive and store the content usage right;

2. SHALL acknowledge the reception by returning a 200 “OK” response;

Upon receiving a SIP BYE request after a content usage right has been received, the terminating ISC Client SHALL return a SIP 200 “OK” response to acknowledge the request and close the SIP session.

Upon receiving a SIP CANCEL request to cancel a request to delegate a content usage right, the ISC Client:

1. SHALL return a SIP 200 “OK” response to acknowledge the request;

2. SHALL inform the receiving ISC User that the request for delegation of a content usage right has been cancelled.

6.5
Recommendation of a Content

Note: See flow in Appendix C.16 “Recommending a Content to another ISC User”.
6.5.1
Recommending a Content to Another ISC User (Originating Side)

When the ISC Client receives a request from the ISC User to recommend a content to another ISC User, the ISC Client SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3261], with the additional clarifications described in this section. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of the receiving ISC User;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
7. SHALL include the ISC-Convergence-ID header field associated with the on-going ISC Content Viewing Group session;
8. SHALL include a MIME body that includes information about the recommended content and related information, with the following clarifications:
a. The top-level Content-Type header field SHALL be set to ‘application/vnd.oma.isc.recommendinfo’;

b. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’. This sub-level MIME body SHALL contain the following fields: ‘name’ (name of the content to recommend), ‘id’ (identifier of the content), ‘description’ (description about the content), ‘start_time’ (time when the content starts), ‘end_time’ (time when the content ends), ‘info_url’ (address where more information about the content can be found), ‘user_message’ (personal message that the recommending ISC User would like to convey), ‘expiry_time’ (time until when the recommendation is valid);

c. The body SHOULD contain a sub-level MIME body that contains a preview image of the recommended content;

d. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’, that contains information about the ISC Content Viewing Group in which the recommended content can be watched. This sub-level MIME body SHALL contain the following fields: ‘name’ (name of the ISC Content Viewing Group), ‘description’ (description of the ISC Content Viewing Group), ‘address’ (address of the ISC Content Viewing Group);

9. SHALL send the SIP MESSAGE towards the ISC Server according to the rules and procedures of the SIP/IP Core.
Upon receiving a SIP 200 “OK” the ISC Client SHALL inform the sending ISC User that the recommendation message has been sent successfully towards the receiving ISC User;

Upon receiving a subsequent SIP NOTIFY that informs that another ISC User joined the established ISC Content Viewing Group to watch the recommended content, the ISC Client:

1. SHALL return a SIP 200 “OK” response to acknowledge its receipt;

2. SHALL inform the ISC User about the event.

6.5.2
Receiving Recommendation of a Content from Another ISC User (Terminating Side)

Upon receiving a SIP MESSAGE request with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ included in the Accept-Contact header field, the terminating ISC Client:

1. SHALL check if the SIP MESSAGE request includes a MIME body with Content-Type header set to ‘application/vnd.oma.isc.recommendinfo’, to check if the message contains a recommendation of a content. If it does not contain such a header value, the ISC Client SHALL interact with the CPM Client to proceed with the request as a standard SIP MESSAGE.

Otherwise, continue with the rest of the steps;

2. SHALL store the ‘expiry_time’ and the ‘address’ field value that contains the address of the ISC Content Viewing Group associated with the recommended content;

3. SHALL inform the receiving ISC User about the recommendation information;

4. SHALL generate a SIP 200 “OK” response according to the rules and procedures of [RFC3428] towards the originating ISC Client along the SIP signalling path;

5. SHALL include a Server header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
6. MAY include the registered ISC address of the ISC User as authenticated recipient 's ISC address;

7. SHALL include the ISC-Convergence-ID header field received in the SIP MESSAGE request;

8. SHALL send the SIP response according to rules and procedures of the SIP/IP core;
Upon receiving a request from the receiving ISC User to participate in the specified ISC Content Viewing Group to watch the recommended content, the ISC Client:

1. SHALL check if the request time has passed the stored ‘expiry_time’ value received in the recommendation information. If so, the ISC Client SHALL inform the ISC User that the deadline to participate to the ISC Content Viewing Group and watch the recommended content has passed;

Otherwise, continue with the rest of the steps;

2. SHALL follow the steps mentioned in Section 6.14.1 “Content Viewing and Communication with a Pre-defined Group (Originating Side)” using the stored ‘address’ value of the ISC Content Viewing Group received in the recommendation information.

6.6
Immersive Content Viewing Session Handling

6.6.1
Initiating Immersive Content Viewing sessions
6.6.1.1
Initiating an Immersive Content Viewing session according to Content View selection

If device settings are set to enable Immersive Content Viewing sessions and allowed by the service provider policy, the ISC Client SHALL collect the ISC User’s Content View selection in any one of the following cases:

· Content View identifier
· ISC User’s field of view
· ISC User’s viewing distance
To receive Content Views and Continuous Content Views based on the collected ISC User’s Content View selection, the ISC Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;

2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. icv-session’ to indicate the ISC Immersive Content Viewing Session, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
3. SHALL set the P-Preferred-Service header field with the value of the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session’;
4. SHALL include a Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session’ , percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;

5. SHALL include the option tag ‘timer’ in the Supported header field;
6. SHOULD include the Session-Expires header with the refresher parameter set to ''uas'' according to the rules and procedures of [RFC4028];
7. SHALL include the ISC User Address of the ISC User as the authenticated originator's address;
8. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
9. SHALL include a MIME resource-list body as specified in [RFC5366]. Each entry in the URI-list identifies a Content View selection and SHALL contain one or more of the following parameters: 

a.  “?isc_icv=id”, if the Content View selection identified by the URI is used as Content View identifier;
b. “?isc_icv=fov”, if the Content View selection identified by the URI is used as ISC User’s field of view;
c. “?isc_icv=vd”, if the Content View selection identified by the URI is used as ISC User’s viewing distance;
10. SHALL include a MIME SDP body as a SDP offer in the SIP INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

11. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request, the ISC Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
1. The ISC Client SHALL start a SIP session timer using the value received in the Session-Expires header field according to the rules and procedures of [RFC4028].

2. The ISC Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261].
3. The ISC Client SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the ISC Client SHALL receive and display the Content Views and Continuous Content Views to the ISC User.
6.6.1.1
Initiating an Immersive Content Viewing session according to Spatial Configuration

To receive Content Views and Continuous Content Views based on the ISC User selected Spatial Configuration, the ISC Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request, the ISC Client:

1. SHALL set the Request-URI to the Content Identifier(URI) selected by ISC User;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. icv-session’ to indicate the ISC Immersive Content Viewing Session, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
3. SHALL set the P-Preferred-Service header field with the value of the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session’;
4. SHALL include a Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session’ , percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;

5. SHALL include the option tag ‘timer’ in the Supported header field;
6. SHOULD include the Session-Expires header with the refresher parameter set to ''uas'' according to the rules and procedures of [RFC4028];
7. SHALL include the ISC User Address of the ISC User as the authenticated originator's address;
8. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G  “Release Version in User-agent and Server headers”;
9. SHALL include a MIME resource-list body with the target addresses of the ISC Clients as specified in [RFC5366], to set the ISC User selected Spatial Configuration. Each entry in the URI-list identifies a spatial-based mapping between Content Views and ISC User’s device and SHALL contain one or more of the following attributes: 

a.  “isc:spatialrelationship”, if the spatial relationship (e.g. left, right, etc.) is used as the Spatial Configuration;
b.  “isc:location”, if the location (e.g. north, south, etc.) is used as the Spatial Configuration;
c. “isc:orientation”, if the orientation (e.g. towards the east, facing west, etc.) is used as the Spatial Configuration;

10. SHALL include a MIME SDP body as a SDP offer in the SIP INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

11. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request, the ISC Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
1. The ISC Client SHALL start a SIP session timer using the value received in the Session-Expires header field according to the rules and procedures of [RFC4028].

2. The ISC Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261].
3. The ISC Client SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the ISC Client SHALL get ready to receive the Content Views and Continuous Content Views distributed from ISC Server according to the selected Spatial Configuration.
6.6.2
Modifying Immersive Content Viewing sessions 

6.6.2.1
Modifying an Immersive Content Viewing session according to Content View selection

To receive Content Views and Continuous Content Views based on the modified ISC User’s Content View selection, the ISC Client SHALL generate an SIP re-INVITE request according to section 6.1.1.1 “Initiating an Immersive Content Viewing session according to Content View selection” with the following additional clarifications:

1. The ISC Client SHALL set each of To header field, From header field and Call-ID header field to the same value as used at the session establishment;

2. The ISC Client SHALL include a modified MIME resource-list body as specified in [RFC5366]. Each entry in the URI-list identifies a Content View selection and SHALL contain one or more of the following parameters: 

a.  “?isc_icv=id”, if the Content View selection identified by the URI is used as Content View identifier;
b. “?isc_icv=fov”, if the Content View selection identified by the URI is used as ISC User’s field of view;

c. “?isc_icv=vd”, if the Content View selection identified by the URI is used as ISC User’s viewing distance;
3. The ISC Client SHALL include a modified MIME SDP body as a new SDP offer in the SIP re-INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

On receipt of the SIP 200 "OK" response to the SIP re-INVITE request the ISC Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:

1. The ISC Client SHALL generate and send a SIP ACK request according to the rules and procedures of [RFC3261] and the SIP/IP core;
2. The ISC Client SHALL modify the Media Plane according to the re-negotiated SDP.
6.6.2.2
Modifying an Immersive Content Viewing session according to Spatial Configuration

To receive Content Views and Continuous Content Views based on the ISC User modified Spatial Configuration, the ISC Client SHALL generate an SIP re-INVITE request according to section 6.9.1.2 “Initiating an Immersive Content Viewing session according to Spatial Configuration” with the following additional clarifications:

1. The ISC Client SHALL set each of To header field, From header field and Call-ID header field to the same value as used at the session establishment;

2. SHALL include a modified MIME resource-list body with the target addresses of the ISC Clients as specified in [RFC5366], to set the ISC User selected Spatial Configuration. Each entry in the URI-list identifies a spatial-based mapping between Content Views and ISC User’s device and SHALL contain one or more of the following attributes: 

a.  “isc:spatialrelationship”, if the spatial relationship (e.g. left, right, etc.) is used as the Spatial Configuration;
b.  “isc:location”, if the location (e.g. north, south, etc.) is used as the Spatial Configuration;
c. “isc:orientation”, if the orientation (e.g. towards the east, facing west, etc.) is used as the Spatial Configuration;
3. The ISC Client SHALL include a modified MIME SDP body as a new SDP offer in the SIP re-INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

On receipt of the SIP 200 "OK" response to the SIP re-INVITE request the ISC Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:

1. The ISC Client SHALL generate and send a SIP ACK request according to the rules and procedures of [RFC3261] and the SIP/IP core;
2. The ISC Client SHALL modify the Media Plane according to the re-negotiated SDP.
6.7
Device Presence Information Management and Discovery
Note: See the flows as described in Appendix C.13 “Device Presence Information Management and Discovery”.
6.7.1
Uploading Device Presence Information to the ISC Server

When the Device Presence Information [see section 5.4.2.1 “Device Presence Information”] is changed, the ISC Client SHALL generate a SIP PUBLISH request according to the rules and procedures of [RFC3903], with the additional clarifications described in this section. In particular, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
7. SHALL set the Event header field with the value “publish-device-presence-info”;
8. SHALL include a MIME body that includes the Device Presence Information, with the following clarifications:
a. The top-level Content-Type header field SHALL be set to ‘application/vnd.oma.isc.dpi+xml’; 

b. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’. This sub-level MIME body SHALL contain the fields as listed in section defined in Appendix I.3.
9. SHALL send the SIP PUBLISH towards the ISC Server according to the rules and procedures of the SIP/IP Core.
10. SHOULD wait for and notify the ISC User the response from the ISC Server for updating its Device Presence Information.
6.7.2
Handling the Device Presence Information Subscription

When the ISC Client receives a request from the ISC User to subscribe Device Presence Information of other ISC device, the ISC Client SHALL generate a SIP SUBSCRIBE request according to the rules and procedures of [RFC3261] and [RFC3265], with the additional clarifications described in this section. In particular, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.dpi’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
7. SHALL set the Event header field with the value “subscribe-device-presence-info”;
8. SHALL include a MIME body that includes information about the searching criteria and related information, with the following clarifications: 
a. The top-level Content-Type header field SHALL be set to ‘application/vnd.oma.isc.dpi-search’;

b. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’. This sub-level MIME body SHALL contain the following fields:

i. Subscriber identifier, as indicates who initiates the subscription;
ii. Target user identifier, as indicates whose devices’ Device Presence Information will be subscribed.
iii. Target device identifier, as indicates which device’s (based on the target device identifier) Device Presence Information will be subscribed;
iv. Target device name, as indicates which device’s (based on the target device name) Device Presence Information will be subscribed;
9. SHALL send the SIP SUBSCRIBE towards the ISC Server according to the rules and procedures of the SIP/IP Core.
10. SHOULD set the Expires header field with an indicated expired time according to the definition of the event package.
11. SHOULD set the Accept header field including “application/device-dpi-info+xml”.
Upon receiving a SIP 200 “OK” the ISC Client SHALL inform the ISC User that the subscription message has been sent successfully towards the receiving ISC Server. If the response is not SIP 200 “OK”, the ISC Client SHALL inform the ISC User that the subscription has not accept by the ISC Server and provides the response information as received from the ISC Server.
Upon receiving a subsequent SIP NOTIFY that informs the Device Presence Information result(s) associated with the searching criteria, according to the rules and procedures of [RFC3261] and [RFC3265], the ISC Client:

1. SHALL return a SIP 200 “OK” response to acknowledge its receipt to the ISC Server;

2. SHALL parse the notification body [see Appendix I.4 “Device Presence Information Subscription”] in the SIP NOTIFY request.
3. SHALL inform the ISC User about the Device Presence Information result(s).

If the Expires header field is not set in subscription for Device Presence Information, the ISC Client only receives one notification. If the Expires header field above is set, the ISC Client SHOULD wait for and receive the notification(s) until the expired time is reached.

6.8
Registration and Authentication
Note: See the flows listed in Appendix C.1 “Registration”.
The ISC Client SHALL, according to rules and procedures of [3GPP TS24.229] and the SIP/IP core, 

· Perform SIP registration for the ISC Enabler to the SIP/IP core prior to using the ISC Enabler functionality. In a multi-device or multi-client context, the ISC Client also includes the Instance ID handling as per [3GPP TS24.229]; and,

· Maintain SIP registration for the ISC Enabler active by using a re-registration procedure while the ISC Enabler is being used; and,

· Terminate SIP registration for the ISC Enabler after the ISC Enabler functionality is no longer used.

NOTE:The SIP registration can be shared with other SIP based Enablers at the Device hosting the ISC Client.
The ISC Client SHALL indicate its Instance ID at SIP registration. The ISC User MAY assign a name to his/her device equipped with an ISC Client. The ISC Client SHALL indicate the user assigned name of the ISC Client and its ISC Client user agent capabilities as defined by [RFC3840] in the SIP registration. The ISC Client MAY also update its capabilities by re-registration when the capabilities have changed.

The ISC Client SHALL register with at least one ISC User Address. 
6.9
The registration information contains the device capability information of the device as hosting the ISC Client. When the ISC Client starts or its device capability information is changed, it SHALL re-register to the SIP/IP core.Self Content Viewing
6.9.1
Content Viewing
Note: See Flow in Appendix C.3.1 “Change Content Viewing”.
Upon receiving the request from the ISC User to watch content, the ISC Client SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of the ISC Server;

2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. If a new ISC Content Viewing session is started, the ISC Client SHALL include a ISCConvergenceID header field include a newly generated value as specified in Appendix X “ISC-defined SIP Headers”; Otherwise include the ISCConvergenceID of the existing ISC Content Viewing session;

8. SHALL include a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams.

9. SHALL include a MIME body with the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef” in the SIP INVITE body;

10. SHALL send the SIP INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the requested content from the ISC Server Media Function.

6.9.2
Change Content Viewing
Upon receiving the request from the ISC User to change the content being watched, the ISC Client SHALL generate a SIP re-INVITE request according to section 6.X.X with the following additional clarifications:

1. SHALL include the ISCConvergenceID header field of the existing ISC Content Viewing session as specified in the Appendix X “ISC-defined SIP Headers”;
2. SHALL include the reference to new requested content in the “ContentRef” element of the “application/ISC-content-request+xml”;

3. SHALL send the SIP re-INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL modify the Media Plane according to the re-negotiated SDP for receiving the media related to the new content from the ISC Server Media Function;
6.9.3
Content Viewing with User Controls 
Note: See Flow in Appendix C.3.2 “Control Content Viewing”.
Upon receiving the request from the ISC User to watch content with user controls, the ISC Client SHALL generate a SIP INVITE request according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of the ISC Server;

2. SHALL include an Accept-Contact header field with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. If a new ISC Content Viewing session is started, the ISC Client SHALL include a ISCConvergenceID header field set to a newly generated value as specified in Appendix X “ISC-defined SIP Headers”; Otherwise include the ISCConvergenceID of the existing ISC Content Viewing session;
8. SHALL include a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams.
9. SHALL include a MIME body with the Content-Type header field to “application/ISC-content-request+xml” including

a. the reference to selected content in “ContentRef”;

b. the m-line for setting up a RTSP session according to the rules and procedures of [RFC2326] and [RFC4567].

10. SHALL send the SIP INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

Upon receiving the SIP 200 “OK” in response, the ISC Client SHALL generate a RTSP PLAY request and establish a RTSP session according to the rules and procedures of [RFC2326] for receiving the media related to the requested content identified in the ContentRef with user controls from the ISC Server Media Function;

Upon receiving the request from the ISC User to pause the content being watched, the ISC Client:

a. SHALL send a RTSP PAUSE request towards the ISC Server Media Function;

b. SHALL temporarily stop receiving the media related to the content from the ISC Server Media Function over the established RTSP session; 

Upon receiving the request from the ISC User to resume the content paused, the ISC Client:

a. SHALL send a RTSP PLAY request towards the ISC Server Media Function;

b. SHALL continue receiving the temporarily halted content from the position where it stopped, from the ISC Server Media Function over the established RTSP session;
Upon receiving any other request from the ISC User allowed by [RFC2326], the ISC Client SHALL send the corresponding RTSP request towards the ISC Server Media Function, and subsequent actions SHALL be performed according to the rules and procedures of [RFC2326].

6.10
Content Viewing and Communication session
6.10.1
1-1 Content Viewing and Communication (Originating Side)

Note: See Flow in Appendix C.2.1 “Content Viewing and Communication session”.
Upon receiving the request from the ISC User to watch content and communicate with another ISC User, the ISC Client SHALL generate a separate SIP INVITE request for content viewing according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of the target ISC User;

2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. If a new ISC Content Viewing is started, the ISC Client SHALL include a ISCConvergenceID header field set to a newly generated value as specified in Appendix X “ISC-defined SIP Headers”; Otherwise include the ISCConvergenceID of the existing ISC Content Viewing;
Note: If a new Content Viewing is started along with the existing 1-1 Communication, then ISC Client SHALL interact with CPM Client to fetch CPM Conversation-ID and set ISCConvergenceID header field to the value of CPM Conversation-ID which is used for existing 1-1 Communication;
8. SHALL include a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams.

9. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

a. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

b. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication;

10. SHALL send the SIP INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

11. Continue with Section 6.X.Y “1-1 Communication (Originating Side)”, only if the “SessionType” is “cv-cm”.

Upon receiving the SIP 200 “OK” response for content viewing, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the requested content from the ISC Server Media Function.
6.10.2
1-1 Content Viewing and Communication (Terminating Side)
Note: See Flow in Appendix C.2.1 “Content Viewing and Communication session”.

Upon receiving a SIP INVITE request for Content Viewing with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’ included in the Accept-Contact header field, the terminating ISC Client:
1. SHALL check if the value of “SessionType” element value is “cv-cm” in MIME SDP body with Content-Type header ‘application/ISC-content-request+xml’. If yes then the ISC Client SHOULD wait untill SIP INVITE request for Communication with the feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and for the same “ISCConvergenceID” is received before continuing with rest of the steps;
2. SHALL return: 
a. a SIP 480 “Temporarily Unavailable” response if there are not enough resources to handle the ISC Session, or

b. a SIP 486 "Busy Here" response if the ISC User or ISC Client decides not to take the additional session (e.g. if audio session is requested when audio is already part of another session) or

c. a SIP 408 “Timeout” response if the ISC User does not provide any input either until the value of the Expires header in the incoming SIP INVITE is reached (if present and time value is positive), or until a maximum time value set by the ISC Client is reached, whichever comes first. or

d. a SIP 603 “Declined” response if the ISC User has rejected the invitation. 

Otherwise, continue with the rest of steps; 
3. SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core, with the following clarifications:

a. The ISC Client SHALL process an incoming SDP and accept, modify or reject the Media Streams requested in the incoming SDP as defined by [RFC3264], [RFC3264] and [RFC3550] to include an answer SDP;

b. The ISC Client SHALL include the ISCConvergenceID header field and value as received in the SIP INVITE request;

4. After sending a SIP 200 OK response to the originating ISC Client, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the content from the ISC Server Media Function;
Upon receiving a SIP INVITE request for Communication with the CPM feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header field, the terminating CPM Client SHALL refer to 1-1 Communication Session procedures as specified idn [OMA-CPM-CONV-TS]  section “7.3.2 Receiving a CPM Session Invitation”.
Note: The terminating CPM Client will setup an MSRP channel to exchange messages between the originating and terminating CPM Client(s);
The CPM Client SHALL interact with the ISC Client to render the media from Content Viewing and Communication Sessions together when the value of “ISCConvergenceID” is same.
6.10.3
1-1 Communication (Originating Side)


Upon receiving the request from the ISC User to watch content and communicate with another ISC User, the ISC/CPM Client SHALL generate a SIP INVITE for communication request according to the rules and procedures of [RFC3261]. In particular, the CPM Client:

1. SHALL initiate a 1-1 Communication Session as specified in [OMA-CPM-CONV-TS]  section “7.3.1.1 Initiating a CPM 1-1 Session” with the following clarifications:
2. If a new communication is started along with 1-1 content viewing, then the CPM Client SHALL set CPM Conversation-ID header field to the value of ISCConvergenceID which is used for 1-1 content viewing as specified in the Appendix X “ISC-defined SIP Headers”;

3. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

a. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

b. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication;

Upon receiving the SIP 200 “OK” response for communication, the CPM Client SHALL establish a MSRP session with ISC Server Communication Function according to the rules and procedures of [RFC4975] for exchanging messages with another ISC User;

6.10.4
1-1 Change Content Viewing (Originating Side)

Note: See Flow in Appendix C.2.2 “Change Content Viewing”.

Upon receiving the request from the ISC User to change the content being watched, the ISC Client SHALL generate a SIP re-INVITE request according to section 6.X.X  with the following additional clarifications:

1.
SHALL include the ISCConvergenceID header field of the existing ISC Content Viewing as specified in the Appendix X “ISC-defined SIP Headers”;

2.
SHALL include a MIME body of the SIP re-NVITE request with the following clarifications:

a. SHALL include the reference to new requested content in the “ContentRef” element of the “application/ISC-content-request+xml”;

b. SHALL include the “Sync” element with the value as:



1. yes: if both ISC Users in 1-1 session should be synchronized in Content Viewing;



2. no: if both ISC Users in 1-1 session do not want to synchronize their Content Viewing;

3.
SHALL send the SIP re-INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL modify the Media Plane according to the re-negotiated SDP for receiving the media related to the new content from the ISC Server Media Function.
6.10.5
1-1 Change Content Viewing (Terminating Side)
Note: See Flow in Appendix C.2.2 “Change Content Viewing”.
Upon receiving a SIP re-INVITE request for Change Content Viewing with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’ included in the Accept-Contact header field, the terminating ISC Client SHALL perform procedures according to section 6.X.X “1-1 Content Viewing (Terminating Side)” with the following clarifications:

1. SHALL auto-accept and send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core including the ISCConvergenceID header field and value as received in the SIP INVITE request;

2. SHALL modify the Media Plane according to the re-negotiated SDP of the new content.
6.10.6
Control Content Viewing and Communication (Originating Side)

Note: See Flow in Appendix C.2.3 “Control Content Viewing”.
When the ISC Client receives a request from the ISC User to watch content with other ISC User, the ISC Client SHALL generate a separate SIP INVITE request for Content Viewing according to the rules and procedures of [RFC3261]. In this SIP INVITE request, the ISC Client:

1. SHALL set the Request-URI to the address of the target ISC User;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. If a new ISC Content Viewing is started, the ISC Client SHALL include a ISCConvergenceID header field set to a newly generated value as specified in Appendix X “ISC-defined SIP Headers”; Otherwise include the ISCConvergenceID of the existing ISC Content Viewing;
Note: If a new Content Viewing is started along with the existing 1-1 Communication, then ISC Client SHALL interact with CPM Client to fetch CPM Conversation-ID and set ISCConvergenceID header field to the value of CPM Conversation-ID which is used for existing 1-1 Communication;
8. SHALL include a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams with the following clarifications:

i. the m-line for setting up a RTSP session according to the rules and procedures of [RFC2326] and [RFC4567];

9. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

a. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

b. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication;

10. SHALL send the SIP INVITE towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

11. If “SessionType” element value is “cv-cm” in MIME SDP body with Content-Type header ‘application/ISC-content-request+xml’ and the value of “ISCConvergenceID” is same as in other SIP INVITE.

a. Refer 1-1 Communication Session procedures as specified in [OMA-CPM-CONV-TS] section “7.3.1.1 Initiating a CPM 1-1 Session” with the following clarifications. The CPM Client:
i. SHALL set CPM Conversation-ID header field to the value of ISCConvergenceID which is used for group content viewing as specified in the Appendix X “ISC-defined SIP Headers”;

ii. SHALL include a MIME body of the SIP INVITE request:

1. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

iii. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication; 
Note: Upon receiving the SIP 200 “OK” the originating CPM Client will setup an MSRP channel to exchange messages between the originating and terminating CPM Client(s);
Upon receiving the SIP 200 “OK” in response, the ISC Client SHALL establish a RTSP session according to the rules and procedures of [RFC2326];

a. Upon receiving the request from the ISC User to start receiving the content
i. the ISC Client SHALL generate RTSP PLAY according to the rules and procedures of [RFC2326];

ii. SHALL receive the content from the ISC Server Media Function over the established RTSP session;
b. Upon receiving the request from the ISC User to pause the content being watched, the ISC Client:
i. SHALL send a RTSP PAUSE request towards the ISC Server Media Function;

ii. SHALL temporarily stop receiving the media related to the content from the ISC Server Media Function over the established RTSP session; 

c. Upon receiving the request from the ISC User to resume the content paused, the ISC Client:
i. SHALL send a RTSP PLAY request towards the ISC Server Media Function;

ii. SHALL continue receiving the temporarily halted content from the position where it stopped, from the ISC Server Media Function over the established RTSP session;

Note: Upon receiving any other request from the ISC User allowed by [RFC2326], the ISC Client SHALL send the corresponding RTSP request towards the ISC Server Media Function, and subsequent actions SHALL be performed according to the rules and procedures of [RFC2326].

6.10.7
1-1 Control Content Viewing (Terminating Side)
Note: See Flow in Appendix C.2.3 “Control Content Viewing”.
The terminating ISC Client SHALL stop receiving the media related to the content from the ISC Server Media Function over the established RTSP session, when the originating ISC Client sends a RTSP PAUSE request towards the ISC Server Media Function;

The terminating ISC Client SHALL start continue receiving the temporarily halted from the position where it stopped from the ISC Server Media Function over RTSP session, when the originating ISC Client sends a RTSP PLAY request towards the ISC Server Media Function.

Note: The ISC Server upon receiving any other RTSP request from the originating ISC Client allowed by [RFC2326] , the ISC Server Media Function SHALL perform subsequent actions according to the rules and procedures of [RFC2326] towards the originating and terminating ISC Clients.
6.11
Group Content Viewing and Communication session
6.11.1
Content Viewing and Communication with a Pre-defined Group (Originating Side)

Note: See Flow in Appendix C.4.1 “Establish a Content Viewing and Communication Session with a Pre-defined Group”.
Upon receiving the request from the ISC User to watch content and communicate with members of ISC pre-defined group, the ISC Client SHALL generate a SIP INVITE for content viewing request according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of the ISC pre-defined group;

2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. If a new ISC Content Viewing is started, the ISC Client SHALL include a ISCConvergenceID header field set to a newly generated value as specified in Appendix X “ISC-defined SIP Headers”; Otherwise include the ISCConvergenceID of the existing ISC Content Viewing;
Note: If a new Content Viewing is started along with the existing pre-defined Group Communication, then ISC Client SHALL interact with CPM Client to fetch CPM Conversation-ID and set ISCConvergenceID header field to the value of CPM Conversation-ID which is used for existing pre-defined Group Communication;
8. SHALL include a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams.

9. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

a. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

b. SHALL include the “SessionType” element with the value as:

3. cv: if the ISC User’s request is for content viewing only;

4. cv-cm: if the ISC User’s request is for content viewing and communication;

10. SHALL send the SIP INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

11. Continue with Section 6.X.Y “Group Communication (Originating Side)”, only if the “SessionType” is “cv-cm”.

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the requested content from the ISC Server Media Function.
6.11.2
Content Viewing and Communication with a Pre-defined Group (Terminating Side)
Note: See Flow in Appendix C.4.1 “Establish a Content Viewing and Communication session with a Pre-defined Group”.

Upon receiving a SIP INVITE request for Content Viewing with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ included in the Accept-Contact header field, the terminating ISC Client:
1. SHALL check if the value of “ISCConvergenceID” and “SessionType” element value is “cv-cm” in MIME SDP body with Content-Type header ‘application/ISC-content-request+xml’. If yes then the ISC Client SHOULD wait untill SIP INVITE request for Communication with the feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and for the same “ISCConvergenceID” is received before continuing with rest of the steps;
2. SHALL return: 
a. a SIP 480 “Temporarily Unavailable” response if there are not enough resources to handle the ISC Session, or

b. a SIP 486 "Busy Here" response if the ISC User or ISC Client decides not to take the additional session (e.g. if audio session is requested when audio is already part of another session) or

c. a SIP 408 “Timeout” response if the ISC User does not provide any input either until the value of the Expires header in the incoming SIP INVITE is reached (if present and time value is positive), or until a maximum time value set by the ISC Client is reached, whichever comes first.

d. a SIP 603 “Declined” response if the ISC User has rejected the invitation. 

Otherwise, continue with the rest of steps; 
3. SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core, with the following clarifications:

a. The ISC Client SHALL process an incoming SDP and accept, modify or reject the Media Streams requested in the incoming SDP as defined by [RFC3264], [RFC3264] and [RFC3550] to include an answer SDP;

b. The ISC Client SHALL include the ISCConvergenceID header field and value as received in the SIP INVITE request;

4. After sending a SIP 200 OK response to the originating ISC Client, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the content from the ISC Server Media Function;
Upon receiving a SIP INVITE request for Communication with the CPM feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header field, the terminating CPM Client SHALL refer to Group Communication Session procedures as specified in [OMA-CPM-CONV-TS]  section “7.3.2 Receiving a CPM Session Invitation”.
Note: The terminating CPM Client will setup an MSRP channel can be setup to exchange messages between the members of ISC pre-defined group;
The CPM Client SHALL interact with the ISC Client to render the contents from Content Viewing and Communication Sessions together when the value of “ISCConvergenceID” is same.
6.11.3
Content Viewing and Communication with a Pre-defined / Adhoc Group (Terminating Side)
Note: See Flow in Appendix C.4.1 “Establish a Content Viewing and Communication session with a Pre-defined Group”.
And see Flow in Appendix  C.5.3
“Control Content Viewing with a Ad-hoc Group”.
Upon receiving a SIP INVITE request for Content Viewing with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ included in the Accept-Contact header field, the terminating ISC Client:
1. SHALL check if the value of “SessionType” element value is “cv-cm” in MIME SDP body with Content-Type header ‘application/ISC-content-request+xml’. If yes then the ISC Client SHOULD wait untill SIP INVITE request for Communication with the feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and for the same “ISCConvergenceID” is received before continuing with rest of the steps;
2. SHALL return: 
a. a SIP 480 “Temporarily Unavailable” response if there are not enough resources to handle the ISC Session, or

b. a SIP 486 "Busy Here" response if the ISC User or ISC Client decides not to take the additional session (e.g. if audio session is requested when audio is already part of another session) or

c. a SIP 408 “Timeout” response if the ISC User does not provide any input either until the value of the Expires header in the incoming SIP INVITE is reached (if present and time value is positive), or until a maximum time value set by the ISC Client is reached, whichever comes first.

d. a SIP 603 “Declined” response if the ISC User has rejected the invitation. 

Otherwise, continue with the rest of steps; 
3. SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core, with the following clarifications:

a. The ISC Client SHALL process an incoming SDP and accept, modify or reject the Media Streams requested in the incoming SDP as defined by [RFC3264], [RFC3264] and [RFC3550] to include an answer SDP;

b. The ISC Client SHALL include the ISCConvergenceID header field and value as received in the SIP INVITE request;

4. After sending a SIP 200 OK response to the originating ISC Client, the ISC Client SHALL establish a RTSP session according to the rules and procedures of [RFC3550] for receiving the media related to the content from the ISC Server Media Function;
Upon receiving a SIP INVITE request for Communication with the CPM feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header field, the terminating CPM Client SHALL refer to Group Communication Session procedures as specified in [OMA-CPM-CONV-TS]  section “7.3.2 Receiving a CPM Session Invitation”.
Note: The terminating CPM Client will setup an MSRP channel can be setup to exchange messages between the members of ISC pre-defined group;
The CPM Client SHALL interact with the ISC Client to render the contents from Content Viewing and Communication Sessions together when the value of “ISCConvergenceID” is same.

6.11.4
Content Viewing and Communication with a Pre-defined Group – Control Content (Originating Side)

Note: See Flow in Appendix C.4.3 “Control Content Viewing with a Pre-defined Group”.
Upon receiving the request from the ISC User to watch content and communicate with members of ISC pre-defined group, the ISC Client SHALL generate a SIP INVITE for content viewing request according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of the ISC pre-defined group;

2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. If a new ISC Content Viewing is started, the ISC Client SHALL include a ISCConvergenceID header field set to a newly generated value as specified in Appendix X “ISC-defined SIP Headers”; Otherwise include the ISCConvergenceID of the existing ISC Content Viewing;
Note: If a new Content Viewing is started along with the existing pre-defined Group Communication, then ISC Client SHALL interact with CPM Client to fetch CPM Conversation-ID and set ISCConvergenceID header field to the value of CPM Conversation-ID which is used for existing pre-defined Group Communication;
8. SHALL include a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams with the following clarifications:

a. the m-line for setting up a RTSP session according to the rules and procedures of [RFC2326] and [RFC4567];

9. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

a. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

b. SHALL include the “SessionType” element with the value as:

3. cv: if the ISC User’s request is for content viewing only;

4. cv-cm: if the ISC User’s request is for content viewing and communication;

10. SHALL send the SIP INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

11. If “SessionType” element value is “cv-cm” in MIME SDP body with Content-Type header ‘application/ISC-content-request+xml’ and the value of “ISCConvergenceID” is same as in other SIP INVITE.

a. Refer 1-1 Communication Session procedures as specified in [OMA-CPM-CONV-TS] section “7.3.1.2 Initiating a CPM Group Session for a CPM Ad-hoc Group” with the following clarifications. The CPM Client:
i. SHALL set CPM Conversation-ID header field to the value of ISCConvergenceID which is used for group content viewing as specified in the Appendix X “ISC-defined SIP Headers”;

ii. SHALL include a MIME body of the SIP INVITE request:

1. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

iii. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication; 
Note: Upon receiving the SIP 200 “OK” the originating CPM Client will setup an MSRP channel to exchange messages between the pre-defined group members.

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL establish a RTSP session according to the rules and procedures of [RFC2326]:

a. Upon receiving the request from the ISC User to start receiving the content
iii. the ISC Client SHALL generate RTSP PLAY according to the rules and procedures of [RFC2326];

iv. SHALL receive the content from the ISC Server Media Function over the established RTSP session;
b. Upon receiving the request from the ISC User to pause the content being watched, the ISC Client:
i. SHALL send a RTSP PAUSE request towards the ISC Server Media Function;

ii. SHALL temporarily stop receiving the media related to the content from the ISC Server Media Function over the established RTSP session; 

c. Upon receiving the request from the ISC User to resume the content paused, the ISC Client:
i. SHALL send a RTSP PLAY request towards the ISC Server Media Function;

ii. SHALL continue receiving the temporarily halted content from the position where it stopped, from the ISC Server Media Function over the established RTSP session;

Note: Upon receiving any other request from the ISC User allowed by [RFC2326], the ISC Client SHALL send the corresponding RTSP request towards the ISC Server Media Function, and subsequent actions SHALL be performed according to the rules and procedures of [RFC2326].
6.11.5
Group Communication (Originating Side)

Upon receiving the request from the ISC User to watch content and communicate with members of ISC pre-defined group, the ISC/CPM Client SHALL generate a SIP INVITE for communication request according to the rules and procedures of [RFC3261]. In particular, the CPM Client:

1. SHALL interact with the ISC Client to fetch the ISC pre-defined group members list and group policies from ISC XDMS according to procedures specified in [OMA-XDM-TS] and generate a URI list;

2. SHALL initiate a Group Communication Session as specified in [OMA-CPM-CONV-TS]  section “7.3.1.2 Initiating a CPM Group Session for a CPM Ad-hoc Group” with the following clarifications:
a. If a new communication is started along with group content viewing, then the CPM Client SHALL set CPM Conversation-ID header field to the value of ISCConvergenceID which is used for group content viewing as specified in the Appendix X “ISC-defined SIP Headers”;

b. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

i. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

ii. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication;

Upon receiving the SIP 200 “OK” response for communication, the CPM Client SHALL establish a MSRP session with ISC Server Communication Function according to the rules and procedures of [RFC4975] for exchanging messages with the ISC Group members;

6.11.6
Change Content Viewing in a Pre-defined Group (Originating Side)

Note: See Flow in Appendix C.4.2 “Change Content Viewing”.
Upon receiving the request from the ISC User to change the content being watched, the ISC Client SHALL generate a SIP re-INVITE request according to section 6.X.X “Content Viewing and Communication with a Pre-defined Group (Originating Side)” with the following additional clarifications:

1. SHALL include the ISCConvergenceID header field of the existing ISC Content Viewing as specified in the Appendix X “ISC-defined SIP Headers”;
2. SHALL include the reference to new requested content in the “ContentRef” element of the “application/ISC-content-request+xml” MIME body;

3. SHALL send the SIP re-INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL modify the Media Plane according to the re-negotiated SDP for receiving the media related to the new content from the ISC Server Media Function;
6.11.7
Change Content Viewing in a Pre-defined Group (Terminating Side)
Note: See Flow in Appendix C.4.2 “Change Content Viewing”.
Upon receiving a SIP re-INVITE request for Change Content Viewing with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ included in the Accept-Contact header field, the terminating ISC Client SHALL perform procedures according to section 6.X.X “Content Viewing and Communication with a Pre-defined Group (Terminating Side)” with the following clarifications:

1. SHALL auto-accept and send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core including the ISCConvergenceID header field and value as received in the SIP INVITE request;

2. SHALL modify the Media Plane according to the re-negotiated SDP of the new content.
6.11.8
Content Viewing and Communication with a Adhoc Group (Originating Side)
Note: See Flow in Appendix C.5.1 “Establish a Content Viewing and Communication Session with an Ad-hoc Group”.
Upon receiving the request from the ISC User to watch content and communicate with members of ISC Ad-hoc group, the ISC Client SHALL generate a SIP INVITE for content viewing request according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of  theISC Server;

2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. If a new ISC Content Viewing is started, the ISC Client SHALL include a ISCConvergenceID header field set to a newly generated value as specified in Appendix X “ISC-defined SIP Headers”; Otherwise include the ISCConvergenceID of the existing ISC Content Viewing;
Note: If a new Content Viewing is started along with the existing ad-hoc Group Communication, then ISC Client SHALL interact with CPM Client to fetch CPM Conversation-ID and set ISCConvergenceID header field to the value of CPM Conversation-ID which is used for existing ad-hoc Group Communication;
8. SHALL include a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams.

9. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

a. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

b. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication;

c. SHALL include the URI list for creating the Ad-hoc Group;

10. SHALL send the SIP INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

11. Continue with Section 6.Y.Y “Ad-hoc Group Communication (Originating Side)”, only if the “SessionType” is “cv-cm”.

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the requested content from the ISC Server Media Function.
6.11.9
Content Viewing and Communication with an Ad-hoc Group (Terminating Side)
Note: See Flow in Appendix C.5.1 “Establish a Content Viewing and Communication session with an Ad-hoc Group”.

Upon receiving a SIP INVITE request for Content Viewing with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ included in the Accept-Contact header field, the terminating ISC Client:
1. SHALL check if the value of “ISCConvergenceID” and “SessionType” element value is “cv-cm” in MIME SDP body with Content-Type header ‘application/ISC-content-request+xml’. If yes then the ISC Client SHOULD wait untill SIP INVITE request for Communication with the feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ and for the same “ISCConvergenceID” is received before continuing with rest of the steps;
2. SHALL return: 
a. a SIP 480 “Temporarily Unavailable” response if there are not enough resources to handle the ISC Session, or

b. a SIP 486 "Busy Here" response if the ISC User or ISC Client decides not to take the additional session (e.g. if audio session is requested when audio is already part of another session) or

c. a SIP 408 “Timeout” response if the ISC User does not provide any input either until the value of the Expires header in the incoming SIP INVITE is reached (if present and time value is positive), or until a maximum time value set by the ISC Client is reached, whichever comes first.

d. a SIP 603 “Declined” response if the ISC User has rejected the invitation. 

Otherwise, continue with the rest of steps; 
3. SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core, with the following clarifications:

a. The ISC Client SHALL process an incoming SDP and accept, modify or reject the Media Streams requested in the incoming SDP as defined by [RFC3264], [RFC3264] and [RFC3550] to include an answer SDP;

b. The ISC Client SHALL include the ISCConvergenceID header field and value as received in the SIP INVITE request;

4. After sending a SIP 200 OK response to the originating ISC Client, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the content from the ISC Server Media Function;
Upon receiving a SIP INVITE request for Communication with the CPM feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session’ included in the Accept-Contact header field, the terminating CPM Client SHALL refer to Group Communication Session procedures as specified in [OMA-CPM-CONV-TS]  section “7.3.2 Receiving a CPM Session Invitation”.
Note: The terminating CPM Client will setup an MSRP channel can be setup to exchange messages between the members of ISC ad-hoc group;

The CPM Client SHALL interact with the ISC Client to render the contents from Content Viewing and Communication Sessions together when the value of “ISCConvergenceID” is same.
6.11.10
Content Viewing and Communication with a Adhoc Group – Control Content (Originating Side)
Note: See Flow in Appendix C.5.1 “Establish a Content Viewing and Communication Session with an Ad-hoc Group”.
Upon receiving the request from the ISC User to watch content and communicate with members of ISC Ad-hoc group, the ISC Client SHALL generate a SIP INVITE for content viewing request according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of  the ISC Server;

2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. If a new ISC Content Viewing is started, the ISC Client SHALL include a ISCConvergenceID header field set to a newly generated value as specified in Appendix X “ISC-defined SIP Headers”; Otherwise include the ISCConvergenceID of the existing ISC Content Viewing;
Note: If a new Content Viewing is started along with the existing ad-hoc Group Communication, then ISC Client SHALL interact with CPM Client to fetch CPM Conversation-ID and set ISCConvergenceID header field to the value of CPM Conversation-ID which is used for existing ad-hoc Group Communication;
8. SHALL include a MIME SDP body as an SDP offer according to the rules and procedures of [RFC4566] and [RFC3264]. The SDP offer SHALL contain media descriptions matching the requested Media Streams with the following clarifications:

A. the m-line for setting up a RTSP session according to the rules and procedures of [RFC2326] and [RFC4567];

9. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

A. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

B. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication;

C. SHALL include the URI list for creating the Ad-hoc Group;

10. SHALL send the SIP INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

11. If “SessionType” element value is “cv-cm” in MIME SDP body with Content-Type header ‘application/ISC-content-request+xml’ and the value of “ISCConvergenceID” is same as in other SIP INVITE.

A. Refer Ad-hoc Communication Session procedures as specified in [OMA-CPM-CONV-TS] section “7.3.1.2 Initiating a CPM Group Session for a CPM Ad-hoc Group” with the following clarifications. The CPM Client:
i. SHALL set CPM Conversation-ID header field to the value of ISCConvergenceID which is used for group content viewing as specified in the Appendix X “ISC-defined SIP Headers”;

ii. SHALL include a MIME body of the SIP INVITE request:

1. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

iii. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication; 
Note: Upon receiving the SIP 200 “OK” the originating CPM Client will setup an MSRP channel to exchange messages between the originating and terminating CPM Client(s).

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL establish a RTSP session according to the rules and procedures of [RFC2326]:

a. Upon receiving the request from the ISC User to start receiving the content
i. the ISC Client SHALL generate RTSP PLAY according to the rules and procedures of [RFC2326];

ii. SHALL receive the content from the ISC Server Media Function over the established RTSP session;
b. Upon receiving the request from the ISC User to pause the content being watched, the ISC Client:
i. SHALL send a RTSP PAUSE request towards the ISC Server Media Function;

ii. SHALL temporarily stop receiving the media related to the content from the ISC Server Media Function over the established RTSP session; 

c. Upon receiving the request from the ISC User to resume the content paused, the ISC Client:
i. SHALL send a RTSP PLAY request towards the ISC Server Media Function;

ii. SHALL continue receiving the temporarily halted content from the position where it stopped, from the ISC Server Media Function over the established RTSP session;

Note: Upon receiving any other request from the ISC User allowed by [RFC2326], the ISC Client SHALL send the corresponding RTSP request towards the ISC Server Media Function, and subsequent actions SHALL be performed according to the rules and procedures of [RFC2326].
6.11.11
Ad-hoc Group Communication (Originating Side)
Upon receiving the request from the ISC User to watch content and communicate with members of ISC Ad-hoc group, the ISC/CPM Client SHALL generate a SIP INVITE for communication request according to the rules and procedures of [RFC3261]. In particular, the CPM Client:

4. SHALL initiate a Ad-hoc Group Communication Session as specified in [OMA-CPM-CONV-TS]  section “7.3.1.2 Initiating a CPM Group Session for a CPM Ad-hoc Group” with the following clarifications:
5. If a new communication is started along with Ad-hoc group content viewing, then the CPM Client SHALL set CPM Conversation-ID header field to the value of ISCConvergenceID which is used for Ad-hoc group content viewing as specified in the Appendix X “ISC-defined SIP Headers”;

6. SHALL include a MIME body of the SIP INVITE request with the following clarifications:

a. SHALL set the Content-Type header field to “application/ISC-content-request+xml” including the reference to selected content in “ContentRef”;

b. SHALL include the “SessionType” element with the value as:

1. cv: if the ISC User’s request is for content viewing only;

2. cv-cm: if the ISC User’s request is for content viewing and communication;

Upon receiving the SIP 200 “OK” response for communication, the CPM Client SHALL establish a MSRP session with ISC Server Communication Function according to the rules and procedures of [RFC4975] for exchanging messages with another ISC User;

6.11.12
Change Content Viewing in a Ad-hoc Group (Originating Side)

Note: See Flow in Appendix C.5.2 “Change Content Viewing”.
Upon receiving the request from the ISC User to change the content being watched, the ISC Client SHALL generate a SIP re-INVITE request according to section 6.Y.X “Content Viewing and Communication with a Adhoc Group (Originating Side)” with the following additional clarifications:

1. SHALL include the ISCConvergenceID header field of the existing ISC Content Viewing as specified in the Appendix X “ISC-defined SIP Headers”;
2. SHALL include the reference to new requested content in the “ContentRef” element of the “application/ISC-content-request+xml” MIME body;

3. SHALL send the SIP re-INVITE request towards the ISC Server Media Function according to the rules and procedures of the SIP/IP Core;

Upon receiving the SIP 200 “OK” response, the ISC Client SHALL modify the Media Plane according to the re-negotiated SDP for receiving the media related to the new content from the ISC Server Media Function;
6.11.13
Change Content Viewing in a Ad-hoc Group (Terminating Side)
Note: See Flow in Appendix C.5.2 “Change Content Viewing”.
Upon receiving a SIP re-INVITE request for Change Content Viewing in a Ad-hoc Group with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm’ included in the Accept-Contact header field, the terminating ISC Client SHALL perform procedures according to section 6.Y.X “Content Viewing and Communication with an Ad-hoc Group (Terminating Side)” with the following clarifications:

1. SHALL auto-accept and send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core including the ISCConvergenceID header field and value as received in the SIP INVITE request;

2. SHALL modify the Media Plane according to the re-negotiated SDP of the new content.
6.11.14
Searching Content Viewing Group according to Content View

6.11.14.1
Searching Pre-defined Content Viewing Group

When the ISC Client receives a request from the ISC User to searching Content Viewing Group, the ISC Client SHALL generate a SIP SUBSCRIBE request according to the rules and procedures of [RFC3261], with the additional clarifications described in this section. In particular, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group.s-token’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group.s-token’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.group.s-token’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
7. SHALL include the Event header with the value as “group-search”

8. SHALL include a MIME body that includes information about the searching criteria and related information, with the following clarifications: 
a. The top-level Content-Type header field SHALL be set to ‘application/vnd.oma.isc.group-search’;

b. The body SHALL contain a sub-level MIME body with its Content-Type header field set to ‘text/xml’. This sub-level MIME body SHALL contain the following fields: ‘cv_name’ (name of the target content), ‘cv_id’ (identifier of the target content), ‘cv_pdk’ (keyword in the description about the content), ‘sd_seconds’ (subscription duration), ‘sd_type’ (subscription type, ‘1’ means one time and ‘m’ means multiple times);

9. SHALL send the SIP SUBSCRIBE towards the ISC Server according to the rules and procedures of the SIP/IP Core.
Upon receiving a SIP 200 “OK” the ISC Client SHALL inform the ISC User that the subscription message has been sent successfully towards the receiving ISC Server. If the response is not SIP 200 “OK”, the ISC Client SHALL inform the ISC User that the subscription has not accept by the ISC Server and provides the response information as received from the ISC Server.
Upon receiving a subsequent SIP NOTIFY that informs the searching result(s) associated with the searching criteria, the ISC Client:

3. SHALL return a SIP 200 “OK” response to acknowledge its receipt to the ISC Server;

4. SHALL parse the notification body  [see Appendix X “Group Searching Result Body”] in the SIP NOTIFY request.
5. SHALL inform the ISC User about the searching result(s).

If the ‘sd_type’ is set with ‘m’, the ISC Client SHALL receive all the SIP NOTIFY requests from the ISC Server in the subscription duration.

6.11.14.2
Searching ad-hoc Content Viewing Group

The procedure for searching ad-hoc group is similar with the one for searching pre-defined group [see section 6.6.1.1 “Searching Pre-defined Content Viewing Group”].
6.12
Receiving Contents List
Note: See Flow in Appendix C.8 “Receiving Full Contents List from CP” and Appendix C.9 “Receiving Personalized Contents List”.

Upon receiving the request from the ISC User to retrieve contents list, the ISC Client SHALL subscribe to the “contents-list” event package in order to receive information about Contents List and generate a SIP SUBSCRIBE request according to the rules and procedures of [RFC6665] with the additional clarifications described in this section. In particular, the ISC Client:

1. SHALL set the Request-URI to the address of the ISC Server Contents Guide Function;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentslist’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentslist’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
5. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
6. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentslist’;

7. SHALL set the Event header field to “contents-list”;

8. SHALL set the Expires header field to “0” for receiving the Contents List document one time, otherwise to a “non-zero” value according to the rules and procedures of [RFC6665];

9. SHALL include Accept header field with the following values:

a. “application/xcap-diff+xml” to receive continuous updates of Contents List document, according to the rules and procedures described in [RFC5875];
10. SHALL include Content-Type header field to “application/contents-list+xml”;

11. SHALL in the MIME body of the SIP SUBSCRIBE request set to;

a. “FullContentsList” as the type of Contents List retrieval in the field “RefName”, which is the sub-element of “UserChoice” for retrieving full Contents List; else

b.  “ReferOnDemandPref” as the type of Contents List retrieval in the field “RefName”, which is the sub-element of “UserChoice” for retrieving personalized Contents List;

i. SHALL include the user preferences (user-defined filter criteria according to the elements in contents-list structure, as specified in Appendix (C.18.1) by the ISC User;
12. SHALL send the SIP SUBSCRIBE request towards the ISC Server Contents Guide Function according to the rules and procedures of the SIP/IP Core.
Upon receiving a SIP 200 “OK”, the ISC Client has successfully sent the request to receive the Contents List, towards the ISC Server Contents Guide Function;

Upon receiving a subsequent SIP NOTIFY that includes Contents List from the ISC Server Contents Guide Function, the ISC Client:

1. SHALL return a SIP 200 “OK”;

2. SHALL provide the full Contents List or personalized Contents List to the ISC User according to the ISC User request in SIP SUBSCRIBE;
6.13
Multiple Devices Task Management

6.13.1
Resuming a Stopped Content Viewing with any of the ISC User’s devices

The procedure for publishing Device Presence Information about the stopped and suspended Content Viewing to the ISC Server is same as the procedure which described in section 6.10.1 “Uploading Device Presence Information to the ISC Server”.

The procedure for subscribing Device Presence Information about the stopped and suspended Content Viewing from the ISC Server is same as the procedure which described in section 6.10.2 “Handling to the Device Presence Information subscription”.

6.14
Content Interest management
6.14.1
Content Interest – User Express Interest (Originating Side)

Note: See Flow in Appendix C.12.1 “Content Interest – User Express Interest”.
Upon receiving the request from the ISC User to express the interest to view content along with other ISC Users, the ISC Client SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428], with the additional clarifications described in this section. In particular, the ISC Client:
1. SHALL set the Request-URI to the address of the ISC Server, if the interest has to be expressed to more than one terminating ISC Users; Otherwise the Request-URI will include the address of the terminating ISC User;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. SHALL include the URI list of the ISC Users to whom the content interest is expressed;

8. SHALL include the ISCConvergenceID header field as specified in the Appendix X “ISC-specific SIP Headers”;
9. SHALL set the Content-Type header field to “application/vnd.oma.isc.content-interest+xml”;

10. SHALL include the following in the SIP MESSAGE body as a MIME content for the interested content:

a. “ContentRef” – unique identity of content
b. “ContentName” – name of the Content
c. “Description” – description of the content
d. “UserMessage” – message to the other ISC users
e. “UserSetExpiryTime” –  time within which the other ISC Users response is expected 
11. SHALL store locally on the device the ISCConvergenceID until the UserSetExpiryTime elapses;

12. SHALL send the SIP MESSAGE towards the ISC Server according to the rules and procedures of the SIP/IP Core;

Upon receiving the SIP MESSAGE with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’, the ISC Client:

1. SHALL check if the ISCConvergenceID header field matches the locally stored ISCConvergenceID. If yes continue with rest of the steps;

2. SHALL extract the  “UserID" element(s) and the corresponding “UserInterest” element from the body containing the Content-Type “application/vnd.oma.isc.content-interest+xml”;

3. SHALL notify the ISC User about the content interest response from other ISC Users according to the value extracted from the sub-element “UserInterest” of  “UserID”;

4. SHALL send a SIP 200 “OK” in response towards the ISC Server.

6.14.2
Content Interest – User Express Interest (Terminating Side)
Note: See Flow in Appendix C.12.1 “Content Interest – User Express Interest”.
Upon receiving a SIP MESSAGE request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest” included in the Accept-Contact header field, the terminating ISC Client:
7. SHALL check if the SIP MESSAGE request includes a MIME body with Content-Type header set to ‘application/vnd.oma.isc.content-interest+xml’.
8. SHALL check if the ISCConvergenceID header field matches any locally stored ISCConvergenceID.  If yes, the terminating ISC Client SHALL ignore the SIP MESSAGE. Otherwise, continue with the rest of the steps;
9. SHALL inform the terminating ISC User about the content interest expressed by the originating ISC User;
10. SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core;
Upon receiving the terminating ISC User response (either “yes” or “no”)  to the originating ISC User expressed content interest, the terminating ISC Client SHALL generate a SIP MESSAGE according to rules and procedures of [RFC3428] with the following clarifications. The terminating ISC Client:
3. SHALL check if the ‘UserSetExpiryTime’ has lapsed. If yes then notify the terminating ISC User about the expired time. Otherwise, continue with the rest of the steps;
4. SHALL set the Request-URI to the address of the Originating ISC User;
5. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
6. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
7. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’;

8. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
9. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
10. SHALL set the ISCConvergenceID header field as received in the SIP MESSAGE request from the originating ISC User expressing content interest;

11. SHALL set the Content-Type header field to “application/vnd.oma.isc.content-interest+xml”;

12. SHALL include the following in the SIP MESSAGE body as a MIME content for the interested content:

a. SHALL set the value of “UserInterest” to “yes” or “no” according to the response of the terminating ISC User;

13. SHALL send the SIP MESSAGE request towards ISC Server.
If the ‘UserSetExpiryTime’ has lapsed and the terminating ISC User has not responded until then, the terminating ISC Client SHOULD notify the terminating ISC User about the expired time.

6.14.3
Content Interest – Announcing Group Creation (Originating Side)

Note: See Flow in Appendix C.12.2 “Content Interest – Announcing Group Creation”.
Upon receiving the request from the ISC User to announce the pre-defined group created, the ISC Client SHALL generate a SIP MESSAGE request according to the rules and procedures of [RFC3428], with the additional clarifications described in this section. In particular, the ISC Client:
1. SHALL set the Request-URI to the address of the ISC Server;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc. contentinterest’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. SHALL include the ISCConvergenceID header field with a newly generated value as specified in the Appendix X “ISC-specific SIP Headers”;
8. SHALL include Content-Type header field to “application/vnd.oma.isc.newgroupannouncement+xml”;

9. SHALL include the following in the MIME body of the SIP MESSAGE request;

a. “GroupID” – unique identifier of the pre-defined group 

b. “ContentRef” – unique identity of content

c. “ContentName” – name of the content

d. “Description” – description of the content

e. “StartTime” – the time decided to watch the content

f. “ReminderTime” – decided time for receiving the alert notification prior to the content delivery

10. SHALL send the SIP MESSAGE towards the ISC Server according to the rules and procedures of the SIP/IP Core;
6.14.4
Content Interest – Announcing Group Creation (Terminating Side)
Note: See Flow in Appendix C.12.2 “Content Interest – Announcing Group Creation”.

Upon receiving a SIP MESSAGE request with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ included in the Accept-Contact header field and contains a MIME Content-Type “application/vnd.oma.isc.newgroupannouncement+xml”, the terminating ISC Client:

1.
SHALL check the ISC User Address of the originating ISC Client has been authenticated by the SIP/IP core is an authenticated originator's ISC address;

2.
SHALL extract the “GroupID”, “ContentRef”, “ContentName”, “Description”, “StartTime”and “ReminderTime”from the MIME body of the SIP MESSAGE request and notify the terminating ISC User;

3.
SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core;

6.14.5
Content Interest – receive alert notification before content delivery (Originating Side)

Note: See Flow in Appendix C.12.3 “Content Interest – receive alert notification before content delivery”.
Upon receiving the request from the ISC User to set the time for later delivery of content and for receiving alert notification prior to the content delivery, the ISC Client SHALL generate a SIP PUBLISH request according to the rules and procedures of [RFC3903]. In particular, the ISC Client: 
1. SHALL set the Request-URI to the address of the ISC Server Social Function;
2. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’;

5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. SHALL set the Event header field to “isc-content-interest”; 

8. SHALL set the Content-Type header field to “application/vnd.oma.isc.content-alert+xml”;

9. SHALL include the following in the SIP PUBLISH body as a MIME content for setting the later delivery of content and setting the time for receiving alert:

a. “ContentRef” – the reference to the content;

b. “StartTime” – to the time decided to watch content;

c. “ReminderTime” – to the time for receiving alert notification prior to content delivery;

10. SHALL send the SIP PUBLISH request towards the ISC Server Social Function according to the rules and procedures of the SIP/IP Core;

Upon receiving the SIP MESSAGE request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest” included in the Accept-Contact header field and the content type is “application/vnd.oma.isc.content-alert+xml” included in the Content-Type header field , the ISC Client:

1. SHALL extract and check for ISCConvergenceID match with locally stored ISCConvergenceID to identify the alert message sent from ISC Server is the response for the expressed interested Content.

2. SHALL extract the  alert information from the MIME body and notify the ISC User;

3. SHALL send a SIP 200 “OK” in response;

6.14.6
Content Interest – receive alert notification before content delivery (Terminating Side)
Note: See Flow in Appendix C.12.3 “Content Interest – receive alert notification before content delivery”.
Upon receiving a SIP NOTIFY request with the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest’ included in the Accept-Contact header field and contains a MIME Content-Type “application/vnd.oma.isc.content-alert+xml”, the terminating ISC Client:
1. SHALL check the ISC User Address of the originating ISC Client has been authenticated by the SIP/IP core is an authenticated originator's ISC address;
2. SHALL extract the below elements from the SIP NOTIFY body for displaying to the ISC User:
i. “ContentRef” – the reference to the content; 

ii. StartTime – time for later delivery of content;

iii. ReminderTime – time at which the alert is sent to ISC Users;

3. SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core;

Upon receiving the SIP MESSAGE request with the ISC feature tag “urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest” included in the Accept-Contact header field and the content type is “application/vnd.oma.isc.content-alert+xml” included in the Content-Type header field , the ISC Client:

1. SHALL extract and check for ISCConvergenceID match with locally stored ISCConvergenceID to identify the alert message sent from ISC Server is the response for the expressed interested Content.

2. SHALL extract the  alert information from the MIME body and notify the ISC User;

3. SHALL send a SIP 200 “OK” in response;

6.15
Interaction management

6.15.1
User expression

Note: See flow in Appendix C.19 “User Interaction”.

Upon receiving a SIP MESSAGE request from the ISC Server that contains a MIME Content-Type ‘application/vnd.oma.isc.userinteraction’, to support social interaction between the ISC User and the Content Provider, the ISC Client:

1. SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core;
2. SHALL generate a SIP MESSAGE request according to the rules and procedures of [RCS3428], with the following clarifications;

a. SHALL set the Request-URI to the address of the ISC CPGateway, 
b. SHALL include an Accept-Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ percent encoded in a g.3gpp.icsi-ref media feature tag according to  [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“; 
c. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
d. SHALL set the P-Preferred-Service header field with the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.social’;

e. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
f. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
g. SHALL include the ISCConvergenceID header field as specified in the Appendix X “ISC-specific SIP Headers”;
3. SHALL include a MIME body that includes information about the user expression as described in Appendix X. “User Interaction MIME”.SHALL send the SIP MESSAGE towards the ISC Server according to the rules and procedures of the SIP/IP Core.
4. SHALL receive 202 “Accepted” SIP response code according to [RFC 3428] from ISC Server;
Upon receiving a SIP MESSAGE request from the ISC Server that contains a MIME Content-Type ‘application/vnd.oma.isc.userinteraction’, to deliver the user expression status report for social interaction between the ISC User and the Content Provider, the ISC Client:

SHALL send the SIP 200 “OK” response according to rules and procedures of the SIP/IP core;
Change 4:  Removed unresolved Editor’s Note from the TS.

7.1
ISC User Preference Application Usage

In ISC Enabler, an ISC User/ISC Server manages authorizations rules (e.g. white/black lists、access control lists) and ISC User Preference by interacting with ISC User Preference Application Usage. 
The ISC User Preferences Application Usage supports these functions to manage authorizations rules and ISC User Preference.
· Document Management .The procedure for Document Management shall conform to the sub-clause 6.1 “Document Management” in [OMA TS XDM Core].

· The ISC Client SHALL format the request for ISC User Preference document management as described with the following clarifications: 

· It SHALL populate the AUID of the XCAP URI with “org.openmobilealliance.isc-user-prefs” Application Usage for ISC User Preferences. 
· Subscription and Notification of ISC User preference Document change. The procedure for Subscription and Notification of ISC User preference Document change shall conform to the sub- clause sub-clause 6.1.2 “Subscribing to changes in the XDM Resource” in [OMA TS XDM Core ]
· Access Permissions. If the Access Permissions Document is used, the procedure to manage the Access Permissions Document at ISC Client/ISC Server SHALL conform to the sub-clause 6.1.1 “Document Management” and the sub-clause 5.6 “Access Permissions Document” in [OMA TS XDM Core] with the clarifications provided in this sub-clause.


Change 5:  Removed unresolved Editor’s Note from the TS.

9.1
General Concepts


9.2
Security


The Security mechanism provides protection to the ISC Enabler environment.

Change 6:  Removed unresolved Editor’s Note from the TS.

C.2
Content Viewing and Communication
C.2.1

Content Viewing and Communication session 

This section describes the case where an ISC User requests to watch content and communicate with another user. 
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1. Upon receiving the request from User A to watch content and communicate along with User B, the ISC Client A gathers information related to the content from the Contents List.

2. ISC Client A sends a request SIP INVITE for Content Viewing (CV) towards the ISC Server Media Function including 

· the reference to content

· information that there is an associated communication

· target User B.
3. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards ISC Client B. ISC Client B knows that the User A request is intended for both content viewing and communication.

4. If an ISC session (CV) has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

5. Upon request from ISC Client A, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including 

· information that there is an associated content viewing

· target User B.

6. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards ISC Client B.
7. Upon receiving acceptance from User B for content viewing, the ISC Client B sends back a response 200 OK (CV).

8. ISC Server Media Function relays the SIP 200 (CV) response accepting to set up content viewing session.
9. UDP/RTP channel is setup by ISC Server Media Function towards both ISC Client A and ISC Client B. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the ISC Client A and ISC Client B. User A and B are now watching the content.

10. Upon receiving acceptance from User B for communication, the ISC Client B sends back a response 200 OK (CM).

11. ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

12. MSRP channel is setup by ISC Server Communication Function towards both ISC Client A and ISC Client B for exchanging messages.

13. Users A and B are now watching the content together and communicating.
C.2.3

Control Content Viewing
This section describes the case an ISC User requests to watch content and communicate with another user and allowing user to control (e.g., start, stop, rewind, forward, skip etc). 
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1. Upon receiving the request from User A to watch content with controls and communicate along with User B, the ISC Client A gathers information related to the content from the Contents List.

2. ISC Client A sends a request SIP INVITE for content viewing (CV) including the reference to content towards the ISC Server Media Function for setting up an RTSP session.

3. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards ISC Client B. ISC Client B knows that the User A request is intended for both content viewing and communication.

4. If an ISC session (CV) has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

5. Upon request from ISC Client A to communication session with ISC Client B, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM).

6. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards ISC Client B.
7. Upon receiving acceptance from User B for content viewing, the ISC Client B sends back a response 200 OK (CV).

8. ISC Server Media Function sends back a response (200 OK) accepting to process the request and setting up UDP/RTP channel for RTSP session.
9. ISC Client A sends RTSP PLAY to start receiving the content for both ISC Client A and ISC Client B, towards the ISC Server Media Function.

10. UDP/RTP channel for RTSP session is setup by ISC Server Media Function towards both ISC Client A and ISC Client B. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the ISC Client A and ISC Client B. User A and B are now watching the content.

11. Upon receiving acceptance from User B for communication, the ISC Client B sends back a response 200 OK (CM).

12. ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

13. MSRP channel is setup by ISC Server Communication Function towards both ISC Client A and ISC Client B for exchanging messages.

14. Users A and B are now watching the content together and communicating.

15. ISC Client A receives a request from User A to pause the content.

16. ISC Client A sends RTSP PAUSE to temporarily halt receiving the content, towards the ISC Server Media Function.

17. ISC Server Media Function then stops transmitting the media over the UDP/RTP channel for both ISC Client A and ISC Client B.
18. ISC Client A receives a request from User A to resume the content.

19. ISC Client A sends RTSP PLAY to continue receiving the content, towards the ISC Server Media Function.

20. ISC Server Media Function then resumes transmitting the media over the UDP/RTP channel to both ISC Client A and ISC Client B. User A and User B has now resumed watching the content.

21. Users A and B are now watching the content together and communicating.
Note: ISC Client A can also send the following RTSP controls at any time after the ISC session is established: forward, rewind, skip, etc, according to the rules and procedures of [RFC2326].
C.3
Self Content Viewing
C.3.1
Change Content Viewing

This section describes the case where an ISC User A requests to deliver content and allowing user to change to another content. 
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1. Upon receiving the request from User A to watch content, the ISC Client A gathers information related to the content from the Contents List.

2. ISC Client A sends a request (SIP INVITE) for content viewing (CV) including the reference to content towards the ISC Server A (Media Function).

3. If an ISC session has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

4. ISC Server Media Function sends back a response (200 OK) accepting to process the request and setting up UDP/RTP channel.
5. ISC Server Media Function then transmits the media related to the content requested in Step.2 over the UDP/RTP channel to the ISC Client A. User A is now watching the content.

6. Upon receiving the request from User A to change content, the ISC Client A gathers information related to new content from the Contents List.

7. ISC Client A sends a request (SIP re-INVITE) including the reference to new content towards the ISC Server Media Function.

8. ISC Server Media Function sends back a response (200 OK) accepting to process the request.
ISC Server Media Function then transmits the media related to the new content requested in Step 7 over the existing UDP/RTP channel to the ISC Client A. User A is now watching the new content.
C.4
Pre-defined Group Content Viewing and Communication Session Management

C.4.1
Establish a Content Viewing and Communication Session with a Pre-defined Group 
This section describes the case where an ISC User requests to establish a content viewing and communication session with a pre-defined Content Viewing Group. 
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1. Upon receiving the request from User A to watch content and communicate in pre-defined Group, the ISC Client A gathers information related to the content from the Contents List and the identity of the pre-defined group.

2. ISC Client A sends a request SIP INVITE for Content Viewing (CV) towards the ISC Server Media Function including 

· the reference to content

· pre-defined group identity

3. If an ISC session (CV) has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

4. ISC Server Media Function gets the group members and group policy for the pre-defined group in ISC XDMS.

5. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards each group member.

6. ISC Client A retrieves the group members for the pre-defined group in ISC XDMS.

7. Upon request from ISC Client A, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including the members of pre-defined group in URI List.

8. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards each member.
9. Upon receiving acceptance from group member for content viewing, the respective ISC Client sends back a response 200 OK (CV).

10. ISC Server Media Function relays the SIP 200 (CV) response accepting to set up content viewing session.
11. UDP/RTP channel is setup by ISC Server Media Function towards all the group members accepting the content viewing. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the pre-defined group members. Users of pre-defined group are now watching the content.

12. Upon receiving acceptance from group member for communication, the respective ISC Client sends back a response 200 OK (CM).

13. ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

14. MSRP channel is setup by ISC Server Communication Function towards all the group members accepting the communication session invite for exchanging messages.
15. Users of pre-defined group are now watching the content together and communicating.
C.4.3

Control Content Viewing with a Pre-defined Group

This section describes the case an ISC User requests to watch content and communicate with another user and allowing user to control content viewing (e.g., start, stop, rewind, forward, skip etc). 
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1. Upon receiving the request from User A to watch content with controls and communicate along with group members, the ISC Client A gathers information related to the content (e.g. from the contents list) and the identity of the pre-defined group.

2. ISC Client A sends a request SIP INVITE for content viewing (CV) including the reference to content towards the ISC Server Media Function for setting up an RTSP session for a pre-defined group.

3. ISC Server Media Function gets the group members and group policy for the pre-defined group in ISC XDMS.

4. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards each group member.

5. ISC Client A retrieves the group members for the pre-defined group in ISC XDMS.


6. Upon request from ISC Client A, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including the members of pre-defined group in URI List.

7. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards each member.
8. Upon receiving acceptance from group member for content viewing, the respective ISC Client sends back a response 200 OK (CV).

9. ISC Server Media Function relays the SIP 200 OK (CV) response accepting to set up UDP/RTP channel for RTSP session.
10. ISC Client A sends RTSP PLAY to start distributing the content to the group, towards the ISC Server Media Function.

11. ISC Server Media Function checks if ISC Client A is authorized to control the playing of content to all group members.

12. UDP/RTP channel for RTSP session is setup by ISC Server Media Function towards all the group members accepting content viewing. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel. Group members are now watching the content.

13. Upon receiving acceptance from group member for communication, the respective ISC Client sends back a response 200 OK (CM).

14. ISC Server Communication Function relays the SIP 200 OK (CM) response accepting to set up communication session.

15. MSRP channel is setup by ISC Server Communication Function towards all the group members accepting the communication session invite for exchanging messages. Users of pre-defined group are now watching the content together and communicating.

16. ISC Client A receives a request from User A to pause the content. ISC Client A sends RTSP PAUSE to temporarily halt receiving the content, towards the ISC Server Media Function.

17. ISC Server Media Function checks group policy to authorize.

18. ISC Server Media Function then stops transmitting the media over the UDP/RTP channel all the group members.
19. ISC Client A receives a request from User A to resume the content. ISC Client A sends RTSP PLAY to continue receiving the content, towards the ISC Server Media Function.

20. ISC Server Media Function checks group policy to authorize.

21. ISC Server Media Function then resumes transmitting the media over the UDP/RTP channel to the group. User A and User B has now resumed watching the content.

Note: ISC Client A can also send the following RTSP controls at any time after the ISC session is established: forward, rewind, skip, etc, according to the rules and procedures of [RFC2326].
C.11
Resume Previous Content Viewing
This section describes the case where an ISC User to resume his/her previous content viewing, previously paused manually or automatically due to new content viewing. 
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0. User B is watching content 2.
1. Upon receiving the request from User A to watch content and communicate in pre-defined Group, the ISC Client A gathers information related to the content from the Contents List and the identity of the pre-defined group.

2. ISC Client A sends a request SIP INVITE for Content Viewing (CV) towards the ISC Server Media Function including 

a) the reference to content

b) pre-defined group identity

3. If an ISC session (CV) has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

4. ISC Server Media Function gets the group members and group policy for the pre-defined group in ISC XDMS.

5. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards each group member.

6. ISC Client A retrieves the group members for the pre-defined group in ISC XDMS.
7. Upon request from ISC Client A, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including the members of pre-defined group in URI List.

8. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards each member.
9. Upon receiving acceptance from group member for content viewing, the respective ISC Client sends back a response 200 OK (CV).
10. ISC Client B sends RTSP PAUSE to the ISC Server Media Function to pause content 2.
11. ISC Server Media Function then stops transmitting the media over the UDP/RTP channel for ISC Client B.

12. ISC Server Media Function relays the SIP 200 (CV) response accepting to set up content viewing session.
13. UDP/RTP channel is setup by ISC Server Media Function towards all the group members accepting the content viewing. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the pre-defined group members. Users of pre-defined group are now watching the content.

14. Upon receiving acceptance from group member for communication, the respective ISC Client sends back a response 200 OK (CM).

15. ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

16. MSRP channel is setup by ISC Server Communication Function towards all the group members accepting the communication session invite for exchanging messages.

17. Users of pre-defined group are now watching the content together and communicating.
18. The content 1 has stopped or the User B has left the group.

19. ISC Client B sends RTSP PLAY to continue receiving content 2, towards the ISC Server Media Function.
20. ISC Server Media Function then resumes transmitting the media over the UDP/RTP channel to ISC Client B. User B has now resumed watching content 2.
C.13
Device Presence Information Management and Discovery
C.13.1
Device Presence Information Management
If the ISC Server subscribes the Registration Event Information of the ISC Clients, when the ISC Client registers and/or re-registers to the SIP/IP Core [see Figure X “ISC Client registration”], the SIP/IP Core sends the Registration Event Information to the ISC Server [see Figure X “ISC Server subscribes to the Registration Event Information”]. The Registration Event Information contains the status (online or offline) of the registering ISC Client.

Note: The status of the ISC Client is part of the Device Presence Information.


After the ISC Client A1 and A2 register to the SIP/IP Core A, it can upload its Device Presence Information (DPI) [see Section X “Device Presence Information”] to the ISC Server’s Multi-device Discovery Function. The Figure X “ISC Client updates Device Presence Information to the ISC Server” below shows the flow that the ISC Client uploads its Device Presence Information. Before the ISC Client A1 and A2 upload their Device Presence Information, they SHALL first register to the SIP/IP Core A. When the Device Presence Information in the ISC Client A1 is changed, the ISC Client A1 sends a SIP PUBLISH request to the ISC Server A (step 1), and the ISC Server A responds a SIP 200 “OK” response to the ISC Client A1 (step 2). The ISC Client A2 uses the same procedures to upload its Device Presence Information (step 3 and step 4). 
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Figure X: ISC Client updates Device Presence Information to the ISC Server
The Device A1 and Device A2 showed in the Figure X “ISC Client updates Device Presence Information to the ISC Server” may belong to a same ISC User, also can belong to different ISC Users. The ISC Server maintains all the devices’ Device Presence Information.

Note: Device Presence Information includes the Content Viewing Information of ISC device.

C.20
Set the Social Relationship

This section describes social relationship between the ISC Users.
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Figure X:  Social Relationship between the ISC Users

After ISC User A and ISC User B had a  Contact Viewing and Communication via the Content Provider,

1. The ISC Server A retrieves the ISC User Preference for creating the participants group and establishing the social relationship by using HTTP GET

2. The ISC Server A receives 200 OK from the ISC XDMS A.
3.  Base on the ISC User Preferences for creating the contacts group and the , the ISC Server A fetches the single recipient or invited participants (IMAP FETCH) through the CPM-MSG interface. 

4. The ISC Server A receives OK - fetch completed.
5.  The ISC Server A creates the contacts group in the ISC XDMS A and set the social relationship for each contact in the contacts group based on context (e.g. 2013.06.25_Summer Workshop)(HTTP PUT)

6. The ISC Server A receives 200 OK from the ISC XDMS A.
7. The ISC User A is notified of the contacts group and its relationship to ISC User A. (SIP NOTIFY)
8. The ISC User A accepts the creation of contacts group and the social relationship.
9. The ISC Server A checks the user preference whether the newly established social relationship sends to the contacts group members 

10. The ISC Server A updates the Request Handler Document for maintaining the status of  social relationship request and set the status as ‘pending’ if the delivery report needs(HTTP PUT)

11. The ISC Server A generates the social relationship request by creating HTTP POST toward ISC XDMS A

12. The ISC XDMS A forwards the social relationship request to ISC XDMS B. (HTTP POST)
13. The ISC XDMS B checks the user preference whether ISC User B accepts/ receives/ confirms/rejects to receive it

14. Based on the user preference, (accept), the ISC XDMS B fetches the corresponding social relationship information from ISC XDMS A and stores it in the ISC XDMS B
15. The ISC Client B is notified of the social relationship update to ISC User B. (SIP NOTIFY)
Change 7:  Removed unresolved Editor’s Note from the TS.

Appendix E.
ISC Charging Principles and Scenarios (informative)

The OMA charging model states that its “Charging Enabler” facilitates interaction between various OMA service enablers and the charging functional entity (either offline, online or both), which may reside in various domains, e.g., 3GPP/3GPP2 Service Provider [OMA-Charging]. As an external entity residing in the operator's domain this charging entity takes various roles, which service providers need to perform the charging activities.

ISC charging is based on the concept of charging for usage of the service. ISC charging shall support two charging models, Event–based charging and session–based charging.

· Session–based charging used when there is a need to maintain a session for all through the service. Typically, there are at least two requests to the billing system.
· Initial request–used for signaling the beginning of the activities .This request type contains the data related to the session used by the user.
· Intermediary request–used for updating the current session (for example, adding video to a voice call).This request is, of course, optional.
· Final request–used for closing a session.
· Event–based charging, charging for session unrelated events. 
Change 8:  Removed the duplicate section.
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Change 9:  Removed unresolved Editor’s Note from the TS.

I.2
Device Capability Notification
I.2.1
Structure of Device Capability Result

Device capability result is an XML document that SHALL be well-formed and SHOULD be valid. Device capability result documents SHALL be based on XML 1.0 and SHALL be encoded using UTF-8. Using XML namespaces identifies device capability result documents and document fragments. The namespace URI for elements is a URN, urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-search-info.

A device capability result document begins with the root element tag “device-search-info”. It consists of any number of “device-info” sub-elements, each of which contains Content Viewing Group information. There are two attributes associated with the “device-search-info”, both of which SHALL be present:

· version: This attribute allows the recipient of the device capability result documents to properly order them. Versions start at 0, and increment by one for each new document sent to a subscriber. Versions are scoped within a subscription. Versions SHALL be representable using a 32 bit integer.

· state: This attribute indicates whether the document contains the full searching result, or whether it contains only information on those group information which have changed (or new been found) since the previous document (partial).

Note that the document format explicitly allows for conveying device capability result on multiple documents.

The “device-info” element has at least two attributes “device-id” and “device-address” with which the recipient can use them to access the Content Viewing Group. The attribute “device-id” indicates the searched device’s identifier. The “device-info” element MAY contain other attributes or sub-elements to descript the searched device.

I.2.2
Computing Device Capability Result from the Document

Typically, the SIP NOTIFY for device capability result will only contain the devices capability as associated with the device capability subscription criteria. The subscriber MAY receive one and more device capability result documents according to the subscription criteria, in this case, the subscriber will need to combine the all the documents.

I.2.3
Example
The following is an example device capability result document:

<?xml version="1.0"?>

< device-search-info xmlns=" urn:urn-7:3gpp-service.ims.icsi.oma.isc.device-search-info "

xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

version="0" state="full">

< device-info id=”0” device-id="xxx" >

< device-info id=”1” device-id="yyy" >

</ device-search-info >
I.2.4
XML Schema
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