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1 Reason for Change

This contribution addresses the ISC CONRR Comments F001 F002:

	C009 
	2013.12.10
	T
	ALL
	Source: Ericsson
Form: CONR-2013-0062
Comment: Several features of ISC enabler could be specified by reusing existing OMA enablers. This helps avoid fragmentation in the market, by building on top of the existing  OMA enablers also endorsed by RCS, such as:

· All messages between client and ISC Server, ISC server alerts should be specified to reuse CPM Messages (Standalone/chat or group chat/file transfer), with an ISC defined IARI. 

Proposed Change: Change following ISC defined new ICSI to ISC IARIs to be used on top of CPM ICSI. 

FROM:

urn:urn-7:3gpp-service.ims.icsi.oma.isc.contentinterest
TO:

urn:urn-7:3gpp-service.ims.iari.oma.isc. contentinterest
applied on top of CPM Feature Tags (ICSI) of the CPM feature used.


	Status: Closed by CR#2014-0141


	C0011 
	2013.12.12
	T
	ALL
	Source: AT&T Corporation
Form: doc #OMA-CONR-2013-0065
Comment: The reuse of CPM for ISC communication is not clear in the spec. More specifically (for example) in section 6.13:

In section 6.13.1 1-1 Content Viewing and Communication (Originating Side) the feature tag used is “the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm” while in section 6.13.3 1-1 Communication the feature tag used is “the CPM Feature Tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.cpm.session”. Why can we use CPM as framework for communication?. 

Proposed Change: 
To use CPM (icsi) for all ISC communications and define ISC feature tag as part of the CPM feature tag using iari.
	Status: Closed by CR#2014-0141
>

	C0012 
	2013.12.10
	T
	ALL
	Source: Ericsson
Form: CONR-2013-0062
Comment: Several new defined ISC enabler ICSIs are in fact using the same mechanism and IMS communication service, so they should just use one new ISC ICSI. 

Proposed Change: Remove the following ISC ICSIs as they all could just reuse the following ISC ICSI:

urn:urn-7:3gpp-service.ims.icsi.oma.isc.icv-session 

REMOVE from specification following ICSI:

· urn:urn-7:3gpp-service.ims.icsi.oma.isc.session
· urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv

· urn:urn-7:3gpp-service.ims.icsi.oma.isc.1-1-cv-cm
· urn:urn-7:3gpp-service.ims.icsi.oma.isc.group-cv-cm

	Status: Closed by CR#2014-0141


2 Impact on Backward Compatibility

n/a

3 Impact on Other Specifications

n/a

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The group is recommended to review and agree to the proposed changes.
6 Detailed Change Proposal

Change 1:  Address Comments C009 C010 and C011
5.1 Procedures at ISC Media Function and Communication Function
The ISC Server Communication Function directly refers to CPM Enabler server side functional components to support interactions between ISC Users and the Content Providers and also among other ISC Users.

5.1.1 Immersive Content Viewing Session Handling

5.1.1.1 Handle an Immersive Content Viewing Session Invitation Request
5.1.1.1.1 Distribute Content Views according to Content View selection
Upon receiving a SIP INVITE request with ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with the ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.iari.oma.isc.icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function: 

1. SHALL check the ISC User Address to find the authenticated address of the originating ISC User;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix G “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check the MIME resource-list body to extract the target addresses of the ISC User’s Content View selection with the following additional clarifications:
a. The Media Function SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with the rest of the steps;
b. The Media Function SHALL fetch all the existing ISC User’s Content View selection in the entries of MIME resource-lists body:

i. Content View identifier, if the entry contains the “?isc_icv=id” parameter;
ii. ISC User’s field of view, if the entry contains the “?isc_icv= fov” parameter;

iii. ISC User’s viewing distance, if the entry contains the “?isc_icv=vd” parameter;

5. SHALL fetch contents for mixing as the Content Views and Continuous Content Views according to the ISC User’s Content View selection with the following additional clarifications:
a. If an ISC session has not been established yet for the requested contents, the ISC Media Function SHALL follow the steps mentioned in Section X.X “Establishing an ISC Content Viewing Session” using the address of ISC CPGateway as provisioned to the ISC Server;

              Editor’s note: The referred section above needs to be created and filled.
b. After contents session between ISC CPGateway and Content Provider is established, the ISC Media Function SHALL interact with the ISC CPGateway to fetch contents (including metadata) from Content Provider for mixing as Content Views and Continuous Content Views; 
c. Otherwise, the ISC Media Function:

i. SHALL fetch the Content Views and Continuous Content Views directly if the Content View identifier is provided;
ii. SHALL select the media source to generate the Content Views and Continuous Content Views if the ISC User’s field of view or viewing distance is provided;
d. When the ISC User selected contents relate to Primary Content being viewed, the Media Function SHALL interact with the Associated Content Function to fetch Associated Contents (including metadata) related to the Primary Content.

6. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE request according to the rules and procedures of [RFC3261];

7. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC4566] and [RFC3264];

8. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
Upon receiving a SIP ACK request, the ISC Media Function
1. SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the Media Function SHALL distribute Content Views and Continuous Content Views to the originating ISC Client.
5.1.1.1.2 Distribute Content Views according to Spatial Configuration

Upon receiving a SIP INVITE request with ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with the ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.iari.oma.isc.icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function: 

1. SHALL check the ISC User Address to find the authenticated address of the originating ISC User;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check the MIME resource-list body to fetch the ISC User selected Spatial Configuration with the following additional clarifications:
a. The ISC Media Function SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the ISC Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
b. The ISC Media Function SHALL extract all the target addresses of ISC Clients and corresponding spatial-based mappings between Content Views and ISC User’s device in the entries of MIME resource-lists body:

i. Mapping of spatial relationship, if the entry contains the “isc:spatialrelationship” attribute;

ii. Mapping of  location, if the entry contains the “isc:location” attribute;
iii. Mapping of  orientation, if the entry contains the “isc:orientation” parameter;

5. SHALL generate recommendation of spatial distribution for the Content Views and Continuous Content Views according to the ISC User selected Spatial Configuration with the following additional clarifications:
a. The ISC Media Function SHALL follow the step 5 of Section 5.6.1.1.1 “Distribute Content Views according to Content View selection” to fetch contents for mixing as the Content Views and Continuous Content Views;

b. The ISC Media Function SHALL check the spatial properties of Content Views and Continuous Content Views and generate the spatial distribution among the ISC User’s devices for all available Content Views based on their spatial consistency with the  ISC User selected Spatial Configuration;

6. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE request according to the rules and procedures of [RFC3261];

7. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC4566] and [RFC3264];

8. SHALL send the SIP 200 “OK” response along the incoming signalling path according to rules and procedures of the SIP/IP core.
9. SHALL also establish an ISC Content Viewing session with the corresponding ISC Client according to the generated spatial distribution with the following additional clarifications:

a. If some Content Views should be delivered to one specific ISC Client according to the generated spatial distribution, the ISC Media Function SHALL follow the steps mentioned in Section X.X “Establishing an ISC Content Viewing Session” using the address of ISC Client as extracted from MIME <resource-lists> body in the Step 4.b;

Editor’s note: The referred section above needs to be created and filled.

Upon receiving a SIP ACK request, the ISC Media Function
2. SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the ISC Media Function SHALL distribute Content Views and Continuous Content Views to the corresponding ISC Clients according to the generated spatial distribution.
5.1.1.2 Handle an Immersive Content Viewing Session Modification Request

5.1.1.2.1 Redistribute Content Views according to Spatial Configuration

Upon receiving a SIP re-INVITE request with ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with the ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.iari.oma.isc. icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function:
1. SHALL act as specified in section 5.6.1.1.2 “Distribute Content Views according to Spatial Configuration”.

2. MAY send the Immersive Content Viewing session notification to any authorized party which contains Content Views change information, if privacy rules allow it.
Once the ISC Immersive Content Viewing Session is modified, the ISC Media Function SHALL redistribute Content Views and Continuous Content Views to the corresponding ISC Clients according to the modified spatial distribution.
5.1.1.2.2 Redistribute Content Views according to Content View selection

Upon receiving a SIP re-INVITE request with ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with the ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.iari.oma.isc. icv-session’ included in the Accept-Contact header field corresponding to ISC Immersive Content Viewing Session, the ISC Media Function:
1. SHALL act as specified in section 5.1.1.1 “Distribute Content Views according to Content View selection”.

2. MAY send the Immersive Content Viewing session notification to any authorized party which contains Content Views change information, if privacy rules allow it.
Once the ISC Immersive Content Viewing Session is modified, the Media Function SHALL distribute Content Views and Continuous Content Views to the originating ISC Client.
5.1.2 Associated Contents Viewing Session Handling
5.1.2.1 Handle an Associated Contents Viewing Session Invitation Request
Upon receiving a SIP INVITE or SIP re-INVITE request with ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with the ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.iari.oma. isc.acv-session’ included in the Accept-Contact header field corresponding to ISC Associated Contents Viewing Session, the ISC Media Function: 

1. SHALL check whether the authenticated originator’s ISC address is of an ISC User that is authorized to send the request. If the ISC Client is not authorized to send the request, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “127 Service not authorised” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
2. SHALL check if the feature tag included in the Accept-Contact header is supported. If it is not, the ISC Server SHALL reject the SIP INVITE with a SIP 403 “Forbidden” response and a Warning header field with the warning text set to “122 Function not allowed” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
3. If a specific User Agent version must be supported, SHALL check the “User Agent” header field to determine if it supports the User Agent version as defined in Appendix X “Release Version in User-agent and Server headers” and if not, the ISC Server SHALL return a SIP 403 “Forbidden” response and SHALL include a Warning header with the warning text set to “132 Version not supported” in the response according to the rules and procedures of [RFC3261].
Otherwise, continue with rest of the steps;
4. SHALL check
a. if the P-Preferred-Service header field is present and carries the value of the ISC feature tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’. In this case, the ISC Server SHALL remove the P-Preferred-Service header field and add P-Asserted-Service header field set to ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’; otherwise
b. if P-Asserted-Service header field is present and does not contain a value of the ISC feature tag of ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.self-cv’, it MAY respond with a 403 ‘Forbidden’ SIP response;
Otherwise, continue with rest of the steps;
5. SHALL check the SIP INVITE or SIP re-INVITE request SDP attributes against service provider’s policies specified for the service and for the ISC User. If media types of SDP do not conform to the service provider’s policies, the ISC Server Media Function SHALL return a SIP 488 “Not Acceptable Here” response according to the rules and procedures of [RFC3261].

Otherwise, continue with rest of the steps;
6. SHALL check the MIME resource-list body to access the Content Viewing Information (e.g., content metadata and viewing progress) of the Primary Content with the following additional clarifications:
c. The ISC Media Function SHALL check if the MIME resource-list body includes an empty URI list. If the URI list is empty, the ISC Media Function SHALL return a SIP 403 "Forbidden" response and SHALL include a Warning header with the warning text set to “129 No destinations” in the response according to the rules and procedures of [RFC3261].

Otherwise, continue with the rest of the steps;
d. The ISC Media Function SHALL fetch the reference of Primary Content identified in the “ContentRef” of MIME resource-lists body and SHALL request the Multi-device Discovery Function to access the Content Viewing Information of the Primary Content
7. SHALL request the Associated Contents Function to fetch Associated Contents (including metadata) related to the Primary Content e.g. based on the collected Content Viewing Information.
8. SHALL generate a SIP 200 “OK” response to the received initial SIP INVITE or SIP re-INVITE request according to the rules and procedures of [RFC3261];
9. SHALL include in the SIP 200 “OK” response a SDP body as a SDP answer according to the rules and procedures of [RFC4566] and [RFC3264] before sending towards the ISC Client;

10. SHALL transmit the media related to the Associated Contents over an UDP/RTP channel towards the ISC Client;
5.2 Associated Content Function
5.2.1 Associated Contents Viewing Session Handling
5.2.1.1 Initiating an Associated Contents Viewing Session
Upon receiving the request from the ISC User to view Associated Contents, the ISC Client SHALL generate a SIP INVITE or SIP re-INVITE request according to the rules and procedures of [RFC3261]. In particular, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;
2. SHALL include an Accept-Contact header field with ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with the ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc. acv-session’ to indicate the ISC Associated Contents Viewing Session, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag and section 7.2A.9.2 “Coding of the IARI“;
3. SHALL include the ISC feature tag ‘urn:urn-7:3gpp-service.ims.urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag of the Contact header field;
4. SHALL set the P-Preferred-Service header field with the value of the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’;
5. SHALL include the ISC User Address of the originating ISC Client that has been authenticated by the SIP/IP core as authenticated originator's ISC address;
6. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix X “Release Version in User-agent and Server headers”;
7. SHALL include a MIME body in the SIP INVITE body with the Content-Type header field of “application/ISC-content-request+xml” including:
a.  the reference to the Primary Content in “ContentRef”, and
b. The ISCConvergenceID of the ISC Content Viewing Session;
8. SHALL include a MIME SDP body as a SDP offer in the SIP INVITE or SIP re-INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

9. SHALL send the SIP INVITE or SIP re-INVITE request towards the ISC Server according to the rules and procedures of the SIP/IP core.
Upon receiving the SIP 200 “OK” response, the ISC Client SHALL establish a RTP session according to the rules and procedures of [RFC3550] for receiving the media related to the requested Associated Contents from the ISC Server.
5.3 Immersive Content Viewing Session Handling
5.3.1 Initiating Immersive Content Viewing sessions
5.3.1.1 Initiating an Immersive Content Viewing session according to Content View selection
If device settings are set to enable Immersive Content Viewing sessions and allowed by the service provider policy, the ISC Client SHALL collect the ISC User’s Content View selection in any one of the following cases:

· Content View identifier
· ISC User’s field of view
· ISC User’s viewing distance
To receive Content Views and Continuous Content Views based on the collected ISC User’s Content View selection, the ISC Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request, the ISC Client:

1. SHALL set the Request-URI to the ISC Server’s address as provisioned to the ISC Client;
Editor’s note: It is FFS whether Request-URI will contain the ISC Server’s address or the Content Identifier (URI).
2. SHALL include an Accept-Contact header field with ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with the ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.iari.oma.isc. icv-session’ to indicate the ISC Immersive Content Viewing Session, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag and section 7.2A.9.2 “Coding of the IARI“;
3. SHALL set the P-Preferred-Service header field with the value of the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’;
4. SHALL include a Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ , percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;
5. SHALL include the option tag ‘timer’ in the Supported header field;
6. SHOULD include the Session-Expires header with the refresher parameter set to ''uas'' according to the rules and procedures of [RFC4028];
7. SHALL include the ISC User Address of the ISC User as the authenticated originator's address;
8. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G “Release Version in User-agent and Server headers”;
9. SHALL include a MIME resource-list body as specified in [RFC5366]. Each entry in the URI-list identifies a Content View selection and SHALL contain one or more of the following parameters: 

a.  “?isc_icv=id”, if the Content View selection identified by the URI is used as Content View identifier;
b. “?isc_icv=fov”, if the Content View selection identified by the URI is used as ISC User’s field of view;
c. “?isc_icv=vd”, if the Content View selection identified by the URI is used as ISC User’s viewing distance;
10. SHALL include a MIME SDP body as a SDP offer in the SIP INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

11. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.
On receipt of the SIP 200 "OK" response to the initial SIP INVITE request, the ISC Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
1. The ISC Client SHALL start a SIP session timer using the value received in the Session-Expires header field according to the rules and procedures of [RFC4028].

2. The ISC Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261].
3. The ISC Client SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the ISC Client SHALL receive and display the Content Views and Continuous Content Views to the ISC User.
5.3.1.2 Initiating an Immersive Content Viewing session according to Spatial Configuration
To receive Content Views and Continuous Content Views based on the ISC User selected Spatial Configuration, the ISC Client SHALL generate an initial SIP INVITE request according to the rules and procedures of [RFC3261]. In this SIP INVITE request, the ISC Client:

1. SHALL set the Request-URI to the Content Identifier(URI) selected by ISC User;
2. SHALL include an Accept-Contact header field with ISC ICSI Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ and with the ISC IARI Feature Tag ‘urn:urn-7:3gpp-service.ims.iari.oma.isc. icv-session’ to indicate the ISC Immersive Content Viewing Session, percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag and section 7.2A.9.2 “Coding of the IARI“;
3. SHALL set the P-Preferred-Service header field with the value of the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’;
4. SHALL include a Contact header field with the ISC Feature Tag ‘urn:urn-7:3gpp-service.ims.icsi.oma.isc.cv-cm’ , percent encoded as per [3GPP TS 24.229] section 7.2A.8.2 “Coding of the ICSI“ in a g.3gpp.icsi-ref media feature tag;

5. SHALL include the option tag ‘timer’ in the Supported header field;
6. SHOULD include the Session-Expires header with the refresher parameter set to ''uas'' according to the rules and procedures of [RFC4028];
7. SHALL include the ISC User Address of the ISC User as the authenticated originator's address;
8. SHALL include a User-Agent header field to indicate the OMA ISC release version of the ISC Client as specified in Appendix G  “Release Version in User-agent and Server headers”;
9. SHALL include a MIME resource-list body with the target addresses of the ISC Clients as specified in [RFC5366], to set the ISC User selected Spatial Configuration. Each entry in the URI-list identifies a spatial-based mapping between Content Views and ISC User’s device and SHALL contain one or more of the following attributes: 

a.  “isc:spatialrelationship”, if the spatial relationship (e.g. left, right, etc.) is used as the Spatial Configuration;
b.  “isc:location”, if the location (e.g. north, south, etc.) is used as the Spatial Configuration;
c. “isc:orientation”, if the orientation (e.g. towards the east, facing west, etc.) is used as the Spatial Configuration;
Editor’s note: It is FFS if there is an automatic way for devices to provide their own positions without the ISC User’s input, i.e. provide dynamically current position and orientation (e.g. based on sensors)
10. SHALL include a MIME SDP body as a SDP offer in the SIP INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

11. SHALL send the SIP INVITE request according to the rules and procedures of the SIP/IP core.

On receipt of the SIP 200 "OK" response to the initial SIP INVITE request, the ISC Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:
1. The ISC Client SHALL start a SIP session timer using the value received in the Session-Expires header field according to the rules and procedures of [RFC4028].

2. The ISC Client SHALL generate and send a SIP ACK request as an acknowledgement of the final response according to the rules and procedures of [RFC3261].
3. The ISC Client SHALL initiate the Media Plane according to the negotiated SDP.
Once the ISC Immersive Content Viewing Session is set up, the ISC Client SHALL get ready to receive the Content Views and Continuous Content Views distributed from ISC Server according to the selected Spatial Configuration.
5.3.2 Modifying Immersive Content Viewing sessions 

5.3.2.1 Modifying an Immersive Content Viewing session according to Content View selection

To receive Content Views and Continuous Content Views based on the modified ISC User’s Content View selection, the ISC Client SHALL generate an SIP re-INVITE request according to section 6.1.1.1 “Initiating an Immersive Content Viewing session according to Content View selection” with the following additional clarifications:

1. The ISC Client SHALL set each of To header field, From header field and Call-ID header field to the same value as used at the session establishment;

2. The ISC Client SHALL include a modified MIME resource-list body as specified in [RFC5366]. Each entry in the URI-list identifies a Content View selection and SHALL contain one or more of the following parameters: 

a.  “?isc_icv=id”, if the Content View selection identified by the URI is used as Content View identifier;
b. “?isc_icv=fov”, if the Content View selection identified by the URI is used as ISC User’s field of view;

c. “?isc_icv=vd”, if the Content View selection identified by the URI is used as ISC User’s viewing distance;
3. The ISC Client SHALL include a modified MIME SDP body as a new SDP offer in the SIP re-INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

On receipt of the SIP 200 "OK" response to the SIP re-INVITE request the ISC Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:

1. The ISC Client SHALL generate and send a SIP ACK request according to the rules and procedures of [RFC3261] and the SIP/IP core;
2. The ISC Client SHALL modify the Media Plane according to the re-negotiated SDP.
5.3.2.2 Modifying an Immersive Content Viewing session according to Spatial Configuration
To receive Content Views and Continuous Content Views based on the ISC User modified Spatial Configuration, the ISC Client SHALL generate an SIP re-INVITE request according to section 6.9.1.2 “Initiating an Immersive Content Viewing session according to Spatial Configuration” with the following additional clarifications:

1. The ISC Client SHALL set each of To header field, From header field and Call-ID header field to the same value as used at the session establishment;

2. SHALL include a modified MIME resource-list body with the target addresses of the ISC Clients as specified in [RFC5366], to set the ISC User selected Spatial Configuration. Each entry in the URI-list identifies a spatial-based mapping between Content Views and ISC User’s device and SHALL contain one or more of the following attributes: 

a.  “isc:spatialrelationship”, if the spatial relationship (e.g. left, right, etc.) is used as the Spatial Configuration;
b.  “isc:location”, if the location (e.g. north, south, etc.) is used as the Spatial Configuration;
c. “isc:orientation”, if the orientation (e.g. towards the east, facing west, etc.) is used as the Spatial Configuration;
3. The ISC Client SHALL include a modified MIME SDP body as a new SDP offer in the SIP re-INVITE request according to the rules and procedures of [RFC4566] and [RFC3264];

On receipt of the SIP 200 "OK" response to the SIP re-INVITE request the ISC Client SHALL handle the response according to the rules and procedures of [RFC3261], with the following clarifications:

1. The ISC Client SHALL generate and send a SIP ACK request according to the rules and procedures of [RFC3261] and the SIP/IP core;
2. The ISC Client SHALL modify the Media Plane according to the re-negotiated SDP.
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