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1. Scope

<< Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>

2. References

The policy for reference lists is:

1.
OMA documents listed should have at least one approved version – draft-only docs should not be referenced.  Exception exists for documents that will be approved with or after the referenced doc is approved (may be part of same enabler package).  In short – approved docs should not reference unapproved docs.

2.
When a reference is made to an OMA specification, then Open Mobile Alliance with the TM symbol (™) should be used in the description.

3.
The name + version (no date) for OMA specifications are generally sufficient – dates should be used only if there is a specific reason to limit the usage.

4.
For references to WAP Forum docs, dates should not be included as DID's for the old WAP Forum specifications are enough and the reference description should refer to WAP Forum™.

5.
References to other affiliate docs should similarly provide sufficient information to uniquely determine the needed document and should provide the appropriate source information.

6.
The URL for OMA material (new OMA and affiliate) should always be http://www.openmobilealliance.org (an exception is OMNA that is reached through http://www.openmobilealliance.org/tech/omna)

Models to use


[REFLABEL]
<General Model> “Ref Title”, Ref information (source, date, id),
URL:http//<ref-source>/ 


[OMADOC]
<OMA Model> “OMA Document Title”,{ Version x.y,} Open Mobile Alliance™, OMA‑<docname>{‑<version>}, URL:http//www.openmobilealliance.org/ 

If there are no entries in the table – enter ‘none’ to be clear.
DELETE THIS COMMENT

2.1 Normative References

	[RFC2119]
	“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC4234]
	“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. October 2005, URL:http://www.ietf.org/rfc/rfc4234.txt

	[SCRRULES]
	“SCR Rules and Procedures”, Open Mobile Alliance™, OMA-ORG-SCR_Rules_and_Procedures, URL:http://www.openmobilealliance.org/

	[RFC3966]
	"The tel URI for Telephone Numbers", H. Schulzrinne, December 2004, URL:http://www.ietf.org/rfc/rfc3966.txt

	[RFC5627]
	“Obtaining and Using Globally Routable User Agent (UA) URIs (GRUU) in the Session Initiation Protocol (SIP)”, J. Rosenberg, October 2009, URL:http://www.ietf.org/rfc/rfc5627.txt

	[3GPP TS24.229]
	“Internet Protocol (IP) multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3”, 3GPP, TS24.229, URL:http://www.3gpp.org/

	[3GPP TS33.203]
[3GPP TS 33.178]
[RFC3840]
	“3G security; Access security for IP-based services”, 3GPP, TS33.203, URL:http://www.3gpp.org/
Security aspects of early IP Multimedia Subsystem(IMS)” 3GP,TS 33.178 URL:http://www.3gpp.org/
Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”, J. Rosenberg et al, August 2004,URL: http://www.ietf.org/rfc/rfc3840.txt 

	[RFC4122]
	 “A Universally Unique IDentifier (UUID) URN Namespace”, P. Leach et al, July 2005, URL:http://www.ietf.org/rfc/rfc4122.txt

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

Check the version of the Dictionary you are using and update the reference below.  Delete the [OMADICT] entry if the dictionary is not used.  In general, use the latest available version unless seeking alignment with an existing set of specifications.

DELETE THIS COMMENT

	[OMADICT]
	“Dictionary for OMA Specifications”, Version x.y, Open Mobile Alliance™,
OMA-ORG-Dictionary-Vx_y, URL:http://www.openmobilealliance.org/

	
	

	
	

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

<< If needed, describe or declare using appropriate normative references the additional conventions that are used.  DELETE THIS COMMENT >>

3.2 Definitions

<< Add definitions in new rows of the following table as needed.  The following examples show how dictionary references should be made as well as locally defined terms.  This table should be maintained in sorted alphabetic order based on the labels of the terms.

Examples:


Entity
Use definition #1 from [OMADICT]


Interactive Service
Use definition from [OMADICT]


Local Term
The definition description would be presented directly

DELETE THIS COMMENT>>

	
	

	
	

	<< Add/Remove definition rows to this table as needed - DELETE This Row >>


3.3
Abbreviations

<< Add abbreviations as needed to the following table.  No special notation should be made regarding terms copied from the Dictionary.  This table should be maintained in alphabetic order.

DELETE THIS COMMENT >>

	OMA
	Open Mobile Alliance

	
	

	
	

	<< Add/Remove abbreviation rows to this table as needed - DELETE This Row>>


4. Introduction

<< From a market perspective...  

· What can you do with this specification?

· What problem does this solve?

· How can this specification be applied?

· Consider the target audience and provide deployment examples as possible.

DELETE THIS COMMENT >> 
4.1 Version 1.0

This section provides a high level, concise and informative description of the main functionality supported in the initial version of the specification.  The description should be brief, target length should be a few paragraphs.   When the enabler or reference release is finished, this description should be aligned with the final functionality. 

DELETE THIS COMMENT

4.2 Version <x.y>

This section should be included for each new major or minor version of the specification.

It should provide a high level, concise and informative description of the new or modified functionality introduced in this version of the specification, compared to the previous version.  The description should be brief, target length should be a few paragraphs.  When the enabler or reference release is finished, this description should be aligned with the final functionality differences.

DELETE THIS COMMENT

4.2.1 Version <x.y.z>

This section should be included for each new service release of the specification.   It should describe at a high level the main changes made to the specification compared to the previous version.  The description should be brief, target length should be one paragraph.

DELETE THIS COMMENT

5. Procesures at ISC Server
<<Sections for the normative specification text.  Fill in as needed.  The following validates the styles used for the headers.  DELETE THIS COMMENT >>

5.1 Contents Guide Function
<text>

5.1.1 Example Level 3

<text>

5.1.1.1 Example Level 4

<text>

 SHAPE  \* MERGEFORMAT 
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Table 1: Example Table

5.2 Associated Content Function
5.3 Storage Function
5.4 Multi-device Discovery Function

5.5 Communication Function

5.6 Media Function

5.7 Social Function
5.8 ISC Agent Function
6. Procesures at ISC Client
6.1 Contents Guide Function

6.2 Associated Content Function
6.3 Storage Function
6.4 Multi-device Discovery Function

6.5 Communication Function

6.6 Media Function
6.7 Social Function
7. ISC XDMS

7.1 ISC User Preference Application Usage

In ISC Enabler, an ISC User/ISC Server manages authorizations rules (e.g. white/black lists、access control lists) and ISC User Preference by interacting with ISC User Preference Application Usage. 
The ISC User Preferences Application Usage supports these functions to manage authorizations rules and ISC User Preference.
· Document Management .The procedure for Document Management shall conform to the sub-clause 6.1 “Document Management” in [OMA TS XDM Core].
· The ISC Client SHALL format the request for ISC User Preference document management as described with the following clarifications: 
· It SHALL populate the AUID of the XCAP URI with “org.openmobilealliance.isc-user-prefs” Application Usage for ISC User Preferences. 
· Subscription and Notification of ISC User preference Document change. The procedure for Subscription and Notification of ISC User preference Document change shall conform to the sub- clause sub-clause 6.1.2 “Subscribing to changes in the XDM Resource” in [OMA TS XDM Core ]
· Access Permissions. If the Access Permissions Document is used, the procedure to manage the Access Permissions Document at ISC Client/ISC Server SHALL conform to the sub-clause 6.1.1 “Document Management” and the sub-clause 5.6 “Access Permissions Document” in [OMA TS XDM Core] with the clarifications provided in this sub-clause.

Editor’s note: ISC User Preference Application Usage should be aligned with the way of structures and data semantics as described in the XDM Enabler.
8. ISC CPGateway
9.  System Concepts

9.1 General Concepts

Editor’s note: It is FFS if this section should be simplified by just referring relevant sections of the CPM SD specification instead of repeating the same content, and only pointing to any differences from CPM.
9.1.1 Identification
ISC Client Address

An ISC Client is uniquely identified by a Unique User Agent Identifier. 
A Unique User Agent Identifier distinguishes the ISC Client on a Device from other ISC Clients on other Devices used by the same ISC User.
The Unique ISC Agent Identifier SHALL be in the format of： 
UUID URN as specified in [RFC4122].

The SIP/IP core assigns, during registration, a unique globally routable user agent URI to the device hosting the ISC Client and returns this GRUU in the registration response as specified in [RFC5627]. The GRUU allows the ISC Enabler to uniquely address each ISC Client residing on a different device.

ISC User Address
An ISC User is identified by his/her ISC User Address 
An ISC User Address can be used for authentication, authorization, and charging, etc

An ISC User Address SHALL be in the format of:
· a SIP URI as specified in [RFC3261];or 
· a TEL URI as specified in [RFC 3966].
9.1.2 Signalling over the SIP/IP Core
Registration /Authentication

The ISC Client SHALL according to rules and procedures of [RFC 3261] and SIP/IP core,
· Perform SIP registration for the ISC Enabler to the SIP/IP core ,prior to using the ISC Enabler functionality, and,
· Maintaining the SIP registration for the ISC Enabler active by using a re-registration procedure while the ISC Enabler is being used, and ,
· Terminate the SIP registration for the ISC Enabler after the ISC Enabler functionality is no longer used.
NOTE: The SIP registration can be shared with other SIP based Enablers at the Device hosing the ISC Client.
The ISC Client SHALL indicate its Unique User Agent Identifier at SIP registration. The ISC User MAY assign a name to his/her device equipped with an ISC Client. The ISC Client SHALL indicate the user assigned name of the ISC Client and its ISC Client user agent capabilities as defined by [RFC 3840] in the SIP registration. The ISC Client MAY also update its capabilities by re-registration when the capabilities have changed.
The ISC Client SHALL register with ISC User address. 
On receiving the SIP registration request from an ISC Client, the SIP/IP core, according to [RFC3261]:

· Authenticates the ISC User; and,

· Binds a ISC User address and one or more Unique User Agent Identifiers ;and,
· Returns the complete list of bindings of that ISC User address in the

response to the registration, if successful; and,
· Returns both a public GRUU and a temporary GRUU associated with the device of the ISC Client according to [RFC5627];and
· Keeps the binding information (e.g. ,ISC User address, Unique User Agent Identifier ,expiration time ,ISC Client capabilities, temporary GRUU )until de-registration is performed for each Unique User Agent Identifier bound to the ISC User address
When the SIP/IP core corresponds with 3GPP/3GPP2 IMS then it is possible that the SIP/IP core informs the ISC Client about additional implicitly registered ISC User addresses in the SIP registration response.

The SIP/IP core informs the ISC Server about the registering ISC Client. The ISC Server SHALL subscribe to the Registration Event Information，as defined in this section, upon reception of the SIP/IP core information about the registering ISC Client, if not subscribed yet.

The SIP/IP core provides an SIP authentication framework as defined in [RFC3261] to authenticate the ISC User. When the SIP/IP core corresponds with 3GPP/3GPP2, then the ISC Client SHALL consider ISC variants[3GPP TS33.178] and determine the appropriate authentication scheme according to [3GPP TS33.203] / [3GPP2 S.R0086-0] and [3GPP TS33.178].
Originator Address
The ISC Client MAY include the address of the sending ISC User when sending ISC requests and ISC responses.

The ISC Enabler expects that the SIP/IP core serving the ISC Client provides an authenticated address of the ISC User in ISC request and response.
9.2 Security

Editor’s note: this section needs to be reviewed by a security expert.
The Security mechanism provides protection to the ISC Enabler environment.

General
The ISC Enabler Service environment SHOULD rely on /reuse security features/mechanisms provided by the underlying SIP/IP Core, to e.g. secure environment and authenticate users. Such dependence will be assumed as the basis for the security architecture .The SIP/IP Core is assumed to provide to user authentication and (optionally) confidentiality protection of SIP signalling as defined in [3GPP TS 33.203].When  the SIP/IP core correspond to 3GPP/3GPP2 IMS, and the User Equipment contains USIM/ISIM or UIM/R-UIM mutual authentication between the  ISC User and the SIP/IP Core SHALL be applied as specified in [3GPP TS 33.203]/[3GPP2 S.R0086-0]. All ISC Users SHALL be securely authenticated to allow reliable access control to ISC services.
Secured Client Registration and ISC Service Usage Authentication 
The SIP security measures applied to client registration and service usage authentication as described in section 9.1.2
“Signalling over the SIP/IP Core” also apply to the ISC Client registration and authentication of the service used by the ISC User according to [RFC3261].
Originator Address 
The ISC Client MAY include the address of the sending ISC User when sending ISC requests and ISC responses.

The ISC Enabler expects that the SIP/IP core serving the ISC Client provides an authenticated address of the ISC User in ISC request and response.
Authentication between ISC Server and ISC Clients
Mutual authentication between ISC Server and ISC Client is expected on the interface ISC-1 as a prerequisite to authorization when the ISC Client requests to access services provided by the ISC Server or the ISC Server requests to access content /information stored on the ISC Client.
  In some scenes, after mutual authentication, the key shared between ISC Server and ISC Client will be obtained and used for confidentiality and integrity for data transportation.
ISC Server shall authenticate ISC Client based on the following mechanisms
· checking the Principal’s address
· using–shared key authentication mechanisms 
· Authentic user information provided by underlying trusted net work ;
· the authentic user information (e.g. ,subscriber identifier ,keys negotiated between the user and network after net work access authentication )as credentials 
· checking user name and password 
·  A mixture of the above of the above methods
A  ISC Client authenticates an ISC Server based on the following mechanisms
· checking the ISC Server’s certificate 
· When the ISC Server authenticates itself towards the ISC Client using certificate based TLS authentication, the ISC Client shall support certificated based on a Public Key Infrastructure (PKI) for which the ISC Client is pre-configured with a root or intermediate CA certificate in the signing chain of the certificate.

·  Using pre-shared key authentication mechanisms.
·  authentic information provided by underlying trusted net work 
· A mixture of the above methods
As for the two authentication mechanisms described above, TLS in [OMA SEC_CF-V1_1] should be used when sending request using password authentication or authentic user information authentication.
Mutual Authentication between ISC Server and Content Provider

Mutual authentication between ISC Server and Content Provider, which is expected on interfaces ISC -2 and ISC -3, is subject to service provider policy. The possible mechanisms are available in [OMA SEC_CF-V1_1].
Content Storage Security
On receiving  a request from a ISC Client to access communication–related content, different type of contents including the viewing/views contents, user generated contents(live/non–live),and Associated Contents stored in the ISC Server in the network，TLS/PSK-TLS can be used according to [RFC2246], [RFC4279], [OMA-SEC_CF-AD], [3GPP TS33.210] and [RFC3501] as following, if requested by the ISC User and allowed by service provider policies.

· An ISC Server authenticates an ISC Client by checking the Principal’s address/or by using pre–shared key authentication mechanisms or by using username and password.
· An ISC Client authenticates an ISC Server by checking the ISC Server’s certificate or by using pre-shared key authentication mechanisms.
If integrity and confidentiality of the message/content are requested by the Principal and subject to service provider policies, the message /content are encrypted with integrity protection before transporting them between an ISC Client and an ISC Server.
In addition to the use of TLS/PSK-TLS, the ISC Server checks against the access control list if a Principal has the right to access the resources stored in the ISC Server.
Confidentiality and Integrity Protection 
The security mechanism SHALL be provided by the SIP/IP Core to support integrity and confidentiality protection of SIP Signalling.
When the SIP/IP Core Corresponds with 3GPP IMS or 3GPP2 MMD networks, the integrity and confidentiality protection mechanism are specified in [3GPP-TS_33.203]/ [3GPP2-S.R0086].
Data Confidentiality and Integrity between ISC Client and ISC Server 
After mutual authentication between ISC Server and ISC Client, shared keys will be used for:

· Confidentiality and integrity for Users information /interaction transportation, possible mechanisms are available in [OMA SEC_CF-V1_1]
· Confidentiality for content transportation over protocols (e.g. HTTP, RTP), possible mechanisms are available in [OMA SEC_CF –V1_1] or in [RFC 3711]
If integrity and confidentiality of communication data and content viewing data are requested by the ISC User and this is allowed by the service provider policies.TLS/PSK-TLS or SRTP will be performed during communication and content viewing process in accordance with [RFC2246], [RFC4279], [OMA-SEC-CF- V1_1] ,[RFC3711] and [3GPP TS 33.203]/ [3GPP2 S.R0086-0].
Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version


A.2 Draft/Candidate Version 1.0 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions

OMA-TS-ISC-V1_0
	12 Aug 2013
	all
	Initial draft

	
	27 Aug 2013
	All
	OMA-COM-ISC-2013-0159-INP_TS_Section_Proposal

	
	08 Oct 2013
	all
	Incorporated CRs:

   OMA-COM-ISC-2013-0173R03-CR_TS_ISC_ContentViewing_Self.doc

   OMA-COM-ISC-2013-0174R02-CR_TS_ISC_ContentViewing_1_1.doc

   OMA-COM-ISC-2013-0175R02-CR_TS_ISC_ContentViewing_Pre_definedGroup.doc

   OMA-COM-ISC-2013-0178R01-CR_TS_ISC_delegation_flow.doc

   OMA-COM-ISC-2013-0182R01-CR_TS_Charging.doc

   OMA-COM-ISC-2013-0184R01-CR_TS__Security.doc

   OMA-COM-ISC-2013-0185R01-CR_TS_System_Concepts.doc

   OMA-COM-ISC-2013-0186R01-CR_TS_ISC_User_Preference_Application_Usage.doc

   OMA-COM-ISC-2013-0190R02-CR_TS_ISC_Full_Contents_List_Flow.doc

   OMA-COM-ISC-2013-0193R02-CR_TS_Content_Views_Distribution_Flow.doc

   OMA-COM-ISC-2013-0194R01-CR_TS_ISC_ContentViewing_1_1_ControlContent.doc

   OMA-COM-ISC-2013-0195R02-CR_TS_ISC_ContentViewing_Pre_definedGroup_ChangeContent.doc

   OMA-COM-ISC-2013-0196R02-CR_TS_ISC_ContentViewing_Pre_definedGroup_ControlContent.doc

   OMA-COM-ISC-2013-0198R01-CR_TS_ISC_ContentViewing_1_1_ChangeContent.doc

	
	17 Oct 2013
	9, A.2
	Editorial changes


Appendix B. Static Conformance Requirements
(Normative)

The notation used in this appendix is specified in [SCRRULES].

The following is a model of a set of SCR tables.  DELETE THIS COMMENT

B.1 SCR for XYZ Client

	Item
	Function
	Reference
	Requirement

	XYZ-C-001-M
	Something mandatory
	Section x.y
	(XYZ-C-004-O OR XYZ-C-003-M) AND
 XYZ-C-002-O

	XYZ-C-002-O
	Something optional
	Section x.y
	

	XYZ-C-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MCF

	XYZ-C-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OCF


B.2 SCR for XYZ Server

	Item
	Function
	Reference
	Requirement

	XYZ-S-001-M
	Something mandatory
	Section x.y
	XYZ-S-004-O OR XYZ-S-002-O OR XYZ-S-003-M

	XYZ-S-002-O
	Something optional
	Section x.y
	

	XYZ-S-003-M
	Dependencies on ZYX
	Section x.y
	ZYX:MSF

	XYZ-S-004-O
	Dependencies on ZYX
	Section x.y
	ZYX:OSF


Appendix C. Flows
(Normative)
C.1 Content Viewing and Communication
C.1.1 Content Viewing and Communication session 

This section describes the case where an ISC User requests to watch content and communicate with another user. 
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13. Content viewing and Communication is in progress between Users A and B


1. Upon receiving the request from User A to watch content and communicate along with User B, the ISC Client A gathers information related to the content from the Contents List.

2. ISC Client A sends a request SIP INVITE for Content Viewing (CV) towards the ISC Server Media Function including 

· the reference to content

· information that there is an associated communication

· target User B.
3. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards ISC Client B. ISC Client B knows that the User A request is intended for both content viewing and communication.

4. If an ISC session (CV) has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

5. Upon request from ISC Client A, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including 

· information that there is an associated content viewing

· target User B.
Editor’s note: need to add exact references to the CPM TS in the detailed procedure sections.
6. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards ISC Client B.
7. Upon receiving acceptance from User B for content viewing, the ISC Client B sends back a response 200 OK (CV).

8. ISC Server Media Function relays the SIP 200 (CV) response accepting to set up content viewing session.
9. UDP/RTP channel is setup by ISC Server Media Function towards both ISC Client A and ISC Client B. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the ISC Client A and ISC Client B. User A and B are now watching the content.

10. Upon receiving acceptance from User B for communication, the ISC Client B sends back a response 200 OK (CM).

11. ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

12. MSRP channel is setup by ISC Server Communication Function towards both ISC Client A and ISC Client B for exchanging messages.

13. Users A and B are now watching the content together and communicating.
C.1.2 Change Content Viewing
This section describes the case where an ISC Users are watching content and communicating, and one user requests to change content. 
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13. The following is assumed:

· ISC Client A has already established an ISC Content Viewing and Communication session with ISC Client B as in shown in Figure. X.Y.Z11;

14. Upon receiving the request from User A to change content for both users, the ISC Client A gathers information related to new content (e.g. from the Contents List).

15. ISC Client A sends a request SIP re-INVITE (CV) towards the ISC Server Media Function including

· the reference to new content

· information that the change content is for both users
16. ISC Server Media Function relays the SIP re-INVITE (CV) for changing content viewing towards ISC Client B. 

17. Upon receiving acceptance from User B for content viewing, the ISC Client B sends back a response 200 OK (CV).

18. ISC Server Media Function relays the SIP 200 (CV) response accepting to stream new content.
19. ISC Server Media Function then transmits the media related to the new content requested in Step 15 over the existing UDP/RTP channel to the ISC Client A and ISC Client B. User A and User B are now watching the new content.
C.1.3 Control Content Viewing
This section describes the case an ISC User requests to watch content and communicate with another user and allowing user to control (e.g., start, stop, rewind, forward, skip etc). 
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Editor’s note: It is FFS whether the procedures steps 1- 14 for the above flow should be optimized by e,g, referring to other flows.
1. Upon receiving the request from User A to watch content with controls and communicate along with User B, the ISC Client A gathers information related to the content from the Contents List.

2. ISC Client A sends a request SIP INVITE for content viewing (CV) including the reference to content towards the ISC Server Media Function for setting up an RTSP session.

3. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards ISC Client B. ISC Client B knows that the User A request is intended for both content viewing and communication.

4. If an ISC session (CV) has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

5. Upon request from ISC Client A to communication session with ISC Client B, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM).

6. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards ISC Client B.
7. Upon receiving acceptance from User B for content viewing, the ISC Client B sends back a response 200 OK (CV).

8. ISC Server Media Function sends back a response (200 OK) accepting to process the request and setting up UDP/RTP channel for RTSP session.
9. ISC Client A sends RTSP PLAY to start receiving the content for both ISC Client A and ISC Client B, towards the ISC Server Media Function.

10. UDP/RTP channel for RTSP session is setup by ISC Server Media Function towards both ISC Client A and ISC Client B. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the ISC Client A and ISC Client B. User A and B are now watching the content.

11. Upon receiving acceptance from User B for communication, the ISC Client B sends back a response 200 OK (CM).

12. ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

13. MSRP channel is setup by ISC Server Communication Function towards both ISC Client A and ISC Client B for exchanging messages.

14. Users A and B are now watching the content together and communicating.

15. ISC Client A receives a request from User A to pause the content.

16. ISC Client A sends RTSP PAUSE to temporarily halt receiving the content, towards the ISC Server Media Function.

17. ISC Server Media Function then stops transmitting the media over the UDP/RTP channel for both ISC Client A and ISC Client B.
18. ISC Client A receives a request from User A to resume the content.

19. ISC Client A sends RTSP PLAY to continue receiving the content, towards the ISC Server Media Function.

20. ISC Server Media Function then resumes transmitting the media over the UDP/RTP channel to both ISC Client A and ISC Client B. User A and User B has now resumed watching the content.

21. Users A and B are now watching the content together and communicating.
Note: ISC Client A can also send the following RTSP controls at any time after the ISC session is established: forward, rewind, skip, etc, according to the rules and procedures of [RFC2326].

C.2 Self Content Viewing
C.2.1 Change Content Viewing

This section describes the case where an ISC User A requests to deliver content and allowing user to change to another content. 
Editor’s Note: The AD must be updated to associate all content viewing related requests to the Media Function, assuming that all communication related requests will be handled by the CPM Enabler.
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1. Upon receiving the request from User A to watch content, the ISC Client A gathers information related to the content from the Contents List.

2. ISC Client A sends a request (SIP INVITE) for content viewing (CV) including the reference to content towards the ISC Server A (Media Function).

3. If an ISC session has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

4. ISC Server Media Function sends back a response (200 OK) accepting to process the request and setting up UDP/RTP channel.
5. ISC Server Media Function then transmits the media related to the content requested in Step.2 over the UDP/RTP channel to the ISC Client A. User A is now watching the content.

6. Upon receiving the request from User A to change content, the ISC Client A gathers information related to new content from the Contents List.

7. ISC Client A sends a request (SIP re-INVITE) including the reference to new content towards the ISC Server Media Function.

8. ISC Server Media Function sends back a response (200 OK) accepting to process the request.
9. ISC Server Media Function then transmits the media related to the new content requested in Step 7 over the existing UDP/RTP channel to the ISC Client A. User A is now watching the new content.
C.2.2 Control Content Viewing
This section describes the case where an ISC User A requests to deliver content and allowing user to control (e.g., start, stop, rewind, forward, skip etc). 
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1. Upon receiving the request from User A to watch content with controls, the ISC Client A gathers information related to the content from the Contents List.

2. ISC Client A sends a request (SIP INVITE) for content viewing (CV) including the reference to content towards the ISC Server Media Function for setting up an RTSP session.

3. If an ISC session has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

4. ISC Server Media Function sends back a response (200 OK) accepting to process the request and setting up UDP/RTP channel for RTSP session.
5. ISC Client A sends RTSP PLAY to start receiving the content, towards the ISC Server Media Function.

6. ISC Server Media Function then transmits the media related to the content requested in Step.2 over the UDP/RTP channel to the ISC Client A. User A is now watching the content.

7. ISC Client A receives a request from User A to pause the content.

8. ISC Client A sends RTSP PAUSE to temporarily halt receiving the content, towards the ISC Server Media Function.

9. ISC Server Media Function then stops transmitting the media over the UDP/RTP channel.
10. ISC Client A receives a request from User A to resume the content.

11. ISC Client A sends RTSP PLAY to continue receiving the content, towards the ISC Server Media Function.

12. ISC Server Media Function then resumes transmitting the media over the UDP/RTP channel to the ISC Client A. User A has now resumed watching the content.
Note: ISC Client A can also send the following RTSP controls at any time after the ISC session is established: forward, rewind, skip, etc, according to the rules and procedures of [RFC2326].
C.3 Pre-defined Group Content Viewing and Communication Session Management
C.3.1 Establish a Content Viewing and Communication Session with a Pre-defined Group 
This section describes the case where an ISC User requests to establish a content viewing and communication session with a pre-defined Content Viewing Group. 
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1. Upon receiving the request from User A to watch content and communicate in pre-defined Group, the ISC Client A gathers information related to the content from the Contents List and the identity of the pre-defined group.

2. ISC Client A sends a request SIP INVITE for Content Viewing (CV) towards the ISC Server Media Function including 

· the reference to content

· pre-defined group identity

3. If an ISC session (CV) has not been established yet for the requested content, ISC Server A establishes an ISC session with the Content Provider through the ISC CP Gateway for receiving content.

4. ISC Server Media Function gets the group members and group policy for the pre-defined group in ISC XDMS.

5. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards each group member.

6. ISC Client A retrieves the group members for the pre-defined group in ISC XDMS.
Editor’s note: How to access the group members for the pre-defined group is FFS, e.g. via the ISC Server or directly by the ISC Client to the ISC XDMS.
7. Upon request from ISC Client A, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including the members of pre-defined group in URI List.

8. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards each member.
9. Upon receiving acceptance from group member for content viewing, the respective ISC Client sends back a response 200 OK (CV).

10. ISC Server Media Function relays the SIP 200 (CV) response accepting to set up content viewing session.
11. UDP/RTP channel is setup by ISC Server Media Function towards all the group members accepting the content viewing. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel to the pre-defined group members. Users of pre-defined group are now watching the content.

12. Upon receiving acceptance from group member for communication, the respective ISC Client sends back a response 200 OK (CM).

13. ISC Server Communication Function relays the SIP 200 (CM) response accepting to set up communication session.

14. MSRP channel is setup by ISC Server Communication Function towards all the group members accepting the communication session invite for exchanging messages.

15. Users of pre-defined group are now watching the content together and communicating.
C.3.2 Change Content Viewing 
 This section describes the case where an ISC Users are watching content and communicating, and one user requests to change content. 
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14. The following is assumed:

· ISC Client A has already established an ISC Content Viewing and Communication session with pre-defined group as shown in Figure. X.Y.Z11;

15. Upon receiving the request from User A to change content for the group, the ISC Client A gathers information related to new content from the Contents List.

16. ISC Client A sends a request SIP re-INVITE (CV) towards the ISC Server Media Function including

· the reference to new content

· pre-defined group
17. ISC Server Media Function checks the authorization in group policy.

18. ISC Server Media Function relays the SIP re-INVITE (CV) for changing content viewing towards group members. 

19. ISC Client’s of group members auto-accept the invite for changing content viewing

20. And the corresponding ISC Client sends back a response 200 OK (CV).

21. ISC Server Media Function relays the SIP 200 (CV) response to ISC Client A accepting to stream new content.
22. ISC Server Media Function then transmits the media related to the new content requested in Step 16 over the existing UDP/RTP channel to all the group members. 

23. Users of pre-defined group are now watching the new content together and communicating.
C.3.3 Control Content Viewing with a Pre-defined Group

This section describes the case an ISC User requests to watch content and communicate with another user and allowing user to control content viewing (e.g., start, stop, rewind, forward, skip etc). 
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1. Upon receiving the request from User A to watch content with controls and communicate along with group members, the ISC Client A gathers information related to the content (e.g. from the contents list) and the identity of the pre-defined group.

2. ISC Client A sends a request SIP INVITE for content viewing (CV) including the reference to content towards the ISC Server Media Function for setting up an RTSP session for a pre-defined group.

3. ISC Server Media Function gets the group members and group policy for the pre-defined group in ISC XDMS.

4. ISC Server Media Function relays the SIP INVITE (CV) for content viewing towards each group member.

5. ISC Client A retrieves the group members for the pre-defined group in ISC XDMS.

Editor’s note: How to access the group members for the pre-defined group is FFS, e.g. via the ISC Server or directly by the ISC Client to the ISC XDMS.
6. Upon request from ISC Client A, CPM Client A sends a request SIP INVITE (CM) towards the ISC Server Communication Function (CPM) including the members of pre-defined group in URI List.

7. ISC Server Communication Function (CPM) relays the SIP INVITE (CM) for setting up communication towards each member.
8. Upon receiving acceptance from group member for content viewing, the respective ISC Client sends back a response 200 OK (CV).

9. ISC Server Media Function relays the SIP 200 OK (CV) response accepting to set up UDP/RTP channel for RTSP session.
10. ISC Client A sends RTSP PLAY to start distributing the content to the group, towards the ISC Server Media Function.

11. ISC Server Media Function checks if ISC Client A is authorized to control the playing of content to all group members.

12. UDP/RTP channel for RTSP session is setup by ISC Server Media Function towards all the group members accepting content viewing. ISC Server Media Function then transmits the media related to the content requested in Step 2, over the UDP/RTP channel. Group members are now watching the content.

13. Upon receiving acceptance from group member for communication, the respective ISC Client sends back a response 200 OK (CM).

14. ISC Server Communication Function relays the SIP 200 OK (CM) response accepting to set up communication session.

15. MSRP channel is setup by ISC Server Communication Function towards all the group members accepting the communication session invite for exchanging messages. Users of pre-defined group are now watching the content together and communicating.

16. ISC Client A receives a request from User A to pause the content. ISC Client A sends RTSP PAUSE to temporarily halt receiving the content, towards the ISC Server Media Function.

17. ISC Server Media Function checks group policy to authorize.

18. ISC Server Media Function then stops transmitting the media over the UDP/RTP channel all the group members.
19. ISC Client A receives a request from User A to resume the content. ISC Client A sends RTSP PLAY to continue receiving the content, towards the ISC Server Media Function.

20. ISC Server Media Function checks group policy to authorize.

21. ISC Server Media Function then resumes transmitting the media over the UDP/RTP channel to the group. User A and User B has now resumed watching the content.

Note: ISC Client A can also send the following RTSP controls at any time after the ISC session is established: forward, rewind, skip, etc, according to the rules and procedures of [RFC2326].

C.4 Delegating a Content Usage Right to other ISC Users
This section describes the case where an ISC User delegates his right to use a specific content to other ISC Users.
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1. ISC Client A sends a request (SIP REFER) to ISC Server A to delegate his right to use a content to ISC Clients B1 and B2. 

2. ISC Server A checks whether ISC Client A has authorization to delegate his/her content usage rights to the ISC Clients, and if so sends back a response (202 Accepted) to accept to process the request.

3-4. ISC Server A sends an initial notification (SIP NOTIFY) related to the delegation request to ISC Client A, which responds back (200 OK) to confirm the reception of the notification.

5-6. ISC Server A sends an invitation (SIP INVITE) towards ISC Server B to delegate ISC Client A’s content usage right to ISC Client B1. ISC Server B relays the invitation to ISC Client B1.

7-8. Similarly, ISC Server A sends an invitation towards ISC Server B to delegate ISC Client A’s content usage right to ISC Client B2. ISC Server B relays the invitation to ISC Client B2.

9-10. ISC Client B1 sends back a response (200 OK) towards ISC Server B to accept the invitation to delegate ISC Client A’s content usage right. ISC Server B relays the response to ISC Server A.

11-12. Since ISC Client B1 was the first to accept the delegation invitation, ISC Server A sends a request (SIP CANCEL) towards ISC Server B to cancel the delegation invitation that was sent to ISC Client B2. ISC Server B relays the cancellation request to ISC Client B2.

13-14. ISC Client B2 sends back a response (200 OK) towards ISC Server B to accept the cancellation request. ISC Server B relays the cancellation request ISC Server A.

15. ISC Server A creates a new usage rights information for ISC Client B1.

16-17. ISC Server sends (MSRP SEND) the created usage rights information towards ISC Server B, which relays it to ISC Client B1.

18-19. ISC Client B1 sends back a response (200 OK) towards ISC Server B to confirm the reception of the usage rights information. ISC Server B relays the response to ISC Server A.

20-21. ISC Server A sends a request to close the session (SIP BYE) towards ISC Server B, which relays it to ISC Client B1.

22-23. ISC Client B1 sends back a response (200 OK) towards ISC Server B to accept the closure of the session. ISC Server B relays the response to ISC Server A.

24. ISC Server A notifies (SIP NOTIFY) ISC Client A that ISC Client B1 accepted the delegation request made earlier by ISC Client A, and received the corresponding usage rights.

25. ISC Client A sends back a response (200 OK) to ISC Server A to confirm the reception of the notification.

26-27. Both ISC Client A and ISC Server A deletes the usage rights information of ISC Client A as it is no longer valid.
C.5 Receiving Full Contents List from CP
This section describes the case where an ISC User can receive the full Contents List document from the CP via ISC CP Gateway. 
The following is assumed:

· ISC XDMS has already received full Contents List from the ISC CP GATEWAY. It is also assumed that ISC XDMS has subscribed for receiving the updates in Contents List
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1. ISC Client subscribes to Contents List document by sending SIP SUBSCRIBE request to the ISC Server Contents Guide Function. This SIP SUBSCRIBE request is generated by the ISC Client:

a. with expires = 0 in header to receive the Full Contents List document only once, according to the rules and procedures described in [RFC6665]
b. with “xcap-diff “ to receive continuous updates to the Contents List document, according to the rules and procedures described in [RFC5875].
2. The ISC Server Contents Guide Function acknowledges with a 200 OK response towards the ISC Client.

3. The ISC Server Content Guide Function sends an XCAP GET request to ISC XDMS to receive the full Contents List document. 

4. The ISC XDMS acknowledges with a 200 OK response including the full Contents List document towards the ISC Server Contents Guide Function.

5. The ISC Server Contents Guide Function generates a SIP NOTIFY including the full Contents List towards the ISC Client. If the SIP SUBSCRIBE request in Step.1 is for receiving continuous updates, then ISC Server Contents Guide Function generates SIP NOTIFY every time there is an update to Contents List.

6. The ISC Client acknowledges with a 200 OK response towards the ISC Server Contents Guide Function.
C.6 Content Views Distribution
C.6.1 Distribute Content Views according to Content View selection
This section describes the case where an ISC User requests to distribute contents according to his/her Content View selection. 
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Figure X.Y.1

1. ISC User A selects one specific Content View (e.g. left view) and request to watch. 
2. ISC Client A sends a request (SIP INVITE) for Immersive Content Viewing (ICV) towards the ISC Server (Media Function) including information about the Content View selection 

3-7 If an ISC session has not been established yet for the requested contents, ISC Server sends a request (SIP INVITE) towards ISC CPGateway. After contents session between ISC CPGateway and Content Provider is established, ISC CPGateway sends back a response (200 OK). ISC Server retrieves contents according to the Content View selection information.

8-9. ISC Server sends back a response (200 OK) and distributes Content Views to the ISC Client A through the established ISC Immersive Content Viewing Session.

10. After a while, the ISC User A selects another specific Content View (e.g. right view) and request to watch. 

11. ISC Client A sends a request (SIP re-INVITE) for Immersive Content Viewing (ICV) towards the ISC Server (Media Function) including information about the modified Content View selection. 

5-6. If an ISC session has not been established yet for the requested contents, ISC Server sends a request (SIP re-INVITE) towards ISC CPGateway which contains the modified Content View selection information. And ISC session between the ISC Server and ISC CPGateway is modified. ISC Server retrieves contents according to the Content View selection information.
5-7. Similarly, ISC Server sends back a response (200 OK) and distributes Content Views to the ISC Client A through the modified ISC Immersive Content Viewing Session.
C.6.2 Distribute Content Views according to selected Spatial Configuration
This section describes the case where an ISC User requests to distribute contents according to his/her selected Spatial Configuration. 
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Figure X.Y.2

1. ISC User A has two ISC enabled devices (corresponding to ISC Client A1 and A2). ISC User A wants to watch contents with his/her multiple devices, and he/she selects one specific Spatial Configuration (e.g. left view distributed to the left-positioned device) for the content viewing. 
2. ISC Client A1 sends a request (SIP INVITE) for Immersive Content Viewing (ICV) towards the ISC Server (Media Function) including: 

· the reference to content

· information about the selected Spatial Configuration
3-6. If an ISC session has not been established yet for the requested contents, ISC Server sends a request (SIP INVITE) towards ISC CPGateway. After contents session between ISC CPGateway and Content Provider is established, ISC CPGateway sends back a response (200 OK).

2-8. Based on this request, ISC Server sends a response (200 OK) back to ISC Client A1. ISC Server (Media Function) sends also a request (SIP INVITE) to ISC Client A2. ISC Client A2 sends back a response (200 OK). 
2-9. After that, the Immersive Content Viewing session is established between ISC User A1 and A2. ISC Server (Media Function) arranges contents based on the selected Spatial Configuration and distributes to the ISC Client A1 and A2 accordingly.
12. After a while, the ISC User A selects another specific Spatial Configuration (e.g. left view distributed to the right-positioned device) for the ongoing Immersive Content Viewing Session. 

13. ISC Client A1 sends a request (SIP re-INVITE) for Immersive Content Viewing (ICV) towards the ISC Server (Media Function) including: 

· the reference to new content(optionally)
· information about the selected Spatial Configuration

14-17. Based on this request, ISC Server sends a response (200 OK) back to ISC Client A1. ISC Server (Media Function) sends also a request (SIP re-INVITE) to ISC Client A2. ISC Client A2 sends back a response (200 OK). 

14-18. After that, the Immersive Content Viewing session is modified between ISC User A1 and A2. ISC Server (Media Function) arranges contents based on the modified Spatial Configuration and distributes to the ISC Client A1 and A2 accordingly.
Appendix D. ISC Charging Principles and Scenarios (informative)
Editor’s Note: This section needs to be reviewed by a charging expert to judge the merits and accuracy of the content. If there is not charging expert to provide this review, this section will be deleted before going for candidate approval.
The OMA charging model states that its “Charging Enabler” facilitates interaction between various OMA service enablers and the charging functional entity (either offline, online or both), which may reside in various domains, e.g., 3GPP/3GPP2 Service Provider [OMA-Charging]. As an external entity residing in the operator's domain this charging entity takes various roles, which service providers need to perform the charging activities.

ISC charging is based on the concept of charging for usage of the service. ISC charging shall support two charging models, Event–based charging and session–based charging.

· Session–based charging used when there is a need to maintain a session for all through the service. Typically, there are at least two requests to the billing system.
· Initial request–used for signaling the beginning of the activities .This request type contains the data related to the session used by the user.
· Intermediary request–used for updating the current session (for example, adding video to a voice call).This request is, of course, optional.
· Final request–used for closing a session.
· Event–based charging, charging for session unrelated events. 
D.1 Charging Principles for ISC Events
The OMA Charging Enabler User shall use Event-based charging to enable charging for the following session unrelated procedures refers to the corresponding charging scenarios:

· Request and receive information about another ISC User’s context.
· Receive suggestions of other ISC Users and /or suggestions of contents from the service provider
· Retrieval of the list of contents
· Retrieval of associated content
· Retrieval of one or all deferred contents/information.
· Having all deferred content/information pushed
D.2 Charging Principles for ISC Sessions
Charging requests for an ISC session shall be generated by the ISC Server for the ISC User being served by it. 

The charged parties may be any of the ISC participants, depending on the role of the participant. These roles are:

· ISC participant.

· ISC inviting user or group owner (in the case of Content Viewing Group)
Information about the session supported by the ISC Enabler shall be collected by the ISC Server. 

 ISC session owner and/or participants may be charged based on, e.g.:
1. session duration,

2. Number of participants,
3. Volume of messages sent and/or received by the participant to/from the content provider,

4. Number of messages sent and/or received by the participant to/from the content provider,

Or a combination of the above.
<Additional Information>

If needed, add annex to provide additional information to support the document.  In general, this information should be informative, as normative material should be contained in the primary body of the document.
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