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1. Scope

This specification describes the data formats and XDM Application Usages for the Immersive Social Centre (ISC) XML Documents.
2. References

2.1 Normative References

	OMA
	

	[SCRRULES]
	“SCR Rules and Procedures”, Version 1.0, Open Mobile Alliance(, OMA-ORG-SCR_Rules_and_Procedures-V1_0,                                                                                                          URL: http://www.openmobilealliance.org/

	[XDM_AD]
	“XML Document Management Architecture”, Version 2.x, Open Mobile Alliance(, OMA-AD-XDM-V2_x,                                                                                                                                                               URL: http://www.openmobilealliance.org/
[Include the appropriate XDM Version used ]

	[XDM_Core]
	“XML Document Management (XDM) Specification”, Version 2.x, Open Mobile Alliance(, OMA-TS-XDM_Core-V2_x,                                                                                                                                          URL: http://www.openmobilealliance.org/

	[XDM_RD]
	“XML Document Management Requirements”, Version 2.x, Open Mobile Alliance(, OMA-RD-XDM-V2_x,                                                                                                                                                                 URL: http://www.openmobilealliance.org/
[Include the appropriate XDM Version used ]

	[XDM_ERELD-V2_x]
	“Enabler Release Document for XDM”, Version 2.x, Open Mobile Alliance(, OMA-ERELD-XDM-V2_x,                                                                                                                                                              URL: http://www.openmobilealliance.org/
[Include the appropriate XDM Version used. This refence is needed if any XDM XSDs are used, else delete it. ]

	[XSD_ FuncArea-AppUsagexxx]
	“XML Schema Definition: [FuncArea AppUsagexxx]”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_app_ussagexxx-V1_0,                                                                                                                           URL: http://www.openmobilealliance.org/

	[XSD_apList]
	“XML Schema Definition : XDM Access Permissions List”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_access_permissions_list-V1_0,                                                                                                    URL : http://www.openmobilealliance.org/ 

[Include if this XDM generically defined list is used, else delete this reference ]

	[XSD_aliasList]
	“XML Schema Definition : XDM Alias Principals List”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_alias_principals_list-V1_0,                                                                     URL : http://www.openmobilealliance.org/
[Include if this XDM generically defined list is used, else delete this reference ]

	[XSD_appusage]
	“XML Schema Definition: XDM Resource List Elements – appusage”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_rsrclst_appusage-V1_0,                                                                         URL: http://www.openmobilealliance.org/
[Include if this XDM generically defined list is used, else delete this reference ]

	[XSD_fnl]
	“XML Schema Definition: “XDM – Forwarding Notification List”, Version 1.0, Open Mobile Alliance(, 
OMA-SUP-XSD_xdm_forwarding_notification_list-V1_0,                                                                                                              URL: http://www.openmobilealliance.org/
[Include if this XDM generically defined list is used, else delete this reference ]

	[XSD_uriusage]
	“XML Schema Definition: XDM Resource List Elements – uriusage”, Version 1.0, Open Mobile Alliance(, OMA-SUP-XSD_xdm_rsrclst_uriusage-V1_0,                                                                           URL: http://www.openmobilealliance.org/
[Include if this XDM generically defined list is used, else delete this reference ]

	IETF
	

	[RFC2119]
	IETF RFC 2119 “Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997,                                                                                                                               URL: http://www.ietf.org/rfc/rfc2119.txt

	[RFC4825]
	IETF RFC 4825 “The Extensible Markup Language (XML) Configuration Access protocol (XCAP)”, J. Rosenberg, May 2007,                                                                                                                                    URL: http://www.ietf.org/rfc/rfc4825.txt

	[RFC4826]
	IETF RFC 4826 “The Extensible Markup Language (XML) Formats for Representing Resource Lists”, J. Rosenberg, May 2007,                                                                                                                                     URL: http://www.ietf.org/rfc/rfc4826.txt
[Include if used, else delete this reference ]

	<< Add/Remove reference rows to this table as needed - DELETE This Row >>


2.2 Informative References

	OMA
	

	[OMADICT]
	“Dictionary for OMA Specifications”, Version 2.7, Open Mobile Alliance(, OMA-ORG-Dictionary-V2_7,                                                                                                                                                         URL: http://www.openmobilealliance.org/

	[OMNA_xxxxxxxxxxx]
	Open Mobile Naming Authority - xxxxxxxxxxxx Registry, Open Mobile Alliance(,                 URL: http://www.openmobilealliance.org/tech/omna/xxxxxxxxx.htm 
[Include if any predefined values in existing registries are reused or added by this FuncArea, else delete this reference ]

	[XDM_Group]
	“Group XDM Specification”, Version 1.1, Open Mobile Alliance(, OMA-TS-XDM_Group-V1_1,                                                                                                                            URL: http://www.openmobilealliance.org/
[Include if any XDM generic groups are used, else delete this reference ]


3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions

	Access Permissions
	Use definition from [XDM_RD].

	Access Permissions Document
	Use definition from [XDM_Core].

	Access Permissions List
	Use definition from [XDM_AD].

	Access Permissions List Document
	Use definition from [XDM_AD].

	Admin Principal
	Use definition from [XDM_RD].

	Alias Principal
	Use definition from [XDM_RD].

	Alias Principals List Document
	Use definition from [XDM_AD].

	Application Unique ID
	Use definition from [XDM_Core].

	Application Usage
	Use definition from [XDM_Core].

	Document Reference
	Use definition from [XDM_AD].

	Document Selector
	Use definition from [XDM_Core].

	Enabler
	Use definition from [OMADICT].

	Entity Tag
	Use definition from [XDM_Core].

	Forwarding Notification List
	Use definition from [XDM_AD].

	Forwaring Notification List Document
	Use definition from [XDM_AD].

	Global Document
	Use definition from [XDM_Core].

	Global Tree
	Use definition from [XDM_Core].

	Group Usage List
	Use definition from [XDM_RD].

	Group Usage List Document
	Use definition from [XDM_RD].

	History Information 
	Use definition from [XDM_AD].

	Modification History Information Document 
	Use definition from [XDM_Core].

	Node Selector
	Use definition from [XDM_Core].

	Node Selector Separator
	Use definition from [XDM_Core].

	Node URI
	Use definition from [XDM_Core].

	Primary Principal 
	Use definition from [XDM_RD].

	Principal
	Use definition from [OMADICT].

	Request History Document
	Use definition from [XDM_Core].

	URI List
	Use definition from [XDM_RD].

	URI List Document
	Use definition from [XDM_RD].

	XCAP Root
	Use definition from [XDM_Core].

	XCAP Server
	Use definition from [XDM_Core].

	XDCP Request
	Use definition from [XDM_Core].

	XDM Agent
	Use definition from [XDM_AD].

	XDM Document
	Use definition from [XDM_RD].

	XDM Document Part
	Use definition from [XDM_RD].

	XDM Preferences Document
	Use definition from [XDM_Core].

	XDM Resource
	Use definition from [XDM_RD].

	XDMC
	Use definition from [XDM_AD].

	XDMS
	Use definition from [XDM_AD].


3.3 Abbreviations

	ABNF
	Augmented Backus-Naur Form

	AUID
	Application Unique ID

	E-Tag
	Entity Tag

	HTTP
	Hypertext Transfer Protocol

	IETF
	Internet Engineering Task Force

	ISC
	Immersive Social Centre

	MIME
	Multipurpose Internet Mail Extensions

	OMA
	Open Mobile Alliance

	OMNA
	Open Mobile Naming Authority

	SCR
	Static Conformance Requirements

	SIP
	Session Initiation Protocol

	URI
	Uniform Resource Identifier

	URL
	Uniform Resource Locator

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMC
	XDM Client

	XDMS
	XDM Server

	XML
	Extensible Markup Language


4. Introduction

This specification, which is a part of the ISC Enabler, describes the following Application Usages:

· ISC XDM Application Usage xxx
· ISC XDM Application Usage yyy 

· ISC XDM Application Usage zzz,

and reuses the following XDM lists and/or groups :

- Access Permissions List, as defined in [XSD_apList]. [This is an example and should be followed for any applicable XDM lists used by [FuncARea], or deleted if no XDM lists and/or groups are reused.
The ISC Application Usages MUST use the XDM architecture defined in [XDM_AD] and the [XDM_Core] procedures, with the clarifications and restrictions added in this specification. 
4.1 Version 1.0
This version of the ISC Application Usages specifies:

· ISC XDM Application Usage xxx
· ISC XDM Application Usage yyy 

· ISC XDM Application Usage zzz,

· naming conventions, data semantics, schema, validation constraints as well as the level of support for all the available [XDM_Core] features.
4.2 Version x.y
If the version x.y of the ISC is backward compatible with previous version(s) then the following text applies:
This version extends the version 1.0, by adding the following:

· [elements, attributes] in ISC Application Usage xxx
· [elements, attributes] in ISC Application Usage yyy 

If the version x.y of the ISC is NOT compatible with previous version(s) then the following text applies:
The version x.y brings the following changes:

· [explain changes] in ISC Application Usage xxx
· [elements, attributes] in ISC Application Usage yyy 

5. ISC  XDM Application Usages

5.1 ISC Content List
The ISC Contents List Application Usage contains all data about the list of contents (including metadata, Associated Contents) organized in the structure below. The ISC Contents List is managed (read/write/update) by the ISC Server Contents Guide Function and interpreted (read) by the ISC Clients for their respective ISC Users.

5.1.1 Structure

The ISC Contents List Application Usage SHALL conform to the structure described in this sub-clause. The Schema definition is provided in section 5.2.3 “XML Schema”.

The following is the example of ISC Contents List structure of XML Instance Document for retrieving the full Contents List and Personalized Contents List from the ISC XDMS. This ISC Contents List structure is not exhaustive. It can also include more information provided either by ISC Server or Content Provider.

<?xml version="1.0" encoding="UTF-8"?>

<Contents-list xmlns="urn:urn-7:3gpp-service.ims.iari.oma.isc.contentslist">

<Contents list>



<ContentRef>




<Source> Non-User





<Content Metadata>






<ContentName>Expendables</ContentName>






<Keywords>Sylvester Stallone, Bruce Willis, Jason Statham</Keywords>






<MediaType>Video</MediaType>






<Genre>Action</Genre>






<Rating>3</Rating>






<URL>http://www.youtube.com/watch?v=-StnQvFAXtM</URL>






<AspectRatio>HD</AspectRatio>






<AudioStreamType>AAC</AudioStreamType>






<VideoStreamType>MPEG4</VideoStreamType>






<UserChoice>







<RefName=FullContentsList>







<RefName=ReferPredefinedPref>







<RefName=ReferOnDemandPref>






</UserChoice>





</Content Metadata>




</Source>



</ContentRef>



<ContentRef>




<Source> Non-User





<Content Metadata>






<ContentName>Avatar</ContentName>






<Keywords>James Cameron, Zoe Saldana</Keywords>






<MediaType>Video</MediaType>






<Genre>Fantasy</Genre>






<Rating>4</Rating>






<URL>http://www.youtube.com/watch?v=gU--IDmziyE</URL>






<AspectRatio>HD</AspectRatio>






<AudioStreamType>AAC</AudioStreamType>






<VideoStreamType>MPEG4</VideoStreamType>






<UserChoice>







<RefName=FullContentsList>







<RefName=ReferPredefinedPref>







<RefName=ReferOnDemandPref>






</UserChoice>





</Content Metadata>




</Source>



</ContentRef>

Figure 1: XML Structure for ISC Contents List
The elements of the “Contents List” XML structure are described below:

	Element Name
	Description

	ContentRef
	Unique Identifier for Content among the Service Providers. SIP URI can also be the value for ContentRef and Channel No. can also be set as the value for ContentRef for the LIVE content.

	Source
	Value of the Source can be User/Non-user. If Source is "User", then it means that Content is user generated and has user generated metadata. If the Source is "Non-user"
then it means that Content is Content provider / Service provider generated content and has respected metadata information.

	Content Name
	Name of the content 

	Keywords
	Keywords are associated with the content. Keywords can be user generated or server generated.

	Media Type
	MediaType can be Audio or Video.

	Genre
	Genre of the content can be action, comedy, drama etc.,

	Rating
	Rating for the content can be provided by the content/service provider or by the user.

	URL
	Uniform Resource Locator to fetch the content. URL can either be generated by the server/user.

	Aspect Ratio
	Standard or High definition resolution of the content.

	Audio Stream Type
	Audio Stream type of the content such as AC3, AAC, MPEG1 etc.,

	Video Stream Type
	Video stream type of the content such as MPEG2, MPEG4 etc.,

	UserChoice
	UserChoice field refers to the type of Content List required by the ISC User. The UserChoice sub-element RefName can be either “FullContentsList” or “ReferPredefinedPref” or “ReferOnDemandPref”.

	FullContentsList
	To receive the full Contents List the value of the UserChoice sub-element RefName is set as “FullContentsList”.

	ReferPredefinedPref
	To receive the personalized Contents List according to the stored preferences, the value of the UserChoice sub-element RefName is set as “ReferPredefinedPref”.

	ReferOnDemandPref
	To receive the personalized Contents List according to the dynamic list of preferences, the value of the UserChoice sub-element RefName is set as “ReferOnDemandPref”.


5.1.2 Application Unique ID

The AUID MUST be “org.openmobilealliance.isc.contentslist”.
5.1.3 XML Schema

The following is the Contents List structure of XML Schema Document for retrieving full Contents List and Personalized Contents List from ISC XDMS.

<?xml version="1.0" encoding="UTF-8"?>

<Contents-list xmlns="urn:urn-7:3gpp-service.ims.iari.oma.isc.contentslist"

   xmlns:xsd=”http://www.w3.org/2001/XMLSchema”>


<xsd:element name=”Contents list”>


  <xsd:ComplexType>



   <xsd:sequence>




  <xsd:element name=”ContentRef” type=”xsd:string”>




    <xsd:ComplexType>





  <xsd:sequence>





    <xsd:element name=”Source” type=”xsd:string”>






  <xsd:ComplexType>






    <xsd:sequence>







  <xsd:element name=”Content Metadata” type=”xsd:string”>







    <xsd:ComplexType>








  <xsd:sequence>








    <xsd:element name=”ContentName” type=”xsd:string” />








    <xsd:element name=”Keywords” type=”xsd:string” />








    <xsd:element name=”MediaType” type=”xsd:string” />








    <xsd:element name=”Genre” type=”xsd:string” />








    <xsd:element name=”Rating” type=”xsd:boolean” />








    <xsd:element name=”URL” type=”xsd:anyURI” />








    <xsd:element name=”AspectRatio” type=”xsd:string” />








    <xsd:element name=”AudioStreamType” type=”xsd:string” />








    <xsd:element name=”VideoStreamType” type=”xsd:string” />








    <xsd:element name=”UserChoice” type=”xsd:string”>








      <xsd:ComplexType>








        <xsd:attribute name=”RefName”>









      <xsd:simpletype>










    <xsd:restriction base=”xsd:string”>











  <xsd:enumeration value=”FullContentsList”/> 











  <xsd:enumeration value=”ReferPredefinedPref”/> 











  <xsd:enumeration value=”ReferOnDemandPref”/> 










    </xsd:restriction>









      </xsd:simpletype>








        </xsd:attribute>








      </xsd:ComplexType>








    </xsd:element>








  </xsd:sequence>







    </xsd:ComplexType>







  </xsd:element>






    </xsd:sequence>






  </xsd:ComplexType>





    </xsd:element>





  </xsd:sequence>




    </xsd:ComplexType>




  </xsd:element>



   </xsd:sequence>


  </xsd:ComplexType>


</xsd:element>

5.1.4 Default Namespace

The default element namsespace MUST be “urn:urn-7:3gpp-service.ims.iari.oma.isc.contentslist”

5.1.5 MIME Type

The MIME type MUST be “application/vnd.oma.isc.contents-list+xml”

5.1.6 Validation Constraints

See description in section 5.1.1.
5.1.7 Data Semantics

The data semantics are organized into basic types, elementary types and composite types. The definitions use ABNF notation [RFC5234] to define the data semantics of the elements and the attributes. The basic and elementary types are defined in section 6. The composite types are defined in this section, organized into sub-trees.

5.1.8 Naming Conventions

The filename MUST be “index”.
5.1.9 Global Documents

Not applicable.
5.1.10 Resource Interdependencies

Not applicable.
5.1.11 Authorization Policies

The authorization policies are defined as follows:

· The ISC user MUST have permission to perform all operations defined in section “Document Management” of [OMA XDM Core].

· The ISC Server MUST have permissions that permit all read operation and forbid all writing/updating operations defined in section ”Document Management” of [OMA XDM Core].

· The ISC User and the ISC Server MUST have permission to perform all operations defined in section “Subscribing to changes in the XDM Resources” of [OMA XDM Core].
5.1.12 Subscription to Changes
Subscription to changes MUST be supported as specified in [OMA XDM Core] section “Subscriptions to changes in the XDM Resources”.

5.1.13 Search Capabilities
Not applicable.
5.1.14 XDM Preferences Document

If History Information Document (section 5.1.15) is supported, the XDM Preferences Document MUST be supported, as described in section “XDM Preference Document” of [OMA XDM Core].
5.1.15 History Information Documents
Modification History Information Document MAY be supported, as described in section “Modification History Information Document” of [OMA XDM Core].

Request History Information Document MAY be supported, as described in section “Request History Information Document” of [OMA XDM Core].
5.1.16 Forwarding
Not applicable.
5.1.17 Restore

Not applicable.
5.1.18 Document Reference

Document Reference MAY be supported, as described in section “Document Reference” of [OMA XDM Core].
5.1.19 Differential Read and Write
Not applicable.
5.1.20 Contents List Document Management 
The Contents List document stored in ISC XDMS (via XDM-4i interface) contains list of contents from one or more Content Providers. 

Upon receiving the XCAP GET request from the ISC Server Contents Guide Function to retrieve the full Contents List document, the ISC XDMS.

1. SHALL check if the Accept header field is present and carries the value “application/xcap-diff+xml” then, by default the primary principal of the “Contents List” document SHALL be authorized to subscribe to the “xcap-diff” event package by the ISC Server Contents guide Function;

2. SHALL send the full Contents List document in the 200 “OK” response towards the ISC Server Contents Guide Function;

	ISC Features
	Format and values for Accept-Contact and Contact
	Format and values for P-Preferred-Service and P-Asserted-Service

	Request for Contents List
	+g.3gpp.icsi-ref="urn%3Aurn-7%3A3gpp-service.ims.iari.oma.isc.contentslist" 
	urn:urn-7:3gpp-service.ims.iari.oma.isc.contentslist


Table 1: Formats definition of ISC Contents List
Appendix A. Change History
(Informative)

A.1 Approved Version History

	Reference
	Date
	Description

	n/a
	n/a
	No prior version


A.2 Draft/Candidate Version 2.1 History

	Document Identifier
	Date
	Sections
	Description

	Draft Versions
OMA-TS-ISC_XDMS-V1_0
	21 Oct 2013
	all
	Baseline as agreed in: (INP#2013-0201) 

	
	13 Mar 2014
	5.1
	Added  description of ISC Content List application usage (CR#2014-0039R03)


Appendix B. Static Conformance Requirements 
(Normative)

The notation used in this appendix is specified in [SCRRULES].

The SCR’s defined in the following tables include SCR for:

· xxx Application Usage

· all other Application Usages defined in this specification …

<< DELETE THIS >> 
Where the “M/O” recommendation is provided in the SCR tables below, it shall be interpreted that any of the 2 (M or O) can be chosen, and such choice must be made depending on the [XDM_Core] functionalities used by the xxx Application Usage.

Example:

An xxx Application Usage might require mandatory support of Search functions (i.e. “M”), in order to deliver core functionality of the xxx Application Usage, but optionally support of Modifications History (i.e. “O”).

Repeat the SCR sub-sections below in the appendix as needed.
<< DELETE THIS >> 
B.1 xxx XDM Application Usage (XDMS)

	Item
	Function (as specified in [XDM_Core])
	Reference
	Requirement

	XDM_Core-XOP-S-001-M
	Support for XCAP operations for XML document(s) management (CRUD).
	[XDM_Core]
	

	XDM_Core-SUB-S-001-M/O
	Support Subscription/Notifications using SIP SUBSCRIBE/ NOTIFY.
	5.1.12
	

	XDM_Core-SEC-S-001-M
	Support access authorization of a Principal’s identity using default Access Permissions and Access Permissions Document.
	5.1.11
	

	XDM_Core-SEC-S-002-M/O
	Management of an Access Permissions Document (CRUD).
	5.1.11
	

	XDM_Core-ERR-S-001-M
	Support Error Handling.
	[XDM_Core]
	

	XDM_Core-CAPS-S-001-M/O
	Support Application Usage “xcap-caps” and of XDM Capabilities Document Retrieval.
Keep whichever of the two that is applicable for the xxx Application Usage, depending on the [XDM_Core] version used.
	[XDM_Core]
	

	XDM_Core-DIR-S-001-M/O
	Support :

· Application Usage “org.openmobilealliance.xcap-directory”and of,

·  XCAP Directory Information Retrieval.
Keep whichever of the two that is applicable for the xxx Application Usage, depending on the [XDM_Core] version used.
	[XDM_Core]
	

	XDM_Core-SRC-S-001-M/O
	Support XDM Search for XDM Documents in Users Tree or in Global Tree.
Keep whichever Tree is applicable for the xxx Application Usage.
	5.1.13
	

	XDM_Core-SRC-S-002-M/O
	Search in Modification History Information.
	5.1.13, 5.1.15
	

	XDM_Core-SRC-S-003-M/O
	Search in Request History Information.
	5.1.15
	

	XDM_Core-XDCP-S-001-M/O
	Handling of XDCP operations common procedures.
	[XDM_Core]
	

	XDM_Core-REF-S-001-M/O
	Support Document Reference.
	5.1.18
	

	XDM_Core-FWD-S-002-M/O
	XDM Resource Forwarding operations, including to remote domains/receipients.
	5.1.16
	

	XDM_Core-FWD-S-003-M/O
	Handling of received Forward XDCP Request based on XDM Preferences (XDMv2.1)
	5.1.16, 5.1.14
	

	XDM_Core-FWD-S-004-M/O
	Notifying the recipients of a Forward XDCP Request, generate and receive the Forward Delivery Report (Accept/Reject).
	5.1.16
	

	XDM_Core-DIFF-S-001-M/O
	Differential Read.
	5.1.19
	

	XDM_Core-DIFF-S-003-M/O
	Differential Write.
	5.1.19
	

	XDM_Core-RES-S-001-O
	XDM Restore. 
	5.1.17
	

	XDM_Core-MHI-S-001-M/O
	Modification History Information.
	5.1.15
	

	XDM_Core-MHI-S-001-M/O
	Request History Information.
	5.1.15
	

	XDM_Core-PRF-S-001-M/O
	Management of XDM Preferences (CRUD).
	5.1.14
	

	OTHER XDM 2.2
	TBD
	5.1.2x (TBD, work in progress)
	


B.2 xxx XDM Application Usage (XDMC)

	Item
	Function (as specified in [XDM_Core])
	Reference
	Requirement

	XDM_Core-XOP-C-001-M
	Support for XCAP Operations (CRUD).
	[XDM_Core]
	

	XDM_Core-SUB-C-001- M/O
	Support Subscription/Notifications using SIP SUBSCRIBE/ NOTIFY.
	5.1.12
	

	XDM_ Core-SUB-C-002- M/O
	Subscription to Changes in XDM Resources using XDCP operations.
	5.1.12
	

	XDM_Core-SEC-C-001-M
	Support HTTP Digest authentication.
	[XDM_Core]
	

	XDM_Core-SEC-C-002-M
	Support HTTP over TLS using the required cipher suite.
	[XDM_Core]
	

	XDM_Core-SEC-C-003-O
	Support other cipher suites defined in RFC2246.
	[XDM_Core]
	

	XDM_Core-HCOM-C-001- M/O
	Support HTTP Compression.
	[XDM_Core]
	

	XDM_Core-SRC-C-001-M/O
	Support XDM Search for XDM Documents in Users Tree or in Global Tree.
Keep whichever Tree is applicable for the xxx Application Usage.
	5.1.13
	

	XDM_Core-SRC-C-004- M/O
	Search in Modification History Information.
	5.1.13, 5.1.15
	

	XDM_Core-SRC-C-005- M/O
	Search in Request History Information.
	5.1.13, 5.1.15
	

	XDM_Core-SEC-C-001- M/O
	Management of Access Permissions (CRU).
	5.1.11
	

	XDM_Core-CAPS-C-001- M/O
	Support Application Usage “xcap-caps” and of XDM Capabilities Document Retrieval.

Keep whichever of the two that is applicable for the xxx Application Usage, depending on the [XDM_Core] version used.
	[XDM_Core]
	

	XDM_Core-DIR-C-001- M/O
	Support :

· Application Usage “org.openmobilealliance.xcap-directory”and of,

·  XCAP Directory Information Retrieval.

Keep whichever of the two that is applicable for the xxx Application Usage, depending on the [XDM_Core] version used.
	[XDM_Core]
	

	XDM_Core-ERR-C-001-M
	Support Error Handling.
	[XDM_Core]
	

	XDM_Core-REF-C-001- M/O
	Document Reference operations.
	5.1.18
	

	XDM_Core-FWD-C-001- M/O
	XDM Resource Forwarding Operations and notifications.
	5.1.14
	

	XDM_ Core-DIFF-C-001- M/O
	Differential Read Operation.
	5.1.19
	

	XDM_ Core-DIFF-C-002- M/O
	Differential Write Operation.
	5.1.19
	

	XDM_ Core-RES-C-001- M/O
	XDM Restore Operation.
	5.1.17
	

	XDM_ Core-MHI-C-001- M/O
	Modification History Information.
	5.1.15
	

	XDM_ Core-RHI-C-001- M/O
	Request History Information.
	5.1.15
	

	XDM_ Core-RHI-C-002- M/O
	Reactive Authorization using Request History Information.
	5.1.15, 5.1.11
	

	XDM_ Core-PRF-C-001- M/O
	Management of XDM Preferences.
	5.1.14
	

	OTHER XDM 2.2
	TBD
	5.1.2x (TBD, work in progress)
	


B.3 xxx XDM Application Usage (XDM Agent)

	Item
	Function
	Reference
	Requirement

	XDM_Core-XOP-C-001-M
	Support for XCAP Operations (CRUD).
	[XDM_Core]
	

	XDM_Core-SUB-C-001- M/O
	Support Subscription/Notifications using SIP SUBSCRIBE/ NOTIFY.
	5.1.12
	

	XDM_ Core-SUB-C-002- M/O
	Subscription to Changes in XDM Resources using XDCP operations.
	5.1.12
	

	XDM_Core-SEC-C-001-M
	Principal Identity Assertion.
	[XDM_Core]
	

	XDM_Core-SRC-C-001-M/O
	Support XDM Search for XDM Documents in Users Tree or in Global Tree.
Keep whichever Tree is applicable for the xxx Application Usage.
	5.1.13
	

	XDM_Core-SRC-C-004- M/O
	Search in Modification History Information.
	5.1.13, 5.1.15
	

	XDM_Core-SRC-C-005- M/O
	Search in Request History Information.
	5.1.13, 5.1.15
	

	XDM_Core-SEC-C-001- M/O
	Management of Access Permissions (CRU).
	5.1.11
	

	XDM_Core-CAPS-C-001- M/O
	Support Application Usage “xcap-caps” and of XDM Capabilities Document Retrieval.

Keep whichever of the two that is applicable for the xxx Application Usage, depending on the [XDM_Core] version used.
	[XDM_Core]
	

	XDM_Core-DIR-C-001- M/O
	Support :

· Application Usage “org.openmobilealliance.xcap-directory”and of,

·  XCAP Directory Information Retrieval.

Keep whichever of the two that is applicable for the xxx Application Usage, depending on the [XDM_Core] version used.
	[XDM_Core]
	

	XDM_Core-ERR-C-001-M
	Support Error Handling.
	[XDM_Core]
	

	XDM_Core-REF-C-001- M/O
	Document Reference operations.
	5.1.18
	

	XDM_Core-FWD-C-001- M/O
	XDM Resource Forwarding Operations and notifications.
	5.1.14
	

	XDM_ Core-DIFF-C-001- M/O
	Differential Read Operation.
	5.1.19
	

	XDM_ Core-DIFF-C-002- M/O
	Differential Write Operation.
	5.1.19
	

	XDM_ Core-RES-C-001- M/O
	XDM Restore Operation.
	5.1.17
	

	XDM_ Core-MHI-C-001- M/O
	Modification History Information.
	5.1.15
	

	XDM_ Core-RHI-C-001- M/O
	Request History Information.
	5.1.15
	

	XDM_ Core-RHI-C-002- M/O
	Reactive Authorization using Request History Information.
	5.1.15, 5.1.11
	

	XDM_ Core-PRF-C-001- M/O
	Management of XDM Preferences.
	5.1.14
	

	OTHER XDM 2.2
	TBD
	5.1.2x (TBD, work in progress)
	


Appendix C. Examples 
(Informative)

C.1 xxx Document Structure
Following XDM Document shows the sample structure of xxx Document.

<?xml version="1.0" encoding="UTF-8"?>

<xxx xmlns="urn:xxxxxxxxxxxxxxxxxxxxxxxxxxx"

   xmlns: “xxxxxxxxxxxx”>
</xxx>

( 2013 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-Spec-20130101-I]
( 2013 Open Mobile Alliance Ltd.  All Rights Reserved.
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-Spec-20130101-I]

