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1 Reason for Change

This change request inserts Requirements into section 6 of the PCPS V1.0 Requirements Draft document.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
6 Detailed Change Proposal
Change 1:  Adding new requirements in section 6
6. Requirements
(Normative)

6.1 High-Level Functional Requirements
Enhanced PoC Session Establishment

6.1.1 Requests with Media Contents 

This section contains the high level requirements for Requests with Media Contents of the PCPS service enabler.

When inviting PoC User(s) to a PoC Session, or when sending a Group Advertisement message, media contents can be added to the requests.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-RMC-001
	The PoC Service Infrastructure MAY support adding media content to PoC Session invitations or Group Advertisement messages. 
	PCPS V1.0
	2.0
	No

	PCPS-RMC-002
	The PoC Client MAY support adding media content to PoC Session invitations or Group Advertisement messages.
	PCPS V1.0
	2.0
	No

	Functionality
	
	
	
	

	PCPS-RMC-003
	A PoC Client MAY add media content to a PoC Session invitation(s) sent to PoC User(s).
	PCPS V1.0
	2.0
	No

	PCPS-RMC-004
	A PoC Client SHALL support receiving of PoC Session invitation(s) that includes media content.  Depending on the PoC Client's capability for the included media content, the PoC Client SHOULD replay the received media content.
	PCPS V1.0
	2.0
	No

	PCPS-RMC-005
	A PoC Client MAY add media content to Group Advertisement message(s) sent to PoC User(s)
	PCPS V1.0
	2.0
	No

	PCPS-RMC-006
	A PoC Client MAY support the receiving Group Advertisement message(s), which MAY include media content from PoC User(s).  Depending on the PoC Clients capability for the included media content, the PoC Client SHOULD replay the received media content. 
	PCPS V1.0
	2.0
	No

	PCPS-RMC-007
	The PoC Service infrastructure MAY remove media content(s) to the PoC Session invitation(s) according to the configuration set by inviting and invited PoC Client.
	PCPS V1.0
	2.0
	No

	PCPS-RMC-008
	The PoC Service infrastructure MAY add/change media content(s) to the PoC Session invitation(s) according to the configuration set by inviting and invited PoC Client.
	PCPS V1.0
	2.1
	No

	PCPS-RMC-009
	Media content SHALL be either a reference to the media content or contain the content directly. Examples of content types can be found in [RFC2046]
	PCPS V1.0
	2.0
	No

	PCPS-RMC-010
	The PoC Service Infrastructure MAY be able to remove media content according to the reference to the media content
	PCPS V1.0
	2.0
	No

	PCPS-RMC-011
	The PoC Service Infrastructure MAY be able to add/change media content according to the reference to the media content.
	PCPS V1.0
	2.1
	No

	PCPS-RMC-012
	It SHALL be possible to limit the size and type of the media content based on PoC Service Provider Policies of the inviting and invited PoC Users and/or setting of inviting PoC Client and invited PoC Client.
	PCPS V1.0
	2.0
	No

	PCPS-RMC-013
	The PoC Service infrastructure SHALL be able to filter out the included media content based on PoC Service Provider Policies of the inviting and invited PoC Users and/or setting of inviting PoC Client and invited PoC Client.
	PCPS V1.0
	2.0
	No

	PCPS-RMC-014
	The PoC Service infrastructure MAY accept or reject the request with the included media content based on Service Provider Policies.
	PCPS V1.0
	2.0
	No

	PCPS-RMC-015
	Settings by the PoC Service Infrastructure SHALL have precedence over settings by PoC Clients.
	PCPS V1.0
	2.0
	No

	PCPS-RMC-016
	It SHALL be possible to charge the Inviting PoC Client and the Invited PoC Client for Media in Requests based on PoC Service Providers charging model.
	PCPS V1.0
	2.0
	No


Table 15: Requests with Media Contents
6.1.2 Invited Parties Identity Information

This section contains the high level requirements for Invited Party Identity Information of the PCPS service enabler.
In the case of an Ad-hoc PoC Group Session establishment, a PoC User can include the identities of all the other invited PoC Users in the invitation sent to each individual PoC User invited to that PoC Session.  The invited PoC User can use this information, when deciding whether to participate in the PoC Session or not.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-IPI-001
	The PoC Service Infrastructure SHALL support the invited parties identity information functionality in regions where this functionality is not restricted due to regulations.
	PCPS V1.0
	2.0
	No

	PCPS-IPI-002
	The PoC Client MAY support the invited parties identity information functionality.
	PCPS V1.0
	2.0
	No

	Functionality
	
	
	
	

	PCPS-IPI-003
	An inviting PoC User MAY indicate each PoC Addresses of all the invited PoC Users in the invitation to an Ad-hoc PoC Group Session to be presented to, or hidden from, the other invited PoC Users.
	PCPS V1.0
	2.0
	No

	PCPS-IPI-004
	The originating PoC Server SHALL send PoC Addresses of all invited PoC Users to all terminating PoC Servers with the indication of each PoC Address of all the invited PoC Users to be presented to, or hidden from, the other invited PoC Users. 
Informational Note: If the indication is not included in an invitation, the originating PoC Server sets the indication based on the settings; default is to make the PoC Address of the invited PoC User be hidden.
	PCPS V1.0
	2.0
	Ed

	PCPS-IPI-005
	The terminating PoC Server MAY, according to the settings of the PoC Service Provider definition, remove the received invited party identity information.
	PCPS V1.0
	2.0
	No

	PCPS-IPI-006
	In case one or more of the invited PoC Users identities have been expressed as anonymous:
· The originating PoC Server SHALL inform all terminating PoC Server(s) of their anonymity by including an indication with their PoC User Identity.
· The terminating PoC Server SHALL indicate in the invitation to the invited PoC User, the total number of anonymous PoC Users invited to the PoC Session. 
· The terminating PoC Server SHALL NOT send the PoC User Addresses of any PoC User indicated as anonymous by the originating PoC Server, in the invitation to the invited PoC User.
	PCPS V1.0
	2.0
	No


Table 16: Invited Parties Identification Information
6.1.3 Incoming Media Barring
This section contains the high level requirements for Incoming Media Barring of the PCPS service enabler.
Incoming Media Barring is supported when the receiving PoC User does not want to receive certain Media at a certain moment.  "Media" or "Media Type" in this subclause means those described in section 6.1.13 "Additional Media Types". He can require the barring without interfering to the conversation and Media sharing within the rest of the PoC Group. Incoming Media Barring is divided into Incoming Media Content Barring feature and Incoming Media Stream Barring feature.
Incoming Media Content Barring feature is supported when the receiving PoC User does not want to receive certain Media Content in PoC Session invitation and Group Advertisement requests. The PoC Subscriber or the authorized PoC User can activate a setting for not receiving certain Media Content.

Incoming Media Stream Barring feature is supported when the receiving PoC User does not want to receive certain Media Content in a Media flow in PoC Session invitation requests and during ongoing PoC Sessions. The PoC Subscriber or the authorized PoC User can activate a setting for not receiving certain Media Types of a Media flow.

	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-IMB-001
	The PoC Client MAY support Incoming Media Content Barring.  
	PCPS V1.0
	2.1
	No

	PCPS-IMB-002
	The PoC Client MAY support Incoming Media Stream Barring.  
	PCPS V1.0
	2.1
	No

	PCPS-IMB-003
	The PoC Service Infrastructure SHOULD support Incoming Media Content Barring. 
	PCPS V1.0
	2.1
	No

	PCPS-IMB-004
	The PoC Service Infrastructure SHOULD support Incoming Media Stream Barring. 
	PCPS V1.0
	2.1
	No

	Functionality
	
	
	
	

	PCPS-IMB-005
	The PoC Client MAY support separate Incoming Media Content Barring for each Media Type.
	PCPS V1.0
	2.1
	No

	PCPS-IMB-006
	The PoC Client MAY support separate Incoming Media Stream Barring for each Media Type.
	PCPS V1.0
	2.1
	No

	PCPS-IMB-007
	The PoC Client MAY support different Access Control for each Media Type. The Access Control for Incoming Media Content Barring MAY be based on the following optional conditions:
· PoC Session attributes (eg., Media Type). 
· PoC User attributes (e.g. Inviting PoC User PoC Address).
Informational Note: The above list is not an exhaustive list of conditions.
	PCPS V1.0
	2.1
	Ed

	PCPS-IMB-008
	The PoC Client MAY support different Access Control for each Media Type. The Access Control for Incoming Media Stream Barring MAY be based on the following optional conditions:

· PoC Session attributes (eg, QoE, Media Type). 

· PoC User attributes (e.g. Inviting PoC User PoC Address). 
Informational Note: The above list is not an exhaustive list of conditions.
	PCPS V1.0
	2.1
	Ed

	PCPS-IMB-009
	The PoC Service Infrastructure SHALL support separate Incoming Media Content Barring for each Media Type.
	PCPS V1.0
	2.1
	No

	PCPS-IMB-010
	The PoC Service Infrastructure SHALL support separate Incoming Media Stream Barring for each Media Type.
	PCPS V1.0
	2.1
	No

	PCPS-IMB-011
	The PoC Service Infrastructure SHALL use the Answer Mode according to the PoC Service Settings the same way as specified in section 6.16 PoC Answer Mode.
	PCPS V1.0
	2.0
	Ed

	PCPS-IMB-012
	The PoC Service Infrastructure SHALL use different Access Control for each Media Type, if configured by the PoC Client.
	PCPS V1.0
	2.1
	No


Table 17: Incoming Media Barring

6.1.4 Incoming Condition Based PoC Session Barring

This section contains the high level requirements for Incoming Condition Based Session Barring of the PCPS service enabler.
The Incoming Condition Based PoC Session Barring feature is supported. In case a PoC Subscriber or an authorized PoC User does not want to be invited to new PoC Sessions under certain barring conditions, the PoC Subscriber or the authorized PoC User can activate a setting to conditionally reject new incoming PoC Sessions.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-ISB-001
	The PoC Client MAY support Incoming Condition Based PoC Session Barring. 
	PCPS V1.0
	2.1
	No

	PCPS-ISB-002
	The PoC Service Infrastructure SHOULD support Incoming Condition Based PoC Session Barring.
	PCPS V1.0
	2.1
	No

	Functionality
	
	
	
	

	PCPS-ISB-003
	The PoC Client MAY support that a PoC Subscriber or an authorized PoC User defines the Incoming Condition Based PoC Session Barring conditions. Conditions MAY be based on the following information: 
· PoC Session attributes (eg.,QoE, Media Types). 
· PoC User attributes (e.g. particular invited or inviting PoC User address).
Informational Note: The above list is not an exhaustive list of conditions.
	PCPS V1.0
	2.1
	Ed

	PCPS-ISB-004
	The PoC Client MAY support a PoC User to interrogate his Incoming Condition Based PoC Session Barring conditions from the PoC Service Infrastructure.
	PCPS V1.0
	2.1
	No

	PCPS-ISB-005
	The PoC Service Infrastructure SHALL store the Incoming Condition Based PoC Session Barring conditions according to the PoC Client's request.
	PCPS V1.0
	2.1
	No

	PCPS-ISB-006
	The PoC Service Infrastructure SHALL provide a PoC User with his Incoming Condition Based PoC Session Barring conditions if requested.
	PCPS V1.0
	2.1
	No

	PCPS-ISB-007
	The PoC Service Infrastructure SHALL verify the Incoming Condition Based PoC Session Barring conditions defined by an authorized PoC User or a PoC Subscriber, and bar the incoming PoC Session invitation only if the conditions are fulfilled.
	PCPS V1.0
	2.1
	No


Table 18: Incoming Condition Based Session Barring
6.1.5 Outgoing Condition Based PoC Session Barring

This section contains the high level requirements for Outgoing Condition Based Session Barring of the PCPS service enabler.
In case a PoC Subscriber or an authorized PoC User does not want to join a PoC Session or to setup a PoC Session at all under certain barring conditions, the PoC Subscriber or the authorized PoC User can activate a setting for conditionally not carrying out the join or PoC Session setup.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-OSB-001
	The PoC Client MAY support Outgoing Condition Based PoC Session Barring.
	PCPS V1.0
	2.1
	No

	PCPS-OSB-002
	The PoC Service Infrastructure SHOULD support Outgoing Condition Based PoC Session Barring.
	PCPS V1.0
	2.1
	No

	Functionality
	
	
	
	

	PCPS-OSB-003
	The PoC Client MAY support that a PoC Subscriber or an authorized PoC User defines the Outgoing Condition Based PoC Session Barring conditions. Conditions MAY be based on the following information: 

· PoC Session attributes (e.g. QoE, Media Types)

· PoC User attributes (e.g., particular invited PoC User address, country or the region in which the inviting PoC User’s home PoC network is located, geographical location of invited or inviting PoC Users).
Informational Note: Country or region information may be limited by the functionality provided by the underlying networks. The above list is not an exhaustive list of conditions.
	PCPS V1.0
	2.1
	Ed

	PCPS-OSB-004
	The PoC Client MAY support a PoC User to interrogate his Outgoing Condition Based PoC Session Barring conditions from the PoC Service Infrastructure.
	PCPS V1.0
	2.1
	No

	PCPS-OSB-005
	The PoC Service Infrastructure SHALL store the Outgoing Condition Based PoC Session Barring conditions according to the PoC Client’s request.
	PCPS V1.0
	2.1
	No

	PCPS-OSB-006
	The PoC Service Infrastructure SHALL provide a PoC User with his Outgoing Condition Based PoC Session Barring conditions if requested.
	PCPS V1.0
	2.1
	No

	PCPS-OSB-007
	The PoC Service Infrastructure SHALL verify the Outgoing Condition Based PoC Session Barring conditions defined by an authorized PoC User or a PoC Subscriber and bar the outgoing PoC Session invitation only if the conditions are fulfilled.
	PCPS V1.0
	2.1
	No

	PCPS-OSB-008
	The PoC Service Infrastructure SHALL notify an inviting PoC User that an outgoing PoC Session invitation has been barred when it has been done due to the Outgoing Condition Based PoC Session Barring conditions defined by the PoC Subscriber or the authorized PoC User. 
	PCPS V1.0
	2.1
	No


Table 19: Outgoing Condition Based Session Barring 
6.1.6 Automatic Notification of Limited Participating Information
This section contains the high level requirements for the Automatic Notification of Limited Particpation Information of the PCPS service enabler.
In case of PoC Group Session, especially in case of large PoC Groups, the amount of data exchanged due to each Participant subscribing to a conference event package and receiving the consequent notifications may become substantially high. From the usability point of view, even though the Limited Participant Information could be sufficient for many cases, the conventional mechanisms may result in providing the full information to the Participants of the PoC Session. From the PoC Network traffic point of view, this may cause unnecessary high load and also cause deterioration of Media quality in a PoC Session. To overcome this issue, the PoC Service may provide functionality of automatic notification of Limited Participant Information as an alternative to the full conference information delivery. 


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-ANP-001
	The PoC Service Infrastructure MAY support the automatic notification of Limited Participating Information functionality. , if capable of receiving full Participating Information.
	PCPS V1.0
	2.1
	No

	PCPS-ANP-002
	The PoC Client MAY support the automatic notification of limited participating information functionality.
	PCPS V1.0
	2.1
	No

	Functionality
	
	
	
	

	PCPS-ANP-003
	PoC Service SHALL be able to provide Limited Participant Information (i.e., PoC User’s PoC Address and joining alert) automatically to the Participant(s) who already joined using the existing PoC Session during the PoC Group Session establishment phase or on-going PoC Session, if authorized by PoC Group policy.
	PCPS V1.0
	2.1
	No

	PCPS-ANP-004
	Using this capability, the PoC Session Owner SHOULD be able to receive another PoC User’s Participant Information (e.g., when each PoC User joins, leaves, or rejects an invitation).
	PCPS V1.0
	2.1
	No

	PCPS-ANP-005
	Using this capability, the Participant(s) SHOULD be able to receive another PoC User’s Participant Information subsequently (e.g., when each PoC User joins).
	PCPS V1.0
	2.1
	No


Table 20: Automatic Notification of Limited Participating Information

6.1.7 Rejection of Session Establishment Due to Hidden Identity of an Inviting User
This section contains the high level requirements for the Rejection of Session Establishment Due to Hidden Identity of an Inviting User of the PCPS service enabler.
The PoC Service Infrastructure rejects PoC Session establishment initiated by an inviting PoC Client because of the hidden identity based on invited PoC User’s local policies and preferences and indicates to that PoC Client of this failure.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-RSH-001
	The PoC Service Infrastructure SHALL be able to reject PoC Session establishment initiated by an inviting PoC User whose identity is hidden based on local policies and preferences of invited PoC Users.   
	PCPS V1.0
	2.0
	No

	PCPS-RSH-002
	The PoC Client SHOULD support the indication of PoC Session establishment failure due to identity hiding functionality.
	PCPS V1.0
	2.0
	No

	Functionality
	
	
	
	

	PCPS-RSH-003
	Invited PoC User’s PoC Network SHALL be able to reject PoC Session establishment initiated by an inviting PoC User whose identity is hidden based on local policies and preferences of the invited PoC User.
	PCPS V1.0
	2.0
	No

	PCPS-RSH-004
	Invited PoC User’s PoC Network SHALL be able to indicate the inviting PoC User that the PoC Session establishment fails due to the inviting PoC User's hidden PoC Address.
	PCPS V1.0
	2.0
	No


Table 21: Rejection of Session Establishment Due to Hidden Identity of an Inviting User
6.1.8 Ad-hoc PoC Group Session Re-initiation
This section contains the high level requirements for the Ad-hoc Group Session Re-initiation of the PCPS service enabler.
When a PoC Client attempts to re-join an Ad-hoc PoC Group Session, which has already been released, the PoC Service Infrastructure provides the re-joining PoC User with a list of the Participants of the original Ad-hoc PoC Group Session.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-ASR-001
	The PoC Service Infrastructure MAY support the Ad-hoc Group Session re-initiation functionality.  
	PCPS V1.0
	2.1
	No

	PCPS-ASR-002
	The PoC Client MAY support the Ad-hoc Group Session re-initiation functionality.
	PCPS V1.0
	2.1
	No

	Functionality
	
	
	
	

	PCPS-ASR-003
	Upon receiving a re-join request for an already released Ad-hoc PoC Group Session the PoC Service Infrastructure SHOULD indicate the cached Participants of the Ad-hoc PoC Group Session in the failure response of the re-join request.

Informational Note: The Participant cache timeout is according to the PoC Server local policy.
	PCPS V1.0
	2.1
	Ed

	PCPS-ASR-004
	Upon receiving the failure response of the re-join request containing a list of PoC Users, the PoC Client MAY invite the indicated PoC Users to a new Ad-hoc PoC Group Session.
	PCPS V1.0
	2.1
	No


Table 22: Ad-hoc Group Session Re-initiation
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