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1 Reason for Change

This change request inserts Requirements into section 6 of the PCPS V1.0 Requirements Draft document.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
6 Detailed Change Proposal
Change 1:  Adding new requirements in section 6
6. Requirements
(Normative)

6.1 High-Level Functional Requirements
Enhanced PoC Session Control
6.1.1 Full Duplex Call Follow-on Proceed
This section contains the high level requirements for the Full Duplex Call Follow-on Proceed feature of the PCPS service enabler. 

This feature enables changing a half duplex voice PoC Session into a full duplex Circuit switched (CS) or VoIP call.
	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-FDF-001
	The PoC Service Infrastructure MAY support the full duplex call follow-on proceed functionality.
	PCPS V1.0
	2.0
	No

	PCPS-FDF-002
	The PoC Client MAY support the full duplex call follow-on proceed functionality.
	PCPS V1.0
	2.0
	No

	Functionality
	
	
	
	

	PCPS-FDF-003
	The PoC Service MAY support for a PoC Client to leave a 1-1 or 1-many PoC Session with an indication to the peer PoC Clients that the PoC User intends to set up a full duplex voice call among the peer entities immediately after release of the PoC Session.
Informational Note:  Full duplex voice call could either be a SIP voice call or a circuit switched (CS) call.  User Equipment may support e.g., automatic initiation and answer of this kind of call.
	PCPS V1.0
	2.0
	Ed

	PCPS-FDF-004
	The PoC Service MAY support for a PoC Client to leave a 1-1 or 1-many PoC Session with an indication to a subset of PoC Clients that the PoC User intends to set up a full duplex voice call among a subset peer entities immediately after release of the PoC Session. 

Informational Note:  Full duplex voice call could either be a SIP voice call or a circuit switched (CS) call.  User Equipment may support e.g., automatic initiation and answer of this kind of call.
	PCPS V1.0
	2.0
	Ed

	PCPS-FDF-005
	The PoC Service MAY support for a PoC User to include a target address (e.g., SIP URI or E.164 number) to the indication, so that the full duplex call can be set up to that target address.
	PCPS V1.0
	2.0
	No


Table 24: Full Duplex Follow-on Proceed
6.1.2 Expelling Participant(s) from a PoC Session

This section contains the high level requirements for the Expelling Participants from a PoC Session  of the PCPS service enabler.
The PoC Service supports the functionality to expel the selected Participant(s) from a PoC Session.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-EPS-001
	The PoC Service Infrastructure SHALL support expelling Participant(s) from a PoC Session functionality.
	PCPS V1.0
	2.0
	No

	PCPS-EPS-002
	The PoC Client MAY support initiation of the expelling Participant(s) from a PoC Session functionality. 
	PCPS V1.0
	2.0
	No

	Functionality
	
	
	
	

	PCPS-EPS-003
	It SHALL be possible to specify expel rights for the PoC Group.
	PCPS V1.0
	2.0
	No

	PCPS-EPS-004
	The PoC Group Administrator of Pre-arranged and Chat PoC Groups SHALL be able to assign expelling rights to other PoC User(s) in the PoC Group.
	PCPS V1.0
	2.0
	No

	PCPS-EPS-005
	A Participant, who has been granted expel rights, SHALL be able to expel other Participant(s) from a PoC Group Session (incl. all Participants at a time), and an expelled PoC User SHALL not be able to rejoin the PoC Session which the PoC User has been expelled from for a period or during the entire PoC Session.
	PCPS V1.0
	2.0
	No

	PCPS-EPS-006
	If expelling is supported, the Ad hoc PoC Group Session initiator SHALL be able to expel any other Participants from an Ad hoc PoC Group Session.
	PCPS V1.0
	2.0
	No


Table 25: Expelling Participant(s) from a PoC Session 
6.1.3 Group Specific Releasing Rules

This section contains the high level requirements for the Group Specific Releasing Rules feature of the PCPS service enabler.
In addition to existing PoC session releasing rules, the PoC Session release can be made according to the PoC Group specific release rules.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-GRR-001
	The PoC Service Infrastructure MAY support PoC Group specific releasing rules.
	PCPS V1.0
	2.1
	No

	PCPS-GRR-002
	The PoC Client MAY support PoC Group specific releasing rules.
	PCPS V1.0
	2.1
	No

	Functionality
	
	
	
	

	PCPS-GRR-003
	If PoC Group specific releasing rules are supported, it SHALL be possible to specify release rules for the PoC Group.
	PCPS V1.0
	2.1
	No

	PCPS-GRR-004
	If PoC Group specific releasing rules are supported, it SHALL be possible to define for a PoC Group that the PoC Session is released when one or more of the following conditions are fulfilled (and in this case the general PoC Session release policy specified in this document is not used):

· The PoC Session initiator leaves the PoC Session 

· A defined Participant leaves the PoC Session 

· The number of Participants is less than a certain value 

· The PoC Session allocated time has expired 

· When only machines are still in the PoC Session
· When PoC Speech is inactive for a specified time
· When all Media types are inactive for a specified time.
	PCPS V1.0
	2.1
	Ed


Table 26: Group Specific Releasing Rules
6.1.4 PoC Session Control for Crisis Handling

This section contains the high level requirements for the PoC Session Control for Crisis Handling feature of the PCPS service enabler.
The PoC Service can optionally support special PoC Sessions with a different set of characteristics to be used for Crisis Handling.


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-SCC-001
	The PoC Service Infrastructure MAY support the PoC Session control for crisis handling functionality.
	PCPS V1.0
	2.1
	No

	PCPS-SCC-002
	The PoC Client MAY support PoC Session control for crises handling functionality.
	PCPS V1.0
	2.1
	No

	Functionality
	
	
	
	

	PCPS-SCC-003
	The PoC Service Infrastructure SHALL differentiate the Crisis Handling Request from other requests.
	PCPS V1.0
	2.1
	No

	PCPS-SCC-004
	The PoC Service Infrastructure SHALL validate the Crisis Handling Request (e.g., authenticate the source) and authorize the PoC Session initiation for crisis handling.
	PCPS V1.0
	2.1
	No

	PCPS-SCC-005
	The PoC Service Infrastructure SHALL enforce high enough priority to be able to serve the PoC Session initiated with Crisis Handling Request
	PCPS V1.0
	2.1
	No

	PCPS-SCC-006
	The PoC Service Infrastructure SHALL be able to serve the PoC Session initiated with Crisis Handling Request by using an appropriate access network resource reservation schema.
	PCPS V1.0
	2.1
	Ed

	PCPS-SCC-007
	Based on the crisis information received in the Crisis Handling Request the PoC Service Infrastructure MAY perform pre-defined procedures for PoC Session. Examples are:

a) Sending out PoC Session invitation to one or more Pre-arranged PoC Group(s)
b) Invoking CBUS based on conditions (e.g., location, presence status information)  to determine the Dynamic PoC Groups to be invited 

EDITOR’s NOTE: There are known issues with current state of the stability of the CBUS enabler. It needs to be determined whether to include CBUS based requirements or not by the time the RD is submitted for approval.
c) Distributing pre-recorded data (e.g., canned voice) 

d) Distributing data received in the received Crisis Handling Request (e.g., images), or 

e)  Invoking other services to complement crisis related data to be distributed (e.g., location information)
	PCPS V1.0
	2.1
	Ed

	PCPS-SCC-008
	The PoC Service Infrastructure MAY apply a pre-defined set of specific PoC Service Settings to the PoC Session for Crisis Handling (e.g., characterized by PoC Session priority, Manual Answer Override to invited PoC Users, etc.).
	PCPS V1.0
	2.1
	No

	PCPS-SCC-009
	The PoC Service Infrastructure SHALL be able to override the current PoC Service Settings to forward PoC Session invitation with Crisis Handling Request from an PoC User with the appropriate authority according to applicable regulations.
	PCPS V1.0
	2.1
	No

	PCPS-SCC-010
	The PoC Service Infrastructure SHALL be able to create PoC Groups to which PoC Users are added dynamically at the crisis service invocation. Only PoC Service Provider can create such a special crisis PoC Group to which an authorized user is assigned. Only authorized PoC User can invoke PoC Sessions with Crisis Handling Request through his assigned Crisis PoC Group.
	PCPS V1.0
	2.1
	No


Table 27: PoC Session Control for Crisis Handling
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