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1 Reason for Change

This change request inserts Requirements into section 6 of the PCPS V1.0 Requirements Draft document.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
6 Detailed Change Proposal
Change 1:  Adding new requirements in section 6
6. Requirements
(Normative)

6.1 High-Level Functional Requirements
Other Services
6.1.1 Operator Specified Warning Message

This section contains the high level requirements for the Operator Specified Warning Message feature of the PCPS enabler.
The operator specified warning message is a free text message that is sent from the PoC Server to the PoC Client in order to present miscellaneous information from the PoC Service Provider to the PoC User. If the PoC Service Provider wants to notify arbitrary messages besides the warning texts that are statically implemented on the PoC Client and the PoC Server, the PoC Service Provider may utilise this functionality.  Based on the local policy determined by the PoC Service Provider, various languages may be used in the operator specified warning message. Languages to be supported are totally optional both on the PoC Server and the PoC Client.

	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality 
	
	
	
	

	PCPS-OSW-001
	The PoC Service Infrastructure MAY support the operator specified warning message functionality.
	PCPS V1.0
	2.0
	No

	PCPS-OSW-002
	The PoC Client SHOULD support the operator specified warning message functionality.
	PCPS V1.0
	2.0
	No

	Functionality 
	
	
	
	

	PCPS-OSW-003
	PoC Server MAY have the ability to send a warning message according to the Service Provider Policy. PoC Clients SHOULD be able to display such a message if it is sent from the PoC Server and if the language is supported. User Equipments, which have limited capability for displaying such a message, may be unable to support this capability.

The operator specified warning message is a free text message that is sent from the PoC Server to the PoC Client in order to present miscellaneous information from the PoC Service Provider to the PoC User. If the PoC Service Provider wants to notify arbitrary messages besides the warning texts that are statically implemented on the PoC Client and the PoC Server, the PoC Service Provider may utilise this functionality.  Based on the local policy determined by the PoC Service Provider, various languages may be used in the operator specified warning message. Languages to be supported are totally optional both on the PoC Server and the PoC Client.
	PCPS V1.0
	2.0
	No

	PCPS-OSW-004
	PoC Client SHOULD be able to request to the PoC Server the language that it can accept. Upon receiving such an accept language request, the PoC Server SHALL be able to send back a response using the requested language in the warning text if the language is supported
	PCPS V1.0
	2.0
	No

	PCPS-OSW-005
	PoC Server MAY be able to send warning message in a response to a request from a PoC Client. If supported, the warning text SHALL be able to contain miscellaneous information to be presented to the PoC User.  The PoC Service Provider can send an appropriate message to the PoC Client using the warning text.
	PCPS V1.0
	2.0
	No

	PCPS-OSW-006
	PoC Client SHOULD display on the device the received warning message as it is received.
	PCPS V1.0
	2.0
	No


Table 43: Operator Specified Warning Message
6.1.2 Browser-Based Client Invocation

This section contains the high level requirements for Browser-Based Client Invocation for the PCPS enabler.
Browsers are widely deployed in User Equipment and have extensive capability for presentations. A Web server that has connections to the XDM server facilitates PoC Session initiation as well as presents other information. In order to increase usability, a PoC User is able to initiate PoC Sessions while the PoC User is browsing the Web server. 


	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality 
	
	
	
	

	PCPS-BBC-001
	The PoC Service Infrastructure MAY support browser-based PoC Client invocation functionality.
	PCPS V1.0
	2.0
	No

	PCPS-BBC-002
	The PoC Client MAY support the browser-based PoC Client invocation functionality.
	PCPS V1.0
	2.0
	No

	Functionality 
	
	
	
	

	PCPS-BBC-003
	The PoC User SHALL be able to invoke a PoC Client and initiate a PoC Session (i.e., 1-1, Ad-hoc, Chat, or Pre-arranged Group PoC Session), seamlessly and automatically, while browsing the Web site from the same User Equipment.
	PCPS V1.0
	2.0
	No

	PCPS-BBC-004
	In the case of 1-1, Chat, and Pre-arranged Group PoC Sessions, the PoC User SHALL be able to initiate a PoC Session by clicking on a menu on a Web page presented on a browser. In the case of an Ad-hoc PoC Group Session, the PoC User SHALL be able to select the PoC Users to invite from a Web page presented on a browser before clicking on a menu to initiate a PoC Session.
	PCPS V1.0
	2.0
	No

	PCPS-BBC-005
	To accomplish the above requirements for each PoC Session including enhanced ones, the mechanism SHALL be extensible to convey all the necessary current and evolving information to initiate a PoC Session.
	PCPS V1.0
	2.0
	No


Table 44: Browser-Based PoC Client Invocation 
6.1.3 External Media Content Server Retrieval

This section contains the high level requirements for External Media Content Server Retrieval for the PCPS enabler.
The External Media Content Server Retrieval allows a Participant to request media content from a non PoC compliant External Media Content Server, and then for the media content to be conveyed to the Participants of the PoC Session. The External Media Content Server can perform tasks out of scope of PoC, e.g. , conveying static or streaming media content, accessing a network camera to perform security surveillance of a building, etc. It may be possible for a PoC User to remotely control the External Media Content Server.
	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-EMR-001
	The PoC Service Infrastructure SHALL support the External Media Content Server Retrieval feature.
	PCPS V1.0
	2.1
	No

	PCPS-EMR-002
	The PoC Client MAY support the External Media Content Server Retrieval feature.
	PCPS V1.0
	2.1
	No

	Functionality 
	
	
	
	

	PCPS-EMR-003
	The PoC Service Infrastructure SHALL support access and control media for some or all Participants to an External Media Content Server.
	PCPS V1.0
	2.1
	No

	PCPS-EMR-004
	The PoC Client MAY request the retrieval of media content from External Media Content Server. 
	PCPS V1.0
	2.1
	No

	PCPS-EMR-005
	The PoC Service Infrastructure SHALL retrieve the media content from the External Media Content Server  upon PoC Client request, and distribute the media content to all Participants.

Informational Note:  The Service Infrastructure does not distribute the request for the media content retrieval to the other Participants of the PoC Session.  
	PCPS V1.0
	2.1
	Ed

	PCPS-EMR-006
	The PoC Service Infrastructure SHALL support a mechanism to allow a PoC Client to exclusively control a streaming External Media Content Server.
	PCPS V1.0
	2.1
	No


Table 45: External Media Content Server Retrieval
6.1.4 Lawful Interception

This section contains the high level requirements for Lawful Interception for the PCPS service enabler.
This section specifies PoC Service Enabler requirements for lawful interception.  The capability to intercept telecommunications traffic and related information in the PoC Service Infrastructure is always implemented in accordance with national or regional (e.g. European Union) laws or technical regulations applicable to the PoC Service Provider. Nothing in this specification, including the definitions, is intended to supplant such applicable laws or regulations.

	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality 
	
	
	
	

	PCPS-LAW-001
	The PoC Service Infrastructure SHALL provide support for lawful interception.
EDITOR’S Note: Does it make sense to have all Reqs in the Conditionality section to be labeled as SHALL? May need to search doc and find other examples. Then we need a disposition whether this is OK.
	PCPS V1.0
	2.0
	No

	Functionality 
	
	
	
	

	PCPS-LAW-002
	The PoC Service Enabler SHALL be able to provide information available in the PoC Network for support of lawful interception by regional law enforcement authorities of PoC Sessions of an identified PoC User.
	PCPS V1.0
	2.0
	No

	PCPS-LAW-003
	The PoC Service Enabler SHALL be able to provide the available PoC Address information of all Participants of particular PoC Sessions when supporting a lawful interception request regardless of anonymity or privacy settings.
	PCPS V1.0
	2.0
	No

	PCPS-LAW-004
	The PoC Service Enabler SHALL be able to ensure that the Media Burst content is available to law enforcement in support of a lawful interception request (e.g., by providing decryption information or decrypting any encrypted content, or providing decompression information or decompressing any compressed content) when the PoC Service Provider furnishes the encryption or uses compression.
	PCPS V1.0
	2.0
	No

	PCPS-LAW-005
	Available and applicable underlying network (e.g., SIP/IP Core) capabilities SHOULD be used to support lawful interception requirements as much as possible. 
Informational Note:  Specific references (e.g., 3GPP) may be added to the reference section at a later date.
	PCPS V1.0
	2.0
	Ed


Table 46: Lawful Interception 
6.1.5 Session Search
This section contains the high level requirements for the Session Search function of the PCPS service enabler.
PoC Session Search is the functionality to allow a PoC User to find out ongoing PoC Group Sessions which are available and open for those PoC Users based on Service Provider’s policy.

	Label
	Description
	PCPS Release
	Poc Rel Source
	Req Mod

	Conditionality
	
	
	
	

	PCPS-SSG-001
	The PoC Service Infrastructure MAY support the PoC Session Search functionality.  
	PCPS V1.0
	2.1
	No

	PCPS-SSG-002
	The PoC Client MAY support PoC Session Search.
	PCPS V1.0
	2.1
	No

	Functionality
	
	
	
	

	PCPS-SSG-003
	In case of Pre-arranged PoC Group Session and Chat PoC Group Session, a PoC User SHALL be able to use a condition (e.g. subject; i.e. a topic or description of the Group) in the Group document as search criterion to search ongoing PoC Group Sessions of which the PoC User is allowed to join in the domain owned by the Service Provider or in other Service Providers’ domains if corresponding business agreements exist between the Service Providers.
	PCPS V1.0
	2.1
	No

	PCPS-SSG-004
	In case of Pre-arranged PoC Group Session, Chat PoC Group Session and Ad-hoc PoC Group Session, a PoC User SHALL be able to search ongoing PoC Group Sessions without any condition (e.g. subject) of which the PoC User is allowed to join in the domain owned by the Service Provider or in other Service Providers’ domains if corresponding business agreements exist between the Service Providers.
	PCPS V1.0
	2.1
	No


Table 47: Session Search – Group
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