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1 Reason for Change

This Change request updates section 4.0 Introduction for PCPS V1.0. . The current content of this section is the template language.  
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PCPS group is recommended to agree to the changes and replace the corresponding section in the baseline RD document with corresponding content from this CR.
Detailed Change Proposal

Change 1:  Introduction to PCPS
4. Introduction
(Informative)



Public safety users (i.e., first responders, fire fighters, law enforcement, terror incident & natural disaster response, emergency medical care, airport operations, etc.) are an important community both economically and socially but the market for systems based on public safety standards is much smaller than for commercial cellular. Specialized public safety and critical communications technology does not attract the level of investment and global R&D that goes in to commercial cellular networks. Establishing common technical standards for commercial cellular and public safety will increase the size of the public safety market using the same technology and offers advantages to both communities: 

· The public safety community gets access to the economic and technical advantages generated by the scale of commercial cellular networks.
· The commercial cellular community gets the opportunity to address parts of the public safety market as well as gaining enhancements to their systems that have applications to consumers and businesses needing public safety-like communications

· A strong standards-based approach will ensure interoperability between vendors leading to a competitive equipment market. 
· Provides a global Push-To-Communicate for Public Safety application built upon IP  infrastructures which can be instantiated and operate across multiple LTE, Wi-Fi, satellite wireless technologies
· Interoperability between Public Safety and Critical Infrastructure (Utilities, transportation, public works) is better enabled with a common communications specification for day-to-day operations as well as during, and after, natural and manmade disasters.
There is now a clear global consensus that LTE will be the baseline technology for next generation broadband public safety networks. NPSTC, TCCA, ETSI Technical Committee TETRA are all backing LTE for public safety.
Today, many police, fire fighters and emergency medical service personnel rely on their land mobile radio (LMR) networks for mission-critical voice and make use of LTE networks providing high-speed data and supplemental commercial grade voice. Public Safety grade communications on LTE will be new and will have to prove itself to public safety practitioners that it is tool with which they can trust their lives. The interworking of LMR public safety networks with LTE networks will be needed. 
In order to develop a complete set of application and service layer standards (for voice and data) for public safety, OMA will develop application and service layer standards for the Push-to-Communicate for Public Safety (PCPS) enabler. In order to make use of the existing OMA PoC enablers, PCPS V1.0 will consolidate, and update where necessary, the existing requirements, architecture and specifications of PoC V1.0 and PoC V2.1. 

PCPS V1.0 has very limited new scope, serving as a limited OMA PoC Enabler Update from current version of PoC v2.1. OMA does not intend to generate public safety broadband requirements for PCPS. Rather it is expected that 3GPP will collect and consolidate such inputs from government authorities and other standards and specification bodies. 3GPP SA1 has requested Mission Critical Push To Talk (MCPTT) requirements input for from ATIS, TIA, ETSI TC TCCE, TCCA CCBG, Open Mobile Alliance, APCO and NPSTC.

After the MCPTT requirements are consolidated by 3GPP SA, OMA PCPS can make use of those MCPTT requirements for the development of future versions of PCPS, based on the PCPS V1.0 enabler.  Deliverables for Public Safety will be done over multiple PCPS releases to synchronize with other SDOs in order to optimize the use of collective resources and avoid fragmentation and duplicate efforts. OMA will work with other SDOs, as required, to achieve OMA PC_PS interoperability with legacy PS narrowband radio systems to support the 3GPP defined global PS requirements.
PCPS V1.0 provides the baseline to develop PCPS enablers that will support not only Mission Critical voice but also the non-voice applications that public safety will also need.
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