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Reason for Change
This change request updates the Control Plane TS with regard to references to obsolete RFC3265. 
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
Detailed Change Proposal
1. Updating obsolete normative reference RFC3265 to replacement RFC6665
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Normative References
.
.
.
	[RFC3264]
	IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)",
URL: http://www.ietf.org/rfc/rfc3264.txt 

	[RFC3265RFC6665]
	IETF RFC 66653265 (June July 20022012): " Session Initiation Protocol (SIP)SIP-Specific Event Notification",
URL: http://www.ietf.org/rfc/rfc3265rfc6665.txt 


.
.
From 5.7A, pg. 43:
.
.
[bookmark: _Toc226889466][bookmark: _Toc235870373][bookmark: _Toc236104427][bookmark: _Toc236107677][bookmark: _Toc236108402][bookmark: _Toc240704267][bookmark: _Toc300323186]5.7A PoC Session association 
A PoC Client MAY support multiple PoC Addresses and be involved in one or more PoC Sessions at the same time using the same or different PoC Addresses.
One or more PoC Clients MAY register for the PoC Service as described in 6.1.1 "PoC service registration" using the same PoC Addresses.
The PoC Client:
1. SHALL include in the Contact header of the SIP REGISTER request a '+sip.instance' feature tag with the Instance Identifier URN as specified in [sip-outbound] when registering to the PoC Service;
2. SHALL include in the Contact header of PoC specific SIP requests and SIP responses a '+sip.instance' feature tag with the Instance Identifier URN as specified in [sip-outbound]; and,
3. SHALL include the Instance Identifier URN as the <entity> element 'id' attribute in PoC Service Settings.
NOTE 1:	If a '+sip.instance' feature tag is not included in the Contact header or in the <entity> 'id' attribute in the PoC Service Settings by a PoC Client compliant to earlier PoC releases, the PoC Server handles this as if an Instance Identifier URN with the zero length value was included.
The PoC Server SHALL subscribe to the "reg" event package according to rules and procedures of [RFC3265RFC6665] and [RFC3680].
.
.
.
Potential changes from pg. 63-81 are not addressed by this CR. 
From 6.1.3.2.2, Pg. 63:
b) include in the SIP REFER request a MIME body containing Dynamic PoC Group rules as specified in [draft-cbus-event]; and,
c) include in the SIP REFER request Condition Re-evaluation parameters as specified in [draft-cbus-event], if Condition Re-evaluation is supported by the PoC Client.
18. SHALL send the SIP REFER request towards the PoC Server within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 
NOTE 6:	If PoC User wants to cancel the PoC Session initiation, the PoC Client can send SIP BYE request and release the Pre-established Session as specified in subclause 6.1.3.2.4 "PoC Client releases a Pre-established Session" and re-establish the Pre-established Session as specified in 6.1.3.2.1 "PoC Client initiates a Pre-established Session".
Upon receiving a SIP 2xx final response to the SIP REFER request the PoC Client SHALL interact with User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session initialization". 
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; 
.
.
.

From 6.1.3.2.3, pg. 65:
.
.
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; 
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body; and,
3. SHOULD inform the PoC Server performing the Controlling PoC Function, as specified in section 6.1.4.4 "User Plane Adaptation" of the achieved QoE Profile if a QoE Profile was negotiated and if the PoC Client is unable to obtain that negotiated QoE Profile according to the parameters provisioned to the PoC Client, as specified in subclause 5.8 "QoE Profiles".
In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".
.
.

From 6.1.5.2, Pg. 77:
.
.
Upon receiving a SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 
In addition to this, the PoC Client MAY subscribe to the conference state event package as specified in subclause 6.1.10 "PoC Client subscription to the conference state event package".
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
From 6.1.6.2, pg. 78-79:
.
.
[bookmark: _Toc93913089][bookmark: _Toc93913674][bookmark: _Toc93916658][bookmark: _Toc102188416][bookmark: _Toc139087178][bookmark: _Toc189885093][bookmark: _Toc226889510][bookmark: _Toc235870421][bookmark: _Toc236104475][bookmark: _Toc236107725][bookmark: _Toc236108450][bookmark: _Toc240704315][bookmark: _Toc300323234]6.1.6.2 Leaving a PoC Session – Pre-established Session case 
Upon receiving a request from a PoC User to leave a PoC Session, the PoC Client: 
1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release";
2. SHALL generate a SIP REFER request according to rules and procedures of [RFC3515];
3. SHALL set the Request-URI of the SIP REFER request to the conference URI that identifies the Pre-established Session;
4. SHALL set the Refer-To header of the SIP REFER request to the PoC Session Identity to leave; 
NOTE 1:	The PoC Session Identity of the PoC Session to leave may have been received in the TBCP Connect message or in the SIP NOTIFY request associated with the SIP REFER request.
5. MAY include the following according to rules and procedures of [RFC4488]:
a) the option tag 'norefersub' in the Require header; and, 
b) the value 'false' in the Refer-Sub header.
6. SHALL include the "method" parameter with the value "BYE" in the Refer-To header;
7. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if anonymity is requested; 
8. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is allowed to use the 'Official Government Use' QoE Profile and the PoC User requests that QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the REFER request as well as a Refer-to URI parameter; and,
9. SHALL send the SIP REFER request towards the PoC Server via SIP/IP Core within the SIP dialog of the Pre-established Session according to rules and procedures of the SIP/IP Core. 
Upon receiving a SIP 2xx response to the SIP REFER request, the PoC Client:
1. SHALL handle it according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "PoC Client procedures at PoC Session release".
NOTE 2: 	If the Media Streams of the Pre-established Session were modified by the PoC Session initiation or a PoC Session modification, the PoC Client can initiate the Pre-established Session modification in 6.1.4.8 "Pre-established Session modification" to restore the Media Streams used before the association of the PoC Session with the Pre-established Session.
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body. 
NOTE 3:	Depending on the release policy described in subclause 7.2.1.16 "PoC Session release policy" this procedure either removes the release initiator from the PoC Session or releases the whole PoC Session. 

.
.
From 6.1.7, pg. 80:
11. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client is using 'Official Government Use' as the Local QoE Profile for the on-going PoC Session. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; the Resource-Priority header is included as a header of the REFER request as well as a Refer-to URI parameter; and, 
12. SHALL send the SIP REFER request towards the PoC Server within the existing dialog from which the PoC Session Identity of the ongoing PoC Session was received in the Contact header of the SIP final response if such a dialog exists, otherwise send the SIP REFER request towards the PoC Server using a new SIP dialog according to rules and procedures of the SIP/IP Core. 
NOTE 5:	The SIP REFER request is sent using a new SIP dialog in case of Pre-established Session if the PoC Session Identity is different from Pre-established Session identity. 
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.
NOTE 6:	The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.

From 6.1.10, pg. 82-83:
[bookmark: _Toc93913093][bookmark: _Toc93913678][bookmark: _Toc93916662][bookmark: _Toc102188420][bookmark: _Toc139087182][bookmark: _Toc189885097][bookmark: _Toc226889514][bookmark: _Toc235870425][bookmark: _Toc236104479][bookmark: _Toc236107729][bookmark: _Toc236108454][bookmark: _Toc240704319][bookmark: _Toc300323238]6.1.10 PoC Client subscription to the conference state event package 
A PoC Client MAY subscribe to the conference state event package by sending a SIP SUBSCRIBE request to obtain information of the status of a PoC Session. 
When subscribing to the conference state event package, the PoC Client: 
1. SHALL generate a SIP SUBSCRIBE request and use a new SIP-dialog, as specified in subclause 6.1.3.1 "General" and according to rules and procedures of [RFC3265RFC6665] and [RFC4575]; 
2. SHALL set the Request-URI of the SIP SUBSCRIBE request to PoC Session Identity or the PoC Group Identity; 
3. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841];
4. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; 
5. MAY include a MIME conference-info+xml body as specified in [RFC3265RFC6665] with "minimum-conference-state" request as defined in [OMA-POC-LPIR] if the PoC Client subscribes to Limited Participating Information; and,
6. SHALL send the SIP SUBSCRIBE request towards the PoC Server using a new SIP dialog, according to rules and procedures of the SIP/IP Core.
The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265RFC6665] and [RFC4575], and rules and procedures of the SIP/IP Core with the clarifications given in this subclause.
Upon receiving a SIP 200 "OK" or a SIP 202 "Accepted" response to the SIP SUBSCRIBE request the PoC Client: 
1. SHALL cache the address of the PoC Server received in the Contact header.
Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client: 
1. SHALL handle the request according to rules and procedures of [RFC3265RFC6665] and [RFC4575]; and,
2. MAY display the current state information of the PoC Session or PoC Group to the PoC User based on the information in the SIP NOTIFY request body.
[bookmark: _Ref148592207][bookmark: _Ref148592208][bookmark: _Ref148596398][bookmark: _Ref148596589][bookmark: _Toc152587163]NOTE:	The PoC Client which requested privacy can find out its Anonymous PoC Address in the XML attribute "entity" of the XML element "user" with the XML attribute "yourown" equal to "true" as specified in [OMA-IM-TS_Endorsement] "Conference Event Package".
When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265RFC6665].
The contents of the SIP NOTIFY request body is specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
.
Potential changes from pg. 86 through 87 are not addressed by this CR.
From 6.1.13, pg. 86:
.
.
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. MAY display information to the PoC User based on the information in the SIP NOTIFY body.
NOTE 5:	The PoC Server does not send any SIP NOTIFY request if the PoC Client inserted the Refer-Sub header with value 'false' in the SIP REFER request.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
From 6.1.14, pg. 87
Upon receiving an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP REFER request the PoC Client:
1. SHALL handle the request according to rules and procedures of [RFC3515] and [RFC3265]; and,
2. SHALL display transfer success or fail information to the PoC Dispatch User based on the information in the SIP NOTIFY request body.
NOTE 4:	After successfully transferring the PoC Dispatcher role, the former PoC Dispatcher participates as a PoC Fleet Member in the ongoing Dispatch PoC Session and can leave the Dispatch PoC Session without causing the release of the Dispatch PoC Session.
NOTE 5:	After successfully transferring the PoC Dispatcher role for a Dispatch PoC Session with a Dispatch PoC Group, the PoC Client is supposed automatically to transfer the PoC Dispatcher role to the same PoC User for all the remaining Dispatch PoC Sessions associated with that Dispatch PoC Group. 
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