Doc# OMA-COM-PCPS-2014-0169R01-CR_TS_Control_Plane_RFC3265_Updates_5_7and6_1_1.doc
Change Request

Doc# OMA-COM-PCPS-2014-0169R01-CR_TS_Control_Plane_RFC3265_Updates_5_7and6_1_1.doc
Change Request


Change Request

	Title:
	CR_TS_Control_Plane_RFC3265_Updates_5_7and6_1_1
	|X| Public      |_| OMA Confidential

	To:
	OMA COM PCPS

	Doc to Change:
	OMA-PCPS-TS_Control_Plane-V1_0-20140525-D

	Submission Date:
	25 26 August 2014

	Classification:
	|_| 0: New Functionality
|X| 1: Major Change
|_| 2: Bug Fix
|_| 3: Editorial

	Source:
	Bob Fredericks – Motorola Solutions; 


	Replaces:
	n/a


Reason for Change
This change request updates the Control Plane TS with regard to references to obsolete RFC3265. 
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
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Recommendation
The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
Detailed Change Proposal
1. Updating obsolete normative reference RFC3265 to replacement RFC6665
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The PoC Session Identity is a SIP URI, which SHALL identify the PoC Session.
The PoC Server performing Controlling PoC Function SHALL allocate a unique PoC Session Identity for the PoC Session when established.  The PoC Session Identity SHALL be a GRUU (i.e. contains the “gr” parameter) as specified by [RFC5627]. 
The PoC Server performing the Participating PoC Function MAY re-construct the PoC Session Identity based on the SIP URI received from the Controlling PoC Function during PoC Session establishment as described in the subclause 7.3.2.1 "General".
The PoC Session Identity identifies the PoC Session in such a way that e.g.:
· the PoC User is able to leave a PoC Session;
· the PoC User is able to add PoC Users to an on-going PoC Session;
· the PoC User is able to subscribe the Participant Information of the on-going PoC Session;
· the PoC User is able to re-join the PoC Session as long as the PoC Session is on-going in the PoC Server performing the Controlling PoC Function also in the case that his Home PoC Server is not anymore participating the PoC Session; and,
· the SIP/IP Cores are able to route an initial SIP request to the PoC Server performing the Controlling PoC Function.
NOTE:	The exact format of the PoC Session Identity allocated by the PoC Server depends on the functionality of the SIP/IP Core in this PoC Network. 
The PoC Server performing Controlling PoC Function SHALL send the PoC Session Identity towards the PoC Client during the PoC Session establishment in the Contact header. 
The PoC Server performing Participating PoC Function SHALL send the PoC Session Identity to the PoC Client in the  MBCP Connect message if Pre-established Session is used.
.
.
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The PoC Client PoC service registration and re-registration to the SIP/IP Core SHALL be made according to rules and procedures of [RFC3261] with the clarifications in this subclause.
When registering or re-registering for the PoC service, the PoC Client
1. SHALL generate a SIP REGISTER request according to rules and procedures of [RFC3261];
2. SHALL include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;
3. SHALL include the PoC feature tag '+g.poc.dispatcher' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the PoC Dispatcher capability is supported; 
4. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if receiving of Group Advertisement messages is supported;
5. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if Discrete Media is supported;
6. SHALL include the PoC feature tag '+g.poc.fdcfo' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client, if the FDCFO Proceed feature is supported; 
7. SHOULD include the parameter 'q' with value between 1 and 0 in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client if UE PoC Box functionality is supported by the UE and enabled by the PoC User.
8. SHALL include an additional Contact header containing the contact address of the UE PoC Box and the feature tags 'sip.automata' and  'sip.actor' with the value 'principal' and 'sip.description' with the value "poc recording device" and the PoC feature tag '+g.poc.talkburst' along with the parameter 'q' with value between 1 and 0 if UE PoC Box functionality is supported by the UE and enabled by the PoC User;
NOTE 1:	The value of parameter 'q' for the UE PoC Box and the PoC Client Contacts cannot be the same as this would result in parallel forking of the request. 
NOTE 2:	If the value of parameter 'q' for the PoC Client Contact header is greater than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing an Accept-Contact header indicating the UE PoC Box will be routed to the PoC Client.
NOTE 3:	If the value of parameter 'q' for the PoC Client Contact header is less than the value of parameter 'q' included in the UE PoC Box Contact header then requests not containing a Reject-Contact header for the UE PoC Box will be routed to the UE PoC Box. Equivalent functionality can be achieved by the PoC Client implementation redirecting locally the PoC Session invitation to the UE PoC Box. 
NOTE 4:	The use of a higher value of parameter 'q' for the UE PoC Box Contact than the PoC Client Contact achieves similar functionality for the UE PoC Box as the use of the SIP 302 "Moved Temporarily" response achieves for the NW PoC Box. 
NOTE 5:	If the SIP/IP Core corresponds to 3GPP IMS then every contact address in the Contact header has to contain the same IP address and port number however they can contain different tokens as URI parameters to differentiate them. 3GPP2 IMS allows additional security mechanisms to be used (e.g TLS and HTTP Digest) as well as the security mechanism specified by 3GPP. Some 3GPP2 security mechanisms do not restrict the UE to use the same IP address and port number for all contact addresses. 
9. SHALL include an additional Contact header containing the contact address of the PoC Crisis Event Handling Entity and the feature tag 'g.poc.crisishandling' and the PoC feature tag '+g.poc.talkburst' if the UE contains the PoC Crisis Event Handling Entity;
10.  SHALL  include an Instance Identifier URN in each added Contact header as specified in subclause 5.7A "PoC Session association" if the PoC Client supports multiple PoC Addresses and if an Instance Identifier URN is available and used by the PoC Client or, if the PoC Client supports NAT traversal and when the PoC Client is behind NAT;
11. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840]; 
12. SHALL include a Supported header with the option tag ‘gruu’ according to rules and procedures of [RFC5627];
1213. MAY include the User-Agent header in the SIP REGISTER request to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers"; 
1314. SHALL insert in the SIP REGISTER request any necessary security parameters (e.g. Digest response) according to rules and procedures of the SIP/IP Core; 
1415. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client supports 'Official Government Use' QoE Profile and the PoC User requests the priority treatment of the QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User, as specified in subclause 5.8 "QoE Profiles"; and,
1516. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.
NOTE 6:	The UAC can register clients for several enablers using the same SIP REGISTER request. In case other enabler client(s) are already registered and a new enabler client is registering, the UAC includes in the SIP REGISTER request also the feature tag(s) with which the other enablers are currently registered.
Each time the PoC Client has successfully performed an initial PoC service registration the PoC Client SHALL set the PoC Service Setting as specified in subclause 6.1.2 "PoC Service Settings procedure".
Each time the PoC Crisis Event Handling Entity has successfully performed an initial PoC service registration the PoC Crisis Event Handling Entity SHALL set the PoC Service Setting as specified in subclause 9.1.2 "PoC Service Settings procedure".
NOTE 7: 	The SIP/IP Core may challenge and authenticate the SIP REGISTER request requiring the resending of the SIP REGISTER request with authentication credentials. 
The PoC Client SHALL send NAT keep-alive messages as specified in [sip-outbound] when the PoC Client is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Client.
NOTE 8:	Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
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When de-registering from the PoC service, the PoC Client SHALL de-register to the SIP/IP Core according to rules and procedures of [RFC3261] with the clarifications in the following.
When PoC service de-registering, the PoC Client:
1. SHALL remove the PoC Service Settings before de-registering from the PoC service as specified in subclause 6.1.2 "PoC Service Settings procedure".
2. SHALL generate a SIP REGISTER request;
3. SHALL NOT include the PoC feature tag '+g.poc.talkburst' in the Contact header of the SIP REGISTER request that contains the contact address of the PoC Client;
4. SHALL NOT include the contact address of the PoC Crisis Event Handling Entity if the UE not no longer act as a PoC Crisis Event Handling Entity;
5. SHALL include the PoC feature tag '+g.poc.groupad' in the Contact header of the SIP REGISTER request if the PoC Client needs to continue to receive Group Advertisement messages; 
6. SHALL include a Contact header containing the contact address of the UE PoC Box and the feature tags 'sip.automata' and 'sip.actor' with the value 'principal' and 'sip.description' with the value "poc recording device" and the PoC feature tag '+g.poc.talkburst' if UE PoC Box functionality is supported by the UE and the PoC User needs the UE to continue to act as a UE PoC Box; 
7. SHALL include an Instance Identifier URN as specified in subclause 5.7A "PoC Session association" if the PoC Client supports multiple PoC Addresses and if an Instance Identifier URN is available and used by the PoC Client or the PoC Client supports NAT traversal and if the PoC Client needs to continue to receive Group Advertisement messages or the PoC Client supports NAT traversal and if the PoC Client needs to continue to receive Group Advertisement messages or continue to act as a UE PoC Box;. 
8. SHALL include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840], if the PoC Client needs to continue to receive Group Advertisement messages or need to continue to act as a UE PoC Box and MAY include a Require header with the option tag 'pref ' according to rules and procedures of [RFC3840] in all other cases; 
9. SHALL include a Supported header with the option tag ‘gruu’ according to rules and procedures of [RFC5627];
910. MAY include the User-Agent header in the SIP REGISTER request to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers";
1011. SHALL include the expiration value set to 0 according to rules and procedures of [RFC3261], if the User Equipment also needs to de-register from the SIP/IP Core; and,
1112. SHALL send the SIP REGISTER request towards the SIP/IP Core according to rules and procedures of the SIP/IP Core.
NOTE 1:	In case several enabler clients are registered from the same UE, the UAC needs to ensure that it only deregisters the PoC Client and maintains all other enabler clients in the registered state unless the User intends those other clients also to be de-registered. To prevent complete de-registration of all registered enabler clients the SIP REGISTER request does not include an Expires header set to 0 but is a refresh registration without the relevant PoC enabler feature tags (e.g +g.poc.talkburst).
The PoC Client SHALL send NAT keep-alive messages as specified in [sip-outbound] when the PoC Client is behind Network Address Translators (NAT) if NAT traversal is supported by the PoC Client if the PoC Client needs to continue to receive Group Advertisement messages or if UE PoC Box functionality is supported by the UE and the PoC User needs the UE to continue to act as a UE PoC Box.
NOTE 2:	Periodic application level re-registration is initiated by the PoC Client to refresh an existing registration based on the re-registration requirements of the SIP/IP Core.
When NAT traversal is supported by the PoC Client and when the PoC Client is behind NAT registration is done according to the procedures in this subclause and according to rules and procedures of [sip-outbound] if the PoC Client needs to continue to receive Group Advertisement messages or if UE PoC Box functionality is supported by the UE or the PoC User needs the UE to continue to act as a UE PoC Box.
When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
.
.
.

NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.
THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.
USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.
THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.
[bookmark: Template]© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.	Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.	[OMA-Template-ChangeRequest-20140101-I]
© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.	Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.	[OMA-Template-ChangeRequest-20140101-I]
