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Reason for Change
This change request updates the User Plane TS with regard to references to RFC3489bis (draft-ietf-behave-rfc3489bis). 
Impact on Backward Compatibility
None
Impact on Other Specifications
None
Intellectual Property Rights
Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.
Recommendation
The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
Detailed Change Proposal
1. Replacing reference definition and references to draft-ietf-behave-rfc3489bis in the User Plane TS with updated reference RFC5389.
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3. 
4. 
4.1 
4.2 
RTP
The Real-time Transport Protocol (RTP), as defined in [RFC3550], provides means for sending real-time data over UDP. In PoC, Media related to a Continuous Media over reference points POC-3, POC-4, POC-10, POC-12 and POC-15 SHALL be transported by RTP/UDP/IP.
The Media SHALL be encapsulated in the RTP packets with Media specific RTP payload formats.
A PoC Client MAY send RTP Media packets without payload (referred to as "RTP "dummy" packets) in order to keep the Media path open through Network Address Translators (NAT).
NOTE 1:	The PoC Server discards RTP Media packets without payload if received.
NOTE 2:	How often the PoC Client needs to send the RTP Media packet without the payload is out of scope of this specification.
NOTE 3:	The method how to determine if the PoC Client is behind a NAT or not is out of scope of this specification. However, one method for determine whether a PoC Client is behind a NAT or not is described in the [RFC5389RFC3489bis]. Another method could be configuration of the PoC Client.
[bookmark: _Ref88470459][bookmark: _Ref88470531][bookmark: _Ref88470805][bookmark: _Toc98923986]Before sending the first RTP Media packet, RTCP packet or Media Burst Control Protocol message in a PoC Session, the PoC Client, the PoC Server, the NW PoC Box, the UE PoC Box or the PoC Crisis Event Handling Entity SHALL assign itself a SSRC identifier for the PoC Session. A suitable algorithm to generate the SSRC identifier is described in [RFC3550]. The allocated SSRC identifier SHALL NOT be 1111…1 (all 32 bits 1's), because this SSRC identifier is reserved for a special use.
[bookmark: _Toc300325942]RTCP
The PoC Client, the UE PoC Box, the NW PoC Box, the PoC Server performing the Controlling PoC Function and the PoC Server performing the Participating PoC Function SHALL support the RTP Control Protocol (RTCP), according to rules and procedures as specified in [RFC3550], with the clarifications in this subclause.
The MBCP messages SHALL be sent as RTCP APP packets.
When one Continuous Media is bound to a Media Floor Control Entity the MBCP messages SHOULD be sent to the same UDP port as the other RTCP packets.
When more than one Continuous Media is bound to a Media Floor Control Entity the MBCP messages SHOULD be sent to the one of the UDP port as the other RTCP packets for one of the Continuous Media bound to the Media Floor Control Entity.
NOTE 1:	When only Discrete Media is bound to a Media-floor Control Entity a port independent on RTCP is selected for MBCP messages.
The PoC Client, the UE PoC Box, the NW PoC Box, the PoC Server performing the Controlling PoC Function, the PoC Server performing the Participating PoC Function and the PoC Crisis Event Handling Entity:
· SHALL support the creation, modification and processing of the content in MBCP packets.
A PoC Client MAY send RTP Media packets without payload (referred to as "RTP "dummy" packets) to the port used for MBCP if MBCP uses a different UDP port than any of the ports used for RTCP for any of the Continuous Media or when MBCP is not using the RTCP port of any Continuous Media in order to keep the Media path open through Network Address Translators (NAT).
NOTE 2:	The PoC Server discards RTP Media packets without payload if received.
NOTE 3:	How often the PoC Client needs to send the RTP Media packet without the payload is out of scope of this specification.
NOTE 4:	The method how to determine if the PoC Client is behind a NAT or not is out of scope of this specification. However, one method for determine whether a PoC Client is behind a NAT or not is described in the [RFC5389RFC3489bis]. Another method could be configuration of the PoC Client.
RTCP packets, other than those used for MBCP messages, SHALL be RTCP compound packets according to rules and procedures as specified in [RFC3550]. MBCP messages SHOULD NOT be formatted as RTCP compound packets.
NOTE 5:	Since the MBCP messages are not formatted as compound packets in compliance with [RFC3550], the Media Burst Control Protocol can be implemented separately from other standard RTCP message processing. By separating the MBCP messages, it is easier for the PoC Servers to forward these messages to the proper handling function.
The UE PoC Box, the NW PoC Box, the PoC Crisis Event Handling Entity and the PoC Client,
· SHALL at the minimum support the reception of RTCP packets, in addition to those used for MBCP messages.
NOTE 6:	If the PoC Client, the UE PoC Box, the NW PoC Box and the PoC Crisis Event Handling Entity supports the minimum level of RTCP, the PoC Client, the UE PoC Box, the NW PoC Box or the PoC Crisis Event Handling Entity discards received RTCP packets.
· MAY support the creation and processing of the content in RTCP packets, in addition to those used for MBCP messages, to provide means for User Plane adaptation, feedback of the quality of the RTP Media packet transmission and give a persistent transport-level identifier for the RTP source.
The PoC Server performing the Controlling PoC Function and the PoC Server performing the Participating PoC Function:
· SHALL support the reception of RTCP packets, in addition to those used for MBCP messages.
· SHALL support forwarding of RTCP packets, in addition to those used for MBCP messages.
· MAY support creation, modification and processing of the content in RTCP packets, in addition to those used for MBCP messages, to provide means for User Plane adaptation and feedback of the quality of the RTP Media packet transmission.
NOTE 7: 	To reduce network load, it is beneficial if the RTCP compound packets created, modified or processed by the PoC Client, the PoC Box and the PoC Server only contains the mandatory RTCP packets required for that RTCP compound packet as specified in [RFC3550].
To reduce potential degradation of the quality of the RTP Media packet transmission, the PoC Client, the UE PoC Box, the NW PoC Box, the PoC Crisis Event Handling Entity and the PoC Server SHOULD NOT schedule transmission of RTCP packets during a Media Burst as specified in 7.1 "Quality feed back".
The PoC Client, the UE PoC Box, the NW PoC Box and the PoC Crisis Event Handling Entity SHOULD NOT send a RTCP BYE packet when leaving the PoC Session. The PoC Server performing the Controlling PoC Function and the PoC Server performing the Participating PoC Function SHOULD NOT send RTCP BYE packets when the PoC Session is released.
NOTE 8:	The PoC service do not require control signalling in the RTP Session by RTCP to indicate which Participants that are leaving the PoC Session, and the PoC service entities do need to keep track of the number of Participants to calculate the transmission interval of RTCP. Therefore, the PoC Clients, the PoC Boxes, the PoC Crisis Event Handling Entity and PoC Servers do not need to send RTCP BYE packets.
NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.
THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.
USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.
THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.
[bookmark: Template]© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.	Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.	[OMA-Template-ChangeRequest-20140101-I]
© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.	Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.	[OMA-Template-ChangeRequest-20140101-I]
