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1 Reason for Change

This change request makes updates to the Control Plane TS for PCPS 1.0 with respect to Dynamic Groups and Conditioned Based URIs (CBUS).
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
6 Detailed Change Proposal
Change 1:  Modifications to section 7.3.1.1
7.3.1.1 General

NOTE 1:
This subclause provides common procedures for other subclauses and is not meant to be applied unless referenced.

Upon receiving from the served PoC Client an initial SIP INVITE request or SIP REFER request that requires an initial SIP INVITE request to be sent, the PoC Server:

· 1. SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261];

· 2. SHALL include in the SIP INVITE request the Privacy header unmodified according to rules and procedures of [RFC3325], if the incoming SIP INVITE or SIP REFER request contained a Privacy header;

· 3. SHALL include the Nick Name in the Authenticated Originator's PoC Address as specified in subclause 5.4 "Nick Name";

· 4. SHALL include in the SIP INVITE request all Accept-Contact header with their feature tags and their corresponding values along with parameters according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request;

· 5. SHALL include in the SIP INVITE request all Reject-Contact headers with their feature tags and their corresponding value along with any parameters according to rules and procedures of [RFC3841] if included in the incoming SIP INVITE request;

· 6. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 7. SHALL include in the Contact header the feature tag '+g.poc.fdcfo', as specified subclause E.2.4 "FDCFO Proceed Feature Tag", if the PoC Server supports the FDCFO Proceed feature, and the SIP INVITE request from the PoC Client contains this feature tag;

NOTE 2:
The use of the option tag 'precondition', as specified in [RFC3312], is not defined for the POC-1 or POC-2 reference points.

NOTE 3:
The use of the option tag '100rel', as specified in [RFC3262] is not defined for the POC-1 reference point.

· 8. SHOULD include the Session-Expires header according to rules and procedures of [RFC4028], "Generating an Initial Session Refresh Request". It is RECOMMENDED that the refresher parameter is omitted. If included, the refresher parameter SHALL be set to 'uac'.

· 9. SHALL include the option tags 'timer' and ‘tdialog’ in a Supported header ;

· 10. SHALL cache the allowed SIP methods if received in the Allow header;

· 11. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 12. SHALL include the Authenticated Originator's PoC Address received in the incoming SIP INVITE request in the outgoing SIP INVITE request;

· 13. SHALL perform the following actions, if Outgoing Condition Based PoC Session Barring is supported:
a) evaluate the Outgoing Condition Based PoC Session Barring conditions defined by the Subscriber and stored in the Policy XDMS for the PoC User and if any of the evaluated conditions is satisfied return a SIP 480 "Temporarily Unavailable" response according to the rules and procedures of [RFC3261] with the warning text set to '134 Outgoing invitation conditionally barred ' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps; and,

b) evaluate the  User defined  Outgoing Condition Based PoC Session Barring conditions associated with the OCSB conditions profile and stored in the Policy XDMS for the PoC User, if  OCSB conditions profile is other than “none”and if any of the evaluated conditions is satisfied return a SIP 480 "Temporarily Unavailable" response according to the rules and procedures of [RFC3261] with the warning text set to '134 Outgoing invitation conditionally barred ' as specified in subclause 5.6 "Warning header" and do not continue with the rest of the steps. Otherwise continue with the rest of the steps;
NOTE 4:
Conditions to be evaluated for Outgoing Condition Based PoC Session Barring if defined for the PoC User are: the Quality of Experience of the PoC Session, the Media Types of the PoC Session, the current date and time, the invited Users’ identities, the country or region in which the invited Users’ home network is located, the geographical location of the invited Users, and the invited Users' presence activity information as specified in [OMA-PoC-Document-Mgmt]. Additional conditions can be used when they become available.
· 14. SHALL perform the following actions, if the incoming SIP INVITE request contained an Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with an Answer-Mode header:

a) include an Answer-Mode header unmodified if the received value is set to 'Manual;Require';

b) discard the Answer-Mode header if the received value is set to 'Auto' or 'Manual'; or

c) return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" and not continue with the rest of the steps if the received value is set to 'Auto;Require';

· 15. SHALL perform the following actions, if the incoming SIP INVITE request contained a Priv-Answer-Mode header, or the incoming SIP REFER request contained a Refer-To URI with a Priv-Answer-Mode header and manual answer override is supported:

a) include a Priv-Answer-Mode header unmodified if the received value is set to 'Auto';

b) return a SIP 403 "Forbidden" response with the warning text set to '121 Function not allowed due to <detailed reason>' as specified in subclause 5.6 "Warning header" and not continue with the rest of the steps if the received value is set to anything other than 'Auto';

· 16. SHALL include in the Contact header the PoC feature tag '+g.poc.talkburst';

· 176. SHALL include the PoC feature tag '+g.poc.discretemedia' in the Contact header if it was included in the incoming SIP request;

· 18. SHALL copy the feature tag '+g.poc.dispatcher' in the Contact header to the outgoing SIP INVITE request if it was included in the Contact header of the incoming SIP request;

· 19. SHALL include the feature tag '+g.poc.interworking' if it was included in the Contact header of the incoming SIP request, if the PoC Server supports the PoC Interworking Service;

· 20. SHALL, if the incoming SIP INVITE or SIP REFER request contained a MIME resource-lists body with the PoC Address(es) of Invited PoC User(s) , or a MIME "application/resource-lists-bitmap" body, as defined in Annex E.6.2 "Bit Map MIME", either
a) include a Content-Type header with multipart/mixed, as specified in [RFC2046] , and copy the MIME resource-lists body, according to rules and procedures of [draft-URI-list], if the MIME is a resource-list body;

  or, 

a) Determine the PoC Address(es) from the Bit Map MIME and verify that all set bits are associated with a PoC Address.

b) If the Bit Map MIME has one or more bit locations set for which there is no corresponding configured PoC Addresses of a PoC User, then the PoC Server  SHALL reject the request.with a SIP 404 "Not Found" response with a warning text set to "Invalid Bit Map" as specified in subclause 5.6 "Warning header" and with a Warning code '139', and do not continue with the rest of these steps; and,
c) Create and copy a MIME resource-list compatible with the rules and procedures of [draft-URI-list].

· 21. SHALL copy the Accept-Language header, if included in the incoming SIP request;

· 22. SHALL insert the uri-parameter "b2bua" to the URI of the PoC Server in the Contact header of the initial SIP request as specified in E.5.3 "Back to back UA uri-parameter", if the PoC Server performing Participating PoC Function indicates according to local policy to the Controlling PoC Function, that it acts as a B2BUA and stays on the Media path; 

· 23. SHALL NOT include a SIP.instance feature tag in the Contact header of the outgoing SIP INVITE request;
· 24. SHALL include the Priority header received in the incoming SIP request in the outgoing SIP request if it was included in the incoming SIP request and if the PoC Server supports PoC Session Control for Crisis Handling;

· 25. SHALL NOT include a sip.instance feature tag in the Contact header of the outgoing SIP INVITE request;
· 26. MAY add or replace Text Content in Subject header in SIP INVITE request as specified in [RFC3261] allow Media Content handling in "Allow-Media-Content-Handling" defined by the Subscriber and stored in the Policy XDMS;
· 27. MAY add or replace a reference to media content in the Alert-Info header or in the Call-Info header or both in SIP INVITE request according to rules and procedures in [RFC3261] and allow Media Content handling in "Allow-Media-Content-Handling" according to user access policy defined by the Subscriber and stored in the Policy XDMS; and
· 28. MAY include an Accept header with "message/external-body" and  MIME body with a reference to the media content as specified by [RFC4483] with the Content-Disposition value "relay", if the PoC Client has included one, and if the PoC Client is not initiating a Pre-established Session or a PoC Session over a Pre-established Session;

· 29. MAY insert one or more "emcs-rf" parameters, as necessary, if the PoC Server included a reference with Content-Disposition value "relay",  as defined in Annex E.7.1"Relay Value and EMCS-RF Parameter"; and,    
NOTE 5: If the PoC Client had included an "emcs-rf" parameter, as defined in Annex E.7.1"Relay Value and EMCS-RF Parameter",  the PoC Server removes that parameter. 

NOTE 6: EMCS Retrieval does not apply for Pre-established Session. 

· 
When sending SIP provisional responses, other than the SIP 100 "Trying" response, to the SIP INVITE request and if the PoC Server is acting as a B2BUA, the PoC Server:

· 1. SHALL generate the SIP provisional response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header with the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP response, in the outgoing SIP provisional response; 

· 4. SHALL include a SIP URI for the Contact header as follows, if not already sent in a provisional response for this dialog:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the provisional response by the Controlling PoC Function; 

b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus';

d) copy the feature tag '+g.poc.dispatcher', 'sip.automata', 'sip.actor', 'sip.description' and '+g.poc.moderator' to the Contact header of the outgoing SIP response with their corresponding value, if any of these are included in the Contact header of the incoming received SIP response; and,

e) include the Session Type uri-parameter and any other uri-parameter provided in the Contact header of the provisional response received from the Controlling PoC Function.

· 5. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested.

When sending a SIP 200 "OK" response to the SIP INVITE request and if the PoC Server is acting as a B2BUA the PoC Server

· 1. SHALL generate a SIP 200 "OK" response according to rules and procedures of [RFC3261];

· 2. SHALL include a Server header to indicate the OMA PoC release version of the PoC Server as specified in subclause E.4.1 "Release version in User-agent and Server headers" if has not already been sent in a provisional response for this dialog;

· 3. SHALL include the option tag 'timer' in a Require header;
· 4. SHALL include the Session-Expires header according to rules and procedures of [RFC4028], "UAS Behavior". The "refresher" parameter in the Session-Expires header SHALL be set to 'uac';
· 5. SHALL start the SIP Session timer according to rules and procedures of [RFC4028]; 
· 6. SHOULD include an Allow header with the SIP methods supported in this SIP dialog according to rules and procedures of [RFC3261];

· 7. SHALL include a SIP URI for the Contact header as follows:

a) constructed such that the PoC Server can also resolve it back to the original SIP URI provided in the Contact header of the SIP 200 "OK" response by the Controlling PoC Function;

b) include the PoC feature tag '+g.poc.talkburst';

c) include the feature tag 'isfocus';

d) copy the feature tag '+g.poc.dispatcher', 'sip.automata', 'sip.actor', 'sip.description' and '+g.poc.moderator' to the Contact header of the outgoing SIP response with their corresponding value, if any of these are included in the Contact header of the incoming received SIP response; and,

e) include the Session Type uri-parameter and any other uri-parameter provided in the Contact header of the SIP 200 "OK" response received from the Controlling PoC Function.

· 8. SHALL include the Authenticated Originator's PoC Address, along with any possible uri-parameter, if received in the incoming SIP 200 "OK" response in outgoing SIP 200 "OK" response.

· 9. SHALL include value 'id' in the Privacy header according to rules and procedures of [RFC3325], if the privacy is requested; and,

· 10. SHALL include the option tag 'norefersub' in a Supported header according to rules and procedures of [RFC4488].
· 11. SHALL include the option tag 'tdialog' in a Supported header according to rules and procedures of [RFC4538]
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.1.1a
SDP offer generation in case of On-demand session










NO REPRESENTATIONS OR WARRANTIES (WHETHER EXPRESS OR IMPLIED) ARE MADE BY THE OPEN MOBILE ALLIANCE OR ANY OPEN MOBILE ALLIANCE MEMBER OR ITS AFFILIATES REGARDING ANY OF THE IPR’S REPRESENTED ON THE “OMA IPR DECLARATIONS” LIST, INCLUDING, BUT NOT LIMITED TO THE ACCURACY, COMPLETENESS, VALIDITY OR RELEVANCE OF THE INFORMATION OR WHETHER OR NOT SUCH RIGHTS ARE ESSENTIAL OR NON-ESSENTIAL.

THE OPEN MOBILE ALLIANCE IS NOT LIABLE FOR AND HEREBY DISCLAIMS ANY DIRECT, INDIRECT, PUNITIVE, SPECIAL, INCIDENTAL, CONSEQUENTIAL, OR EXEMPLARY DAMAGES ARISING OUT OF OR IN CONNECTION WITH THE USE OF DOCUMENTS AND THE INFORMATION CONTAINED IN THE DOCUMENTS.

USE OF THIS DOCUMENT BY NON-OMA MEMBERS IS SUBJECT TO ALL OF THE TERMS AND CONDITIONS OF THE USE AGREEMENT (located at http://www.openmobilealliance.org/UseAgreement.html) AND IF YOU HAVE NOT AGREED TO THE TERMS OF THE USE AGREEMENT, YOU DO NOT HAVE THE RIGHT TO USE, COPY OR DISTRIBUTE THIS DOCUMENT.

THIS DOCUMENT IS PROVIDED ON AN "AS IS" "AS AVAILABLE" AND "WITH ALL FAULTS" BASIS.

© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 1 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20140101-I]

© 2014 Open Mobile Alliance Ltd.  All Rights Reserved.
Page 2 (of 5)
Used with the permission of the Open Mobile Alliance Ltd. under the terms as stated in this document.
[OMA-Template-ChangeRequest-20140101-I]

