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1 Reason for Change

This change request attempts to align the use of SigComp with LTE (E-UTRAN) with TS 24.229.
This change request addresses the following CONRR comment in OMA-CONR-2014-0064R02-INP_PCPS_1_0_CONRR_COMMENTS:

	C008
	2014.10.08
	T
	5.14
	Source: BlackBerry
Form: <INP doc, mtg, confcall>

Comment: According to TS 24.229 SigComp is not used over LTE access
Proposed Change: Discuss and potentially align with TS 24.229 on use of sigcomp over LTE
	Status: OPEN 




With the introduction of LTE (E-UTRAN) 3GPP agreed that while the UE shall support SIGcomp if it supports LTE (E-UTRAN) it should send SIP requests and responses UNCOMPRESSED when using LTE (E-UTRAN). The reason for this is that experience has shown that the benefit of reduced transmission time for compressed messages of LTE (E-UTRAN) is more than offset by the increased delay needed for compression and decompression of the messages resulting in increased and not reduced delay in sending the messages. 

Why then is SIGcomp still mandated to be supported by UEs that support LTE (E-UTRAN)? Once SIGcomp compression has started then it cannot be stopped without restarting the compression contexts (which requires a new initial registration). Thus if a UE starts in non LTE access and is compressing using SIGcomp and then there is a handover to LTE the compression using SIGcomp needs to continue after the handover.
In addition RFC 3320 and [RFC 3485] has been updated by RFC 4896 and these updates are also mandated to be supported by TS 24.229
This is what TS 24.229 v12.6.0 states about support and use of SIGcomp with LTE (E-UTRAN)
8.1
SIP compression procedures at the UE

8.1.1
SIP compression

If in normal operation the UE generates requests or responses containing a P-Access-Network-Info header field which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", "IEEE-802.11g", "IEEE-802.11n", or "DVB-RCS2", then the UE shall support:

-
SigComp as specified in RFC 3320 [32] and as updated by RFC 4896 [118]; and
-
the additional requirements specified in RFC 5049 [79], with the exception that the UE shall take a State Memory Size of at least 4096 bytes as a minimum value.
If in normal operation the UE generates requests or responses containing a P-Access-Network-Info header field which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", "IEEE-802.11g", "IEEE-802.11n", or "DVB-RCS2", then the UE may support:

-
the negative acknowledgement mechanism specified in RFC 4077 [65A].

When using SigComp the UE shall send compressed SIP messages in accordance with RFC 3486 [55]. When the UE will create the compartment is implementation specific, but the compartment shall not be created until a set of security associations or a TLS session is set up if signalling security is in use. The UE shall finish the compartment when the UE is deregistered. The UE shall alow state creations and announcements only for messages received in a security association.

NOTE:
Exchange of bytecodes during registration will prevent unnecessary delays during session setup.

If the UE supports SigComp:

-
the UE shall support the SIP dictionary specified in RFC 3485 [42] and as updated by RFC 4896 [118]. If compression is enabled, the UE shall use the dictionary to compress the first message; and

-
if the UE supports the presence user agent or watcher roles as specified in table A.3A/2 and table A.3A/4, the UE may support the presence specific dictionary specified in RFC 5112 [119].

The use of SigComp is not re-negotiated between initial registration and deregistration.
8.1.2
Compression of SIP requests and responses transmitted to the P-CSCF

In normal operation the UE should send the generated requests and responses transmitted to the P-CSCF:

-
compressed according to subclause 8.1.1, if the P-Access-Network-Info header field of the initial registration message includes a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", IEEE-802.11g", "IEEE-802.11n", or "DVB-RCS2";

-
uncompressed, if the P-Access-Network-Info header field of the initial registration message includes a value of "3GPP-E-UTRAN-FDD" or "3GPP-E-UTRAN-TDD.
In other cases where SigComp is supported, the UE need not compress the requests and responses.

NOTE 1:
Compression of SIP messages is an implementation option. However, compression is strongly recommended.

NOTE 2:
In an IP-CAN where compression support is mandatory the UE can send even the first message compressed. Sigcomp provides mechanisms to allow the UE to know if state has been created in the P-CSCF or not.

8.1.3
Decompression of SIP requests and responses received from the P-CSCF

If the UE supports SigComp, then theUE shall decompress the compressed requests and responses received from the P-CSCF according to subclause 8.1.1.

NOTE:
According to RFC 3486 [55], the UE not supporting SigComp or not indicating willingness to receive compressed messages never receives compressed SIP messages.

If the UE detects a decompression failure at the P-CSCF, the recovery mechanism is implementation specific.

8.2
SIP compression procedures at the P-CSCF

8.2.1
SIP compression

The P-CSCF shall support:

-
SigComp as specified in RFC 3320 [32] and as updated by RFC 4896 [118]; and

-
the additional requirements specified in RFC 5049 [79], with the exception that the P-CSCF shall take a State Memory Size of at least 4096 bytes as a minimum value.

The P-CSCF may support:

-
the negative acknowledgement mechanism specified in RFC 4077 [65A].

When using SigComp the P-CSCF shall send compressed SIP messages in accordance with RFC 3486 [55]. When the P-CSCF will create the compartment is implementation specific, but the compartment shall not be created until a set of security associations are set up. The P-CSCF shall finish the compartment when the UE is deregistered. The P-CSCF shall allow state creations and announcements only for messages received in a security association.

The P-CSCF:

-
shall support the SIP dictionary specified in RFC 3485 [42] and as updated by RFC 4896 [118]. If compression is enabled, the P-CSCF shall use the dictionary to compress the first message; and

-
may support the presence specific dictionary specified in RFC 5112 [119].

NOTE:
Exchange of bytecodes during registration will prevent unnecessary delays during session setup.

8.2.2
Compression of SIP requests and responses transmitted to the UE

For all SIP transactions on a specific security association where the security association was established using a REGISTER request from the UE containing a P-Access-Network-Info header field which included a value of "3GPP-GERAN","3GPP-UTRAN-FDD", "3GPP-UTRAN-TDD", "3GPP-E-UTRAN-FDD", "3GPP-E-UTRAN-TDD", "3GPP2-1X", "3GPP2-1X-HRPD", "3GPP2-UMB", "IEEE-802.11", "IEEE-802.11a", "IEEE-802.11b", "IEEE-802.11g", "IEEE-802.11n", or "DVB-RCS2", and the UE has indicated that it supports SigComp and is willing to receive compressed messages in accordance with RFC 3486 [55], then the P-CSCF should compress the requests and responses transmitted to the UE according to subclause 8.2.1. In other cases where SigComp is supported, it need not.

NOTE:
Compression of SIP messages is an implementation option. However, compression is strongly recommended.

8.2.3
Decompression of SIP requests and responses received from the UE

The P-CSCF shall decompress the compressed requests and responses received from the UE according to subclause 8.2.1.

If the P-CSCF detects a decompression failure at the UE, the recovery mechanism is implementation specific.

2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

Similar changes need to be reflected in the Control Plane specification
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PCPS group is recommended to agree to the attached changes and incorporate it into the corresponding document.
6 Detailed Change Proposal
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5.14 Signalling compression

The SIP/IP Core SHALL support signalling compression (SigComp) according to rules and procedures of [RFC 3320] and as updated by [RFC 4896], [RFC 3485] and as updated by [RFC 4896], and [RFC 3486] to reduce the transmission delays.

When a non E-UTRAN radio access is used the PoC Client SHOULD compress the SIP signalling according to rules and procedures of [RFC 3320] , [RFC 3485] and [RFC 3486] to reduce the transmission delays. When E-UTRAN access is used the PoC Client SHOULD send the SIP signalling uncompressed.
If the PoC Client initiates the signalling compression according to rules and procedures of [RFC 3320] , [RFC 3485] and [RFC 3486], then the SIP/IP Core SHALL compress the SIP signalling according to [RFC 3320] and as updated by [RFC 4896], [RFC 3485] and as updated by [RFC 4896], and [RFC 3486].

It is RECOMMENDED that the PoC Client and the SIP/IP Core supports dynamic compression or other SigComp extended operations to improve the compression efficiency and to further reduce transmission delays (for a definition of dynamic compression and a description of other SigComp extended operations see [RFC 3321]).

NOTE:
Dynamic compression can be implemented without using the extended operations mechanisms of [RFC 3321] which is referenced here in the interest of thoroughness.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the signalling compression procedures in [3GPP TS 24.229] /[3GPP2 X.S0013.4] SHALL be used.    
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