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1 Reason for Change

This change request updates the RFC reference definition for the generic syntax of URIs from RFC2396 to RFC3986 and associated references. This CR addresses CONR issue B006:
	B006
	2014.10.08
	E/T
	2.1
	Source: Motorola Solutions Inc

B001-MSI1
Form: OMA-PCPS-TS-User_Plane-V1_0-20141008-D
Comment: The reference to obsolete RFC2396 should be replaced by one to RFC3986. 

Proposed Change: Replace the Reference definition to RFC2396 and all references to the obsolete RFC. The references to the RFC are related to the definition of the format of a SIP URI so they need to be reworked as well as in CR OMA-COM-PCPS-2014-0XXX-CR_TS_User_Plane_RFC2396_Updates.
	Status: OPEN 
MSI to submit CR to resolve this issue.



2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PCPS group is recommended to agree to the changes and incorporate it into the corresponding document.
6 Detailed Change Proposal
Change 1:  This change request updates the RFC reference definition for the generic syntax of URIs from RFC2396 to RFC3986 and associated references. This CR addresses CONR issue B006.
.

.

.
2.1 Normative references

	[3GPP TS 26.346]
	3GPP TS 26.346, "Multimedia Broadcast/Multicast Service (MBMS); Protocols and codecs", 3rd Generation Partnership Project (3GPP).                                                                                 URL: http://www.3gpp.org/

	.

.

.
	

	[RFC2326bis]
	IETF draft-ietf-mmusic-rfc2326bis-21 (June 2009): "Real Time Streaming Protocol 2.0 (RTSP)", expires december 2009.                                                                                                 URL: http://www.ietf.org/internet-drafts/draft-ietf-mmusic-rfc2326bis-21.txt
NOTE: The referenced IETF draft is a work in progress.

	
	

	[RFC3261]
	IETF RFC 3261: "SIP: Session Initiation Protocol", June 2002,
URL: http://www.ietf.org/rfc/rfc3261.txt

	[RFC3323]
	IETF RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)", 
URL: http://www.ietf.org/rfc/rfc3323.txt 

	[RFC3550]
	IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications", July 2003,
URL: http://www.ietf.org/rfc/rfc3550.txt 

	[RFC3558]
	IETF RFC 3558: "RTP Payload Format for Enhanced Variable Rate Codecs (EVRC) and Selectable Mode Vocoders (SMV)", June 2003,
URL: http://www.ietf.org/rfc/rfc3558.txt 

	[RFC3986]
	IETF RFC 3986: "Uniform Resource Identifiers (URI): Generic Syntax", January 2005,         URL: http://www.ietf.org/rfc/rfc23986.txt

	[RFC4566]
	IETF RFC 4566: "Session Description Protocol", July 2006, 
URL: http://www.ietf.org/rfc/rfc4566.txt 


From “3.2 Definitions”
For the purposes of the PoC specifications, the terms and definitions given in [OMA Dictionary] and the following terms and definitions apply.

	1-1 PoC Session
	A feature enabling a PoC User to establish a PoC Session with another PoC User.

	SIP Session
	A SIP dialog. From [RFC3261], a SIP dialog is defined as follows: A dialog is a peer-to-peer SIP relationship between two UAs that persists for some time. A dialog is established by SIP messages, such as a 2xx response to an INVITE request. A dialog is identified by a call identifier, local tag, and a remote tag. A dialog was formerly known as a call leg in [RFC2543].

	SIP URI
	As defined in RFC 3261, a SIP or SIPS URI identifies a communications resource. Being a type of URI, a SIP URI follows the guidelines in RFC 3986. PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI lists, etc.

	Text Content
	Text included in an invitation to a PoC Session or in a Group Advertisement.


.
.

.

From “6.5.7 MBCP Media Burst Taken message”
The MBCP Media Burst Taken message is sent as an action from the PoC Server performing the Controlling PoC Function to inform non-requesting PoC Client(s) that someone has been granted permission to send a Media Burst.

Table 8 "MBCP Media Burst Taken message" shows the content of the message.

Table 8: MBCP Media Burst Taken message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P| subtype |   PT=APP=204  |           length              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC Function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC1                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client granted a permission to send a Media Burst  |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| P-count = 100 |    P-count-   |                               |

|               |    length = 2 |    Participants    
     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| Privacy = 105 |    Privacy-   |                               |

|               |    length = 2 |    Privacy request    
     |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| Anonymous     |    Identity-  |                               |

| identity = 106|    length     |    Unique anonymous identity  |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| MBCP-sequence |MBCP-sequence- |                               |
| =112          |length = 2     |    MBCP-sequence-number
     | 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the MBCP Media Burst Taken message: 

· 00010, when no acknowledgement reply is expected; and,

· 10010, when the sender of the MBCP Media Burst Taken message expects an acknowledgement reply.

SSRC

The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

The SSRC field in the application dependent data of the Media Burst Taken message SHALL carry, either;

1. the SSRC of the PoC Client that has been granted a permission to send a Media Burst, if known by the PoC Server; or,

2. the SSRC of the PoC Server performing the Controlling PoC Function in the case the Media is retrieved from an EMCS;

or,

3. the SSRC field with all 32 bits set to '1'. In this case the receiving PoC Client SHALL ignore the SSRC field.

SDES item CNAME followed by SDES item NAME
In the application dependent data, the MBCP Media Burst Taken message SHALL carry a SSRC field and SDES items, CNAME and MAY carry SDES item NAME to identify the PoC Client that has been granted permission to send a Media Burst.

The MBCP Media Burst Taken message MAY also carry Participants item, Privacy item and Anonymous identity item. Therefore the length of the packet will vary depending on number of SDES items and the size of the SDES items and existence of the optional items.

The SDES item CNAME SHALL either

· carry the URI of the PoC User that has been granted permission to send a Media Burst, if privacy was not requested or if privacy was requested, the PoC Server performing the Participating PoC Function is in the Media path and the MBCP Media Burst Taken message is sent by the PoC Server performing the Controlling PoC Function;

or,

· The RTSP URL of the EMCS in the case the Media is retrieved from an EMCS.

NOTE:
The PoC Client uses the RTSP URL received in the MBCP Taken message to associate the Media-floor Control Entity handling the Streaming Media with the Media-floor Control Entity handling the Media Streaming Control Media Type.

The SDES item CNAME SHALL carry the Anonymous PoC Address as defined in [OMA-PCPS-CP] "Anonymous PoC Address" of the PoC User that has been granted permission to send a Media Burst, if privacy was requested and either the PoC Server performing the Participating PoC Function is not in the Media path or the MBCP Media Burst Taken message is sent by the PoC Server performing the Participating PoC Function.

The SDES item NAME, if known by the PoC Server and the sending of Nick Names is supported as specified in [OMA-PCPS-CP] "Nick Name", SHALL carry the Nick Name of the PoC User that has been granted permission to send a Media Burst.

The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550]. The format of the SIP URI is defined in [RFC3986] and [RFC3261].

Participants
If the optional Participants item is included, it SHALL give the number of the Participants currently in the PoC Session in case the PoC Speech is the only Media in the PoC Session, otherwise the number of the Participants connected to the Media-floor Control Entity currently in the PoC Session.

The coding of the Participants is specified in subclause 6.5.1.2.1 "P-count".

Privacy
The Privacy SHALL give the information, if privacy is requested in the Sender Identification.

The coding of the Privacy is specified in subclause 6.5.1.2.6 "Privacy".

Anonymous identity
If the optional Anonymous identity item is included, it SHALL provide the unique Anonymous PoC Address of the Participant in the PoC Session.

MBCP-sequence-number

If the optional MBCP-sequence-number is included in the MBCP Media Burst Taken message and TBCP Talk Burst Taken message, it SHALL provide the sequence number of the MBCP Media Burst Taken message and TBCP Talk Burst Taken message.

The coding of the MBCP-sequence-number is specified in subclause 6.5.1.2.13 "MBCP-sequence ".

.
.
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From “10.4.2 MOD Moderated Burst Request message”
The MOD Moderated Burst Request message is sent by the Controlling PoC Function to the PoC Client performing the Moderator function as an indication that a MBCP Media Burst Request has explicitly or implicitly been received from a PoC Client.

Table 23"MOD Moderated Burst Request message" shows the content of the message.

Table 23: MOD Moderated Burst Request message.
0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 0 1|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC Function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC2                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client requesting permission to send a Media Burst|

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|MB-priority          | MB-priority   | MB-priority value                 |

|  -level = 102 |  -length = 2  |                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|Time-stamp            | Time-stamp    |                                     |

| = 103         |  -length = 8  |                               :

:                       Time stamp value                        |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
| Requested-Duration | Requested-Duration |   Requested Duration of       |
|        = 110  | -length = 2   |   Media Burst Transmission    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|   Request Text |Request Text    |     Request Text Value           |
|        = 111  | -length       |                                |
|        Text typed in request                                   |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
The following bit pattern in the subtype field SHALL be used for the MOD Moderated Burst Request message: 00001.

SSRC

The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

The SSRC field in the application dependent data of the Moderated Burst Request message SHALL carry, either;

1. the SSRC of the PoC Client that is requesting a permission to send a Media Burst, if known by the PoC Server; or,

2. the SSRC field with all 32 bits set to '1'. In this case the receiving PoC Client SHALL ignore the SSRC field.

SDES item CNAME followed by SDES item NAME
The SDES item CNAME SHALL carry the URI of the PoC User requesting permission to send a Media Burst, if privacy was not requested or if privacy was requested, the PoC Server performing the Participating PoC Function is in the Media path and the MOD Moderated Burst Request message is sent by the PoC Server performing the Controlling PoC Function.

The SDES item CNAME SHALL carry the Anonymous PoC Address as defined in [OMA-PoC-CP] "Anonymous PoC Address" of the PoC User requesting permission to send a Media Burst, if privacy was requested and either the PoC Server performing the Participating PoC Function is not in the Media path or the MOD Moderated Burst message is sent by the PoC Server performing the Participating PoC Function. 

The SDES item NAME, if known by the PoC Server and the sending of Nick Names is supported as specified in [OMA-PoC-CP] "Nick Name", SHALL carry the Nick Name of the PoC User requesting permission to send a Media Burst.

The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550]. The format of the SIP URI is defined in [RFC3986] and [RFC3261].

Media Burst request priority
The Media Burst request priority level MAY be included if the PoC Client and the PoC Server have agreed to support priority.

The PoC Client SHALL include the MB-priority-level field if the PoC User has indicated that the Media Burst request is desired at a level other than normal priority, or if the PoC Client wishes to change the MB-priority-level of a queued Media Burst request.

The coding of the Media Burst request priority is specified in subclause 6.5.1.2.3 "MB-priority-level".

Time stamp
The Media Burst request timestamp option SHALL be included if the PoC Client and the PoC Server performing the Controlling PoC Function have agreed to support time stamping of MOD Media Burst request messages as specified in [OMA-PoC-CP] "Media Burst Control Protocol MIME registration" and if the PoC Client wishes to timestamp a particular MOD Media Burst Request message.

The Media Burst request timestamp option SHALL indicate when the original MOD Media Burst Request message was sent, if the PoC Client repeats the MOD Media Burst Request message.

If a timestamp is included in a MOD Media Burst Request message and the request is queued, the PoC Server SHALL use the value of the timestamp to determine the position of the request in the Media Burst request queue.

The request SHOULD be queued according to the timestamp value, after all other requests associated with an earlier timestamp at the same level of priority and before all other requests associated with a later timestamp at the same level of priority.

The position of the request relative to other requests at the same priority, which were not time stamped, and relative to requests at different priority levels, SHALL be determined according to the policy of the PoC Server.

The timestamp option requires time synchronization between the PoC Clients in the PoC Session. However, the PoC network does not define any entity that performs time synchronization between the PoC Clients. Therefore, if a PoC Client supports the timestamp option, it SHALL be provided the NTP timestamp by a timeserver located outside the PoC network (for definition of a timeserver, see [RFC1305]).

NOTE:
The timeserver can be the GPS time provided by the protocols of the underlying access network.

The coding of the Media Burst request timestamp is specified in subclause 6.5.1.2.4 "Time-stamp".

Requested Duration
The Requested Duration field MAY be included if the PoC Client supports Expanding Duration of Media Burst Transmission and wish to request a certain duration time from the PoC Server.
NOTE:   
If the PoC Client supports Expanding Duration of Media Burst Transmission and the PoC Server performing the Controlling PoC Function does not support Expanding Duration of Media Burst Transmission, Requested Duration field included in the MOD Media Burst Request message is ignored by the PoC Server performing the Controlling PoC Function and the handling of the MOD Media Burst Request message SHOULD be proceeded as normal.

The PoC Client MAY include the Requested Duration field if the PoC User has indicated that the Media Burst requires a certain time to be sent.
The coding of the Requested Duration is specified in subclause 6.5.1.2.11 "Requested Duration".
Request Text
The Request Text SHALL be included by the PoC Server if the MBCP Media Burst Request message included a Request Text. 

The coding of text in request is specified in subclase 6.5.1.2.12 "Request Text in MBCP message".
From “10.4.3 MOD Moderated Burst Request Confirm message”
The MOD Moderator Burst Request Confirm is sent by the PoC Client performing the Moderator function to confirm the reception of the MOD Moderator Burst Request message.

Table 24 "MOD Moderator Burst Confirm message" shows the content of the message.

Table 24: MOD Moderator Burst Confirm message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 0|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client performing the Moderator function          |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC2                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

     |   Priority  |         Queue position            |  padding    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the MOD Moderator Burst Confirm message: 00010.

SSRC

The SSRC field shall carry the SSRC of the PoC Client performing the Moderator function.

SDES item CNAME followed by SDES item NAME
The SDES item CNAME SHALL carry the URI of the PoC User requesting permission to send a Media Burst.

The SDES item NAME, if known by the PoC Client and the sending of Nick Names is supported as specified in [OMA-PCPS-CP] "Nick Name", SHALL carry the Nick Name of the PoC User that requested permission to send a Media Burst.

The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550]. The format of the SIP URI is defined in [RFC3986] and [RFC3261].

Priority

The priority level field is a 1 byte field which defines the priority level that is currently held by the last request received. The defined priority levels that can be included in a MOD Moderator Burst Confirm message are:

1 – normal priority 

2 – high priority

3 – pre-emptive priority

The default value if the MOD priority option was not negotiated at PoC Session setup shall be 1 – normal priority.

All other values are reserved.

Queue position
The queue position field defines the number of PoC Clients that are ahead of the PoC Client in the Moderators queue. The queue position field SHALL have the max value (65535) if the PoC Client is queued but the PoC Client performing the Moderator function is unable to determine the queue position when sending the confirmation.

Padding
The last 8 bits are padding bits and SHALL be set to zero.

From “10.4.4 MOD Moderated Burst Granted message”
The MOD Moderated Burst Request message is sent by the PoC Client performing the Moderator function to the Controlling PoC Function to grant the permission to send Media to one of the Participants in the PoC Session.

Table 25 "MOD Moderated Burst Granted message" shows the content of the message.

Table 25: MOD Moderated Burst Granted message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 0 1 1|   PT=APP=204  |          length=              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of PoC Client performing the Moderator function       |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC2                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

     |   Priority  |         Queue position            |  padding    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the MOD Moderated Burst Granted message: 00011.

SSRC

The SSRC field SHALL carry the SSRC of PoC Client performing the Moderator function.

SDES item CNAME followed by SDES item NAME
The SDES item CNAME SHALL carry the URI of the PoC User granted permission to send a Media Burst.

The SDES item NAME, if known by the PoC Client and the sending of Nick Names is supported as specified in [OMA-PCPS-CP] "Nick Name", SHALL carry the Nick Name of the PoC User that requested permission to send a Media Burst.

The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550]. The format of the SIP URI is defined in [RFC3986] and [RFC3261].

Priority

The priority level field is a 1 byte field which defines the priority level that is currently held by the last request received. The defined priority levels that can be included in a MOD Moderator Burst Confirm message are:

1 – normal priority 

2 – high priority

3 – pre-emptive priority

The default value if the MOD priority option was not negotiated at PoC Session setup shall be 1 – normal priority.

All other values are reserved.

Queue position
The queue position field defines the number of PoC Clients that are ahead of the PoC Client in the Moderators queue. The queue position field SHALL have the max value (65535) if the PoC Client is queued but the PoC Client performing the Moderator function is unable to determine the queue position when sending the confirmation.

Padding
The last 8 bits are padding bits and SHALL be set to zero.
From “10.4.5 MOD Moderated Burst Granted Confirm message”
The MOD Moderator Burst Granted Confirm is sent by the Controlling PoC Function to confirm the reception of the MOD Moderator Burst Granted message.

Figure 19 "MOD Moderated Burst Granted Confirm message" shows the content of the message.

Table 26: MOD Moderated Burst Granted Confirm message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 0|   PT=APP=204  |          length=              |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|    SSRC of PoC Server performing the Controlling PoC Function |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC2                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

     |   Priority  |         Queue position            |  padding    |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the MOD Moderated Burst Granted message: 00100.

SSRC

The SSRC of PoC Server performing the Controlling PoC Function.

SDES item CNAME followed by SDES item NAME

The SDES item CNAME SHALL carry the URI of the PoC User granted to to send a Media Burst.

The SDES item NAME, if known by the PoC Client and the sending of Nick Names is supported as specified in [OMA-PCPS-CP] "Nick Name", SHALL carry the Nick Name of the PoC User that requested permission to send a Media Burst.

The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550]. The format of the SIP URI is defined in [RFC3986] and [RFC3261].

Priority

The priority level field is a 1 byte field which defines the priority level that is currently held by the last request received. The defined priority levels that can be included in a MOD Moderator Burst Confirm message are:

1 – normal priority 

2 – high priority

3 – pre-emptive priority

The default value if the MOD priority option was not negotiated at PoC Session setup shall be 1 – normal priority.

All other values are reserved.

Queue position
The queue position field defines the number of PoC Clients that are ahead of the PoC Client in the Moderators queue. The queue position field SHALL have the max value (65535) if the PoC Client is queued but the PoC Client performing the Moderator function is unable to determine the queue position when sending the confirmation.

Padding
The last 8 bits are padding bits and SHALL be set to zero.

From “10.4.6 MOD Moderated Burst Granted Reject message”
The MOD Moderated Burst Granted Reject message is sent by the Controlling PoC Function to indicate that the MOD Moderated Burst Granted message was received but rejected.

Table 5 "MOD Moderated Burst Granted Reject message" shows the content of the message.

Table 27: MOD Moderated Burst Granted Reject message.

0                   1                   2                   3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 0 1|   PT=APP=204  |            length             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  SSRC of PoC Server performing the Controlling PoC Function   |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC2                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|  reason code  |    length     |         reason phrase         |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+                               |

:                                                               :

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the MOD Media Burst Deny message: 00101.

Application-dependent data for the MOD Media Burst Deny message includes a reason in the reason code field and possibly followed by a text-string in the reason phrase field describing why the request was rejected. Therefore the length of the packet will vary depending on the size of the application dependent field.

SSRC

The SSRC field SHALL carry the SSRC of the PoC Server performing the Controlling PoC Function.

SDES item CNAME followed by SDES item NAME
The SDES item CNAME SHALL carry the URI of the PoC User that should have been granted to be permitted to send a Media Burst.

The SDES item NAME, if known by the PoC Client and the sending of Nick Names is supported as specified in [OMA-PCPS-CP] "Nick Name", SHALL carry the Nick Name of the PoC that should have been granted to be permitted to send a Media Burst.

The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550]. The format of the SIP URI is defined in [RFC3986] and [RFC3261].
Reason code and reason phrase

The first 8 bits in the application-dependent data field is used for the reason code field.

The length field gives the length of the reason phrase field in bytes. If the length field is set to 0, there is no reason in the reason phrase field. The reason phrase field can contain a text string with additional information. The text string SHALL use the same encoding as the text strings in the SDES item CNAME as specified in [RFC3550].

The coding of reason code is specified in subclause 10.4.6.28 "Reason codes".
.

.

.
From “10.4.9 MOD Moderated Burst Status message”
The MOD Moderator Burst Status message is sent by the PoC Client performing the Moderator function to inform about the status in the Moderator queue. The MOD Moderator Burst Status message can include the status of one or more PoC User.

Table 24 "MOD Moderated Burst Status message" shows the content of the message.

Table 30: MOD Moderated Burst Status message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 1 0 0 0|   PT=APP=204  |          length=3             |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of PoC Client performing the Moderator function          |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC2                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| One SDES item CNAME followed by SDES item NAME                |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

       |   Priority  |         One Queue position per Participant|  padding       |
+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

NOTE:
For each PoC User in the queue the PoC Client performing the Moderator Role includes one pair of the SDES item CNAME/NAME and Priority.

The following bit pattern in the subtype field SHALL be used for the MOD Moderator Burst Confirm message: 01000.

SSRC

The SSRC field SHALL carry the SSRC of the PoC Client performing the Moderator function.

One SDES item CNAME followed by SDES item NAME

The SDES item CNAME SHALL carry the URI of the PoC User in the Moderator queue.

The SDES item NAME, if known by the PoC Client and the sending of Nick Names is supported as specified in [OMA-PCPS-CP] "Nick Name", SHALL carry the Nick Name of the PoC User in the Moderator queue.

The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550]. The format of the SIP URI is defined in [RFC3986] and [RFC3261].

One Priority

The priority level field is a 1 byte field which defines the priority level that is currently held by the last request received. The defined priority levels that can be included in a MOD Moderator Burst Confirm message are:

1 – normal priority 

2 – high priority

3 – pre-emptive priority

The default value if the MOD priority option was not negotiated at PoC Session setup shall be 1 – normal priority.

All other values are reserved.

One Queue position per Participant
The queue position field defines the number of PoC Clients that are ahead of the PoC Client in the Moderators queue. The queue position field SHALL have the max value (65535) if the PoC Client is queued but the PoC Client performing the Moderator function is unable to determine the queue position.

Padding
The last 8 bits are padding bits and SHALL be set to zero.
.

.

.

From “10.4.11 MOD Moderated Burst Release message”
The MOD Moderated Burst Release message is sent by the PoC Server performing the Controlling PoC Function to indicate that a MBCP Media Burst Release message was received from a PoC Client without permission to send Media in the PoC Session.

NOTE:
If the PoC Client has the permission to send Media the PoC Client performing the Moderator function receives the MBCP Media Burst Release message handled by the state machine described in subclause 6.2 "Procedures at the PoC Client".
Table 28 "MOD Moderated Burst Release message" shows the content of the message.

Table 32: MOD Moderated Burst Release message.

 0                   1                   2                   3   

 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|V=2|P|0 0 1 1 0|   PT=APP=204  |          length               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| SSRC of the PoC Server performing the Controlling PoC Function|

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|                          name=PoC2                            |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

|         SDES item CNAME followed by SDES item NAME            |

:                                                               :

|                                                               |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

The following bit pattern in the subtype field SHALL be used for the Moderated Burst Cancel message: 00110.

SSRC

SSRC of the PoC Server performing the Controlling PoC Function.

One SDES item CNAME followed by SDES item NAME per Participant

The SDES item CNAME SHALL carry the URI of the PoC User sending the MBCP Media Burst Release message.

The SDES item NAME, if known by the PoC Client and the sending of Nick Names is supported as specified in [OMA-PCPS-CP] "Nick Name", SHALL carry the Nick Name of the PoC User that requested permission to send a Media Burst.

The SDES items and the proper encoding of the URI and the Nick Name are specified in [RFC3550]. The format of the SIP URI is defined in [RFC3986] and [RFC3261].
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