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1. Scope

2. References

3. Terminology and Conventions

4. Introduction

4. System concepts

4.1 Identification

4.1.1 PoC Address

Each PoC User SHALL have one or more PoC Addresses. A PoC Address SHALL be used by any PoC User to request communication with other PoC Users, PoC Remote Access Users or P2T Users. A PoC Address is in the format of either a SIP URI or a TEL URI. At least one PoC Address SHALL be in the format of a SIP URI. The PoC Address SHALL comply either with the specification of a SIP URI in [RFC 3261], or with the specification of a TEL URI in [RFC3966]. Note that the SIP/IP Core will translate a TEL URI to a SIP URI for routing.
A PoC Address SHALL be registered with the SIP/IP Core as described in subclause 4.5 "Registration".  Registration of one PoC Address associated with a PoC User MAY imply registration of other PoC Addresses associated with the same PoC User.
When the PoC Client registers multiple PoC Addresses, all PoC Addresses registered with the same SIP/IP Core identify the same PoC User.

The PoC Address is used for PoC and other SIP based service.

Examples of PoC Addresses are:

· sip:joe.doe@operator.net;

· sip:buss2.city@operator.net;

· sip:buss2.city@poc.operator.net;

· tel:+16195551212;

· tel:5551212; phone-context = pbx.net.

4.1.2 Private user identity

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the private user identity SHALL be used as described in [3GPP TS 24.229] and [3GPP2 X.S0013.4].

4.1.3 PoC Group Identities

A PoC Group SHALL be identified with a PoC Group Identity. The PoC Client SHALL use PoC Group Identities for addressing PoC Groups. The PoC Group Identity is associated with individual PoC Addresses of all the PoC Group members, but it can also contain an association to other PoC Group Identities, i.e. a PoC Group inside a PoC Group. The PoC Group Identity SHALL take the form of SIP URI as defined in [RFC3261] and [RFC3996]. It SHALL be possible to create a PoC Group Identity statically and dynamically. 

· An operator SHALL be able to create a static PoC Group identity which is stored in the Groups XDMS as described in [OMA XDM] for use in PoC Group Sessions.

· A PoC User SHALL be able to create a PoC Group which is stored in the Groups XDMS for use in PoC Group Sessions.

· A PoC User SHALL be able to create and store a Group List as a URI List in the List XDMS.

4.2 Addressing

4.2.1 Phone numbers

Phone numbers MAY be used as a PoC Address.  A PoC User MAY address another PoC User, a P2T User or a PoC Remote Access User by a phone number. The PoC Client SHALL send the phone number to the SIP/IP Core in a TEL URI [RFC3966]. 

NOTE:
Pre-arranged PoC Groups and Chat PoC Groups are addressed with SIP URIs.

The phone number MAY use the international E.164 [ITU-T E.164] format (prefixed with a ‘+’ sign), or a local format according to rules and procedures of [RFC3966].  The SIP/IP Core shall interpret the phone number with a leading ‘+’ to be an E.164 number.

When addressing by TEL URI is used for a PoC Session the PoC Server MAY resolve the TEL URI to a SIP URI, for instance by using DNS/ENUM or other local data base. A phone number in a local format SHALL be converted to the E.164 format before DNS/ENUM is used.

4.2.2 SIP URI

A PoC User MAY address another PoC User, a P2T User, a PoC Remote Access User by a SIP URI and SHALL address a Pre-arranged PoC Group and a Chat PoC Group by a SIP URI.

4.2.3 URI

The media content stored in the External Media Content Server SHALL be addressed by a URI [RFC3996].

4.3 Identification of Inviting PoC User

The PoC Server SHALL maintain the PoC Address of the Inviting PoC User used in the originating request (SIP URI, TEL URI, Nick Name or combination SIP URI + Nick Name).  The PoC Server SHALL identify the PoC Groups by SIP URI and MAY identify them by Nick Name.

In the case of the PoC Group Session the PoC Server SHALL provide the PoC Group Identity to the Invited PoC Client(s).

The Home PoC Server SHALL replace the Nick Name provided by the Inviting PoC Client, if the Nick Name is configured in the Home PoC Server of the Inviting PoC User.
In the case the PoC Address is restricted subclause 4.8 "Privacy" applies.

4.4 Talker Identification

The Talker Identification has been extended to also include the identity of the Participant sending a Media Burst, see subclause 4.4.1 "Sender Identification".
4.4.1 Sender Identification

In order to provide the PoC Address and Nick Name of the Participant who is sending a Media Burst to Participants in the PoC Session the PoC Server SHALL support Sender Identification.

The PoC Server performing the Controlling PoC Function SHALL collect the PoC Addresses and Nick Names of the Participants engaged in the PoC Session when in the process of establishing the PoC Session with PoC Clients, including the initiator’s PoC Address and Nick Name, which is received in the initial PoC Session establishment phase.

The PoC Server performing the Controlling PoC Function SHALL provide the PoC Address and the Nick Name, if a Nick Name is available, of the Participant at the sending PoC Client to the receiving PoC Client in the receiving Talk Burst message or, in case of other Media Type than PoC Speech, in the receiving Media Burst message.  

In the case the PoC Address is restricted subclause 4.8 "Privacy" applies.
The Sender Identification of the Discrete Media is specified in the subclause 4.42.4 "Discrete Media Sender Identification".

4.5 Registration

4.5.1 General

Prior to using the PoC service the UE hosting a PoC Client SHALL perform SIP registration to the SIP/IP Core according to rules and procedures of [RFC3261].

The PoC Client SHALL indicate the support of the PoC service and the Instance Identifier URN at the SIP registration in the REGISTER request.
NOTE 1:
The SIP registration can be shared with other SIP based enablers at the UE hosting PoC Client

NOTE 2:
The registration function is provided in the SIP/IP Core and the registration/deregistration is visible to the PoC Server via the POC-2 reference point.
NOTE 3: 
The SIP/IP Core can limit the number of allowed registrations per PoC Address.

After a successful PoC service registration the PoC Client SHALL publish its PoC Service Settings to the PoC Server according to subclause 4.26 "PoC Service Settings" for each PoC Address that is registered with the SIP/IP core either explicitly or implicitly for the PoC Client that the PoC User intends to use for the PoC Service. 
NOTE 4: When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS then it is possible for the network on behalf of PoC UE to register additional PoC Addresses during a SIP registration of a single PoC Address. Registering multiple PoC Addresses at once is called implicit registration.
After a successful registration and a successful PoC Service Settings publish the PoC User is able to use the registered PoC Addresses:

· to originate PoC communication including session and session unrelated procedures;

· to receive PoC communication including session and session unrelated procedures.

The PoC Address that is used in the registration SHALL be a SIP URI according to [RFC3261] while the PoC Addresses to be registered implicitly MAY be SIP URIs or TEL URIs. 
The PoC Client SHALL maintain its registration active by using a re-registration procedure.
NOTE 5: If the PoC Client fails to perform a successful re-registration before a registration timer expires the registration is terminated in the SIP/IP Core. 

The PoC Client SHALL terminate the SIP registration for the PoC service at any point of time when the PoC service is no longer used by using a deregistration procedure. 
NOTE 6:
The SIP/IP Core terminates the PoC User’s registration at any point of time by using a network initiated deregistration procedure. Network initiated de-registration is out of scope of the PoC specification.

If the UE incorporates UE PoC Box functionality the UE SHALL include in the REGISTER request the contact address for the UE PoC Box along with an indication that this is a UE PoC Box whenever the UE PoC Box function is available to record Media Streams.

NOTE 7:
When the UE hosts both the UE PoC Box and the PoC Client both the UE PoC Box and the PoC Client share the same PoC Address of the served PoC User. No registration is needed for the NW PoC Box.

If the UE incorporates a PoC Crisis Event Handling Entity the UE SHALL include in the REGISTER request the contact address for the PoC Crisis Event Handling Entity with an indication that this is the PoC Crisis Event Handling Entity.

NOTE 8:
When the UE hosts both the PoC Crisis Event Handling Entity and the PoC Client both the PoC Crisis Event Handling Entity and the PoC Client share the same PoC Address of the served PoC User. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS registration mechanisms as defined in [3GPP TS 24.229]/ [3GPP2 X.S0013.4].

4.5.2 Client Information
The PoC Client MAY support subscribing to Client Information. The PoC Server SHALL support subscribing to Client Information. 

NOTE 1: 
The Client Information subscription can be shared with other SIP based enablers at the UE hosting the PoC Client.

In order to receive Client Information the PoC Client supporting subscribing to Client Information and the PoC Server SHALL send a Client Information subscription request towards the PoC Address for which Client Information is required. 

NOTE 2:
When receiving the Client Information subscription request, the SIP/IP Core authorizes the Client Information subscription request and sends Client Information notifications to the PoC Client until the Registration Client subscription becomes invalid or until the PoC Client and the PoC Server unsubscribe to the Client Information.

The PoC Client SHOULD and the PoC Server SHALL unsubscribe to the Client Information when Client Information is no longer needed.

4.6 Session establishment

4.6.1 General

The originating procedures as specified the subclause 4.6.1.1 "Originating procedures" describe how requests are transported from the originating PoC User to the PoC Server performing the Controlling PoC Function.

The terminated procedures as specified the subclause 4.6.1.2 "Terminated procedures" describe how requests are transported from the PoC Server performing the Controlling PoC Function to the terminating PoC User.
Both originated and terminated procedures also define how Media Types and Media-floor Control Entities can be offered when sending a request to establish a PoC Session.

NOTE 1:
PoC Server performing the Controlling PoC Function may locate in the originating PoC network, in the terminating PoC network or in another PoC network.  
The PoC Client, SIP/IP Core and PoC Server SHOULD be able to use 3GPP/3GPP2 IMS routing mechanisms as defined in [3GPP TS 24.229] and [3GPP2 X.S0013.4].

NOTE 2:
The PoC Session release Policy is described in subclause 4.57 "PoC Session release".

4.6.1.1 Originating procedures

The PoC Client SHALL send all requests to the SIP/IP Core. The PoC Client SHALL indicate in the request that it communicates using PoC service so that it is possible for the SIP/IP Core to route the request to the PoC Server.
In its request, the PoC Client MAY offer one or more Media Types when establishing a PoC Session. The Media Types offered for a PoC Session MAY be any of the Media Types that are supported by the PoC Client.

NOTE 1:
In order to ensure a common Media Type in the PoC Group Session, the PoC Client offers at least PoC Speech.

When the PoC Server in the originating network receives the request it performs the necessary originating service control. If the service control determines that the PoC Session establishment continues and the PoC Session is hosted by another PoC Server, then the originating PoC Server SHALL route the request to the PoC Server performing the Controlling PoC Function via the originating SIP/IP Core.

NOTE 2:
The originating PoC Server can be the PoC Server performing the Participating PoC Function and the Controlling PoC Function in 1-1 PoC Session or Ad-hoc PoC Session.

NOTE 3: 
Routing of requests between domains is a function of the SIP/IP Core and is out of the scope of this specification.

4.6.1.2 Terminated procedures

The PoC Server SHALL send all requests to the same SIP/IP Core that the PoC Server received the originating request from. The PoC Server SHALL indicate in the request that it communicates using PoC service so that it is possible for the SIP/IP Core to route the request to PoC Clients. 

When the PoC Server in the terminating network receives the request the PoC Server performs the necessary terminating service control. If the service control determines that the PoC Session establishment continues then the terminating PoC Server SHALL route the request to the terminating PoC Client via the terminating SIP/IP Core.

If multiple PoC Clients are registered for the same PoC Address, the PoC Server performing the Participating PoC Function SHALL determine based on

· the content of a received request e.g. offered Media Types when a PoC User is invited to a PoC Session;
· the capabilities of registered PoC Clients of the PoC User;
· the PoC Service Settings of the registered PoC Clients; and,
· the PoC Service Provider policies;
which PoC Clients are not to receive the request.
When the content of a request need to be different between PoC Clients the PoC Server performing the Participating PoC Function SHALL send one invitation to PoC Clients with highest priority. The PoC Server SHALL prioritize the invitation to the PoC Session in the following priority order:

NOTE 1:
An invitation to a PoC Session will be different e.g. when the Answer Mode indicated in the PoC Service Settings is different between PoC Clients, when PoC Clients does not support none, some or all of the Included Media Content, Text Content, Referenced Media Content or PoC Clients supports some or all of the Media Types offered in the invitation to the PoC Session.
1. send invitations to PoC Clients with Auto Answer Mode activated; or,

2. send invitations to PoC Clients that support the most of requested capabilities e.g. all offered Media Types but not all of the Included Media Content, Text Content  or Referenced Media Content; or,

3. send invitations to PoC Clients that support some but not all of the requested capabilities e.g. one of the Media Types and some of the Included Media Content, Text Content or Referenced Media Content; and,

4. send invitations to PoC Clients that support none of the requested capabilities e.g. only one of the Media Types but none of the Included Media Content, Text Content or Referenced Media Content. 

The PoC Server performing the Participating PoC Function SHALL indicate in the request the Instance Identity URNs of the PoC Client(s) not eligible for reception of the request.

NOTE 2:
The SIP/IP Core serving the PoC User routes the request to the PoC Clients of the PoC User apart from those listed as not eligible for reception of the request.

When the PoC Server in the terminating network sends the request to establish a PoC Session towards the terminating PoC Client, the request SHALL either contain the same Media Types or a subset of the Media Types contained in the initial received request.

If none of the Invited PoC Clients accepts the invitation the PoC Server performing the Participating SHALL re-evaluate the list of PoC Clients listed previously as not eligible for reception of the request and re-transmit the request towards the SIP/IP Core.
The procedure for attempting to ensure a common Media Type is specified in subclause 4.27.2.1 "Ensuring a common Media Type".

4.6.1.3 Session modification

During a PoC Session, either the PoC Server or the PoC Client MAY initiate a session modification procedure. Session modification MAY be e.g. due to adding or removing Media Types and Media-floor Control Entities from the PoC Session or due to updating the Media Parameters.

Initiation of PoC Session modification SHOULD be avoided during the transfer of a Media Burst. All the modified Media Parameters SHALL be applied from the next Media Burst transfer after PoC Session modification is completed.

4.6.2 Pre-established Session

The PoC Client MAY establish one or more Pre-established Sessions with Home PoC Server prior to initiating PoC Sessions to other PoC Users.  When establishing a Pre-established Session, PoC Client SHALL negotiate the Media Types and Media Parameters, which later can be used in PoC Sessions.  The PoC Client MAY modify the existing Pre-established Session.
The PoC Server MAY support a Pre-established Session. The PoC Server SHALL reject the initiation of the Pre-established Session, if the Pre-established Session is not supported by the PoC Server.

Upon receiving an INVITE request from the PoC Server performing Controlling PoC Function, the PoC Server performing Participating PoC Function MAY use the existing Pre-established Session, when 
· the offered Media Streams and the offered Media-floor Control Entities are same or subset of those in the existing Pre-established Session;

· the Media-floor Control Entity binding of each offered Media Stream is the same as the Media-floor Control Entity binding of the Media Stream of the same Media Type in the existing Pre-established Session; and,

· the Media Parameters of each offered Media Stream are compliant with the Media Parameters of the Media Stream of the same Media Type in the existing Pre-established Session.

NOTE:
If Inviting PoC Client or PoC Server performing Participating PoC Function is not able to use an existing Pre-established Session, then it can either use the On-demand Session or make session modification for the existing Pre-established Session to get Media Types and Media Parameters to match between the invitation request and the existing Pre-established Session.

A PoC Server and a PoC Client supporting Pre-established Session MAY support fast PoC Session establishment.

When fast PoC Session establishment is supported the PoC Client MAY send a Setup indication to the PoC Server performing the Participating PoC Function using the established MBCP session.

When the PoC Server performing the Participating PoC Function supporting fast PoC Session establishment receives the Setup indication from the PoC Client the PoC Server SHALL establish a PoC Session towards the PoC Server performing the Controlling PoC Function using the addresses received in the Setup indication and the content of the INVITE request received from the PoC Client when the Pre-established Session. 

4.7 Security

The Security concepts are described in [OMA-PCPS-AD] "Security Considerations".

4.8 Privacy

A PoC User MAY request privacy for the identity of the PoC User meaning that the PoC Address of the PoC User is hidden from other PoC Users. The PoC Client SHALL use mechanisms defined in [RFC3325] to request privacy for the identity, i.e. the PoC User’s PoC Address. 
The PoC Server SHALL apply the privacy in the TBCP or MBCP message, if the privacy is requested.

If an inviting, invited or joining PoC User requests privacy of his PoC Address then the following procedures SHALL take place in the system operating in the trusted domain(s):

· The PoC Server performing the Controlling PoC Function SHALL retain privacy information of the Participants for the duration of the PoC Session.

· The SIP/IP Core serving the Invited PoC User SHALL provide the privacy of the PoC Address of the Inviting PoC User on Control Plane at the POC-1 reference point.

· The PoC Server performing the Controlling PoC Function SHALL provide the privacy of the PoC Addresses of Participants when providing the Participant Information notifications.

· The PoC Server performing the Controlling PoC Function SHALL provide the privacy of the PoC Address of the sending PoC User at the POC-3 and POC-4 reference points. 

· The PoC Server performing the Participating PoC Function SHALL provide the privacy of the PoC Address of the PoC User sending Media at the POC-3 and POC-4 reference points, if negotiated with the PoC Server performing the Controlling PoC Function or published as privacy value PoC Service Setting or invited parties identity information PoC Service Setting by the PoC Client.   

If privacy for the identity is not requested then PoC Servers and SIP/IP Core passes the PoC Address of the Inviting PoC User to the Invited PoC User.

If privacy for the identity is not allowed in the PoC Group authorization rules as specified in [OMA XDM], the involved entity SHALL reject the request.

If PoC Server or SIP/IP Core is sending or receiving SIP signalling or Media traffic to/from a party which is not trusted then the involved entity SHALL remove the PoC User’s PoC Address prior sending the SIP signalling or Media traffic further. When SIP/IP Core corresponds with 3GPP/3GPP2 IMS then privacy mechanisms as defined in [3GPP TS 24.229]/[3GPP2 X.S0013.4] are used.

4.9 Talk Burst Control

Talk Burst Control is described in [PoC AD V1.0] and MAY be used for Media-floor Control Entities containing only PoC Speech.

Media Burst Control described in 4.9A "Media Burst Control" is an enhanced version of Talk Burst Control that supports Media-floor Control Entities containing multimedia as well as Media-floor Control Entities containing only PoC Speech..

The enhancement in 4.9A "Media Burst Control" uses a new set of terminology that can be mapped, using [PoC AD V1.0] terminology, as follows:

· A Media Burst includes Talk Burst as defined in [PoC AD V1.0].

· The Media Burst request includes Talk Burst request as defined in [PoC AD V1.0].

· The Media Burst Confirm response includes Talk Burst Confirm response as defined in [PoC AD V1.0].

· The Media Burst Reject response includes Talk Burst Reject response as defined in [PoC AD V1.0].

· The Media Burst Completed indication includes Talk Burst Completed indication as defined in [PoC AD V1.0].

· The No Media Burst indication includes No Talk Burst indication as defined in [PoC AD V1.0].

· The Receiving Media Burst indication includes Receiving Talk Burst indication as defined in [PoC AD V1.0].

· The Stop Media Burst indication includes Stop Talk Burst indication as defined in [PoC AD V1.0].

· The Connect Media Burst indication includes Connect Talk Burst indication as defined in [PoC AD V1.0].

· The Disconnect Media Burst indication includes Disconnect Talk Burst indication as defined in [PoC AD V1.0].

· The Media Burst Acknowledgement includes Talk Burst Acknowledgement as defined in [PoC AD V1.0].

· The Media Burst queue position request includes Talk Burst queue position request as defined in [PoC AD V1.0].

· The Media Burst request queue position status message includes Talk Burst request queue position status message as defined in [PoC AD V1.0].

4.9A Media Burst Control

The half duplex nature of the PoC service requires that before a PoC Client can send a Media Burst the PoC Client SHALL negotiate the permission to send a Media Burst.

Media Burst Control SHALL be used for PoC Speech, Audio and Video. Media Burst Control MAY be used for Discrete Media and Media Streaming Control. Media Burst Control for Discrete Media and Media Streaming Control SHALL be used if negotiated as described in subclause 4.27 "Media-floor Control procedure ".
If Media Burst Control is used, the following SHALL apply:

The PoC Server performing the Controlling PoC Function SHALL cause Media Bursts to be arbitrated between PoC Clients as follows.

· The PoC Client SHALL send a request for the permission to send a Media Burst to the PoC Server. The PoC Client MAY include a duration for Media Burst Transmission in the request. The request MAY relate to a single Media Type or any combination of the Media Types according to negotiation between the PoC Client and the PoC Server.

· The PoC Server SHOULD confirm the request to send a Media Burst or Media Bursts if no other PoC Client has the permission to send a corresponding Media Burst. The PoC Server SHOULD grant the requested maximum duration time in Media Burst request if the PoC Client requests a duration time to transmit Media Burst and requested duration time is allowed by the PoC Server. The PoC Server MAY reject a request to send a Media Burst due to local policy decision by the PoC Server.

· The PoC Server SHALL reject the request to send a Media Burst if another PoC Client has the permission to send a Media Burst using the same Media-floor Control Entity and the PoC Server or the PoC Client does not support queuing. 

· The PoC Server MAY queue a request to send a Media Burst in an associated Media Burst queue if queuing is supported by the PoC Server and the PoC Client. The PoC Server MAY place a request in the queue depending on the priority and timestamp of the Media Burst Request. 

· For a Media-floor Control Entity where queuing has been negotiated, a queue SHALL be assigned by the PoC Server. The PoC Server MAY process the queues for Media-floor Control Entities according to predefined Media Burst Control Scheme, if a Media Burst Control Scheme is defined.

NOTE 1:
The PoC Server can accept Media Burst Control Scheme relating to queuing only in case of queuing is also accepted by the PoC Server in the same PoC Session.  
· If the PoC Server supports more than one level of priority, the PoC Server SHALL place a request in a Media Burst request queue according to the priority of the Participant at the PoC Client. The priority level SHALL be determined by the PoC Server and SHALL be subject to a priority request received from the PoC Client. Priority levels are defined in subclause 4.9.1A "Media Burst request priority levels". 
· The PoC Server MAY limit the number of positions in a Media Burst request queue. The PoC Server SHOULD support a number of queue positions per PoC Session that is at least equal to the number of Participants in a PoC Session, up to the permitted maximum number of Participants.

· At any time there SHALL be at most one request to send a Media Burst queued for each PoC Client in each queue. If a second request is received from a PoC Client when a request is already queued, the PoC Server SHALL update the attributes (i.e. the priority level) of the first request according to the second request.  If the priority level of the second request is different to the priority level of the first request, the PoC Server SHALL adjust the first request to a proper position in the Media Burst queue based on the rules of 4.9.1A Media Burst request priority levels".

· The PoC Server SHALL supervise the length of a Media Burst and SHALL revoke the permission to send a Media Burst if the length exceeds the maximum Media Burst duration. The maximum Media Burst duration MAY depend on local policy, for example it can be calculated based on e.g. size or bandwidth or time.
The PoC Client and the PoC Server SHALL support the following requests/responses/indications:
· Media Burst request:

The request is sent by the PoC Client to the PoC Server in order to request permission to send a Media Burst or Media Bursts. The request MAY include:

· Priority level request indicator, if the PoC Client requests a priority level
· Duration time, if the PoC Client requests Expanding Duration of Media Burst Transmission
· Media Burst Confirm response:

The response is sent by the PoC Server to the PoC Client in order to confirm that the PoC Client has obtained permission to send one Media Burst. 
The Media Burst Confirm response SHALL include:

· Maximum duration time to send Media Burst before the permission is revoked

NOTE 2: The maximum duration time can be allocated according to the request from the PoC Client and local policy of the PoC Server.
The Media Burst Confirm response MAY include:

· Alert Margin

· Media Burst Reject response:

The response is sent by the PoC Server to the PoC Client to reject a request to send a Media Burst. The Media Burst reject response SHALL include:

· A reject reason. The possible reject reason MAY be:

· Another PoC Client already has been given permission to send a Media Burst and no queuing of the request is allowed;

· The PoC Client is not allowed to request permission to send a Media Burst at the moment;

· Only one Participant in the PoC Session or only one Participant connected to the requested Media-floor. For example if only one Participant is left in a PoC Session; 
· Internal PoC Server error;

· Listen only. The Participant is not allowed to request permission to send Media;

· No resources available e.g. due to congestion; and,

· Other reason e.g. due to a local policy in the PoC Server.

· Media Burst Completed indication:

The indication is sent by the PoC Client to the PoC Server in order to indicate that the sending of the Media Burst is completed or PoC Client cancels before sending Media Burst or PoC Client requests the PoC Server to cancel the queued Media Burst request when queuing is supported by the PoC Client and PoC Server. 

· No Media Burst indication:

The indication is sent by the PoC Server to all PoC Clients in order to inform the PoC Clients that no one has requested for the permission to send a Media Burst at the moment and, if queuing is supported, that there is no one in the queue.

· Receiving Media Burst indication:

The indication is sent by the PoC Server to all PoC Clients (with the exception of the PoC Client with the permission to send a Media Burst) in a PoC Session in order to inform them that another PoC Client has the permission to send a Media Burst and that the PoC Client(s) SHALL prepare for receiving a Media Burst.

The receiving Media Burst indication SHALL include:

· The identity of the Participant at the PoC Client sending the Media Burst. The identity provided SHALL allow the PoC Client to determine the PoC Address in the case the sender doesn’t want to be anonymous

Receiving Media Burst indication MAY include:

· Acknowledgement request

· PoC Group Session Identity

· The Nick Name of the Participant at the PoC Client sending a Media Burst

· Stop Media Burst indication:

The indication is sent by the PoC Server to the PoC Client who has the permission to send a Media Burst in order to revoke the permission to send Media Bursts. 

The Stop Media Burst indication SHALL include:
· A reject reason. The possible reject reason MAY be:

· Only one PoC User in the PoC Session, if only one Participant is connected to a Media-floor Control Entity

· Media Burst too long indicating that the Media Burst has exceeded the maximum duration, including retry after time value
· No permission to send Media Bursts

· Media Burst pre-empted

· Media-floor occupied too long when a Participant has taken to long time to transfer Discrete Media.
· No resources available e.g. in case of congestion in the PoC Server.
· Other reason when the PoC Server does not any longer grant the Participant to send a Media Burst e.g. due to a local policy.
NOTE 3:
The maximum duration time and retry after time are configurable parameters.
· A retry-after time value indicating how long the PoC Client has to wait before a request to send a Media Burst will be confirmed. The parameter is only present if the permission to send a Media Burst is revoked due to "Media Burst is too long".
NOTE 4:
The retry-after time is a configurable parameter.

· Connect indication

The indication is sent by the PoC Server performing Participating PoC Function in order to inform PoC Client(s) using Pre-established Session that it has been connected to a PoC Session.
The Connect indication MAY include:

· A PoC Session Identity. 
· Identity of Inviting PoC Client

· The Nickname provided by the Inviting PoC Client

· The PoC Group name

· PoC Group Identity

· Invited parties identity information

· Indication which Media Streams are used in the PoC Session

· Indication what burst control protocol the PoC Session uses

· Disconnect indication

The indication is sent by the PoC Server performing the Participating PoC Function to the PoC Client to indicate that the PoC Session using a Pre-established Session has been released.
The Disconnect indication SHALL include

· A PoC Session Identity.
The Disconnect indication MAY include:

· A reason for sending the Disconnect indication

NOTE 5:
A Disconnect indication includes a reason when an abnormal event has occurred, e.g. when the fast PoC Session establishment fails for some reason.

· Media Burst Acknowledgement:

The indication is sent by the PoC Client to the PoC Server as a response to the Receiving Media Burst, e.g. when used as an indication of the incoming PoC Session in case of Pre-established Session. 

If the PoC Server and the PoC Client support queuing of the Media Burst request the following requests/responses/indications SHALL be supported: 

· Media Burst request queue position status indication:

The request is sent by the PoC Server to the PoC Client to indicate that the Media Burst request is queued, or to indicate changes in the status of the Media Burst request. The indication MAY include:

· Queue position.

· Request priority indication

If the PoC Server and the PoC Client supports Still-alive the PoC Server and the PoC Client SHALL support the following requests/responses/indications:

· Still-alive request 

The PoC Client sends the Still-alive request either according to a negotiated time interval during an ongoing PoC Session or when a Pre-established PoC Session is established using an interval decided by the PoC Client e.g. based on the radio access technology used.

· Still-alive response

If the PoC Server and the PoC Client supports fast PoC Session establishment the following indications SHALL be supported:

· Setup indication

The Setup indication SHALL include:

· a PoC Address(es) or a PoC Group Identity

NOTE 6:
If the Setup indication contains more than one PoC address the PoC Addresses are transported in an abbreviated format in a bit map.

Support for queued Media Burst Control is transparent to a PoC Server performing the Participating PoC Function that is involved in Media processing. The PoC Server performing the Participating PoC Function SHALL relay all messages related to Media Burst Control to the PoC Server performing the Controlling PoC Function or PoC Client, as appropriate, in any PoC Session that is not being filtered by the PoC Server performing the Participating PoC Function, without modification of the content of the messages. 

A PoC Server performing Controlling PoC Function capable of supporting queued Media Burst Control SHOULD support queued Media Burst Control for those PoC Clients that request it. A PoC Session MAY include both PoC Clients that do not support or request use of queued Media Burst Control and PoC Clients that request use of queued Media Burst Control.

As a  result of a PoC User leaving a PoC Session, if the PoC Session supports queuing and the PoC Session is not released, then the PoC Server SHOULD adjust the queue as necessary (e.g. remove the queued Media Burst request(s) of the PoC User, etc).

4.9.1 Talk Burst request priority levels

The Talk Burst request priority level is enhanced to also include Media Burst request priority level, see subclause 4.9.1A Media Burst request priority levels".

4.9.1A Media Burst request priority levels

A PoC Server and PoC Client which supports pre-emption, or queuing, or both of Media Burst requests MAY additionally support prioritisation of Talk Burst requests and Media Burst requests. The priority of a Media Burst request of one PoC Client in one PoC Session MAY be same or different.

The following priority levels are defined:
· Pre-emptive priority: A request to have permission to send Media from a Participant with pre-emptive priority SHALL cause the current Media Burst holder’s permission to send Media to be revoked immediately  when the request for permission from the Participant with pre-emptive priority is received, unless the current Media Burst holder is also a Participant with pre-emptive priority. When the Media Burst is released or revoked, Participants with pre-emptive priority who have requested to have permission to send Media  SHALL be granted the permission to send Media in preference to Participants with high or normal priority.

· High priority: When the Media Burst is released or revoked, Participants with high priority in the queue who have requested to have permission to send Media SHALL be granted the permission to send Media in preference to Participants with normal priority.

· Normal priority: When the Media Burst is released or revoked, Participants with normal priority in the queue who have requested to have permission to send Media SHALL be granted the permission to send Media if and only if there are no outstanding requests from Participants with higher priority in the queue.

· Receive-only. A Participant with this priority is only allowed to receive Media. A request to have permission to send Media from a Participant with receive-only priority SHALL be rejected.

NOTE 1:
When there is no request to send Media in the queue, there is no difference between the handling of Media Burst from Participants with high or normal priority.

A PoC Server and PoC Client which supports prioritisation SHALL support normal priority and at least one other priority level.

The PoC Server SHALL determine the highest Media Burst request priority level that can be granted to a PoC Client, when the PoC Client is invited to join the PoC Session. PoC Server SHALL grant the permission to send Media among the PoC Clients of the same priority level in the order of received requests.

The PoC Client MAY request the permission to send Media at a Media Burst request priority level that is the same as or lower than the highest priority permitted to the Participant. A PoC Client authorized for pre-emptive priority SHOULD request permission to send Media at a Media Burst request priority level that is lower than pre-emptive priority unless the Participant explicitly requests to pre-empt the current sender of Media.
The PoC Server SHALL determine the highest Media Burst request priority level that can be granted to a PoC Client at the time the PoC Client is invited to join the PoC Session. The highest Media Burst request priority level MAY be based upon the Local QoE Profile of the PoC User for the PoC Session.

PoC Server MAY revoke or reject the Media Burst requests of lower priority. Under high load or other special situations, a PoC Server MAY revoke or reject Media Burst requests within a PoC Session due to low PoC Session Precedence. 

NOTE 2:
The priority handling between different Media Types relies on the queuing process of Media-floor Control Entities which can e.g. be indicated by a Media Burst Control Scheme, but priority handling of different Media Types is otherwise out of scope of this specification.
4.9.2 Local Granted Mode
PoC Client and PoC Server MAY support Local Granted Mode. The PoC Server SHALL use the Local Granted Mode only towards those PoC Clients, which have proposed the support for Local Granted Mode during the PoC Session establishment or the PoC Session modification.

If the PoC Server performing the Controlling PoC Function uses the Local Granted Mode, the PoC Server SHALL include the Local Granted Mode parameter in the OK response which shows the acceptance of using Local Granted Mode to the PoC Client(s) in the PoC Session.

PoC Client MAY send a Media Burst to the PoC Server before getting Media Burst Confirm response, if Local Granted Mode is negotiated with the PoC Server performing the Controlling PoC Function. The Local Granted Mode SHALL be negotiated at the Control Plane.

The PoC Server SHALL revoke the Media Burst in case another Media Burst in the same PoC Session is already on-going or PoC Server has already granted Media Burst to another PoC Client.

NOTE 1:
Local Granted Mode can’t be used in case queuing is used.
NOTE 2:
Local Granted Mode is fulfilling the requirements specified in [PoC RD V2.0] "Pre-granted Media Burst Control"

4.9.3 Still-alive

The PoC Client and the PoC Server performing the Controlling PoC Function MAY support Still-alive.

The PoC Client MAY include a Still-alive request for one or more Media-floor Control Entities when initiating, joining or rejoining a PoC Session. The Still-alive request SHALL include a proposed Still-alive interval.

If the PoC Server supports Still-alive the PoC Server:

· MAY include a Still-alive request for one or more Media-floor Control Entities when inviting a PoC User to a PoC Session;
· MAY accept a request to use Still-alive received from a PoC Client when a PoC Client initiates, joins or rejoins a PoC Session; and,

· MAY change a proposed Still-alive interval according to a local policy in the PoC Server.
During an ongoing PoC Session when Still-alive is negotiated the PoC Client SHALL respond to Still-alive messages received from the PoC Server.
During an ongoing PoC Session when Still-alive is negotiated and used the PoC Server 

· SHALL send a Still-alive message according to the negotiated interval;
· SHALL supervise a response to the Still-alive message from the PoC Client; and,
· SHALL remove the PoC Client from the PoC Session when no response is received a number of times in a row according to a local policy.

During an ongoing PoC Session a PoC Client or a PoC Server using the PoC Session Modification procedure:

· MAY initiate the Still-alive procedure;

· MAY re-negotiate the Still-alive time interval; and,

· MAY stop the Still-alive.
The PoC Client MAY use Still-alive requests over a Pre-established Session even when no PoC Session is ongoing in order to keep the radio access active, however the interval MAY be different than the interval during an ongoing PoC Session.

NOTE:
The PoC Server does not release a Pre-established Session if the Still-alive request is not received.

4.10 Handling of Simultaneous PoC Sessions

4.10.1 General

The Simultaneous PoC Sessions mean functionality, that the Home PoC Server discards Media Bursts of some PoC Sessions for maintaining a single entire Conversation.
A PoC Client and PoC Server MAY be capable of handling Simultaneous PoC Sessions. PoC Clients capable of handling Simultaneous PoC Sessions MAY become involved in Simultaneous PoC Sessions by inviting, joining or accepting more than one PoC Sessions, if handling of Simultaneous PoC Sessions is supported by the Home PoC Server. The PoC Client SHALL be aware if the Home PoC Server supports Simultaneous PoC Sessions. The PoC Client supporting the Simultaneous PoC Sessions SHOULD learn via DM-1 reference point if the Home PoC Server supports Simultaneous PoC Sessions. 
NOTE: 
If the Simultaneous PoC Sessions functionality is not supported, the PoC Client is allowed to handle several PoC Sessions at the same time.  

The PoC Client SHALL indicate to the Home PoC Server, if the PoC Client supports Simultaneous PoC Sessions. 

Each Simultaneous PoC Session SHALL have a SIP Session, Media Burst Control and Media stream established between the PoC Client and the Home PoC Server.

The PoC Server SHALL exclude Media Streams sent over a Multicast PoC Channel in the selection of Media streams to send to the PoC Client.
4.10.2 Simultaneous PoC Session setup and control

The PoC Client, which is capable of handling Simultaneous PoC Sessions, SHALL be able to select the PoC Session priority of two priority levels (primary and secondary). At most one PoC Session MAY be primary. The rest of the PoC Sessions  SHALL be secondary. The session priority is used by the Home PoC Server to filter the Media to be sent to the PoC Client. Additionally the PoC Client MAY lock and unlock itself to the selected PoC Session.

Primary/secondary prioritisation SHALL be PoC User and PoC Session specific. It SHALL be possible to change the prioritisation also while the PoC Client is engaged in multiple PoC Sessions. The Primary or Secondary PoC Session configuration SHALL be stored in the Home PoC Server. The setting MAY be made on the session setup or on the session update. When received the PoC Session priority information SHALL be processed by the Home PoC Server. The lock/unlock information MAY be sent by the PoC Client to the PoC Server performing Participating PoC Function similar way. When PoC Client is locked to one PoC Session, then the Home PoC Server performing Participating PoC Function SHALL not send a Media Burst of any other PoC Session to the PoC Client until unlocked or when PoC Session is ended.

The PoC Server performing Participating PoC Function SHALL identify that the PoC Session priority and/or locking is requested. The PoC Server performing the Participating PoC Function SHALL update the PoC Session priority according to the request, if not prevented by a local policy with pre-configured settings for the priority levels. When the session priority is set primary for the PoC User, the possible previous Primary PoC Session SHALL be automatically changed to the secondary one. If locking is requested and the PoC Server performing the Participating PoC Function allows locking for this PoC Session the PoC Server performing the Participating PoC Function SHALL lock the media stream filtering the way that this PoC Session is by-passed to the PoC Client until the PoC Session ends or it is unlocked. When locked to one PoC Session the PoC Server performing the Participating PoC Function SHALL automatically unlock the possible previous locked PoC Session. The PoC Server performing Participating PoC Function SHALL send the INVITE request to the PoC Server performing the Controlling PoC Function, but without Simultaneous PoC Session specific information elements.
The session priority MAY be set also on the Pre-established Session set-up. Locking to the Pre-established Session is not relevant.

4.10.3 Setting session priority/lock-in during a PoC Session

The PoC Client MAY change the PoC Session priority also during a PoC Session. In this case the PoC Client SHALL send an UPDATE to the PoC Server performing the Participating PoC Function. In this case the UPDATE SHOULD NOT be forwarded to the PoC Server performing the Controlling PoC Function.

In the case the new PoC Session is either initiated or received, when the PoC Client is locked to another PoC Session, the PoC Client SHALL release the locking of another session by adding the unlocking request to the INVITE/UPDATE request to be able to communicate in the new PoC Session.

The PoC Server performing the Participating PoC Function SHALL change the session priority and/or locking according to the PoC Client request, if not permanently pre-configured.
The PoC Session locking has precedence over the PoC Session priority when both apply.

4.10.4 RTP Media filtering of the Simultaneous PoC Sessions (for PoC Speech)

The PoC Client MAY participate in Simultaneous PoC Sessions. If there is RTP Media in more than one PoC Session in which the PoC Client is a Participant at the same time, the Home PoC Server performing the Participating PoC Function SHALL filter the Media Bursts so that the PoC User hears a single Conversation.
The Home PoC Server performing the Participating PoC Function SHALL transfer the Media Bursts from the same PoC Session until the Conversation has ended (PoC Session is inactive long enough), or when the PoC Session is put on hold (deactivate Media Bursts) or a new Primary PoC Session is activated or another PoC Session is locked for talking/listening. The RTP Media filtering SHALL be performed by the PoC User’s Home PoC Server performing the Participating PoC Function without affecting to the PoC Server performing the Controlling PoC Function. 

The PoC Server performing the Participating PoC Function SHALL transfer the Media Bursts of the Primary PoC Session immediately when received, even if it was transferring the Media Bursts of the Secondary PoC Session. If the PoC User is currently sending Media in the Secondary PoC Session, the Media Burst SHALL NOT be interrupted, but the Media Burst Control messages of the Primary PoC Session SHOULD be sent to the PoC Client.
Among the Secondary PoC Sessions the PoC Server performing the Participating PoC Function SHOULD transfer the Media Burst of the on-going Conversation. After the silent period the Home PoC Server SHALL select the PoC Session for transferring RTP Media, for which the Media Burst are received first. After the previous Conversation is ended the Home PoC Server SHALL select of the several PoC Sessions with on-going Media Bursts the one according to its local policy. The PoC Client MAY lock itself temporarily into one PoC Session and thus, suspend the listening of any other PoC Session after Conversation has ended, until it is unlocked or the PoC Session is released. The PoC Client MAY send the Media Bursts request to any of the Simultaneous PoC Sessions. The possible locking to the previous PoC Session SHALL be released, when requesting the Media Burst to another PoC Session. The PoC Server performing the Participating PoC Function SHALL be able to relay the Media Burst Confirm response and also to start to transfer Media Bursts of this PoC Session.
4.10.4.1 Simultaneous PoC Session association

The PoC Server performing the Participating PoC Function SHALL select for the RTP Media filtering the Simultaneous PoC Sessions established by the same PoC Client using any registered PoC Address as determined in the subclause 4.47 "Multiple registered PoC Address determination".

4.10.4.2 Media filtering of other Media Types than PoC Speech

For each PoC Session the PoC Server performing the Participating PoC Function SHALL either send all Continuous Media Types (i.e. PoC Speech, Audio, Video) to the PoC Client or discard all Continuous Media Types using the rules as described for PoC Speech in the subclause 4.10.4 "RTP Media filtering of the Simultaneous PoC Sessions", when there is any overlapping Continuous Media Type in another PoC Session.

NOTE:
Media filtering does not affect Discrete Media. 
4.10.5 Participant Information delivery

The possible changes in the RTP Media filtering selection in the PoC Server (from one PoC Session to another) SHALL NOT affect the distribution of the Participant Information.

When the PoC Server changes the PoC Session being delivered to the PoC Client, the PoC Server SHALL indicate on the User Plane which PoC Session is being delivered to the PoC User. The PoC Client SHALL identify each Simultaneous PoC Session with a unique identifier allocated by the Home PoC Server (Participating PoC Function).

4.10.6 Monitoring

The PoC Server performing the Participating PoC Function SHOULD send the Media Burst Control messages of all Simultaneous PoC Sessions to the PoC Client.

4.10.7 Authorisation

PoC Clients MAY be provisioned an attribute to tell how many Simultaneous PoC Sessions they are allowed to participate.
NOTE 1:
The PoC Client provisioned value is lower or equal to the maximum amount of Simultaneous PoC Sessions provisioned at the PoC Server.
The PoC Client SHOULD avoid establishing more PoC Sessions, if the maximum amount of Simultaneous PoC Sessions is reached. In case the maximum number of PoC Sessions is reached, the PoC Server performing the Participating PoC Function SHALL interpret the Invited PoC Client as busy, or respectively SHALL reject an invitation from an Inviting PoC Client.
NOTE 2: 
The provisioning of the maximum number of the Simultaneous PoC Sessions to the PoC Server is out of scope of this specification.

4.11 Quality feedback 

The PoC Client and the PoC Server MAY send quality feedback reports to each other during a PoC Session.
Quality feedback includes the following quality feedback reports:

· Sender Report:

The sender of a MediaBurst sends the sender report. The sender report includes:

· Accumulated number of sent media packets since the start of the PoC Session.

· Receiver Report:

The receiver of a Media Burst sends the receiver report. The receiver report includes:

· Information that allows the calculation of lost media packets since the start of the PoC Session.

If the quality feedback reports are supported, the PoC Client and the PoC Server:

· SHALL send the quality feedback reports for each Continuous Media according to rules and procedures of [RFC3550];

· SHALL consider the bandwidth limitations when sending the quality feedback reports for PoC Speech; and,

· MAY consider the bandwidth limitations when sending the quality feedback reports for Continuous Media other than PoC Speech.

4.12 User Plane adaptation

The available bit rate of the radio interface is influenced by: the type of the access network, different configurative means (e.g. support for IP header compression) and the current conditions on the radio access link.

In order to guarantee a sufficient Media quality (e.g. voice or Video), the Media Burst (User Plane) bit rate must be reduced in case the Media Burst bit rate is higher than the available end-to-end bit rate. The Media Burst bit rate SHOULD be reduced if necessary by re-negotiation within the Control Plane.

Renegotiation SHOULD be avoided during a Media Burst.

User Plane adaptation describes a set of SIP methods to renegotiate parameters that change the needed throughput for the Media by either changing the coding (e.g. speech codec, Video codec, codec mode) or the packetizing of encoded frames. The PoC Client and the PoC Server performing the Controlling PoC Function SHALL support the User Plane adaptation procedure, if initiated by the other functional entity.

Both the PoC Client and the PoC Server performing the Controlling PoC Function MAY initiate the User Plane adaptation procedure.

NOTE:
User Plane adaptation does not apply to Media Streams sent over the Multicast PoC Channel.

4.13 Codecs 

For optimum voice quality, end-to-end media coding is recommended for the RTP Media whenever feasible. In case a common PoC Speech codec is not utilized (e.g. in inter system communication), the PoC Server or some other network element SHOULD perform the transcoding function. The network entity which performs the transcoding SHALL also alter the RTCP reports sent to it so that the outgoing RTCP report packets reflects the changes in the RTP Media stream imposed by the transcoding. To minimize delay and voice quality reduction, it is recommended only one transcoding function occurs between the talker and any listener in the PoC Session
3GPP mandates the AMR narrowband codec as the default codec for PoC Speech, see [3GPP TS 26.235]. Further, 3GPP mandates support of the AMR wideband codec, if the User Equipment on which the PoC Client is implemented uses 16 kHz sampling frequency of the PoC Speech, see [3GPP TS 26.235]. 
3GPP2 mandates the EVRC codec as the default codec for PoC Speech, see [3GPP2 S.R0100-0].
For recommended Audio codecs with 3GPP Networks, see [3GPP TS 26.234] and [3GPP TS 26.235].

For recommended Audio codecs with 3GPP2 Networks, see [3GPP2 C.S0046-0].

For recommended Video codecs with 3GPP Networks, see [3GPP TS 26.235].

For recommended Video codecs with 3GPP2 Networks, see [3GPP2 C.S0046-0].

4.14 Signalling compression

The SIP/IP Core SHALL support signalling compression (SigComp) according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.

The PoC Client SHOULD compress the SIP signalling according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.

If the PoC Client initiate the signalling compression according to rules and procedures of [RFC 3320], [RFC 3485] and [RFC 3486], then the SIP/IP Core SHALL compress the SIP signalling according to [RFC 3320], [RFC 3485] and [RFC 3486].

It is RECOMMENDED that the PoC Client and the SIP/IP Core supports dynamic compression or other SigComp extended operations to improve the compression efficiency and to further reduce transmission delays (for a definition of dynamic compression and a description of other SigComp extended operations see [RFC 3321]).

NOTE:
Dynamic compression can be implemented without using the extended operations mechanisms of [RFC 3321] which is referenced here in the interest of thoroughness.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the signalling compression procedures in [3GPP TS 24.229] /[3GPP2 X.S0013.4] SHALL be used.    

4.15 Charging

PCPS Charging architecture supports both subscription based charging and traffic based charging as specified in [3GPP TS 32.272]. 
The charging architecture is described in [OMA-PCPS-AD] "Charging Considerations".
For the subscription based charging, subscription events like service activation time and subscriber PoC service profile are provided to the charging infrastructure. For subscription based charging, the identification of a PoC User includes the assigned IMSI, MSISDN or equivalents thereof, allowing the reuse of existing charging infrastructure.

For the traffic based charging, data is provided to the charging infrastructure in time to support both online and off-line billing models. Correlation between the PoC service charging data and the packet data services used is realized by adding to the PoC service CDR the appropriate identification of the packet service as generated by the underlying network. Correlation between PoC service charging data for sessions spanning multiple operator domains is realized by storing the network identification of the involved networks and charging identifiers in the generated PoC service CDRs.

4.15.1 Charging of PoC Sessions

In a PoC Session there can be number of Participants being PoC Subscribers of several different PoC operators. A PoC Server SHALL support to charge the contracted PoC Subscribers by using online and off-line billing models independently of any other PoC Network charging policy. The settlement between the involved PoC Networks is not within the scope of the current document.
The PoC Server SHALL provide the following information for the charging of the Participant:

· Number of sent and received PoC Session invitations with time stamps. The type and size of any Media content included in the invitation SHALL also be considered.

· Number and type of successful PoC Sessions, considering the following information: 

· PoC Session duration.

· Pre-established or On-demand Session

· 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session or Chat PoC Group Session. 

· Local QoE Profile used for each PoC Session by the Participant. The underlying QoS parameters negotiated by the Participant SHALL also be considered through the use of charging correlation.

· For PoC Group Sessions, the following SHALL be considered:

· 1-many or 1-many-1 PoC Session.

· Number and identity of other Participants.

· Information about the type of Participant, considering: 

· Use of PoC Interworking Service.

· Role taken by the Participant during the PoC Session (e.g. regular PoC Participant, PoC Dispatcher, PoC Moderator, etc) and any change to that role during the PoC Session. This information SHALL be time stamped.

· Use of a PoC Box on behalf of the PoC User. NW and UE PoC Box cases SHALL be distinguished

· Number and type of Media exchanged in the PoC Session by the Participant. The following charging information SHALL be separately available for each Media Type actually exchanged by the Participant:

· Identity of Participant(s) receiving a Media Burst.

· Priority of Media Bursts.

· Duration and volume of transmitted/received Media Bursts.

· Number of Media Bursts transmitted/received. This information SHOULD be time stamped.

· Codification used.

· Actions initiated by the Participant in a PoC Session. Following actions SHALL be considered in the information available for charging:

· Inviting a new Participant into the PoC Session including identity of the Invited PoC User, outcome of the invitation (successful or failed session setup) and time stamp.

· Adding/removing a Media Type to/from the PoC Session.
· Connecting/disconnecting a Media Type for the Participant.
· Expelling other Participant from the PoC Session, with time stamp.

· Inviting, joining or accepting more than one PoC session

· Subscription to the Participant Information in a PoC Session

· Amount of Participant Information sent to the Participant

· Requests to searching PoC Session. 
· Subscription to the Limited Participant Information.
In the PCPS architecture the Participating PoC Function measures and sends charging reports to the charging system for the charging of the Participant. The PCPS Interworking Function, when performing Participating PoC Function, SHALL have the capability to send charging reports for the charging of the Participant.

In a PoC Session there needs to be a PoC Session Owner. The PoC Session Owner in the case of 1-1 PoC Session and Ad-hoc PoC Group Session is the initiator of the PoC Session. In the case of a Chat PoC Group and a Pre-arranged PoC Group Session, the PoC Session Owner is the creator of the PoC Group.

In addition to the information considered for the charging of a Participant, the PoC Server SHALL provide the following information for the charging of the PoC Session Owner:

· Per PoC Session time: The time that there is at least one Participant in a PoC Session or a period of time independent of PoC Session usage.

· PoC Session type:

· 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session or Chat PoC Group Session.

· QoE Profile assigned to the PoC Session.

· For PoC Group Sessions, the following SHALL be considered:

· Type of the PoC Group (e.g. Dispatch PoC Groups and Moderated PoC Groups).

· Information about Participants:

· Number of Participants as a function of time. This charging information SHALL include the identities of the Participants and a timestamp of the joining or leaving event(s).

· PoC Interworking Service usage.

· Role taken by each Participant during the PoC Session (e.g. regular PoC Participant, PoC Dispatcher, PoC Moderator, etc) and any change to that role during the PoC Session. This information SHALL be time stamped.

· Number of registered PoC Clients owned by a PoC User.
· Media Bursts distributed to the Participants:

· Total volume and duration of distributed Media Bursts. This information SHALL be measured independently for each Media Type exchanged in the PoC Session.

· Each Media Burst information SHOULD be time stamped to capture the ‘Sent Time’/’Receive Time’ and contain the address of the source PoC Server and the list of reached Participant(s). Latency of Media Bursts SHOULD be inferable from this information.

· Number of Participant Information subscriptions.

· Number of Participant Information sent to the Participants.

· Expanding Duration of Media Burst Transmission.
· Handling Simultaneous Media Streams.
In the PCPS architecture the Controlling PoC Function measures and sends charging reports to the charging enabler for the charging of the PoC Session Owner. PCPS Interworking Function, when performing Controlling PoC Function, SHALL have the capability to send charging reports for the charging of the PoC Session Owner.

4.15.2 Charging of other PoC services

A PoC Server SHALL provide the information to charge its PoC Subscriber for the following other actions:

· Number of sent/received PoC Instant Personal Alerts, including the identities of the alerted/alerting PoC Users.

· Sending/Receiving Group Advertisement, including the identities of the sending/receiving PoC Users. Type and size of any Media Content included in the Group Advertisement SHALL be considered.

· Modification of PoC Service Settings.

· Use of Condition Based PoC Session Barring.
· Management of PoC Groups (i.e. creation and storage time for PoC Group documents). The type and size of the PoC Group SHALL be considered in the generated charging information. 

· Handling of Simultaneous PoC Sessions.
· Full Duplex Call Follow-on usage.

· Use of Multiple PoC Client feature.
· Use of Multicast bearer capabilities.

· Use of PoC Session for Crisis Event Handling.

· Use of association between PoC Box and messaging storage.
· Use of Ad-hoc PoC Group Session re-initiation.

A NW PoC Box SHALL provide:

· The used storage of NW PoC Box.
4.15.3 








4.15.4 PoC Session Charging Correlation

The PoC Server SHALL enable PoC Session Charging Correlation. The PoC Charging Events related to a PoC Session generated by the PoC Server SHALL be correlated by a Charging Correlation ID.

PoC Server performing the Controlling PoC Function:

· SHALL create a unique Charging Correlation ID during PoC Session establishment;

· SHALL send the Charging Correlation ID to PoC Servers performing the Participating PoC Function;

· SHALL include the Charging Correlation ID in PoC Charging Events for the associated PoC Session; and,

· SHALL retire the Charging Correlation ID when the PoC Session is terminated.

The PoC Server performing the Participating PoC Function:

· SHALL save the Charging Correlation ID received from the PoC Server performing the Controlling PoC Function;

· SHALL include the Charging Correlation ID in PoC Charging Events for the associated PoC Session; and,

· SHALL retire the Charging Correlation ID when the PoC Session is terminated at the Participating PoC Function.

4.16 Roaming

The PoC Client SHALL be able to use the home PoC service when roaming.

When roaming, interconnection between operator’s networks and communication between the PoC Server and the PoC Client MAY be achieved either 

1. through interconnection of the IP access networks; or

2. when a SIP/IP Core exists in the visited network through interconnection of the visited and home SIP/IP Core networks.

The exact mechanisms for interconnection in the roaming scenario are outside the scope of this document. For 3GPP/3GPP2 IMS the roaming scenarios are specified in [3GPP TS 23.228] and [3GPP2 X.S0013.2].

4.17 Presence

The Watcher associated with the PoC Client MAY utilize presence service enabler(s) to determine the PoC presence status of other PoC Clients.

The Presence Source MAY publish presence information to the Presence Server.

The Presence Source supplied presence information is routed to the Presence Server via the PRS-1 and PRS-3 reference points.

The PoC Server MAY publish presence information to the Presence Server based on: the registration state, the state of the PoC Client within the PoC Session, the number of Simultaneous PoC Sessions, the PoC Service Setting for Incoming PoC Session Barring and the PoC Service Settings for Incoming Instant Personal Alert Barring. The published presence information SHALL include an Instance Identifier URN when available.
NOTE 1:
The PoC Server can obtain any presence information it requires on PoC Clients from the Presence Service enabler. The signalling between the Presence Server and the PoC Server is routed via the SIP/IP Core and the PRS-3 Reference Point. The functionality in PoC Server to obtain the presence information is outside scope of PoC specifications.
NOTE 2:
The architecture and functions of the Presence Service enabler are specified in [OMA Presence AD].
. 
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