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1. Scope

Define as it relates to Open Mobile Alliance Activity.  If it adds clarity, define what is not in the scope.  DELETE THIS COMMENT >>
The OMA PoC Invocation Descriptor specification defines the syntax and semantics of the PoC Invocation Descriptor and also the behaviour of the UE when it receives a PoC Invocation Descriptor. The behaviour of the Web server is outside the scope of this document.
The provisioning of the security related parameters such as white list data for server authorization is out of scope. The intended audience of this specification are implementers of PoC Client and the content developers on the Web servers, as well as other people who have some in-depth interest in the PoC invocation from browsing. It is not intended to be a tutorial.

2. References
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OMA-SUP-XSD_poc_sessionInvocationDescriptor-V2_0, 
URL: http://www.openmobilealliance.org/

	[RFC2046]
	IETF RFC2046: "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types", 
N. Freed and N. Borenstein, November 1996, 
URL: http://www.ietf.org/rfc/rfc2046.txt

	[RFC2616]
	IETF RFC2616: "Hypertext Transfer Protocol -- HTTP/1.1", R. Fielding, J. Gettys, J. Mogul, H. Frystyk, L. Masinter, P. Leach and T. Berners-Lee, June 1999, 
URL: http://www.ietf.org/rfc/rfc2616.txt
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	IETF RFC3261: "SIP: Session Initiation Protocol", J. Rosenberg, H. Schulzrinne, G. Camarillo, A. Johnston, J. Peterson, R. Sparks, M. Handley and E. Schooler, June 2002, 
URL: http://www.ietf.org/rfc/rfc3261.txt
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	IETF RFC 4826: "Extensible Markup Language (XML) Formats for Representing Resource Lists", J. Rosenberg, May 2007
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	IETF RFC7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing", R. Fielding, J. Reschke, June 12014, 
URL: http://www.ietf.org/rfc/rfc7230.txt

	[RFC7231]
	IETF RFC7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content", R. Fielding, J. Reschke, June 2014, 
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2.2 Informative References

	[3GPP TS 33.222]
	"Generic Authentication Function; Access to Network Application Functions using Hypertext Transfer Protocol over Transport Layer Security (HTTPS); 3GPP TS 33.222, URL: http://www.openmobilealliance.org

	[OMA-CSCSF]
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3. Terminology and Conventions

3.1 Conventions

The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].

All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.

3.2 Definitions
	1-1 PoC Session
	A feature enabling a PoC User to establish a PoC Session with another PoC User.

	Ad-hoc PoC Group Session
	A PoC Group Session established by a PoC User to PoC Users listed on the invitation. The list includes PoC Users or PoC Groups or both.

	Aggregation Proxy
	A contact point to access XML documents stored in any XDMS.

	Application Unique ID
	A unique identifier that differentiates XCAP resources accessed by one application from XCAP resources accessed by another application.  (Source: [RFC4825])

	Browser
	A piece of software in the User Equipment that accesses and displays files and other media data available on the Web server. When the HTTP is used for transport, the Browser is supposed to include the HTTP User Agent.

	Chat PoC Group
	A persistent PoC Group in which a PoC User individually joins to have a PoC Session with other joined PoC Users, i.e., the establishment of a PoC Session to a Chat PoC Group does not result in other PoC Users being invited.

NOTE:
A Chat PoC Group is a persistent PoC Group where the <invite-members> element is set to "false" as specified in the [OMA-PoC-Document-Mgmt] "PoC Group".

	Chat PoC Group Session
	A PoC Session established to a Chat PoC Group.

	Conference-Factory-URI
	A Conference-Factory-URI for PoC service is a provisioned SIP URI that identifies the PoC service in the Home PoC Network.

	Group
	A predefined set of Users together with its policies and attributes. A Group is identified by a SIP URI. 

	HTTP User Agent
	An HTTP client which initiates an HTTP request (see [RFC7230]).

	MIME Media Type
	String to identify content types, content subtypes, character sets, access types, and conversion values of media as specified in [RFC2046].

	On-demand Session
	A PoC Session set-up mechanism in which all Media Parameters are negotiated at PoC Session establishment.

	PoC Address
	An address identifying a PoC User. The PoC Address can be used by one PoC User to request communication with other PoC Users. If SIP/IP Core is the 3GPP/3GPP2 IMS the PoC Address is a public user identity.

	PoC Client
	A functional entity that resides on the User Equipment that supports the PoC service.

	PoC Group
	A Group supporting the PoC service. PoC User uses PoC Groups e.g. to establish PoC Group Sessions.

	PoC Group Identity
	A SIP URI identifying a Pre-arranged PoC Group or a Chat PoC Group. A PoC Group Identity is used by the PoC Client e.g. to establish PoC Group Sessions to the Pre-arranged PoC Groups and Chat PoC Groups.

	PoC Invocation Descriptor
	An XML document containing the information for initiating a PoC Session. The detail is specified in this document.

	PoC Server
	A network element, which implements the 3GPP/3GPP2 IMS application level network functionality for the PoC service. A PoC Server can perform the role of the Controlling PoC Function or Participating PoC Function, or both at the same time.

	PoC Session
	A PoC Session is a SIP Session established by the procedures in [OMA-PCPS-CP]. The following types of PoC Sessions are supported: 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session, or Chat PoC Group Session.

	PoC User
	A User of the PoC service. A PoC User can be the same person as a PoC Subscriber. A PoC User uses the PoC features through the User Equipment.

	Pre-arranged PoC Group 
	A persistent PoC Group. The establishment of a PoC Session to a Pre-arranged PoC Group results in the members being invited.

NOTE:
A Pre-arranged PoC Group is a persistent PoC Group, where the <invite-members> element is set to "true" as specified in the [OMA-PoC-Document-Mgmt] "PoC Group".

	Pre-arranged PoC Group Session
	A PoC Session established by a PoC User to a Pre-arranged PoC Group.

	Pre-established Session
	The Pre-established Session is a SIP Session established between the PoC Client and the Home PoC Server containing at least one Media Stream bound to a Media-floor Control Entity.  The PoC Client establishes the Pre-established Session prior to making requests for PoC Sessions to other PoC Users. To establish a PoC Session based on a SIP request from the PoC User, the PoC Server conferences other PoC Servers/Users to the Pre-established Session so as to create an end-to-end connection.

	SIP URI
	From [RFC3261]: "A SIP or SIPS URI identifies a communications resource" and "follows the guidelines in [RFC2396]". PoC uses SIP URIs to identify PoC Clients, PoC Servers, and PoC Sessions, resource lists that point to URI lists, etc.

	Group XDMS
	The Group XDMS is an XCAP Server that manages XML documents (e.g. PoC Groups), which are common to several enablers.

	TEL URI
	TEL URI describes resources identified by telephone numbers.

	User
	Any entity that uses the described features through the User Equipment.

	User Equipment
	A hardware device that supports a PoC Client e.g., a wireless phone.

	Web
	A hypertext system that operates over the internet, used for serving Web pages and transferring files.

	XCAP User Identifier
	A string, valid as a path element in an HTTP URI, that is associated with each user served by the XCAP Server.

	XDM Server
	An HTTP server that understands how to follow the naming and validation constraints defined in [RFC4825].


3.3 Abbreviations

	3GPP
	3rd Generation Partnership Project

	AUID
	Application Unique ID

	CSCSF
	Client Side Content Screening Framework

	HTTP
	Hypertext Transfer Protocol

	GAA
	General Authentication Architecture

	MIME
	Multipurpose Internet Mail Extensions

	OMA
	Open Mobile Alliance

	PoC
	Push to talk over Cellular

	SIP
	Session Initiation Protocol

	SSL
	Secure Socket Layer

	TEL
	TELephone

	TLS
	Transport Layer Security

	UE
	User Equipment

	URI
	Uniform Resource Identifier

	XCAP
	XML Configuration Access Protocol

	XDM
	XML Document Management

	XDMS
	XDM Server

	XML
	Extensible Markup Language

	XUI
	XCAP User Identifier


4. Introduction

The PCPS Enabler is intended to deliver a complete set of Push-to-Communicate for Public Safety application and service layer standards (for voice and data), hence the PCPS acronym. This enabler is an update from the PoC V2.1 Enabler.
Browsers are widely deployed in mobile UEs. They have extensive presentation capabilities. This specification defines extensions to the existing Browser to allow the PoC User to use the PoC features from Browser rather than from PoC Client.
· 
· 
· 
· 














4.1 Version 1.0
PCPS V1.0 has a limited scope, serving as a limited OMA PoC Enabler Update from the current version of PoC V2.1. 

PCPS V1.0 updates PoC V2.1 to support 3GPP Release 12 LTE and relevant key features based upon completed 3GPP requirements up through Release 12.

PCPS V1.0 is synchronized to 3GPP Release 12, specifically excluding the following in progress Release 12 work:

· Group Communication System Enablers for LTE (GCSE_LTE) 

· Proximity Services (ProSe) 
PCPS V1.0 is synchronized to 3GPP Release 12, to specifically include the following:

· Adapt PoC V2.1 Multicast (currently using MBMS over UTRA) to use eMBMS over LTE
· Update PoC V2.1 SIP/IP Core operations to align with 3GPP Release 12 LTE architecture
Two aspects of the Invocation Descriptor usage are:
(1) Facilitating PoC Group management

The Browser interface can be used to manage large PoC Group lists. This is especially effective when PCs with larger displays are used. A Web server having an XCAP interface to an XDMS allows such applications. It is noted that for such a Web based system, a Web front end system, can be developed within OMA PCPS specifications and no additional standardization is needed. A Web server having an XDM-3 interface point specified in [OMA-XDM_AD] enables Browsers, on PCs or mobile UEs, to access XDMSs, with appropriate security mechanisms.
Informational Note:  Facilitating group management is outside the scope of this document.
(2) Invoking PoC Client and initiating 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session, and Chat PoC Group Session
A Web server which has connections to the XDMS as well as other servers is able to present to the Browser on the mobile UE various information relative to PoC Groups. For example, a Web server can present particular information associated with the PoC Group that provides agenda for the PoC Group to talk about. While PoC Users are browsing such information and find agenda to talk about, the Browser enables the PoC Users to instantly invoke the PoC Client and initiate a 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group Session or Chat PoC Group Session, with a single click of a link or button from the page that is presented on the Browser. Such automatic and seamless initiation while browsing enriches the user experience and increases traffic.
In order to enable this functionality, it is necessary to standardize a mechanism to invoke the PoC Client and initiate a 1-1 PoC Session, Ad-hoc PoC Group Session, Pre-arranged PoC Group or Chat PoC Group Seession by clicking a link or button from a page that is presented on the Browser of a mobile device.
The document is structured in the following way:
Clause 5: "PCPS Invocation Descriptor syntax and semantics" defines the syntax and semantics of the PCPS Invocation Descriptor.

APPENDIX B: "Static Conformance Requirements" is a normative annex containing tables of mandatory and optional features.
APPENDIX C: "Examples" is an informative annex containing the use case of PoC Client invocation from Browser and the detailed signalling flow and message examples of PoC Invocation Descriptor usage for Ad-hoc PoC Group Session / 1-1 PoC Session and Pre-arranged Group Session / Chat PoC Group Session.
APPENDIX D: "Security" is an informative annex outlining security issues and potential solutions for the secure PoC Invocation Descriptor download.
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