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A simplified diagram showing the online charging system, charging collection functions and the PoC related interfaces, is shown in Figure 1 "Architecture for PCPS V1.0 specific charging". Charging information, relating to PoC usage, may also be gathered from other access network entities using existing interfaces.
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Figure 1: Architecture for PCPS V1.0 specific charging

NOTE: The interfaces for NW PoC Box are out of scope of this specification.
The Charging Enabler supports both online and offline charging methods. For either method, any of the charging functions listed may be applied by the Charging Enabler, and also provides a method for determining whether online or offline charging should be used in a given situation.

PoC Server SHALL have the capability to send offline accounting information about PCPS service events to the charging enabler using CH-1 interface. For 3GPP/3GPP2 IMS compliant core networks the CH-1 interface SHALL conform to the Rf interface as specified in [3GPP TS 32.272]. SIP/IP Core entities, may also use the CH-1 interface to send offline accounting information pertaining to individual PoC Sessions.  The address of the Charging Data Function to be used for one side of the PoC Session (either originating or terminating) is distributed in IMS based systems via SIP signalling as described in [3GPP TS 24.229].

PoC Server SHALL have the capability to send online accounting information about PCPS service events to the charging enabler using CH-2 interface. It SHALL be possible for the PoC Server to perform credit control interactions using the CH-2 interface to the online charging system. For 3GPP/3GPP2 IMS compliant core networks the CH-2 interface SHALL conform to the Ro interface as specified in [3GPP TS 32.272]. The address of the Online Charging Function to be used for one side of the PoC Session (either originating or terminating) is distributed in IMS based systems via SIP signalling as described in [3GPP TS 24.229].
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