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5.7A PoC Session association 
A PoC Client MAY support multiple PoC Addresses and be involved in one or more PoC Sessions at the same time using the same or different PoC Addresses.

One or more PoC Clients MAY register for the PoC Service as described in 6.1.1 "PoC service registration" using the same PoC Addresses.
The PoC Client:

· 1. SHALL include in the Contact header of the SIP REGISTER request a '+sip.instance' feature tag with the Instance Identifier URN as specified in [RFC5626] when registering to the PoC Service;
NOTE 1: When the SIP/IP Core is 3GPP IMS, the Instance Identifier URN contains the IMEI.
· 2. SHALL include in the Contact header of PoC specific SIP requests and SIP responses that allow a Contact header field to be included, a '+sip.instance' feature tag with the Instance Identifier URN as specified in [RFC5626]; and,
· 3. SHALL include the Instance Identifier URN as the <entity> element 'id' attribute in PoC Service Settings.
NOTE 2:
If a '+sip.instance' feature tag is not included in the Contact header or in the <entity> 'id' attribute in the PoC Service Settings by a PoC Client compliant to earlier PoC releases, the PoC Server handles this as if an Instance Identifier URN with the zero length value was included.
The PoC Server SHALL subscribe to the "reg" event package according to rules and procedures of [RFC6665] and [RFC3680].
Upon receiving the SIP NOTIFY request as the result of the subscription to the "reg" event package the PoC Server:

· 1. SHALL if the state of the <contact> element is "created", "registered", "refreshed" 

a) cache, for each combination of a PoC address received in the <aor> element and the Instance Identifier URN included in the <unknown-param> element with 'name' attribute equal to '+sip.instance' all PoC Addresses registered by the same Instance Identifier URN so that the PoC Server can retrieve the list of PoC Addresses used by the same PoC Client by using the PoC Address and the Instance Identifier URN as the key to the cached information; and,

b) cache, for each PoC Address received in the <aor>, the PoC Addresses and the Instance Identifier URN included in the <unknown-param> element with 'name' attribute equal to '+sip.instance' that are registered together at a PoC Client so that the PoC Server can retrieve the list of PoC Addresses registered together by the same PoC Client using a PoC Address as the key to the cached information.

NOTE 3:
The PoC Server caches the information with two keys in order to handle SIP requests and SIP responses from the PoC Client and the SIP INVITE request from the PoC Server performing the Controlling PoC Function differently.

NOTE 4:
If an <unknown-param> with a 'name' attribute equal to '+sip.instance' is not included the PoC Server handles this as if an Instance Identifier URN with the zero length value was received.
· 2. SHALL if the state of the <contact> element is set to "expired", "deactivated", "probation", "unregistered" or "rejected":

a) remove, for each combination of a PoC address received in an <aor> element and the Instance Identifier URN included in the  <unknown-param> element with 'name' attribute equal to '+sip.instance', the cached list of PoC Addresses using the PoC Address and the Instance Identifier URN as the key to the cached information; and,

b) remove, for each PoC Address received in the <aor>, the cached list of PoC Addresses using the PoC Address in the <aor> as the key to the cached information.

· Upon receiving the SIP PUBLISH request with the PoC Service settings the PoC Server: 
· 1. SHALL return a SIP 500 "Server Internal Error" response with the warning text set to '131 Invalid URI <URI>' as specified in subclause 5.6 "Warning header" if there is no list of PoC Addresses cached using the Authenticated Originator's PoC Address and the Instance Identifier URN in the <entity> 'id' attribute as the key. Otherwise continue with the next step;
NOTE 4: 
If the <entity> 'id' attribute received from a PoC Client compliant to earlier PoC releases does not include an Instance Identifier URN the PoC Server handles this as if an Instance Identifier URN with the zero length value was received.

· 2. SHALL cache the PoC Service Settings using the PoC Address and the Instance Identifier URN as the key to the cached information.
Upon receiving PoC specific SIP requests and SIP responses from PoC Client the PoC Server performing the Participating PoC Function:

· 1. SHALL retrieve the cached list of PoC Addresses using the Instance Identifier URN retrieved from the Contact header and the Authenticated Originator's PoC Address as the key to the cached information; and,

· 2. SHALL apply the QoE specific and Simultaneous PoC Session procedures specified in the subclause 7.3 "Participating PoC Function procedures" and in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function" for each PoC Session involving a PoC Address in the retrieved list and the Instance Identifier URN in the Contact header.

NOTE 5:
If the Contact header received from a PoC Client compliant to earlier PoC releases does not include a '+sip.instance' feature tag with an Instance Identifier URN the PoC Server handles this as if an Instance Identifier URN with the zero length value   was received.

Upon receiving an initial SIP INVITE request from the PoC Server performing the Controlling PoC Function, the PoC Server performing the Participating PoC Function:

· 1.SHALL retrieve the list of PoC Addresses using the PoC Address in the Request URI as the key to the cached information; and,

· 2. SHALL apply the QoE specific and Simultaneous PoC Session procedures specified in the subclause 7.3 "Participating PoC Function procedures" and in [OMA-PoC-UP] "Procedures at the PoC Server performing the Participating PoC Function" for each PoC Session involving a PoC Address in the list and the Instance Identifier URN in the Contact header.

6.1a Backward compatibility

When PoC Client is configured according to the parameters specified in [OMA-PoC1.0-CP] "The parameters to be provisioned for PoC service" the PoC Client SHALL perform procedures specified in [OMA-PoC-1-CP] "Procedures at the PoC Client" instead of the procedures specified in this document.

NOTE:
OMA PoC 1 CP doesn't specify how to handle the PoC 2 specific PoC Service Settings.
When PoC Client is configured with a “version number” parameter as specified in [OMA-PoC-2 -CP] , [OMA-PoC-2_1 –CP] or this specification  "The parameters to be provisioned for PoC service" which indicates its Home PoC Server is compliant to the PoC 2 specification,  the PoC Client SHALL perform procedures specified in [OMA-PoC-2-CP] "Procedures at the PoC Client" instead of the procedures specified in this document.

NOTE 2:
OMA PoC 2 CP doesn't specify how to handle the PoC 2.1 specific PoC Service Settings.
When PoC Client is configured with a “version number” parameter as specified in [OMA-PoC-2 -CP] , [OMA-PoC-2_1 –CP]  "The parameters to be provisioned for PoC service" which indicates its Home PoC Server is compliant to the PoC 2.1 specification,  the PoC Client SHALL perform procedures specified in [OMA-PoC-2_1-CP] "Procedures at the PoC Client" instead of the procedures specified in this document.

NOTE 3:
OMA PoC 2.1 CP doesn't specify how to handle the PCPS 1.0 PoC Service Settings procedure where the Instance Identifier URN is included in the ‘id’ attribute of the ‘<entity>’element of the event package instead of in a Contact header field of the SIP PUBLISH request. A Contact header field is not allowed in a SIP PUBLISH request according to [RFC3903].
6.1.2PoC Service Settings procedure

To set, update, remove or refresh the PoC Service Settings, the PoC Client:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4354];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;

· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 

· 5. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Client as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 6. SHALL set the Event header to the value 'poc-settings';

· 

· 7. MAY set PoC Service Settings expiration timer in Expires header, if set, SHALL set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core;

NOTE 1:
Expiration timer value 0 means removal of the PoC Service Settings.
NOTE 2:
 The expiration timer of the PoC Client Service Setting is only applicable for the PoC Client Service Setting from this PoC Client that matches the Instance Identifier URN. The expiration timer of PoC User Service Setting is also updated in the PoC Server  if expiration timer of PoC Client Service Setting is updated in the PoC Server.

· 8. SHALL include the PoC Service Settings as follows, if setting or updating the PoC Service Setting:

a) Answer Mode Indication setting (auto-answer or manual-answer);

b) Incoming PoC Session Barring setting (ISB active or ISB not active);

c) Incoming Instant Personal Alert Barring setting (IAB active or IAB not active); and,

d) Simultaneous PoC Sessions Support setting (SSS active or SSS not active).

· 9. SHALL include the Instance Identifier URN as the '<entity>' 'id' attribute as specified in subclause 5.7A "PoC Session association";
· 10. MAY include the following optional PoC Service Settings, if setting or updating the PoC Service Setting:
a) Invited Parties Identity Information Mode setting ('true' or 'false');

b) Included Media Content in a Request Support setting ('true' or 'false');
c) Referenced Media Content in a Request Support setting ('true' or 'false');
d) Text Content in a Request Support setting ('true' or 'false');
e) PoC Box use setting ('unwilling' or 'unconditional' or 'conditional');
f) Privacy setting ('none' or 'id');
g) Incoming Condition Based PoC Session Barring User setting ('none' or 'private' or 'business');
h) Outgoing Condition Based PoC Session Barring User setting ('none' or 'private' or 'business');
i) Incoming Media Content Barring setting (IMCB active or IMCB not active); and,

j) Incoming Media Stream Barring setting (IMSB active or IMSB not active).

· 11. SHALL include an Instance Identifier URN in each added Contact header as specified in subclause 5.7A "PoC Session association";
· 12. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Client subscribes to the 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User according to their subscription, as specified in subclause 5.8 "QoE Profiles"; and,
· 13. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Client MAY indicate to the PoC User the successful communication of the PoC Service Settings to the PoC Server.
NOTE 3:
If a SIP 500 "Server Internal Error" response with the warning text set to '131 Invalid URI <URI>' as specified in subclause 5.6 "Warning header" is received as the response to the SIP PUBLISH request.an immediate retransmission  of the SIP PUBLISH request  or a retransmission  of the SIP PUBLISH request according to the value of the Retry-After header field can give a different result.  

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.1aBackward compatibility

When PoC Server performing Participating PoC Function sends a SIP request towards the terminating PoC Network, the PoC Server SHALL perform the actions according to subclause 7.3.1 "Request initiated by the served PoC User", if the PoC Server does not know the version of OMA PoC specification supported by the terminating PoC Server or the version supported is the one specified in this specification.

When PoC Server performing Participating PoC Function in the originating PoC Network has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 1 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-1-CP] "Requests initiated by the served PoC User", when sending a SIP request towards the terminating PoC Network.
When PoC Server performing Participating PoC Function in the originating PoC Network has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 2.0 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-2-CP] "Requests initiated by the served PoC User", when sending a SIP request towards the terminating PoC Network.
When PoC Server (conforming to the PCPS 1.0 Control Plane Specification) performing Participating PoC Function in the originating PoC Network has learned by means which are out of scope of this specification that the terminating PoC Server supports only the PoC 2.1 specifications the PoC Server SHOULD perform the actions according to [OMA-PoC-2_1-CP] "Requests initiated by the served PoC User", when sending a SIP request towards the terminating PoC Network.
When sending a SIP request on behalf of a served PoC Client which indicated in the User-Agent header of the SIP PUBLISH request setting the PoC Service Settings that the PoC Client supports only the PoC 1 specifications, the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-1-CP] "Request initiated by the Served PoC User".
When sending a SIP request on behalf of a served PoC Client which indicated in the User-Agent header of the SIP PUBLISH request setting the PoC Service Settings that the PoC Client supports only the PoC 2.0 specifications, the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-2-CP] "Request initiated by the Served PoC User".
When sending a SIP request on behalf of a served PoC Client which indicated in the User-Agent header of the SIP PUBLISH request setting the PoC Service Settings that the PoC Client supports only the PoC 2.1 specifications, the PoC Server  performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-2_1-CP] "Request initiated by the Served PoC User".
When sending subsequent SIP requests inside an existing SIP dialog the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-1-CP] "Request initiated by the Served PoC User", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 1 specifications.
When sending subsequent SIP requests inside an existing SIP dialog the PoC Server performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-2-CP] "Request initiated by the Served PoC User", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 2.0 specifications.
When sending subsequent SIP requests inside an existing SIP dialog the PoC Server (conforming to the PCPS 1.0 Control Plane Specification) performing the Participating PoC Function SHALL perform actions according to the rules and procedures of [OMA-PoC-2_1-CP] "Request initiated by the Served PoC User", if the terminating PoC Server indicated in the User-Agent or Server headers of the previous SIP transaction that the terminating PoC Server supported only the PoC 2.1 specifications.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.4.1.2PoC Service settings

This subclause describe the procedures to be used when more than one PoC Client have registered the same PoC Address and published PoC Service Settings.

NOTE:
The PoC Server determines that different PoC Clients have published PoC Service Settings from the different Instance Identifier URNs in the '<entity>' 'id' attribute as specified in subclause 5.7A "PoC Session association".
A PoC User MAY register several PoC Clients using the same PoC Address.

Each PoC Client SHALL publish own PoC Service Settings as specified in 6.1.2 "PoC Service Settings procedure".

The Participating PoC Function SHALL by means of a local policy determine a PoC Service Settings to be PoC Client based PoC Service Setting or a PoC User Service Setting.

When a PoC Service Settings is determined to be a PoC User based PoC Service Setting the Participating PoC Function SHALL cache the PoC Service Settings received from the last PoC Client, i.e. overwrite previous received PoC Service Settings from any other PoC Client.

When an optional PoC Service Setting is not received from a PoC Client the PoC Server SHALL cache the default value as specified in subclause 7.3.1.14 "PoC Service Setting procedure" when the PoC Service Settings is determine to be a PoC User based PoC Service Setting even if a previous non-default value is overwritten.

When a PoC Service Setting is determined to be PoC Client based the Participating PoC Function SHALL cache each PoC Service settings as separate PoC Service Settings.

When an optional PoC Service Setting is not received from a PoC Client the PoC Server SHALL cache the default value as specified in subclause 7.3.1.14 "PoC Service Setting procedure" per PoC Client when the PoC Service Settings is determine to be a PoC Client based PoC Service Setting.

The following subclauses describe each PoC Service Settings impact depending on if the PoC Service Setting is a PoC Client based PoC Service Setting or a PoC User based PoC Service Setting.

9.1.2PoC Service Settings procedure

To set, update, remove or refresh the PoC Service Settings, the PoC Crisis Event Handling Entity:

· 1. SHALL generate a SIP PUBLISH request according to rules and procedures of [RFC3903] and [RFC4354];

· 2. SHALL set the Request-URI of the SIP PUBLISH request to the PoC Address of the PoC User;

· 3. SHALL include the PoC Address of the PoC User as the Authenticated Originator's PoC Address as specified in subclause 5.2 "Authenticated Originator's PoC Address";

· 4. SHALL include an Accept-Contact header with the PoC feature tag '+g.poc.talkburst' along with 'require' and 'explicit' parameters according to rules and procedures of [RFC3841]; 

· 5. SHALL include a User-Agent header to indicate the OMA PoC release version of the PoC Crisis Event Handling Entity as specified in subclause E.4.1 "Release version in User-agent and Server headers";

· 6. SHALL set the Event header to the value 'poc-settings';

· 7. MAY set PoC Service Settings expiration timer in Expires header, if set, SHALL set according to rules and procedures of [RFC3903], in the same range as the registration timer recommended by SIP/IP Core;

NOTE 1:
Expiration timer value 0 means removal of the PoC Service Settings.

· 8. SHALL include the PoC Service Settings as follows, if setting or updating the PoC Service Setting:

a) Answer Mode Indication setting (auto-answer or manual-answer);

b) Incoming PoC Session Barring setting (ISB not active);

c) Incoming Instant Personal Alert Barring setting (IAB not active); and,

d) Simultaneous PoC Sessions Support setting (SSS not active).

· 9. MAY include the following optional PoC Service Settings, if setting or updating the PoC Service Setting:
a) Invited Parties Identity Information Mode setting ('true' or 'false');

b) Included Media Content in a Request Support setting ('true' or 'false');

c) Referenced Media Content in a Request Support setting ('true' or 'false');

d) Text Content in a Request Support setting ('true' or 'false');

f) Privacy setting ('none' or 'id');

g) Incoming Condition Based PoC Session Barring User setting ('none' or 'private' or 'business'); and,

h) Outgoing Condition Based PoC Session Barring User setting ('none' or 'private' or 'business').

· 10. SHALL include an Instance Identifier URN the '<entity>' 'id' attribute as specified in subclause 5.7A "PoC Session association";
· 11. SHOULD include a Resource-Priority header according to rules and procedures of [RFC4412], if the PoC Crisis Event Handling Entity subscribes to the 'Official Government Use' QoE Profile. If included, the value of the Resource-Priority header SHALL be equal to the level of priority assigned to the PoC User according to their subscription, as specified in subclause 5.8 "QoE Profiles"; and,
· 12. SHALL send the SIP PUBLISH request according to rules and procedures of SIP/IP Core.

On receiving the SIP 200 "OK" response to the SIP PUBLISH request the PoC Crisis Event Handling Entity MAY indicate to the PoC User the successful communication of the PoC Service Settings to the PoC Server.

NOTE 2:
If a SIP 500 "Server Internal Error" response with the warning text set to '131 Invalid URI <URI>' as specified in subclause 5.6 "Warning header" is received as the response to the SIP PUBLISH request.an immediate retransmission of the SIP PUBLISH request or a retransmission of the SIP PUBLISH request according to the value of the Retry-After header field can give a different result.

When the SIP/IP Core corresponds to 3GPP/3GPP2 IMS, the PoC Crisis Event Handling Entity SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
C.3.2Management Object parameters

This clause describes the parameters for the OMA PoC Management Object.

NOTE 1:
The "Occurrence" set to 'One' or 'OneOrMore' indicates that a parameter is mandatory. The "Occurrence" set to 'ZeroOrOne' indicates that the parameter is optional. 

1. Node: /<X>

This interior node acts as a placeholder for one or more accounts for a fixed node. The interior node is mandatory if the UE supports OMA PoC. 

· Occurrence: OneOrMore

· Format: Node

· Access Types: Get

· Values: xx
2. /<X>/APPID/

The APPID is the identity of the application service available at the described application service access point. The value is expected to be globally unique.  

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Globally unique value>
3. /<X>/NAME/

The Name leaf is the application name, which is to be displayed in user's equipment, it's specific for each service provider.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <User displayable name>
4. /<X>/PROVIDER-ID/

This parameter provides an identifier for the application service access point described by an APPLICATION characteristic. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <Provider identifier>

5. /<X>/ToConRef

The ToConRef interior node is used to allow application to refer to a collection of connectivity definitions. Several connectivity parameters may be listed for a give application under this interior node.

· Occurrence: ZeroOrOne

· Format: node

· Access Types: Get

· Values: N/A

6. /<X>/ToConRef/<X>

This run-time node acts as a placeholder for one or more connectivity parameters. 


Occurrence: OneOrMore


Format: Node


Access Type: Get

· Value: N/A

7. /<X>/ToConRef/<X>/ConRef

The ConRef indicates the linkage to connectivity parameters. This parameter points to the right connectivity identity, NAP ID and the SIP/IP Core.

· Occurrence: OneOrMore

· Format: chr

· Access Types: Get

· Values: N/A

8. /<X>/PRE-EST-SESN/

This is a flag to inform whether the PoC Server supports the Pre-established Session functionality.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: 0, 1


   0 – Indicates that the home operator's network has NO support for Pre-established Session.


   1 – Indicates that the home operator's network has support for Pre-established Session.

9. /<X>/SIMU-SESNS/

This parameter defines the maximum number of Simultaneous PoC Sessions allowed for the PoC User. The value is defined by each service provider.
· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <Integer>
0 – Indicates that the home operator's network has NO support for Simultaneous PoC Sessions.


> 0 – Indicates the maximum number of Simultaneous PoC Sessions supported for the POC User.
10. /<X>/MAX_AD-HOC_ GROUP_SIZE/

This parameter defines the Maximum number of Participants allowed for an Ad-hoc PoC Group Session. The value is defined by each service provider.

· Occurrence: One

· Format: chr

· Access Types: Get

· Values: <Integer>

11. /<X>/CONF-FCTY-URI/

A SIP URI used for setting up an Ad-hoc PoC Group or 1-1 PoC Session. 

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A SIP URI>
12. /<X>/EXPLODER-URI/

A SIP Exploder-URI used for PoC Client to send SIP MESSAGE, e.g. for Group Advertisement. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <A SIP URI>

13. /<X>/TALK-BRST-REL-TMR/

This parameter indicates the value of the T10 (Talk Burst Release) timer in milliseconds

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>
14. /<X>/TALK-BRST-REQ-TMR/

This parameter indicates the value of the T11 (Talk Burst Request) timer in milliseconds

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>

15. /<X>/END-RTP-MEDIA-TMR/

This parameter indicates the value of the T13 (End of RTP Media) timer in milliseconds

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get
· Values: <A time length in millisecond>

16. /<X>/CONF-URI-TMPLT/

A URI template used by the XDM Client to propose a Conference URI when creating a PoC Group document as specified in [XDM-Core] "Provisioned XDMC Parameters".

NOTE 2: 
The Conference-URI Template parameter value is used by the collocated XDM Client when the PoC Client is compliant only to the OMA PoC version 1.0 specification or when the Version number parameter is equal 1.0 or is not present.  The Conference-URI Template provisioned by an XDM specific provisioning parameter is used by the collocated XDM Client in other cases.

· Occurrence: One

· Format: chr

· Access Types: Get
· Values: <A SIP URI>

17. /<X>/PRES-SRV-CAP/

A binary flag used for PoC Server to indicate the Presence publish capability of the PoC Server, the PoC status on behalf of a PoC Client. The flag must be given in sequence order according to the list of parameters below:

bit1: "Application-specific (PoC) Availability for sessions"
bit2: "Application-specific (PoC) Availability for alerts"
bit3: "Session Participation"
bit 4-8 for future extension.
· Occurrence: One

· Format: bin

· Access Types: Get

· Values: <A binary, b1b2b3xxxxx>

bit 1-3 have 2 values: 

0 means no support by the PoC Server and 

1 means the support is available.

18. /<X>/VERSION-NUMBER/

This parameter defines the release version of the Home PoC Server. 

If the parameter is not present the PoC Client assumes the value indicates PoC 1.0.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: 1.0 or higher. 

PCPS 1.0 version number is 3.0.
19. /<X>/NW-POC-BOX-URI/

A SIP URI of the NW PoC Box of the PoC Subscriber. 

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <A SIP URI>

20. /<X>/INCLUDED-MEDIA-CONTENT-SIZE/

This parameter defines the total maximum size of media content included in one or more MIME bodies of a SIP INVITE request or SIP MESSAGE request. The value is defined by each service provider.

If the parameter is not present the PoC Client assumes the value zero.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Integer>

21. /<X>/INCLUDED-TEXT-CONTENT-SIZE/

This parameter defines the maximum size of text content included in a SIP INVITE request or SIP MESSAGE request. The value is defined by each service provider.

If the parameter is not present the PoC Client assumes the value zero.

· Occurrence: ZeroOrOne

· Format: chr

· Access Types: Get

· Values: <Integer>

22. /<X>/QoE-Use/

This interior node specifies the use of the QoE Profiles and acts as a placeholder of the supported QoE Profiles.

If the parameter is not present, QoE Profiles are not enabled by the Service Provider.

· Occurrence: ZeroOrOne

· Format: Node

· Access Types: Get
· Values: N/A

23. /<X>/QoE-Use/<X>/

This interior node acts as a placeholder for one or more QoE Profiles. It appears once per authorized QoE Profile according to the PoC User subscription.

· Occurrence: OneOrMore

· Format: Node

· Access Types: Get

· Values: N/A

24. /<X>/QoE-Use/<X>/QOE-PROFILE-NAME/

This parameter defines the name of the QoE Profile, as specified in subclause 5.8 "QoE Profiles".

· Occurrence: One

· Format: Chr

· Access Types: Get
· Values: Basic, Premium, Professional, Official Government Use

25. /<X>/QoE-Use/<X>/<X>/

This interior node acts as a placeholder for one or more Media Types and the associated QoS parameters. It appears once per Media Type.

· Occurrence: OneOrMore

· Format: Node

· Access Types: Get

· Values: N/A

26. /<X>/QoE-Use/<X>/<X>/MEDIA-TYPE

This parameter defines the Media Type the QoS Parameters will be applied to. The possible values are ‘discrete’, grouping any the discrete media types, 'speech', 'audio' or 'video'.

· Occurrence: One

· Format: Chr

· Access Types: Get
· Values: audio, speech, video, discrete.

27. /<X>/QoE-Use/<X>/<X>/ToConRef

This interior node acts as a placeholder for one or more references to collection of connectivity definitions for the underlying PS networks.

· Occurrence: One

· Format: Node

· Access Types: Get

· Values: N/A

28. /<X>/QoE-Use/<X>/<X>/ToConRef/<X>

This run-time node acts as a placeholder for one or more references to connectivity parameters. 

· Occurrence: OneOrMore

· Format: Node

· Access Type: Get

· Value: N/A

29. /<X>/QoE-Use/<X>/<X>/ToConRef/<X>/ConRef

This ConRef indicates the linkage to connectivity parameters of the underlying PS Access Network. This parameter points to the right Access Network parameters.

· Occurrence: OneOrMore

· Format: Chr

· Access Types: Get

· Values: [OMA-DM-3GPPPS-CONNMO], <token>

NOTE 3:
Token is used to indicate that any other references can be included. This references will point to Connectivity Management Objects defined by OMA DM WG for any other PS Access Network. 

NOTE 4:
The values of 3GPP parameters are supposed to be recommended by 3GPP.
30. /<X>/Ext/

The Ext is an interior node for where the vendor specific information about the OMA_PoC MO is being placed (vendor meaning application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include un-standardized sub-tree.

· Occurrence: ZeroOrOne

· Format: node

· Access Types: Get

· Values: N/A

F.4.1Release version in User-agent and Server headers

User-Agent and Server headers are used to indicate the release version and product information of the PoC Clients, PoC Servers, PoC Boxes and PoC Crisis Event Handling Entities.

The PoC Client, the PoC Server, the PoC Box and the PoC Crisis Event Handling Entity shall implement the User-Agent and Server headers, according to rules and procedures of [RFC3261] with the clarifications in this subclause specific for PoC.

The User-Agent and Server headers ABNF are specified in [RFC3261] and extended as follows:

Server = "Server" HCOLON server-val *(LWS server-val)

User-Agent =  "User-Agent" HCOLON server-val *(LWS server-val)

server-val =  product / comment

product  =  poc-product / token [SLASH product-version]

product-version = token

This specification allows having several server-val tags. The first of those server-val tags shall be encoding according to the following ABNF:

poc-product = "PoC-" poc-device-token (SLASH poc-product-version)

poc-device-token = "client" | "serv" | "nwbox" | "uebox" |  "crisisentity" token

poc-product-version = "OMAPCPS1.0"
Where
client = PoC Client

serv = PoC Server

nwbox = NW PoC Box

uebox = UE PoC Box

crisisentity = PoC Crisis Event Handling Entity

poc-product-version = OMA PoC release version

Example 1:

In this example PoC Client acting as UAC and the PoC Server acting as UAS are OMA PCPS release version 1.0 products. The PoC Client has inserted its own company and product name and version "Acme-Talk5000/v1.01".

User-Agent: PoC-client/OMAPCPS1.0Acme-Talk5000/v1.01

Server: PoC-serv/OMAPCPS1.0 
Example 2:

In this example both the PoC Server acting as UAC and the PoC Client acting as UAS are OMA PCPS release version 1.0 products.

User-Agent: PoC-serv/OMAPCPS1.0
Server: PoC-client/OMAPCPS1.0
Example 3:

In this example both the PoC Server acting as a UAC and the UE PoC Box acting as UAS are OMA PCPS release version 1.0 products.

User-Agent: PoC-serv/OMAPCPS1.0
Server: PoC-uebox/OMAPCPS1.0
Example 4:

In this example the PoC Server acting as a UAC and the PoC Crisis Event Handling Entity is acting as UAS are OMA PCPS release version 1.0 products.

User-Agent: PoC-serv/OMAPCPS1.0
Server: PoC-crisisentity/OMAPCPS1.0
G.1SIP registration and publication of PoC Service Settings event

The PoC User A at the PoC Client A registers with SIP/IP Core A. The registration contains contact information about the PoC Client and a UE PoC Box co-located on the UE. The PoC Box is registered with a lower q-value than the PoC Client i.e. when the PoC User is invited to a PoC Session the SIP/IP Core will first send the SIP INVITE request to the PoC Client unless the UE PoC Box is the target.

The flow assumes that the PoC Client registers with the Government Use QoE profile.

When the registration is completed the PoC Client A publishes it's current PoC Service Settings to PoC Server A. 
This flow is as shown in Figure 3 "PoC Client A SIP registers with the SIP/IP Core A, and PoC Client A publishes PoC Service Settings".
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Figure 3: PoC Client A SIP registers with the SIP/IP Core A and PoC Client A publishes PoC Service Settings

The IP address and port in the host part of the URI in the Contact header of the SIP REGISTER request and the SIP PUBLISH request is replaced by PoCClientA.networkA.net for readability.
The steps of the flows are as follows: 

1.
SIP REGISTER request (from PoC Client A to SIP/IP Core A) 

The PoC Client A sends a SIP REGISTER request containing the PoC feature tag '+g.poc.talkburst' in the contact header to the SIP/IP Core A. 

	SIP HEADERS
	

	From:
	<sip:PoC-UserA@networkA.net>;tag=4fa3

	To:
	<sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-client/OMA2.0 Acme-Talk5000/v1.01

	Authorization:
	Digest username="PoC-UserA-private@networkA.net", realm="registrar.networkA.net", nonce=", uri="sip:registrar.networkA.net" 

	Require:
	pref

	Supported:
	gruu

	Resource-Priority:
	wps.2

	Contact:
	<sip:PoC-ClientA@PoCClientA.networkA.net>; 
+sip.instance="< urn:gsma:imei:90420156-025763-0>";
 +g.poc.talkburst; +g.poc.groupad; +g.poc.dispatcher; +g.poc.discretemedia; +g.poc.fdcfo;q=1


	Contact:
	<sip:UE-PoC-BoxA@PoCClientA.networkA.net>; 
+sip.instance="< urn:gsma:imei:90420156-025763-0>"; sip.automata; sip.actor="principal"; sip.description="poc recording device"; +g.poc.talkburst;q=0.5


2. 
SIP 401 "Unauthorized" response (from SIP/IP Core A to PoC Client A) 

The SIP/IP Core A requires authentication of the registration of PoC Client A and responds with a SIP 401"Unauthorized" response containing an authentication challenge in the WWW-Authenticate header.

3.
SIP REGISTER request (from PoC Client A to SIP/IP Core A) 

The PoC Client A sends another SIP REGISTER request containing the PoC feature tag '+g.poc.talkburst' in the contact header and the authentication response in the Authorization header to the SIP/IP Core A. 

	SIP HEADERS
	

	From:
	<sip:PoC-UserA@networkA.net>;tag=4fa3

	To:
	<sip:PoC-UserA@networkA.net>

	User-Agent:
	PoC-client/OMA2.0 Acme-Talk5000/v1.01

	Authorization:
	Digest username="PoC-UserA-private@networkA.net", realm="registrar.networkA.net", nonce=base64(RAND + AUTN + server specific data), algorithm=AKAv1-MD5, uri="sip:registrar.networkA.net", response="6629fae49393a05397450978507c4ef1"

	Require:
	pref

	Supported:
	gruu

	Resource-Priority:
	wps.2

	Contact:
	<sip:PoC-ClientA@PoCClientA.networkA.net>;
+sip.instance="< urn:gsma:imei:90420156-025763-0>";
+g.poc.talkburst; +g.poc.groupad; +g.poc.dispatcher;+g.poc.discretemedia;+g.poc.fdcfo;q=1

	Contact:
	<sip:UE-PoC-BoxA@ PoCClientA.networkA.net>; 
+sip.instance="< urn:gsma:imei:90420156-025763-0>";
 sip.automata; sip.actor="principal"; sip.description="poc recording device";+g.poc.talkburst;q=0.5


4.
SIP 200 "OK" response (from SIP/IP Core A to PoC Client A)

The SIP/IP Core A acknowledges the SIP REGISTER request with a SIP 200 "OK" response to the PoC Client A. 

5.
SIP REGISTER request (from SIP/IP Core A to the PoC Server A)

The SIP/IP Core sends a REGISTER request to the PoC Server A based on the Initial Filter Criteria.

	SIP HEADERS
	

	From:
	<sip:PoC-UserA@networkA.net>;tag=lll4A

	To:
	<sip:PoC-UserA@networkA.net>

	Supported
	reg

	Contact:
	< sip:registrar.networkA.net;gr>


6. 
SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)

The PoC Server A acknowledges the SIP REGISTER request with a SIP 200 "OK" response to the SIP/IP Core A.

7.
SIP SUBSCRIBE request (from PoC Server A to SIP/IP Core A)
	SIP HEADERS
	

	Request-URI
	<sip:PoC-UserA@networkA.net;gr>

	Event:
	reg

	P-Asserted-Identity:
	<sip:PoC-ServerA@networkA.net>

	Contact:
	<sip:PoC-ServerA@networkA.net;gr>

	Accept:
	application/reginfo+xml


8.
SIP 200 OK response (from SIP/IP Core A to PoC Server A) 

The SIP/IP Core A acknowledges the SIP SUBSCRIBE request with a SIP 200 "OK" response to the PoC Server A.

9. 
SIP NOTIFY request (from SIP/IP Core A to PoC Server A)

	Request-URI
	sip:PoC-ServerA@networkA.net;gr

	
	

	SIP HEADERS
	

	Contact
	<sip:PoC-ServerX@networkX.net;gr >

	Event:
	reg

	Content-Type:
	application/conference-info+xml

	Subscription-State: 
	active;expires=3600

	
	

	XML MIME BODY
	

	
	<?xml version="1.0"?>

   <reginfo xmlns="urn:ietf:params:xml:ns:reginfo"

        version="1" state="partial">

     <registration aor="sip:PoC-UserA@networkA.net" id="a7" state="active">

           <contact id="76" state="active" event="registered">

              <uri> sip:PoC-ClientA@PoCClientA.networkA.net </uri>

              <unknown-param name="+sip.instance"> urn:gsma:imei:90420156-025763-0</unknown-param>

              <unknown-param name="+g.poc.talkburst"/>

              <unknown-param name="+g.poc.groupad"/> 

              <unknown-param name="+g.poc.dispatcher"/>

              <unknown-param name="+g.poc.discretemedia"/>

              <unknown-param name="+g.poc.fdcfo"/>

          </contact>

           <contact id="77" state="active" event="registered">

               <uri> sip:UE-PoC-BoxA@ PoCClientA.networkA.net</uri>

                        <unknown-param name="+sip.instance"> urn:gsma:imei:90420156-025763-0</unknown-param>

               <unknown-param name="+g-poc.talkburst"/>

               <unknown-param name="sip.automata"/>

               <unknown-param name="sip.actor"> principal</unknown-param>
               <unknown-param name="sip.description">poc recording device"</unknown-param>

           </contact>

     </registration>

   </reginfo>



10.  SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)

The PoC Server A acknowledges the SIP NOTIFY request with a SIP 200 "OK" response to the SIP/IP Core A.

11.
SIP PUBLISH request (from PoC Client A to SIP/IP Core A)

The PoC Client A publishes the current PoC Service Settings of PoC Client A by sending a SIP PUBLISH request for the event package "poc-settings" to SIP/IP Core A. This is the normal scenario as the PoC Server has no PoC Service Settings until published by the PoC Client, however in the case that more than one PoC Client is registered for the same PoC User the PoC Client may (possibly through interaction with the PoC User) determine not to override the current PoC Service Settings.

	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	P-Preferred-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA2.0 Acme-Talk5000/v1.01

	Resource-Priority
	wps.2

	Expires:
	360000

	Event:
	poc-settings

	Content-Type:
	application/poc-settings+xml

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <poc-settings xmlns="urn:oma:params:xml:ns:poc:poc-settings"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:oma:params:xml:ns:poc:poc-settings"
        xmlns:PoC2Set="urn:oma:xml:poc:poc2.0-settings">

<entity id="urn:gsma:imei:90420156-025763-0">

     <isb-settings>

       <incoming-session-barring active="false"/>

     </isb-settings>

     <am-settings>

       <answer-mode>automatic</answer-mode>

     </am-settings>

     <ipab-settings>

       <incoming-personal-alert-barring active="false"/>

     </ipab-settings>

  <sss-settings>

   <simultaneous-sessions-support active="true"/>

   </sss-settings>

   <PoC2Set:ipii-settings>

   <PoC2Set:invited-party-identity-information active="true"/>

   </PoC2Set:ipii-settings>

   <PoC2Set:ims-settings>

   <PoC2Set:included-media-support active="true"/>

   </PoC2Set:ims-settings>

   <PoC2Set:rms-settings>

   <PoC2Set:referenced-media-support active="true"/>

   </PoC2Set:rms-settings>
   <PoC2Set:tcs-settings>

   <PoC2Set:text-content-support active="true"/>

   </PoC2Set:tcs-settings>

   <PoC2Set:pocbox-settings>

   <PoC2Set:pocbox-use>conditional</PoC2Set:pocbox-use>

   </PoC2Set:pocbox-settings>
   <PoC2Set:privacy-settings>

   <PoC2Set:privacy>none</PoC2Set:privacy>

   </PoC2Set:privacy-settings>
 </entity>

   </poc-settings>


12.
SIP PUBLISH request (from SIP/IP Core A to PoC Server A)

The SIP/IP Core A forwards the SIP PUBLISH request to the PoC Server A.

	Request-URI
	sip:PoC-ClientA@networkA.net

	
	

	SIP HEADERS
	

	P-Asserted-Identity:
	"PoC User A" <sip:PoC-UserA@networkA.net>

	Accept-Contact:
	*;+g.poc.talkburst; require;explicit

	User-Agent:
	PoC-client/OMA2.0 Acme-Talk5000/v1.01

	Resource-Priority
	wps.2

	Expires:
	360000

	Event:
	poc-settings

	Content-Type:
	application/poc-settings+xml

	
	

	XML MIME BODY
	

	
	<?xml version="1.0" encoding="UTF-8"?>

	
	

	
	   <poc-settings xmlns="urn:oma:params:xml:ns:poc:poc-settings"

        xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"

        xsi:schemaLocation="urn:oma:params:xml:ns:poc:poc-settings"
        xmlns:PoC2Set="urn:oma:xml:poc:poc2.0-settings">

<entity id="urn:gsma:imei:90420156-025763-0">

     <isb-settings>

       <incoming-session-barring active="false"/>

     </isb-settings>

     <am-settings>

       <answer-mode>automatic</answer-mode>

     </am-settings>

     <ipab-settings>

       <incoming-personal-alert-barring active="false"/>

     </ipab-settings>

  <sss-settings>

   <simultaneous-sessions-support active="true"/>

   </sss-settings>

   <PoC2Set:ipii-settings>

   <PoC2Set:invited-party-identity-information active="true"/>

   </PoC2Set:ipii-settings>

   <PoC2Set:ims-settings>

   <PoC2Set:included-media-support active="true"/>

   </PoC2Set:ims-settings>

   <PoC2Set:rms-settings>

   <PoC2Set:referenced-media-support active="true"/>

   </PoC2Set:rms-settings>

   <PoC2Set:tcs-settings>

   <PoC2Set:text-content-support active="true"/>

   </PoC2Set:tcs-settings>

   <PoC2Set:pocbox-settings>

   <PoC2Set:pocbox-use>conditional</PoC2Set:pocbox-use>

   </PoC2Set:pocbox-settings>
   <PoC2Set:privacy-settings>

   <PoC2Set:privacy>none</PoC2Set:privacy>

   </PoC2Set:privacy-settings>
 </entity>

   </poc-settings>


13.
SIP 200 "OK" response (from PoC Server A to SIP/IP Core A)

The PoC Client A acknowledges the SIP PUBLISH request with a SIP 200 "OK" response to the SIP/IP Core A.

	SIP HEADERS
	

	Server:
	PoC-serv/OMA2.0 


14.
SIP 200 "OK" response (from SIP/IP Core A to PoC Client A)

The SIP/IP Core A forwards the SIP 200 "OK" response to the PoC Client A. 

	SIP HEADERS
	

	Server:
	PoC-serv/OMA2.0 


15.
PoC Server A stores the PoC Service Settings for PoC User A

PoC Server A stores the PoC Service Settings for PoC User A from the body of the SIP PUBLISH request from step 6. 
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