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1 Reason for Contribution

Meeting Notes and slide decks output from the Cambridge workshop.
2 Summary of Contribution

It is for information.
3 Detailed Proposal

<this is where the actual text or description of activity is placed.  Note that the common Word Document Styles are available to be used so that simple cut-n-paste items from a specification or similar document can occur (somewhat unique styles are used for the section heads in this doc).

· To preserve document numbering after doing a cut-n-paste, select the paragraph in question (e.g. Heading 1-5) select Bullets and Numbering under the Word Format menu, Select the Outline Numbering tab and hit the Customize button where you can then set the starting values for the different levels of the outline.

· For changes to existing text, please use change tracking to capture changes being performed.

>
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is for information. See attached meeting notes and slide decks generated in the workshop.
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1



Introduction

This presentation is a multi-company input contribution to 3GPP SA6

A joint workshop was held between members of OMA PCPS and ETSI TCCE WG4 on 2-4 December 2014 in Cambridge, UK.

The workshop produced a high level functional architecture, and mapped this to existing OMA PCPS and TCCE stage 2 architectures which include PTT functionality

This presentation summarises the architecture produced, and its comparison to PCPS and TCCE work

The contributing companies recommend that the architecture is considered as an option for the SA6 MCPTT TR

The strong alignment with OMA PCPS and TCCA CCA allows reuse of concepts from existing work from OMA and ETSI
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Functional Entity Description - 1

User Identity: Function enabling the authentication of the user identity.  Sits above SIP registrar contains details of user independent of services and devices; includes security parameters related to the user (but not to groups; control vs media TBC).

SIP registrar: maps user’s address of record (SIP URI) to contact IP addresses

SIP routing: Enables routing of SIP messages to appropriate destinations to allow services between clients & servers

May also have function for connection maintenance (firewall, NAT etc) 

PTT Services: Master logic responsible for call control and management; destination for SIP routing related to PTT calls; timer management, configuration and settings management; + resource control (priority, queueing, pre-emption management…), mobility tracking (cell/MBSFN awareness) etc

Currently includes both home and local functions; may be divided later

Big bucket of functions, may be further divided later
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Functional Entity Description - 2

Media control: floor control and possible other functions

Media distribution: distribution of media for both unicast and multicast bearer, including replication of media content where needed

Resource management: controls bearers under direction from PTT services’ resource control function (controls via RX, MB2-c etc)

Group management: contains provisioning information related to groups and mapping of users to groups; responsible for distribution of group information to clients, and group-membership information to PTT services

Security management: policy & key management for media, related to groups and individual media.



NOTE: IP route setup and maintenance is out of scope for current discussion
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Interface descriptions 1

Interface types

AS: Application Service interface, likely to be standardised

AP: Application Provisional interface, may be standardised

AS1:

Supports user identity function

Used for log-on purposes

Flows through SGi and Uu

Non SIP based

AS2:

Supports client SIP interactions with the application function

Flows through SGi and Uu

May utilise Gm* if IMS is in use

AS3-1:

Media control unicast interface

Non SIP; carried on UDP; format is based on (S)RTCP

Flows through SGi and Uu



NOTE: APx interfaces may be split or extended depending on decomposition of PTT services entity
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Interface descriptions 2

AS3-2

Media control multicast interface

Non SIP; format similar (or identical) to AS3-1

Flows through  MB2-u and Uu

AS4-1

Unicast media distribution interface

Non SIP; (S)RTP based

Flows through SGi and Uu

AS4-2

Multicast media distribution interface

Non SIP; (S)RTP based

Flows through MB2-u and Uu

AS5

Group management to/from client

Based on XCAP; possibility of OMA XDM

Flows through SGi and Uu

AS6

MB2-c

NOTE: APx interfaces may be split or extended depending on decomposition of PTT services entity
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Interface descriptions 3

AS7

Rx

AS8

Support for administrative and call control functions for PTT services

SIP based

AS9

Supports key distribution function to client for end to end media encryption

AS9 interface may not be required if transport can be SIP based (interface to SIP routing and AS2) or if it can reuse another transport interface

Security associations shall be able to be independent of other interfaces (AS2, AS3-1, AS3-2 etc)

AP1

Supports user identity function for PTT services

E.g. OAuth, SAML

NOTE: APx interfaces may be split or extended depending on decomposition of PTT services entity
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Interface descriptions 4

AP2

Supports SIP registrar functions for PTT services

AP2 interface may not be required if all functions can be SIP based, and so flow over AS8

Protocol TBD

AP3

Supports floor control and other media management for PTT services

Non SIP based

Protocol TBD

AP4

Supports control of media distribution function

Non SIP based

Protocol TBD

AP5

Supports control of resource management function for PTT services

Non SIP based

Protocol TBD

NOTE: APx interfaces may be split or extended depending on decomposition of PTT services entity
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Interface descriptions 5

AP6

Supports group management for PTT services

Based on XCAP; possibility of OMA XDM

AP7

Supports user identity function for SIP Registrar

E.g. OAuth, SAML

May be unnecessary: alternative flows could be AP1-AP2 or AP1-AS8-AP8

AP8

Interface for SIP Registration function

AP9

Supports information transfer concerning users and groups from PTT services to Security Management (to enable end to end media encryption associations etc)

Protocol TBD



NOTE: APx interfaces may be split or extended depending on decomposition of PTT services entity
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Identities

Visible in bearer network

IMEI – 3GPP equipment identifier

USIM

UICC application

IMSI – 3GPP subscription identifier, necessary for access to 3GPP network (contained on USIM)

Root of security

ISIM – IMS subscription identity module 

UICC application

IMPI – Private identity to route to registrar

IMPU – Public identity known to others

Can reuse IMSI security, or can be separate

******************************************************************

Visible to application domain only

User + device instance specific identifier

SIP device specific routable contact address (URI) for the user following ‘logon process’

Multiple devices, multiple URIs per user supported

Application level security

User Identity

Use for logon + security credential

Device independent

Identity useable across multiple services

Temporary identity for emergency situation
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Security considerations

Architectural model has to fit different ownership and trust relationships:

System can be divided between users, application, registration, routing and bearer networks

Separate organizations may own one or more of each of these with limited trust between them
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Architecture mapping
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Mapping of Workshop Architecture Interfaces to 
PCPS and TCCE Architecture Interfaces

		Workshop Architecture Interface 		PCPS Architecture 
Interface 		TCCE Architecture Interface

		AS2 		POC1 		A1

		AS8 		POC2 		No mapping

		AS3-1, AS4-1 		POC3 		A2

		AS3-2, AS4-2 		POC16, POC17 		A3

		AS5 		XDM3 		No mapping

		AP6 		XDM14 		No mapping

		AS1, AS9 		No mapping 		No mapping

		AP1, AP2, AP3, AP4, AP5, AP7, AP8, AP9 		No mapping		No mapping

		AS6		No mapping		A5

		AS7		No mapping		A4
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Mapping of Workshop Architecture Functions to 
PCPS Architecture Functional Entities

* Colour coding on subsequent architecture diagrams shows mapping to equivalent functional entities.

		Workshop Architecture Functions* 		PCPS Architectural 
Diagram Functions 		TCCE CCA Stage 2 Architectural functions

		SIP Registrar, SIP Routing, SIP Authentication 		SIP / IP Core 		SIP Application Server + optional SIP Proxy

		Bearer Network 		Access Network 		Broadband IP access network

		Client on the UE 		PoC Client, XDMC 		Critical Communications Architecture – mobile part

		PTT Services, 
Media Control, 		PoC Server 		Application Server
Resource Management (controlling part)
Mobility Management

		Media Distribution				Media Distribution

		Group Management 		XDMS 		Group Management

		Resource Management		No mapping		Resource Management
(interface part)

		Security Management				Security Management - part

		User Identity Function,				No Mapping
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Summary

Workshop developed a high level functional architecture which maps to existing PCPS and Stage 2 TCCE architectures

Commonality with both PCPS and TCCE has been mapped and shows reuse of both architectures is possible

The architecture is provided to SA6 for consideration for inclusion as an alternative in a Technical Report
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Cover slide

Workshop 2-4 December output presentation

This presentation will be put into 3GPP/SA6 format for final output



This version presentation is intended for companies taking part in this workshop – not the contribution version.

The highlighted slides relating to security will be removed in the input to SA6, and may form a separate input from supporting companies

Next steps will be removed in the input to SA6

The appendix slide will be removed in the input to SA6





Introduction

This presentation is a multi-company input contribution to 3GPP SA6

A joint workshop was held between members of OMA PCPS and ETSI TCCE WG4 on 2-4 December 2014 in Cambridge, UK.

The workshop produced a high level functional architecture, and mapped this to existing OMA PCPS and TCCE stage 2 architectures which include PTT functionality

This presentation summarises the architecture produced, and its comparison to PCPS and TCCE work
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Functional Entity Description - 1

User Identity: Function enabling the authentication of the user identity.  Sits above SIP registrar contains details of user independent of services and devices; includes security parameters related to the user (but not to groups; control vs media TBC).

SIP registrar: maps user’s address of record (SIP URI) to contact IP addresses

SIP routing: Enables routing of SIP messages to appropriate destinations to allow services between clients & servers

May also have function for connection maintenance (firewall, NAT etc) 

PTT Services: Master logic responsible for call control and management; destination for SIP routing related to PTT calls; timer management, configuration and settings management; + resource control (priority, queueing, pre-emption management…), mobility tracking (cell/MBSFN awareness) etc

Currently includes both home and local functions; may be divided later

Big bucket to be exploded later





Functional Entity Description - 2

Media control: floor control and possible other functions

Media distribution: distribution of media for both unicast and multicast bearer, including replication of media content where needed

Resource management: controls bearers under direction from PTT services’ resource control function (controls via RX, MB2-c etc)

Group management: contains provisioning information related to groups and mapping of users to groups; responsible for distribution of group information to clients, and group-membership information to PTT services

Security management: policy & key management for media, related to groups and individual media.



NOTE: IP route setup and maintenance is out of scope for current discussion











Interface descriptions 1

Interface types

AS: Application Service interface, likely to be standardised

AP: Application Provisional interface, may be standardised

AS1:

Supports user identity function

Used for log-on purposes

Flows through SGi and Uu

Non SIP based

AS2:

Supports client SIP interactions with the application function

Flows through SGi and Uu

May utilise Gm* if IMS is in use

AS3-1:

Media control unicast interface

Non SIP; carried on UDP; format is based on (S)RTCP

Flows through SGi and Uu







Interface descriptions 2

AS3-2

Media control multicast interface

Non SIP; format similar (or identical) to AS3-1

Flows through  MB2-u and Uu

AS4-1

Unicast media distribution interface

Non SIP; (S)RTP based

Flows through SGi and Uu

AS4-2

Multicast media distribution interface

Non SIP; (S)RTP based

Flows through MB2-u and Uu

AS5

Group management to/from client

Based on XCAP; possibility of OMA XDM

Flows through SGi and Uu

AS6

MB2-c





Interface descriptions 3

AS7

Rx

AS8

Support for administrative and call control functions for PTT services

SIP based

AS9

Supports key distribution function to client for end to end media encryption

AS9 interface may not be required if transport can be SIP based (interface to SIP routing and AS2) or if it can reuse another transport interface

Security associations shall be able to be independent of other interfaces (AS2, AS3-1, AS3-2 etc)

AP1

Supports user identity function for PTT services

E.g. OAuth, SAML

NOTE: APx interfaces may be split or extended depending on decomposition of PTT services entity





Interface descriptions 4

AP2

Supports SIP registrar functions for PTT services

AP2 interface may not be required if all functions can be SIP based, and so flow over AS8

Protocol TBD

AP3

Supports floor control and other media management for PTT services

Non SIP based

Protocol TBD

AP4

Supports control of media distribution function

Non SIP based

Protocol TBD

AP5

Supports control of resource management function for PTT services

Non SIP based

Protocol TBD

NOTE: APx interfaces may be split or extended depending on decomposition of PTT services entity





Interface descriptions 5

AP6

Supports group management for PTT services

Based on XCAP; possibility of OMA XDM

AP7

Supports user identity function for SIP Registrar

E.g. OAuth, SAML

May be unnecessary: alternative flows could be AP1-AP2 or AP1-AS8-AP8

AP8

Interface for SIP Registration function

AP9

Supports information transfer concerning users and groups from PTT services to Security Management (to enable end to end media encryption associations etc)

Protocol TBD



NOTE: APx interfaces may be split or extended depending on decomposition of PTT services entity





Identities

Visible in bearer network

IMEI – 3GPP equipment identifier

USIM

UICC application

IMSI – 3GPP subscription identifier, necessary for access to 3GPP network (contained on USIM)

Root of security

ISIM – IMS subscription identity module 

UICC application

IMPI – Private identity to route to registrar

IMPU – Public identity known to others

Can reuse IMSI security, or can be separate

******************************************************************

Visible to application domain only

User + device instance specific identifier

SIP device specific routable contact address (URI) for the user following ‘logon process’

Multiple devices, multiple URIs per user supported

Application level security

User Identity

Use for logon + security credential

Device independent

Identity useable across multiple services

Temporary identity for emergency situation







Security considerations

Architectural model has to fit different ownership and trust relationships:

System can be divided between users, application, registration, routing and bearer networks

Separate organizations may own one or more of each of these with limited trust between them







Architecture mapping







Mapping of Workshop Architecture Interfaces to 
PCPS and TCCE Architecture Interfaces

		Workshop Architecture Interface 		PCPS Architecture 
Interface 		TCCE Architecture Interface

		AS2 		POC1 		A1

		AS8 		POC2 		No mapping

		AS3-1, AS4-1 		POC3 		A2

		AS3-2, AS4-2 		POC16, POC17 		A3

		AS5 		XDM3 		No mapping

		AP6 		XDM14 		No mapping

		AS1, AS9 		No mapping 		No mapping

		AP1, AP2, AP3, AP4, AP5, AP7, AP8, AP9 		No mapping		No mapping

		AS6		No mapping		A5

		AS7		No mapping		A4







Mapping of Workshop Architecture Functions to 
PCPS Architecture Functional Entities

* Colour coding on subsequent architecture diagrams shows mapping to equivalent functional entities.

		Workshop Architecture Functions* 		PCPS Architectural 
Diagram Functions 		TCCE CCA Stage 2 Architectural functions

		SIP Registrar, SIP Routing, SIP Authentication 		SIP / IP Core 		SIP Application Server + optional SIP Proxy

		Bearer Network 		Access Network 		Broadband IP access network

		Client on the UE 		PoC Client, XDMC 		Critical Communications Architecture – mobile part

		PTT Services, 
Media Control, 		PoC Server 		Application Server
Resource Management (controlling part)
Mobility Management

		Media Distribution				Media Distribution

		Group Management 		XDMS 		Group Management

		Resource Management		No mapping		Resource Management
(interface part)

		Security Management				Security Management - part

		User Identity Function,				No Mapping
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Additional public safety security perspectives

End user organization

Confidentiality of media from anyone outside the organization

Authenticity of all users claiming membership of the organization and communication rights within the organization

Confidentiality of identities and call related information from anyone outside the application space

Individual membership of communication groups is specifically sensitive

Need to trust the application provider to provide the communication service – but not with traffic content

May not trust bearer provider

Does not trust members of the public, and will communicate with the public through controlled interfaces

Implications

User identity function is owned by end user organisation and/or application provider

Separate user identity functions may be owned by different organizations within the same PTT application

Interface between PTT services and User Identity Function needs authenticity and confidentiality protection

Called user address (which may be a SIP URI) shall not be visible to the bearer network in some configurations.

Calling user address must also not be visible to the bearer network

2nd presentation





Security perspectives 2

Group management function – should be hidden from bearer network

Expect AS5 to be encrypted

Security management function – should be hidden from the bearer network

Expect AS9 to be encrypted

Security management function shall be able to live in a different trust domain to the rest of the application space

E.g. in end user organisation, when another owns the application space

If SIP routing function terminates the encrypted tunnel between application and the client for control signalling, it must sit in the trusted security domain (AS2 must be encrypted through bearer network)

Media control and Media distribution paths to/from client – AS3-1, AS3-2, AS4-1 and AS4-2 to be encrypted through the bearer network

2nd presentation





Summary

Workshop developed a high level functional architecture which maps to existing PCPS and Stage 2 TCCE architectures

Commonality with both PCPS and TCCE has been mapped and shows reuse of both architectures is possible

The architecture is provided to SA6 for consideration

Companies are free to use this material in any way that they wish.

(statement will disappear in contribution to SA6)





Next steps

Phone conference Wednesday 7th January 2015; 14:00 UTC (15:00 CET; 09:00 EST) using OMA gotomeeting + dial-in

To be distributed (Jerry/Dave)

Submission of joint company contribution to SA6 on/by 19th January

Company agreement to co-sign by 16:00 UTC 16th January

Final agreement of presentation for approval by 16:00 UTC 12th January
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Scenario

Client A1 is member of PTT services domain A and is registered in PTT services domain A

Client B1 is member of PTT services domain B and is registered in PTT services domain B

Client B1 wants to joint group A1 home in net PTT services domain work A, and communicate with A1 in that group

Assumptions

Group A1 is homed to PSD A

Unit A1 and B1 can both affiliate to Group A1
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Notes of the workshop between OMA PCPS and ETSI TCCE WG4 

2-4 December 2014



This informal workshop took place from 2-4 December 2014, hosted by Sepura PLC, Cambridge, UK and commenced at 13:30 UTC/GMT on 2 December.



Attendance (full or part time):

		Attendees

		Organisation



		

		



		Present in meeting room



		ETSI TCCE

		



		Geoff Thornton

		Selex



		Marco Pizzorno

		Selex



		Paolo Bruzzone

		Selex



		Diego Novellon Latre

		Teltronic



		Francois Piroard

		Airbus



		Gerard Marque-Pucheu

		Airbus



		Mona Mustapha

		Vodafone



		David Chater-Lea

		Motorola Solutions



		Ken Jakobsen

		Motorola Solutions



		Andrew Howell

		Home Office



		Nigel Booker

		Airwave



		Emmanuelle Villebrun

		French MoI



		Mark Rayne

		Sepura plc



		Graham Ison

		Thales



		Diana Ball

		Sepura plc



		

		



		OMA PCPS

		



		Frank Korinek

		Motorola Solutions



		Dom Lazara

		Motorola Solutions



		Steve Barrett

		BlackBerry



		Jerry Shih

		AT&T



		Peter Monnes

		Harris



		Alan Soloway

		Qualcomm



		

		



		3GPP

		



		Sivasubramaniam Ramanen

		NEC Europe Ltd



		David Freeman

		O2



		

		



		Connected by Gotomeeting and telephone



		Brian Murgatroyd

		TCCE Chair



		Peter Campbell

		CESG (TCCE)



		Andrew Allen

		BlackBerry (PCPS)



		Tom Hiller

		Kodiak (PCPS)



		Bob Fredericks

		Motorola Solutions (PCPS)



		Youngkyo Baek

		Samsung (3GPP)



		Magnus Trank

		Ericsson (3GPP )



		Gyubong Oh

		Samsung (3GPP )














		

		Topic

		Action



		1.

		Welcome

		



		

		Dave Chater-Lea and Jerry Shih welcomed all to this informal workshop.  Dave volunteered to chair the session, and pointed out that due to legal issues concerning IPR and copyright from the parent organisations, any output could not reproduce published material, but could be created within the workshop and reference published material.

		



		

		

		



		2.

		Round table introduction

		



		

		All participants introduced themselves.

		



		

		

		



		3.

		Apologies for absence

		



		

		Colin Fletcher from Selex had apologised in advance.

Apologies were received from Andrew Allen (BlackBerry) for the first day.

		



		

		

		



		4.

		Agreement of agenda items for this workshop

		



		

		The proposed agenda was discussed.  It was suggested that common terminology could also be an output; and it was proposed to try and draw an architecture from a common viewpoint.  Both functional and service related structures could be possible.

Agenda items were prioritised for each day as the workshop progressed.

		



		

		

		



		5.

		Goals of workshop

		



		

		The goals were agreed to be a multi company input to 3GPP SA6.

A common architecture was proposed which could be based on OMA and TCCE work, and allowed reuse of that work.

Inclusion of cross reference to the three current SA2 alternative architectures was discussed; but priority was given to PCPS & TCCE current work.

		



		

		

		



		6.

		Comments on notes of 17 November ad hoc workshop

		



		

		Two comments were made against the notes in section 9 (Architecture Overviews) in the part referring to OMA PCPS:

First bullet: Aspects of PCPS are based on the SIP conference model, but the chat model is considered more important.

Third bullet: This bullet could be misinterpreted.  To clarify, floor control is carried by MBCP; call control can be carried in MBCP.

		



		

		

		



		7.

		Technical items

		



		

		SA2, PCPS and TCCE architectures:

It was commented that the main difference in SA2 alternative architectures is the placement of IMS (if utilised) and whether the SIP registrar is placed in the application or the underlying network.

A need for shared operation of terminals between different users, and operation of terminals ‘out of box’ which would allow a user to log on and get service immediately was foreseen by several companies.

Some companies also see a strong need to separation of all aspects of the application, including identities and affiliation of users to groups between application and bearer network. 

The PCPS solution allows operation with an external SIP registrar.  TCCE assume that the registrar is part of the application.

		



		

		Architecture diagram

It was decided to draw an architecture diagram and map this to PCPS and TCCE architectures.  A functional architecture was decided upon; a service based architecture could be considered if time permitted.

A Network to Network Interface (NNI) was discussed.  All saw the need for such, but it was considered to be a step that could be considered later once the fixed to UE architecture was resolved. 

The evolving architecture defined one large entity (PTT services) which held the operational database and executed call logic functions: this could be separated in further entities later.  Other elements had simpler functionality.

		



		

		Identities

The use and security aspects of identities were discussed.  It was felt by companies with experience in the public safety space that the individual and group identities should be concealed from the underlying network due to traffic analysis concerns.  The knowledge of which user is affiliated to which group is especially sensitive.  As part of the discussion, some security perspectives were developed, which state some requirements not yet considered in 3GPP SA1.  It was decided that these should not be part of the main output, but companies that felt that these were important could jointly submit these to SA1, SA3 and SA6 separately from the main workshop output.

		



		

		Functional entities and interfaces

The functional entities were described and the functionality evolved as the split of certain functions between entities was discussed.

The interfaces were described.

An ‘AS’ interface is an Application Services interface, and is expected to need standardisation.

An ‘AP’ interface is an Application Provisional interface.  These may change as the architecture develops, for example as functions are moved or divided or combined, and may not need standardisation if they are contained entirely within application space.

Certain interfaces may not be needed if alternative routes are followed; AP2 might be replaced by AP8 and AS8 if it can be based on SIP and

AP7 might be replaced by AP1 + AP2 or AP1 + AS8 + AP8.

AS6 and AS7 are 3GPP specified MB2-c and Rx.

AS1, AS2, AS3-1, AS4-1, AS5 and AS9 flow over 3GPP SGi.

AS3-2 and AS4-2 flow over 3GPP MB2-u.

The identity management and security management entities are probably out of scope for the MCPTT application but in scope for an overall public safety solution.  Security management controls end to end security.

		



		

		Roaming/migration scenarios

An initial start was made on a multiple application server scenario; but it was decided that there were too many scenarios not covered by PCPS, and other than expressing the need for such scenarios, TCCE had done no substantive work.

		



		

		Mapping to PCPS/TCCE CCA

Mappings were carried out by Dom and Dave respectively and presented on day 3.

		



		

		

		



		8.

		Workshop Output 

		



		

		The output will be a presentation which captures the architecture and other relevant discussion items.  From this presentation, an input to SA6 (also a presentation) will be defined which can be co-signed by companies who wish to do so; and the security requirements foreseen extracted to make a second output which interested companies could co-sign.

		



		

		The SA6 Convenor (Andrew H) confirmed that presentations were a suitable format for input documents.

		



		

		The input to SA6 will comprise the high level functional architecture and relevant descriptions of functions and interfaces; plus mappings to OMA PCPS and TCCE CCA.

		



		

		

		



		9.

		Next steps and actions

		



		

		Dave agreed to format the output presentations, including updating the TCCE mapping to Dom’s PCPS format and combining the tables if possible.

		Dave



		

		Dave to circulate notes of the workshop.

		Dave



		

		A follow phone conference will be held during the 7th January 2015 PCPS call, commencing at 14:00 UTC/15:00 CET/09:00 EST.

Jerry and Dave to circulate details.

		Jerry/Dave



		

		Final update to the submission presentation(s) to be made by 16:00 CET 12th January 2015.

		Dave



		

		Following a finalised presentation, companies must agree to sign if they wish to by 16:00 CET on 16 January 2015.

		All



		

		The input is to be submitted to SA6 on 19 January 2015.

		Dave



		

		

		



		9.

		Closure

		



		

		The meeting closed at 17:30 UTC(GMT) on 4th December 2014.

Jerry and Dave thanked all for attending, and Sepura for hosting the workshop.
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