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1 Reason for Contribution

The PoC server manages the PoC session setup and media/floor control. During session setup, the information stored in the user’s lists (contact, accept, reject) and in the group lists are used. The session setup and the management during ongoing sessions are in addition dependent on the availability status of the invited user/participants and the definition of the related actions.
At the Pheonix meeting, there was a proposal (from Ericsson) to introduce DnD function into GLMS, which caused discussion where the availability (e.g. DnD) related function resides. Having revisited the issue, we would like to propose the separation of the availability-related functions. The availability management operations are needed during the session setup and ongoing session. But they have in addition also a common value for other services, even if in this proposal we will emphasize the ACF with regard to the PoC specific importance. Therefore, we propose the separation of the functions for the group and list management from the operations for the availability parameters.

2 Summary of Contribution

We propose a functional separation of the availability management from the GLMS by introducing the Availability Control Function (ACF) to the PoC architecture.

Main functions of the ACF are:

· Management of availability information  

· Management and enforcement of availability policies

The contribution outlines the modifications for the PoC architecture. It will give a description of the new and modified reference points to be considered. Based on the session setup procedure we will outline the involvement of the ACF in the scenario where the remote network of the invited PoC user is involved in different ways. This will be shown for the Chat PoC group and the 1-to-1-communication case. These flow charts however are only used for illustrative purpose in order to show the value of the proposal of the ACF.

3 Detailed Proposal

1. Motivation

The PoC server manages the PoC session setup and media/floor control. Based on the use case scenario, the information stored in the GLMS for user’s contact and accept list(s), and in the group lists are used for managing the session setup. In addition during session setup and also during an ongoing session for the media distribution, the availability status and the definition of the related actions are needed. Based on the policies of a specific availability attribute, the actions of the PoC server can be steered.
At the Pheonix meeting, there was a proposal (from Ericsson) to introduce DnD function into GLMS, which cause discussion where the availability (e.g. DnD) related function resides. Having revisited the issue, we would like to propose the separation of the availability-related functions. The availability management operations are needed during the session set-up and ongoing session. But they have in addition also a common value for other services, even if in this proposal we will emphasize the ACF with regard to the PoC specific importance. Therefore, we propose the separation of the functions for the group and list management from the operations for the availability parameters.

We propose to separate the functions for the group and list handling from the operations for the availability status.
Therefore, we suggest the separation of the GLMS into
· Group and List Control Function (GLCF) and
· Availability Control Function (ACF).
The following sections will focus on the description of the ACF and its involvement during session setup in different scenarios. The submoduls of the ACF as well as the flow charts are only introduced to illustrate to the people, how this function (and the separate handling of groups, lists, availability) can work in a scenario. It is not intended to specify any actual procedure on the Ik or Ikp reference points yet.

2. The Availability Control Function

2.1. PoC Architecture Extension

We propose to include the ACF into the PoC architecture as shown in figure 2. The ACF will replace the GLMS position by separating in the GLCF (as left in the GLMS or as GLMS) and in the ACF. The ACF is considered as an independent function, that addresses the management of the availability parameters and the policy enforcement control for these parameters. The ACF will be accessed in 3 ways by using the reference points:

· Imp: between PoC client and ACF

· Ikp: between the PoC server and the ACF

· Ipa: between ACF and Presence Server.

We consider the location of the ACF as implementation-dependent for now. It might be included into the GLMS, kept separate or even be a part of the PoC server. The latter case has a special meaning if considering the availability check during an ongoing session for the media distribution. The Group and List Control Function (GLCF) is part of the GLMS and not in the scope of this contribution.

Proposal for extension of PoC AD:  As extension in Chapter 6.1:

Section 6.1.4 Availability Control Function

PoC users use the ACF to manage the settings of their PoC related availability parameters. The PoC server uses the ACF in order to get informed about the availability and policy control settings of the PoC users and participants during session setup and ongoing session control. These might involve pull as well as push technologies. The ACF is responsible for the policy enforcement on the availability parameters, which means that based on the policy and availability settings the action of the PoC server might differ. The ACF might provide additional functionality in order to invoke other service enablers on various policies (e.g. Email/IM send if busy status). The ACF performs the following functions:

· Provides availability parameter management operations to create, modify and delete availability parameters

· Provides policy management operations to create, modify and delete policies related to existing availability parameters

· Provides storage for policy settings

· Optionally: Might provide service invocation functionality for other service enablers.
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Figure 1 ACF Extension for PoC architecture

2.2. Reference Point Definition

With this extension, 3 more reference points will be introduced and the reference point Ipl will be modified. With this, we suggest adding the following information into chapter 7 of the current AD.

Proposal for extension of PoC AD:  As extension in Chapter 7:

2.2.1. Reference Point Imp: PoC client – ACF

The reference point Imp is between the PoC client and the ACF. The Imp reference point SHALL provide the following functions:

· Set/get of PoC users availability parameters.

· Set/get of availability attribute policy settings

2.2.2.  Reference Point Ikp: PoC server – ACF

The Ikp reference point supports the communication between the PoC server and the ACF. The following functions SHALL be provided:

· Retrieve availability parameters 

· Retrieve policy decisions

2.2.3. Reference Point Ipa: ACF – Presence Server

The reference point Ipa is between the ACF and the Presence Server. The explicit definition of it is outside the scope of the PoC specification.

2.3. Description of ACF

The description of the ACF is outlined in order to show, which meaning we can place into such a function and to show people, how this function might work within the PoC architecture. 

The ACF is a function that can be divided into 2 major modules:

· Availability Setting Function (ASF)
· Policy Enforcement Function (PEF)
2.3.1. Availability Setting Function

The ASF is responsible for creation / modifying / deletion of availability parameters and for the storage of the parameter settings for the PoC users. The ASF module of the ACF might access the presence server for retrieval of availability settings for PoC users.

The ASF might provide storage and management for PoC specific parameters.

The ASF is also responsible for storage and delivery of availability and policy settings to various PoC entities. These entities can be the PoC server and client. The techniques might be based on pulling and/or push technologies.

2.3.2. Policy Enforcement Function

The PEF is responsible for enforcing the policy settings for the given availability parameters. The PEF is retrieving the policy settings from the ASF and delivers the policy decision on request to the PoC server.

3. Flow Charts

In the following section we outline the flow charts in order to show how the ACF and GLCF could be involved during session setup. We will present the 1-to-1 and Chat Group session. The detailed information regarding the SIP session part has been discarded in labelling in order to emphasize the message flow added by the ACF and GLCF. But it is considered that for the flow charts the labelling for this message flow part will be taken as already given in the AD document. We are not intending to modify the flow charts with this contribution, but outline a perspective how the ACF and GLCF might inter-work in different scenarios.

3.1. Session set-up for 1-to-1 communication 

The figure 2 shows the high-level signaling procedure when a user establishes a 1-to-1 communication with a user hosted by another network.

Flow Description:

0. The PoC client X modifies his availability status and the participating PoC server X gets informed about the status change and possible re-settings of the policy handling. This step does not initiate step 1, but rather will evolve whenever there is an availability status/policy change (also during a running session (e.g. connection loss)).

1. The PoC client A sends an INVITE request to the address of PoC client X. The SIP/IP core routes the request to the PoC server A triggered on the PoC service indication and the PoC address. The PoC server A identifies the PoC address of the invited user as not hosted by this network and forwards the request to the SIP/IP core to be transferred to the appropriate network (SIP/IP core of network X). After forwarding the request to the SIP/IP core of network X, the INVITE is forwarded to the PoC server X. (the detailed information of the request parameter are identical with the information as already given in the AD)

2. Based on the PoC address of the invited PoC user, the PoC server requests the acceptance/rejection of the session establishment from the GLCF (GLMS). The GLCF provides this information based on the information of the accept/reject list of the invited user. 

3. The GLCF sends the acceptance result to the PoC server.

4. The PoC server requests the ACF about its session establishment decision. This decision in based on the availability attribute and policy settings. Based on the technology used between PoC server and ACF, this step (together with step 5) will be optional.

5. The result for acceptance will be sent to the PoC servers. Based on the technology used between PoC server and ACF, this step (together with step 4) will be optional.

6. The PoC server will send an INVITE to the invited PoC client via the SIP/IP core.

7. After acceptance of the invitation, the session will be established.

[image: image2.png]PaC client A home netwark & cantrolling network PaC client X hame network

roccracs)[ 2 |fotsmmd) o foeed  [serx]  [emed] [aew roc
Core | [iparicipsing (priomaing)| | Coex | |cit x
eiraing) e
[ @ >
Corfadt Lt niormation Avalabiiy Stalus
L Seting
~oniine
5P Session vfaion SEEE
ol ~busy
h—@ e
‘%
Contact List €) > Availability
operations Result ACGEPT nformation
Exchange
‘Avallabilty Sefting & Policy |
operations ﬁ —
optonaly, i neediec) Result YES
5P Gession Setup





Figure 2 Session setup for 1-to-1 talk with clients in different networks; ACCEPT case

3.2. Chat PoC Group session set-up

In Figure 3, the session setup for a Chat group is shown. We present the flow chart for the scenario, in which the Chat Group is hosted in the home network of the originating participant, but it initiates the invitation to PoC chat group members in a remote network (in this case: PoC client X).

Flow Description:

0. The PoC client X modifies his availability status and the participating PoC server X gets informed about the status change and possible re-settings of the policy handling. This step does not initiate step 1, but rather will evolve whenever there is an availability status/ policy change (also during a running session (e.g. connection loss)).

1. The PoC client A sends an INVITE request to the address of PoC Chat Group. The SIP/IP core routes the request to the PoC server A triggered on the PoC service indication and the PoC address. The PoC server A identifies the PoC address as hosted by its network. The PoC server has the controlling function for the Chat Group session.

2. The PoC Server forwards the request to the GLCF-A (GLMS).

3. The PoC server A performs the necessary termination service control (e.g. authorization). After successful authorization, the PoC Chat group session is started and the PoC user is added to the group.

4. The PoC server sends the OK response along the signaling path to the PoC client A.

5. The controlling PoC server A initiates the session invitation to the PoC Chat group members. PoC client X has been identified as a PoC user of a remote network. The INVITE request is send to the SIP/IP core to be forwarded to the participating PoC Server X via the SIP/IP core X.

6. The participating PoC server X requests the ACF-X about its session establishment decision. This decision in based on the availability attribute and policy settings. Based on the technology used between PoC server and ACF, this step (together with step 7) will be optional.

7. The ACF-X sends the result for acceptance to the PoC server X. Based on the technology used between PoC server and ACF, this step (together with step 6) will be optional.

8. The PoC server will send an INVITE to the invited PoC client via the SIP/IP core.

9. After acceptance of the invitation, the PoC users of the Chat group will be notified and the session is established for PoC user X, too.
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Figure 3 Session Setup for Chat Group session hosted in home network but involves the invitation of PoC users in remote network

4 Intellectual Property Rights Considerations

none

5 Recommendation

We recommend to discuss the approach and to accept the ACF for PoC Architecture.
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