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1 Reason for Contribution

This contribution clarifies the data manipulation needed in the PoC application.  

Original document was made on the old template.  R01 uses the new template.

2 Summary of Contribution

This contribution is a presentation of the data manipulation in PoC.  The “sister document” 0090 Data Manipulation in AD is a proposal how these issues should be taken account in the OMA PoC AD.  

3 Detailed Proposal

1. Data manipulation
PoC users use data manipulation to

· Manage lists and groups (e.g. contact lists and presence list)

· Manage session policies associated with groups (e.g. member and access control lists); and

· Manage incoming session treatment settings (e.g. DnD, answer mode, incoming access control lists).

· Manage presence authrorization policies

Data manipulation is done over the Im reference point between the PoC Client and the respective functional entities in the network. The following functional entities are defined here

· Group and List Management Server (GLMS) which is used to store lists and groups:

· Session Policy Management, which stores the policies associated with the groups sessions

· Incoming Session Treatment,  which specifies the PoC server behaviour in case of incoming session establishment requests for a certain PoC user.

The GLMS may be a standalone network element, or co-located with other entities in the network.

The Session Policy Management and the Incoming Session Treatment functionalities are implemented by the PoC Server.

The protocol used on the Im interface is XCAP.

Figure 1. depicts the UE-GLMS group management interface and the entities and functionalities required for data manipulation.
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Figure 1. Data Manipulation architecture.

1.1 Description of Functional Entities
1.1.1 PoC Client

The PoC Client SHALL use XCAP as specified in [XCAP] for data manipulation.

To enable list and group management, the PoC client SHALL support

· Creation, modification, and deletion of generic resource lists

To enable session policy management, the PoC client SHALL support

· Creation, modification, and deletion of session policies.

To enable incoming session treatment manipulation, the PoC client SHALL support

· Creation, modification, and deletion of incoming session treatment settings.

Additionally, the PoC client SHOULD support

· Subscribing to the XCAP event notification package; and,

· Receiving notifications of the event notification package as defined in [XCAP event package].

1.1.2 Group and List Management Server (GLMS)

The Group and List Management Server (GLMS) acts as the central storage for list and group management information in the network. The GLMS is located in the home network of the PoC Client and it is accessed using the Im reference point.

The GLMS SHALL support

· Storing of generic resource lists, that is, group and list information;

· Requests to subscribe to the SIP event notification package for XCAP;

· Generation of notifications of changed generic resource list data; 

· Authentication and authorization mechanisms defined for accessing the GLMS over the Im interface.

The GLMS may be co-located with other entities in a physical implementation. 

1.1.3 PoC Server

For the purposes of data manipulation, the PoC Server includes the following functionalities:

· Session policy management; and

· Incoming session treatment.

1.1.3.1 Session Policy Management
The Session Policy Managment functionality SHALL support

· Storing of session policies that define which members of the group are invited to a group session, as well as the access control lists for that group

· Requests to subscribe to the SIP event notification package for XCAP;

· Generation of notifications of changed session policy information; and

· Authentication and authorization mechanisms defined for accessing the Session Policy Server over the Im interface.

1.1.3.2 Incoming Session Treatment
The Incoming Session Treatment functionality SHALL support

· Storing of incoming access lists, do-not-disturb settings, and answer mode settings;

· Requests to subscribe to the SIP event notification package for XCAP;

· Generation of notifications of changed incoming session treatment data; and

· Authentication and authorization mechanisms defined for accessing the Session Policy Server over the Im interface.

1.2 List and Group Management
List and Group Management is used to store and retrieve list and group information. For example, it can be used to store the subscriber’s contact lists. 

The protocol used to manipulate the generic resource lists is XCAP application usage for generic resource lists.

The resource list can be addressed by its HTTP address or by its SIP URI. 

Editor’s note: A resource list may be shared among different applications, that is, a single list can be used by many applications. In this case, a reference is made from the other application to the SIP or HTTP URI of the resource list. 

The SIP URI of the resource list MAY be provided by the PoC Client. If the PoC Client does not provide a SIP URI for a resource list, one SHALL be allocated by the GLMS.

1.3 Session Policy Management
The Session Policy Management is used to specify the policy for a group session. The session policy specifies 

· Who shall be invited to a Pre-arranged PoC Group Session;

· Who is allowed to join a Pre-arranged PoC Group Session or a Chat PoC Group Session; and

· The maximum number of participants in a Pre-arranged PoC Group Session or Chat PoC Group Session.

The session policy can be linked to one group or to multiple groups.

The protocol used for the Session Policy Management is XCAP application usage for session policy management.

1.4 Incoming Session Treatment 
The Incoming Session Treatment is used by the PoC user to specify 

· Whether incoming session establishment requests are accepted or rejected by the PoC Server allocated for the PoC user (Do not disturb setting)

· Access control lists for incoming session establishment requests; and

· Answer mode setting (automatic/manual).

The Incoming Session Treatment SHALL apply to all incoming session establishment requests, but it SHOULD NOT apply to Instant Personal Alert. 

The protocol used for the Incoming Session Treatment Management is XCAP application usage for incoming session treatment.

4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and adopt the text as described in the document 0090 to the AD.
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