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1 Reason for Contribution

The OMA PoC AD should go to the official review on April 2004.  Before it the existing editor’s notes shall be removed and issues solved.  

2 Summary of Contribution

This contribution proposes some actions to remove most of the editor’s notes in the existing (20040302) AD.

3 Detailed Proposal
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4 Intellectual Property Rights Considerations

None known.

5 Recommendation

It is proposed to discuss the provided material in the meeting and start the needed actions.
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1. Scope


Action proposal: All contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  If not contributed in time the text for the review is agreed as it is.

Editor’s note: This text is preliminary.


The scope of the Push to talk over Cellular (PoC) architecture document is to define the architecture for the PoC service enabler. This architecture is based on the requirements listed for the system in the PoC Requirements document [PoC RD V1.0]. 


2. References


…


3. Terminology and Conventions


3.1 Conventions


<<if doc includes normative material keep the next two paragraphs>>


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sections and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


<<OR if doc is informative just keep the next line>>


This is an informative document, which is not intended to provide testable requirements to implementations.


<<If needed, describe or declare using appropriate normative references the additional conventions that are used.>>


Action proposal: All contributions to improve/change/modify the text above shall be presented latest on the 5th April in PoC WG teleconference.  If not contributed in time the text for the review is agreed as it is.

3.2 Definitions


For the purposes of the PoC specifications, the following terms and definitions apply.

Action proposal: All contributions to improve/change/modify the definitions below shall be presented latest on the 5th April in PoC WG teleconference.  If not contributed in time the text for the review is agreed as it is.

Editor’s note: In particular the following definitions were questioned and are subject to further discussion: access lists, contact list, maxptime, media capabilities list, media capabilities, media parameters, mode sets, user accept list, user reject list.


		1-1 PoC session

		A feature to establish a PoC session with another user



		Access control

		Each PoC user can define rules that describe who is allowed to contact him/her using the PoC service. The PoC Server implements the access control policy according to these defined rules



		Access list

		Each PoC user has two access lists: a user accept list and user reject list. Access lists are used for controlling whether the PoC server is allowed or not to send talk session requests to the user when requested by other user



		Ad-hoc PoC group

		A feature providing a user to ad-hoc establishes a PoC session with other PoC users



		Back-end subscription

		



		Chat PoC group

		A persistent group created for chat group talk. Each group member joins the talk session individually



		Chat PoC group  session

		A talk session established by a chat group talk



		Confirmed indication

		The PoC server confirms readiness to receive media only after it has received confirmation from downstream elements of readiness to receive media



		Contact list

		A list available to the end user containing the addresses of other users or groups



		Contact

		A contact is an identity of a user, or a group. A contact includes the SIP URI or a TEL URI of the entity, type of the entity (user or group) and optionally the display name



		Controlling PoC server

		



		Floor control

		A control mechanism that arbitrates requests, from the PoC clients, for the right to speak



		Group session

		An pre-arranged group, ad-hoc or chat PoC group



		Group

		Group is predefined set of users together with its attributes. The group is used for easy session establishment and/or for defining session access policy. Each group is identified by its SIP URI



		Home PoC network

		Network comprising of the SIP/IP core and the PoC server of the PoC client



		Instant personal Alert

		A feature providing a user with the capability to send a callback request to another user



		Invited PoC client

		This is the PoC client who has been invited to a talk session



		Inviting PoC client

		This is the PoC client inviting other PoC user(s) to the to a talk session



		Maxptime

		The maximum amount of media which can be encapsulated in a RTP payload packet, expressed as time in milliseconds. The time is calculated as the sum of the time the media present in the packet represents.  The time should be a multiple of the frame size.  In PoC the allowed values are N*20; where N>0 and N<21



		Media capabilities list

		In this list, the PoC Server shall store the downlink media capabilities of all PoC clients that are active in sessions served by the PoC Server



		Media capabilities

		A set of parameters that should describe the performance of the PoC user equipment (PoC client), the speech coder used and the performance of the radio bearer that carries the PoC service (the quality of service parameters agreed upon etc)



		Media parameters

		The PoC Server uses the media capabilities list to determine the settings the user equipments should use in the talk session. The information transmitted from the PoC Server to the PoC client in order to alter the settings of the PoC client, is in this document referred to as media parameters. Media parameters are transmitted by SIP/SDP messages



		mode-set

		Restricts the active codec mode set to a subset of all modes. Possible values are a comma separated list of modes from the set: 0,…,7. If the decoder specifies such mode set, the encoder MUST abide by the request and MUST NOT use modes outside of the subset.  If not present, all codec modes are allowed for the session



		On-demand session

		



		Participant

		A PoC user in talk session



		Participating PoC server

		



		PoC session

		A session established by 1-1 communication, ad-hoc group or pre-arranged group session



		Pre-arranged PoC group

		A persistent group created for PoC group session. The users PoC server invites all the other group members to a PoC group session



		Pre-established session

		A mechanism to negotiate media parameters between the PoC Client and the home PoC Server before establishing a PoC session.



		Ptime

		Number of frames per RTP-packet the PoC client needs to be able to receive the media stream on its downlink. Ptime is given as the length of time in milliseconds represented by the media that needs to be in a RTP packet



		Remote PoC network

		Network comprising of the SIP/IP core and the PoC server of the remote PoC client.



		Restricted group

		A group that can be joined only by predefined user(s)



		Session

		A session is considered as an exchange of data between associations of participants



		Talk spurt

		A part of the speech signal that starts with a speech onset and ends when the speech coder goes down in DTX-mode. Hence a talk burst can consists of several talk spurts



		Talk burst

		The media recording, transport and playback that occurs from the point the PoC Client has got the permission to send a talk burst until the permission is released.



		Talk burst control

		Talk burst control is the means for the PoC client and the PoC Server to control the talk burst sent during a PoC session and to ensure the quality of the sent talk burst.



		Unconfirmed indication

		The PoC server confirms readiness to receive media before it has received confirmation from downstream elements of readiness to receive media



		Unrestricted group

		A group that can be joined by any user



		User

		A human using the described features through a terminal device



		User accept list

		User accept list is a list of items each identified by its SIP URI



		User equipment

		User equipment is a hardware device (e.g. phone) with Push-to-Talk software used by users



		User reject list

		User reject list is a list of items each identified by its SIP URI



		

		





…


4. Introduction


….


5. Architecture


Action proposal: All contributions to improve/change/modify the figure below shall be presented latest on the 5th April in PoC WG teleconference.  If not contributed in time the text for the review is agreed as it is (after the Kansas meeting).

Editor's note: Dashed lines indicate interfaces that are FFS 
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Figure 2: PoC architecture


Editor’s note: There may be other interface in addition to those shown on the figure. These interfaces are FFS.


The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.


PoC SHALL utilize SIP/IP Core based on capabilities from IMS as specified in 3GPP ([3GPP TS 23.228]) and 3GPP2 ([3GPP2 X.P0013.2]). 


6. Description of functional entities


6.1 PoC Functional Entities


6.1.1 PoC Client


…


6.1.2 PoC Server


The PoC Server implements the application level network functionality for the PoC service


The PoC server MAY perform a Controlling PoC Function or Participating PoC Function. The Controlling PoC Function and Participating PoC Function are different roles of the PoC server and Figure 3 shows the distribution of the functionality during a 1-1 PoC Session in a single Network. A PoC server MAY perform both a Controlling PoC function and a Participating PoC function at the same time. 



[image: image2]

Figure 3: Relationship between Controlling PoC Function, Participating PoC Functions and the PoC Clients

The determination of the PoC Server role (Controlling PoC Function and Participating PoC Function) takes place during the PoC session setup and lasts for the duration of the whole PoC session. In case of  1-1 PoC Session and Ad-hoc PoC group session the PoC server of the inviting user shall perform the Controlling PoC Function. In case of the Chat PoC group and pre-arranged group sessionthe PoC server owning/hosting the group identity shall perform the Controlling PoC Function. 



[image: image3]

Figure 4:  Relationship between the Controlling PoC function, Participating PoC function and PoC Clients for 1-1 PoC Session

In a PoC session there shall be only one PoC server performing the Controlling PoC Function. There can be one or more PoC servers performing the Participating PoC Function in the PoC session.  Figure 4 shows the distribution of the functionality during a 1-1 PoC Session in a multiple network environment.


The PoC Server performing the Controlling PoC Function has N number of SIP sessions and media and floor control communication paths  in one PoC session, where N is number of participants in the PoC session. The PoC server performing the PoC Controlling Function will have no direct communication to the PoC Client for PoC session signaling.   The PoC server performing the Controlling PoC Function may have a direct communication path for media to each PoC client based local policy in the PoC servers performing the Participationg PoC Function. A PoC server performing the Participating PoC Function has always a direct communication path with a PoC Client and a direct communication path with the PoC server performing the Controlling PoC Function. Figure 5 depicts the relation between the Controlling PoC Function, Participating PoC Function and the PoC Client in multiple network environment for a PoC Group session.
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Figure 5: Relationship between the Controlling PoC Function, Participating PoC Function and PoC Clients for PoC Group Session


Editor’s note:  Add into the figure above “Network A” and “Network B”


Action proposal: Johanne Wild from Motorola will provide a corrected figure before the 5th April 2004 PoC WG.

The Controlling PoC Function can be assigned to a PoC Server in the Home Network of the inviting user or the Home Network of one of the invited users. 


6.1.2.1         Controlling PoC Function


…


6.1.2.2             Participating PoC Function


The PoC Server performs the following functions when it fulfills the Participating PoC Function:

· Provides PoC session handling 


· May provide the Media relay function between PoC Client and Controlling PoC server 


· May provide user media adaptation procedures


· May provide the floor control message relay function between PoC Client and Controlling PoC server


· Provides SIP session handling, such as SIP session origination, termination, etc, on behalf of the represented PoC Client.


· Provides policy enforcement for incoming PoC session (e.g. access control, availability status, etc)


· May collect and provide media quality information


· Provides the participant charging reports


The listed optional functions of the Participating PoC Function are not used whenever the media is bypassing the PoC Server performing the Participating PoC Function.


Editor’s Note: Participating PoC functions related to PoC Presence and support of Multiple Sessions are FFS.


Action proposal: This will be solved in the Kansas meeting, when the corresponding chapters are finilised.

…

6.2 External Entities Providing Services to PoC System


….


6.3 Presence Server


Action proposal: Some editor’s note will be closed in the Kansas meeting.  If any left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

The Presence Server performs the following functions that are needed in support of the PoC Service:


· Maintains the Presence Status of PoC clients (e.g. “Reachable”, “Do Not Disturb”, “Unavailable”, “Offline”) 


Editor’s Note: Whether “Busy” is Maintained by the Presence Server is FFS.


· Supports the publication of Presence Information on PoC Clients from PoC clients


· Supports the watching and fetching of Presence Information on PoC clients by PoC clients.


Editor’s Note: The following functions are FFS


Supports the publication of Presence Information from the PoC Server on behalf of the PoC Client.


Supports the watching and fetching of Presence Information on PoC clients by the PoC Server.


· Supports the authorization of watchers of PoC clients Presence Information and authorizes the watching and fetching of Presence Information


· Supports the authorization of presence list subscriptions 


· Supports back-end subscriptions of Presence Lists containing members in other domains


· Supports the watching and fetching Presence Information from other presence servers (presence list)


Editor’s Note: The address of the Presentity for PoC Presence Information needs to be the same as the PoC Address.


Editor’s note: Is the previous one a note or an editor’s note ?


7. Description of the reference points


7.1 Reference point Is: PoC Client – SIP/IP Core


…


7.2 Reference point If: SIP/IP Core – PoC Server


The protocols over If reference point support the communication between the SIP/IP core and the PoC Server for session control. The If reference point is based on SIP.


The If reference point SHALL support the following:


· PoC session signalling between the PoC client and the PoC server


· Provides address resolution services


· Provides charging information


Editor’s Note: The following is FFS


Publication of Presence Information from the PoC server to the Presence Server


Subscription to Presence Infornation by the PoC Server to the Presence Server


Notification of Presence Information by the Presence Server to the PoC Server


Action proposal: Some editor’s note will be closed in the Kansas meeting.  If any left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

When SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the If reference point SHALL conform to the ISC reference point [3GPP TS 23.002, 3GPP2 X.P0013.0].


7.3 Reference point Im: PoC Client-GLMS


…


7.4 Reference point It: PoC Client-PoC Server


…


7.5 Reference point Itn: PoC Server – PoC Server


The Itn reference point supports the user plane communication between the PoC servers.  


The Itn reference point SHALL support the following:


· media transport 


· floor control procedures


Action proposal: Will be solved by the contribution 0086.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editor’s Note: media transport not clearly restricted to Itn - FFS


7.6 Reference point In: SIP/IP Core – SIP/IP Core


…


7.7 Reference point Ips: SIP/IP Core – Presence Server


….


7.8 Reference point Ipl: GLMS – Presence Server


…


7.9 Reference point Ik: PoC Server - GLMS


The Ik reference point supports the communication between the PoC server and GLMS.  The Ik reference point SHALL provide the following functions:


· Retrieval of access control and group member lists 


Action proposal: Will be closed in the joint meeting in Kansas.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editor’s note: It is an open issue how the data in GLMS and PoC server will be synchronized.

8. System concepts


8.1 Identification


…


8.2 Addressing


…


8.3 Registration

…


8.4 Session establishment

…


8.5 Security


Action proposal: Contribution 0080 will cover this.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editor’s note:  Contribution expected.


8.6 Privacy


…


8.7 Talk Burst Arbitration

The half duplex mode implies that before a PoC Client can send a talk burst the PoC Client SHALL negotiate with other PoC Client(s) in the talk session on the permission to send a talk burst.


The PoC Server SHALL act as the arbitrator between PoC Clients as follows:


· The PoC Client SHALL request for the permission to send a talk burst from the PoC Server.


· The PoC Server SHOULD confirm the request to send a talk burst if no other PoC Client has the permission to send a talk burst. The PoC Server MAY reject a request to send a talk burst due to policy decision by the PoC Server.


· The PoC Server SHOULD reject the request to send a talk burst if another PoC Client has the permission to send a talk burst. The PoC Server MAY queue a request to send a talk burst if queuing is supported by the PoC Client. The PoC Server MAY place a request in the queue depending on the priority of the participant at the PoC Client. The PoC Server MAY limit the number of positions in a talk burst queue.


· The PoC Server SHALL supervise the length of a talk burst and SHALL revoke the permission to talk if the length exceeds a configurable maximum talk burst duration.


The PoC Client and the PoC Server SHALL support the following  requests/responses/indications:


· Talk Burst request:
The request is sent by the PoC client to the PoC Server in order to request permission to send a talk burst. The request includes:


· Queuing supported indicator if queuing is supported by the PoC Client; and,


· A PoC Session identifier.


· Talk Burst Confirm response:
The response is sent by the PoC Server to the PoC Client in order confirm that the PoC Client has obtained permission to send one talk burst. The response includes:


· A PoC Session identifier.


· Talk Burst Reject response:
The response is sent by the PoC Server to the PoC Client to reject a request to send a talk burst. The Talk Burst Reject includes:


· A reject reason. The reject reason may be:


· Another PoC Client already has been given permission to send a talk burst and no queuing of the request is allowed;


· Another PoC Client already has been given permission to send a talk burst and the queue full.


· The PoC Client is not allowed to request permission to send a talk burst at the moment; and,


· Only one participant in the PoC session. For example if only one participant is left in a PoC Session


· A PoC Session identifier.


· Talk Burst Completed indication:
The indication is sent by the PoC Client to the PoC Server in order to indicate that the sending of the talk burst is completed. The Talk Burst Completed indication includes: 


· A PoC Session identifier.


· No Talk Burst indication:
The indication is sent by the PoC Server to all PoC Clients in order to inform the PoC clients that none has the permission to send a talk burst at the moment. The No Talk Burst indication includes:


· A PoC Session identifier.


· Receiving Talk Burst indication:
The indication is sent by the PoC Server to all PoC Clients (with the exception of the PoC Client with the permission to send a talk burst) in a PoC session in order to inform them that another PoC Client has the permission to send a talk burst and that the PoC Client(s) shall prepare for receiving a talk burst. The Receiving Talk Burst indication includes:


· The identity of the PoC participant at the PoC Client sending the talk burst, that is:


· The PoC Address in the case the sender don’t want to be anonymous; and,


· The display name of the PoC participant at the PoC Client sending a talk burst. 


· A PoC Session identifier.


· Stop Talk Burst indication:
The indication is sent by the PoC Server to the PoC Client who has the permission to send a talk burst in order to revoke the permission to talk. The Stop Talk Burst indication includes:


· A PoC Session identifier.


and also optional elements:


· Reason code:


· Only one user in the PoC session. For example if only one participant is left in a PoC Session; and,


· Talk burst too long indicating that the talk burst has exceeded the maximum duration. 


· A retry-after time value indicating how long the PoC Client has to wait before a request to send a talk burst will be confirmed. The parameter is only present in the case the permission to send a talk burst is revoked due to “Talk burst is to long”.


If the PoC Server and the PoC Client support queuing of the Talk Burst Request the following requests/responses/indications SHALL be supported:


· Talk Burst Request Queued response:
The response is sent by the PoC Server to the PoC Client to indicate that the Talk Burst Request is queued. The indication includes:


· Queue position.


· A PoC Session identifier.


· Talk Burst Queue Position request:
The request is sent by the PoC Client to read the position in the queue. The request includes:


· A PoC Session identifier.


· Talk Burst Queue Position response:
The response is sent by the PoC Server to the PoC Client in response to the Talk Burst Queue Position request. The response includes:


· Queue position.


· A PoC Session identifier.


· Talk Burst Queue Identity request: 
The request is sent by the PoC Client to the PoC Server in order to obtain the identity and position of other participants in the talk burst request queue.  The request includes:


· A PoC Session identifier.


· Talk Burst Queue Identity response.
The response is sent by the PoC Client in response to the Talk Burst Queue Identity request. The response includes:

· List of PoC Address and Queue position pairs.


· A PoC Session identifier.

Action proposal: Shall be contributed latest on the 5th April in PoC WG teleconference.  In other cases the PoC session identifier is removed.

Editor’s note: The need and use of the PoC Session identifier is for further study.


8.8 Quality Feedback 


The PoC Client and the PoC Server MAY send quality feed back reports to each other during a PoC session.


Quality feedback includes the following quality feedback reports:


· Sender Report:
The sender of a talk burst sends the Sender Report. The Sender Report includes:

· Accumulated number of sent media packets since the start of the PoC Session.


· A PoC Session identifier.

· Receiver Report:
The receiver of a talk burst sends the Receiver Report. The Receiver Report includes:

· Accumulated number of received media packets since the start of the PoC Session.


· A PoC Session identifier.

Action proposal: Shall be contributed latest on the 5th April in PoC WG teleconference.  In other cases the PoC session identifier is removed.

Editor’s note: The use of the PoC Session identifier is for further study.


8.9 Codecs 


Action proposal: Contribution 0091 will cover this.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editor’s note:  Contribution expected.


8.10 Signaling compression


Action proposal: Contribution 0074 will cover this.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editor’s note:  Contribution expected.


8.11 Charging


8.11.1 Charging of PoC sessions


In a PoC session there can be number of PoC participants being PoC subscribers of several different PoC operators. Each of the PoC operators shall be able to charge PoC participants independently on the other PoC operators policy based on their charging policies. 


The charging of the PoC participant can be based on the following:


· PoC session time: Time spent by the PoC participant in a PoC session.


· Sent talk-bursts: Amount of talk-bursts sent by the PoC participant. Amount of talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.


· Received talk-bursts: Amount of talk-bursts received by the PoC participant. Amount of talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.


· Actions initiated by the PoC participant in a PoC session. Following actions shall be able to charge


· Adding a new PoC participant into the session


· Subscription to the participant information in a PoC session


· Amount of Participant information sent to the PoC participant


In the PoC architecture the Participating PoC server measures and sends charging reports to the charging system for the charging of the PoC participant.


In a PoC session there needs to be a PoC session owner. The PoC session owner in the case of 1-1 PoC session and Ad-hoc PoC group session is the initiator of the PoC session. In the case of a Chat group session and a Pre-arranged PoC session, the PoC session owner is the owner of the PoC group.


· Total PoC session time: Total time PoC session is up, i.e. the time that there is at least one PoC participant in a PoC session.


· Amount of PoC participants as function of time: In order to do this following need to be measured, times when PoC participants join and leave the PoC session.


· Talk-bursts distributed to the PoC participants: When one of the PoC participants sends talk-burst in a session, then this talk-burst needs to be distributed to all PoC participants in a PoC session. The amount of distributed talk-bursts shall be measured as a number of talk-bursts and/or as a length of talk-bursts.


· Number of participant information subscriptions.


· Number of participant information sent to the PoC participants.


In the PoC architecture the Controlling PoC server measures and sends charging reports to the charging system for the charging of the PoC session owner.

8.11.2 Charging of other PoC services


A PoC operator shall be able to charge PoC subscriber of the following other actions:


· Number of sent PoC alerts


· Activation/deactivation of Do not disturb setting


· List management operations


Action proposal: The contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  In all other cases this will go to the review as it is. 

Editor’s note: The charging section is not completed. 


8.12 Roaming

… 


8.13 Presence


The PoC client MAY utilize  presence service enabler(s) to determine the PoC Presence status of other PoC clients. 


The PoC client MAY publish presence information (“Reachable”, “Unavailable” and “Do Not Disturb”) to the Presence Server via the SIP/IP core.


The PoC client supplied presence information is routed to the Presence Server via the Is and Ips reference points. 


Action proposal: Contribution 0082 will solve some editor’s notes.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editor’s Note: It is FFS whether:


The PoC server SHOULD/MAY publish presence information (“Reachable”, “Busy”) to the Presence Server based on the state of the PoC client within the PoC session.


The PoC server SHOULD/MAY obtain any Presence Information it requires on PoC clients (e.g. “Reachable”, “Busy”, “Do Not Disturb”, “Unreachable”, “Offline”) by subscribing to their Presence Status using the functionalities of the Presence Service enabler. 


It is FFS if the PoC Server publishes presence information  to the Presence Server if the PoC client has not authorized the watching of this information.


The signaling between the Presence Server and the PoC Clients SHALL be routed via the SIP/IP core and the Ips Reference Point. 


The signaling between the Presence Server and the PoC Server SHALL be routed via the SIP/IP core and the Ips Reference Point. 


The Group and contact Lists for the PoC Service and the Group and Presence Lists for the Presence Service enabler SHALL be stored in and accessed from the GLMS using the Ipl reference point. 


The Subscription Authorization Policy for the Presence Server SHALL be stored in and accessed from the GLMS using the Ipl reference point. 


The creation and modification of Group and contact Lists for the PoC Service and the Group and Presence Lists, and Subscription Authorization Policy for the Presence Service enabler SHALL utilize common mechanisms using the Im reference point.NOTE: The architecture and functions of the Presence Service enabler are out of scope of this specification.


Editor’s Note: How Offline is published is FFS


8.14 Access Control


8.14.1 Usage of access control lists


…  

8.14.2 Access control list management


Access control list management includes operations that allow the PoC Client to reliably manipulate the access control lists  and the related attributes located in the GLMS.


A PoC subscriber shall be able to add and remove user(s)/group(s) to the access control list and get the access control list when queried.  Additionally the PoC client can activate and deactive access control lists.   Only activated access control lists shall be checked by the system.   


Action proposal: Will be solved in the Kansas joint meeting.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editor’s note: Whether the answering mode setting is part of Access Control management or not and included in this section is FFS:


8.x.3 Answering mode setting


In addition to the accept control lists the PoC system has an auto answer mode flag, which can be set on a user and/or group basis. The auto answer  is stored in the GLMS. A user shall have the ability to configure the terminal to either automatically accept the incoming session request or to be prompted before accepting the request.  These settings may be defined per inviting user and/or group. If the user sets auto answer mode on, auto answer mode is applied to the incoming PoC sessions. If the auto answer mode is off, then the manual answer mode shall be applied. A user shall have the ability to either accept or reject requests from unlisted  i.e. users not listed in the access control lists. Manual answer mode shall be applied for unlisted users.


8.15 Simultaneous Sessions


Action proposal: Contribution 0078 will cover this.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

8.16 Deactivate incoming talk bursts


…


9. High level procedures


….

9.1 Pre-established Session


9.1.1 Introduction


…


9.1.2 Pre-established Session Flow


The pre-established session is a session between the PoC client and the PoC server in the home PoC network.  The Figure 7 presents the pre-established session flow.
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Figure 7: Pre-established Session


1. The PoC Client sends an INVITE request to the SIP/IP Core containing a PoC indication. The request SHALL contain SDP including necessary media parameters (e.g. PoC Client IP address, port number(s), supported codecs) 


Action proposal: Contribution 0075 will cover this.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editors note:  The key information elements shall be clarified later.


2.
The SIP/IP Core forwards the request to the PoC Server based on the PoC indication and the PoC Address of the PoC client in the request.


3.
The PoC Server performs necessary service control and sends OK to the SIP/IP Core.


4.
The SIP/IP Core forwards the OK the PoC Client.  

The procedure for establishing a PoC session with other users within the pre-established session is described in the section 9.2.


9.2 Ad-hoc PoC group session and 1-1 PoC session setup


…


9.2.1 Ad-hoc PoC group session invitation from PoC client


…


9.2.1.1 Confirmed indication using on-demand session


This subchapter describes a case where right-to-speak indication is given to the inviting PoC subscriber when one of the invited PoC subscribers has accepted the invitation. Figure 8 shows the signalling flow for this scenario.
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Figure 8: Confirmed indication using on-demand session 


Action proposal: Janne Suotukla from Ericsson will provide a corrected figure.  

Editor’s note: Figures will be modified slightly by the separate contribution providing power point slides.


1. PoC Client A initiates an ad-hoc PoC group session or 1-1 PoC session by sending an INVITE request to the home PoC network. 


Information elements contained in INVITE request: 


a. A list of PoC Addresses of invited PoC subscribers;


b. Media parameters of PoC client A


c. PoC service indication


d. PoC Address of the PoC client A


2. SIP/IP core A routes the INVITE request to the PoC server A (participating & controlling) based on PoC Address of inviting  PoC subscriber and PoC service indication.


Information elements contained in INVITE request: 


a. A list of PoC Addresses of invited PoC subscribers;


b. Media parameters of PoC client A


c. PoC service indication


d. PoC Address of the PoC client A


3. Since this is an ad-hoc PoC group session setup or 1-1 PoC session setup the PoC server A (participating & controlling) takes the roles of the PoC controlling function and PoC participating function. The PoC server A (participating & controlling) sends invitations to the PoC clients of the invited PoC subscribers as described in the chapter 9.2.2. When the first Ringing response is received the PoC server A (participating & controlling) sends ringing response towards the PoC Client A. 


4. SIP/IP core A forwards the Ringing response to the PoC client A.


The steps 5 and 6 are optional depending on the configuration of the PoC client A.


5. The PoC client A sends SUBSCRIBE request in order to receive information about the result of the invitations.


Information elements contained in SUBSCRIBE request:


a. subscription to invitation results event


6. SIP/IP core A forwards SUBSCRIBE request to the PoC server A (participating & controlling)


Information elements contained in SUBSCRIBE request:


a. subscription to invitation results event


7. When the first PoC client accepts the PoC session request, the PoC server A (participating & controlling) sends OK response towards the PoC Client A. The OK response includes the following information:


Information elements contained in OK response:



a. Media parameters of PoC server A (participating & controlling)


8. SIP/IP core A forwards the OK response to the PoC client A.


Information elements contained in OK response:



a. Media parameters of PoC server A (participating & controlling)


9. Since one PoC participant is connected, the PoC server A (participating & controlling) sends the floor control message Floor Granted to the PoC Client A.


10. The PoC client A sends media to the PoC server A (participating & controlling).


For each invited PoC subscriber the following signalling is repeated if requested by the PoC client A in the steps 5 and 6:


Note: Throttling and aggregating of notifications is a subject to stage 3 specification.


11. When final response is received from an invited PoC subscriber, the PoC server A (participating & controlling) sends NOTIFY request to the PoC Client A with information of the final result. A final result can be


a. The invited PoC subscriber accepted the invitation;


b. The invited PoC subscriber rejected the invitation;


c. The invited PoC subscriber is not reachable;


d. The invited PoC subscriber is busy or 


e. The invited PoC subscriber did not answer


12. SIP/IP core A forwards the NOTIFY to the PoC client A.


If none of the invited PoC subscribers accepts the invitation, the PoC server A (participating & controlling) rejects the PoC session.


9.3 Pre-arranged PoC Group Session Setup


…  


9.3.1 Pre-arranged PoC session invitation from PoC client


…

9.3.1.1  Confirmed indication using on-demand session


In this case, the originator shall confirm the event that at least one of the PoC group member has been connected before he starts speaking. In the Figure 12, the right-to-speak indication in the floor control follows the confirmation from the PoC server X (controlling).


[image: image7.wmf]PoC


client A


PoC


client A


SIP/IP 


Core A


PoC server A


(participating)


SIP/IP 


Core X


PoC


server X


(controlling)


4. INVITE


4. INVITE


3. INVITE 


3. INVITE 


2. INVITE


2. INVITE


1. INVITE


1. INVITE


5. INVITE 


5. INVITE 


6. OK


6. OK


10. OK


10. OK


9. OK


9. OK


8. OK


8. OK


7. OK


7. OK


Floor control


PoC


Client A Home Network


Controlling network


First accepted invitation


Invitation to the group members




Figure 15: Pre-arranged Group Session Set-up, Originating part


Action proposal: Sumio Miyagawa from Siemns will provide the contribution.   

Editor's note: For the confirmed mode, handling the ringing is missing. Contribution expected.

1. The PoC Client A sends an INVITE request to the address of the Pre-arranged PoC Group. 


Information Elements contained in the INVITE request:


a. Pre-arranged Group Identity 


b. PoC Address of the user initiating this PoC Session


c. PoC service indication 


d. Media parameters of PoC client A.


2. The SIP/IP Core A routes the INVITE request to the participating PoC Server A trigged on the PoC service indication and PoC Address.  


Information Elements contained in the INVITE request:


a. Pre-arranged Group Identity


b. PoC Address of the user initiating this PoC Session


c. PoC service indication


d. Media parameters of PoC client A.


3. The participating PoC Server A identifies that the Pre-arranged PoC Group is not hosted in this PoC Server therefore it sends the request to the SIP/IP Core A.  


Information Elements contained in the INVITE request:


a. Pre-arranged Group Identity


b. PoC Address of the user initiating this PoC Session


c. PoC service indication 


d. PoC server A (participating) selected media parameters.


4. The SIP/IP Core A routes the request according to the routing principles to SIP/IP Core X, according to the routing principles described in the chapter 8.4.


Information Elements contained in the INVITE request:


a. Pre-arranged Group Identity


b. PoC Address of the user initiating this PoC Session


c. PoC service indication


d. PoC server A (participating) selected media parameters. 


5. The SIP/IP Core X routes the request to the controlling PoC Server X based on Pre-arranged PoC Group identity.  If the Pre-arranged PoC Group identity is used for other services (e.g. messaging) that are hosted on other application servers then the SIP/IP Core needs to use PoC service indication to route to the PoC server.


The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A) and if the PoC address of the user initiating the PoC session is authorized successfully, the PoC server X invites the other members to the pre-arranged PoC session as described in chapter 9.3.2.


Information Elements contained in the INVITE request:


a. Pre-arranged Group Identity


b. PoC Address of the user initiating this PoC Session


c. PoC service indication 


d. PoC server A (participating) selected media parameters.


6-8.  When the first PoC client accepts the pre-arranged PoC session invitation, the PoC Server X sends an OK response to the PoC Server A (participating) along the same signaling path.


Information Elements contained in the OK response:


a. 
   PoC Server X (controlling) selected media parameters.


9-10. The PoC Server A sends an OK response to the PoC Client A along the same signaling path.


Information Elements contained in the OK response:


a. 
   PoC Server A (participating) selected media parameters.


Note: This high level flow describes a case where a subscription to the invitation results is not used.  The case where the subscription is used is similar to the subclause 9.2.1.1.


9.3.1.2 Unconfirmed indication using on-demand session 


…


9.3.2 Terminating part


…

9.3.2.1 Auto-answer case


…

9.3.2.2 Manual answer case


In this case, the terminating PoC client indicates the incoming connection request and the user responds the request. The Figure 18 shows the high level flow of this scenario. 
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Figure 18. Terminating part, manual answer


1. PoC server X (controlling) sends an INVITE request to the SIP/IP core X.   Information elements contained in the INVITE request: 


a. PoC Address of the PoC client A


b. Media parameters of PoC server X (controlling)


c. PoC service indication


d. PoC address of the PoC client B


e. Controlling PoC function assigned


2. SIP/IP core X routes the request to the PoC client B home network.  Information elements contained in the INVITE request: 


a. PoC Address of the PoC client A


b. Media parameters of PoC server X (controlling)


c. PoC service indication


d. PoC address of the PoC client B


e. Controlling PoC function assigned


3. SIP/IP core B routes the request to the PoC server B based on the PoC address of invited PoC client and PoC service indication.  Information elements contained in the INVITE request: 


a. PoC Address of the PoC client A


b. Media parameters of PoC server X (controlling)


c. PoC service indication


d. PoC address of the PoC client B


e. Controlling PoC function assigned


4. The PoC Server B sends an INVITE request to the SIP/IP core B.  Information elements contained in the INVITE request:


a. PoC service indication


b. PoC address of PoC client B


c. PoC address of PoC client A


d. Media parameters of PoC server B (participating)


5. SIP/IP core B routes the INVITE request to the PoC client B.  Information elements contained in the INVITE request:


a. PoC service indication


b. PoC address of PoC client B


c. PoC address of PoC client A


d. Media parameters of PoC server B (participating)


The PoC client B indicates the PoC session is going to start.


6 – 10.  When the PoC client B sends back the alerting indication to the PoC server X through the signalling connection.


11 – 15. When the PoC client B receives the indication that the user accept the PoC session, the PoC Client B sends OK response for the INVITE. The OK response is sent to the PoC server X through the signalling connection.

Editor’s note:  Manual answer override is not covered.  Contribution expected.


Action proposal: Contribution 0059 will cover this.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

9.4 Chat PoC Group Session Setup


To join a Chat PoC Group session, a PoC Client sends a request to join the pre-defined Chat Group.  The Chat PoC Group MAY be hosted either in PoC subscriber’s home PoC network or in a remote PoC network. 


The PoC Server hosting the Chat PoC group SHALL accept any invitation request if the type of group is an unrestricted group. If the type of group is a restricted group then the invitation request SHALL only be accepted if the calling user is a member of the restricted group.  In both cases the total number of group participants SHALL NOT exceed the group participant limit. 


Figure 19 shows the high-level signaling procedure when a user joins a Chat PoC Group session existing in another network.
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Figure 19: Joining the Chat PoC Group session 

1. The PoC Client A sends an INVITE request to the address of the Chat PoC Group. 


Information Elements contained in INVITE request:


a. Chat Group Identity 


b. PoC Address of the user initiating this PoC Session


c. PoC service indication 


d. Media parameters of  PoC client A.


2. The SIP/IP Core A routes the INVITE request to the participating PoC Server A trigged on the PoC service indication and PoC Address.  


Information Elements contained in INVITE request:


a. Chat Group Identity


b. PoC Address of the user initiating this PoC Session


c. PoC service indication


d. Media parameters of  PoC client A.


3. The participating PoC Server A identifies that the Chat PoC Group is not hosted in this PoC Server therefore it sends the request to the SIP/IP Core A.  


Information Elements contained in INVITE request:


a. Chat Group Identity


b. PoC Address of the user initiating this PoC Session


c. PoC service indication 


d. PoC server A (participating) selected media parameters.


4. The SIP/IP Core A routes the request according to the routing principles to SIP/IP Core X.  The routing principles are described in the chapter 8.4.


Information Elements contained in INVITE request:


a. Chat Group Identity


b. PoC Address of the user initiating this PoC Session


c. PoC service indication


d. PoC server A (participating) selected media parameters. 


5. The SIP/IP Core X routes the request to the controlling PoC Server X based on Chat PoC Group identity.  If the Chat PoC Group identity is used for other services (e.g. messaging) that are hosted on other application servers then the SIP/IP Core needs to use PoC service indication to route to the PoC server.  


Information Elements contained in INVITE request:


a. Chat Group Identity


b. PoC Address of the user initiating this PoC Session


c. PoC service indication 


d. PoC server A (participating) selected media parameters.


6-8. The PoC Server X performs the necessary terminating service control (e.g. authorizes the PoC Client A) and if the PoC Address of the user initiating the PoC session is authorized successfully. The user is added to the Chat PoC Group session. The PoC Server X sends an OK response to the PoC Server A (participating) along the same signaling path.  Information Elements contained in OK response:


a. PoC Server X (controlling) selected media parameters.


9-10. The PoC Server A sends an OK response to the PoC Client A along the same signaling path.


Information Elements contained in OK response:


a. PoC Server A (participating) selected media parameters.


11. Floor control is made and media transmitted as described in the chapter  9.x.  


Action proposal: Editor will add the reference when 0086 is agreed.  

Editor’s note:  The reference shall be added, when available.


9.5 Leaving PoC Group Session


…

9.6 Re-joining PoC Group Session


When the user wishes to rejoin the PoC group session, he issues INVITE request to the PoC server. The PoC server adds the user to the PoC group session if it is still ongoing, otherwise it is rejected. 


Figure 21 shows the high-level signalling procedure of re-joining the PoC group session.
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Figure 21. Rejoining the PoC group session


1. The PoC Client A sends an INVITE request to the address of the Pre-arranged PoC Group.  Information Elements contained in the INVITE request:


a. Pre-arranged Group List 


b. PoC service indication 


Action proposal: The contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

Editors note: The method of identifying the PoC group session is FFS.


2. The SIP/IP Core A routes the INVITE request to the participating PoC Server A trigged on the PoC service indication and PoC address.   Information Elements contained in the INVITE request:


a. Pre-arranged Group List 


b. PoC service indication 


3. The participating PoC Server A identifies that the Pre-arranged PoC Group is not hosted in this PoC Server therefore it sends the request to the SIP/IP Core A.   Information Elements contained in the INVITE request:


a. Pre-arranged Group List 


b. PoC service indication 


4. The SIP/IP Core A routes the request to SIP/IP Core X according to the routing principles described in the chapter 8.4.  Information Elements contained in the INVITE request:


a. Pre-arranged Group List 


b. PoC service indication 


5. The SIP/IP Core X routes the request to the controlling PoC Server X based on Pre-arranged PoC Group identity.  If the Pre-arranged PoC Group identity is used for other services (e.g. messaging) that are hosted on other application servers then the SIP/IP Core needs to use PoC service indication to route to the PoC server.  Information Elements contained in the INVITE request:


a. Pre-arranged Group List 


b. PoC service indication 


6. – 10. Upon receiving the request, the PoC Server X performs the necessary procedures to add the PoC Client A to the session. The PoC Server X sends an OK response to the PoC Client A through the signaling path which has routed the request. The PoC Client A stores the contact address of the PoC Server X.


9.7 Adding a user to a PoC session

… 


9.8 Instant Personal Alert


The Instant personal alert provides the capability for one PoC subscriber to alert another PoC subscriber, i.e. request the other PoC Subscriber to establish an 1-1 PoC session when convenient for the alerted PoC subscriber.


9.8.1 Originating side


…


9.8.2 Terminating side


This chapter describes the procedures in the home network of the PoC subscriber receiving the instant personal alert. Figure 26 shows the high level signaling for the scenario.
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Figure 26: Sending an instant personal alert, terminating side.

Action proposal: Jan Holm from Ericsson will provide a corrected figure before the 5th April in PoC WG teleconference.  

Editor's note: The order of the network elements shall be corrected.  See chapter 9.2.

1. The PoC Server A sends the PoC ALERT to the SIP/IP Core A.


Information Elements contained in PoC ALERT request:


a. The PoC Address of the PoC subscriber A;


b. The PoC Address of the PoC Subscriber B;


c. PoC Service indication; and,


d. PoC Alert indication.


2. The SIP/IP Core A routes the PoC ALERT request to the SIP/IP Core B based on the PoC Address of the target PoC Subscriber B.


Information Elements contained in PoC ALERT request:


a. The PoC Address of the PoC subscriber A;


b. The PoC Address of the PoC Subscriber B;


c. PoC Service indication; and,


d. PoC Alert indication.


3. The SIP/IP Core B sends the PoC ALERT request to the PoC server B based on the PoC Address of the target PoC Subscriber, the PoC Service indication and the PoC Alert indication.


Information Elements contained in PoC ALERT request:


a. The PoC Address of the PoC subscriber A;


b. The PoC Address of the PoC Subscriber B;


c. PoC Service indication; and,


d. PoC Alert indication.


4. The PoC server B checks if the PoC subscriber sending the PoC ALERT request is authorized to send an instant personal alert to the target PoC subscriber using the target PoC subscriber’s accept and reject list and if authorized the PoC server B sends the PoC ALERT to the SIP/IP Core B.


Information Elements contained in PoC ALERT request:


a. The PoC Address of the PoC subscriber A;


b. The PoC Address of the PoC Subscriber B;


c. PoC Service indication; and,


d. PoC Alert indication.


5. The SIP/IP Core B routes the PoC ALERT request to the PoC Client B based on registration information.


Information Elements contained in PoC ALERT request:


a. The PoC Address of the PoC subscriber A;


b. The PoC Address of the PoC Subscriber B;


c. PoC Service indication; and,


d. PoC Alert indication.


5-10. The PoC Client B sends the OK response in order to acknowledge the reception of the PoC ALERT request. The OK response is along the signaling path created by the PoC ALERT request. The sending of the OK response does not imply that the user has seen the alert.


9.9 Subscription to Participant Information


…


9.10 Group Advertising


Action proposal: Contribution 0022 will cover this.  If anything left unsolved the contributions to improve/change/modify the text shall be presented latest on the 5th April in PoC WG teleconference.  

9.11 Group and List Management


…
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Appendix B Guidelines for Preparing Flow Charts
(Informative)

The protocol issues are not yet agreed in the OMA PoC work on stage 2.  And although it is clear that the Session Initiation Protocol (SIP) and Session Description Protocol (SDP) are used for call set up etc. purposes, it may stay open at this moment what are the exact SIP methods and headers used in the signaling flows. 


Therefore it is recommended to use a high level description in the architecture document describing only e.g. INVITE and OK for a successful session setup and leaving open what is the exact message sequence in each session setup case.  In some cases when the precise protocol method still needs to be determined it may be appropriate to use an abstract signaling naming, e.g. PoC session request and acknowledgement.  


Additionally it is defined the network elements shown on the figure.  It is recommended to show all network elements participating the signaling message transfer.  Typically they are PoC client A and B, PoC server A, B and X and SIP/IP Core A, B and X.  Where A is the originating party, B is the terminating party and X is the session controlling party.  Additionally the network element naming shall clarify the PoC server role: participating, controlling or both. 


The originating flow (from originating PoC client to the controlling PoC server) and terminating flow (from the controlling PoC server to the terminating PoC client) is described separately.  The flows are numbered and textually described under the figure.  The textual description includes the information elements that are necessary to be conveyed in each flow.


The flow charts are drawn in AD by using Power Point tool.  The template for drawing the flow charts by Power Point is available as a permanent document. 


For an example see chapter 9.4 Chat PoC Group.
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