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1 Reason for Change

The document provides the draft GM spec with the texts addressed to the subclause 5.1 "General protocol requirements".
This revised version reflects the discussion in PoC/PAG joint meeting.

· Wording change: group management -> group policy management, user equipment -> authorized user.

· Merging paragraphs for the access list and contact list management, then remain the contents only common to both lists.
Other paragraphs were removed, just to make it concise.

2 Impact on Backward Compatibility

No compatibility.

3 Impact on Other Specifications

No.

4 Intellectual Property Rights Considerations

Not known.

5 Recommendation

Accept the proposal.

6 Detailed Change Proposal

5.1
General protocol requirements

5.1.1
General

The GLMS supports

· Group policy management

· Access list management

· Contact list management

Group policy management includes operations that allow the authorized user to reliably store and retrieve the groups located in the GLMS server as well as to create and delete the groups and change their attributes. This includes manipulation of lists that are part of the group definition.

Access list management and the Contact list management include operations that allow the authorized user to reliably create, store, modify, retrieve, and delete the access lists and the contact lists located in the GLMS server as well as to add and remove end user and group identities to/from the list and add and remove access lists and/or contact lists themselves. 
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