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1 Reason for Contribution

It is desired to bring the AD to a near-complete state at the Munich meeting.  This seems an appropriate time to step back from consideration of individual issues and to look at the document as a whole
2 Summary of Contribution

The contribution lists issues identified in a walkthrough review of the document by myself and Togabi engineering staff.  The walkthrough did not review the document in minute detail.  Comments are based on the draft of 7 April 2004.
3 Detailed Proposal

Section 5:  The Ic interface between the PoC Server and the Charging Entity defined in section 7.12 is missing from this figure.

Section 6.1.1:  The incorporation of PoC configuration download data is identified as a PoC Client capability but there is no further discussion of this capability in the AD.  What reference point addresses this capability?  What protocol is used?

Section 6.1.2 (1) Figure 5:  This figure permits, even encourages, a scenario when PoC group sessions are controlled by a PoC Server that is not in any of the networks containing PoC Participants. 

(2) The text is inconsistent on whether the Controlling Function can be supplied by the PoC Server of an invited participant. 

A separate Togabi contribution suggests clarifying text on these points.
Section 6.1.3:  This implies that GLMS is a PoC-specific functional entity.  It should be moved into section 6.2.

Section 6.3:  It is unclear why the Presence Server is separated from the external entities listed in section 6.2.  This section should be folded into section 6.2. 

Section 7.3:  (1) Should this protocol be specified in the PoC AD or the GLMS AD?  
(2) Vanilla XCAP does not go through the SIP/IP core and is therefore not subject to SIGCOMP.  An alternative which provides access to compression is to use XCAP XML in SIP/SIMPLE.
(3) Consideration should be given to use of WBXML-encoded XCAP on this interface for improved efficiency. 

Section 7.5:  The editor’s note says that “media transport is not clearly restricted to Itn.”  This is understood to mean that there may be a possibility to allow PoC Servers to provide media directly to PoC Clients in remote networks in some circumstances.  Such an option is also implied by step 11(a) of section 9.2.2.1.  This is a highly desirable option for latency reasons, wherever practicable, and it should be explicitly addressed here and in section 6.

Section 7.10:  It should be possible to retrieve Lists across this interface, to take advantage of SIGCOMP compression.

Section 8.1.3: (1) Should the group identity be specified in the PoC AD or the GLMS AD? 

(2) Shouldn’t the group identity be generated by the GLMS rather than the PoC Server?

Section 8.3.1:  (1) Replace “Public User Identity” by “PoC Address”.  


(2) It is recommended that notification of (Initial) Registration and Deregistration for PoC Service to the PoC Server be made mandatory.


(3) If registration MAY be visible to the PoC Server, so should deregistration.  This would be particularly helpful for reducing unnecessary signalling traffic for Prepaid subscribers who have run out of credit.
Section 8.5.1:  The last sentence should be deleted since this point is properly dealt with in section 8.6. 

Section 8.5.3: Should this section be specified in the PoC AD or the GLMS AD?

Section 8.6: (1) The discussion of private address removal should be IMS/MMD specific.

(2) The requirement that “the Participating PoC Server A shall replace the display name provided by the inviting user, if this way provisioned” is completely unclear.  What does “if this way provisioned” mean?  What is the Participating PoC Server A supposed to replace the display name with?  Or is it intended that the Participating PoC Server A shall replace the address of the inviting PoC Client by its display name if the inviting PoC Client has restricted distribution of its address?


(3) How and where are restrictions on address distribution controlled?  Through access control lists?  This is not discussed in the AD.

Section 8.7: (1) The PoC Server involved in arbitration should be the PoC Server performing the Controlling Function.


(2) Bullet 3 subbullet 3:  “PoC Session PoC Session” => “PoC Session”

(3) “No Talk Burst Indication”:  This description still reads as though it is instructing PoC Clients not to send talk bursts.

(4) It is recommended that the timer on “Talk burst too long” should be configurable on a per-session basis. 

(5) The Editor’s note stating that “the need for the PoC session Identifier is FFS” should be deleted.  The needs are many and clear:   UDP port use control, correlation of PoC Session paths across multiple PoC Servers and networks for charging reasons, and Adding users to and Rejoining AHG sessions, just to name four.
Section 8.12.1:  (1) It is not clear why the bulleted list is broken by two unrelated paragraphs.


(2) What (if anything) should we say about charging for bearing PoC traffic over transit networks?

Section 8.12.2:  (1) If DnD is a Presence feature usage should be charged through the Presence system not the PoC System 


(2) If List Management is a GLMS feature usage should be charged through the GLMS system not the PoC System

Section 9.2.1.1 steps 5 and 6 and Section 9.2.1.2 steps 7 and 8:  This adds airlink message exchanges to the session setup process, which is highly undesirable for latency reasons, especially since in-call status tracking is likely to be a widely used feature.  There are other contributions addressing this issue.  Togabi has identified at least four alternative approaches which are more efficient than the approach outlined here:

1. A global event package for subscribing to participant status notification for any session the subscriber is also a participant in.  Such a package could be subscribed to once, at registration time (possibly even as part of registration)
2. For per-session participant subscription, enable it through parameters in the INVITE or OK.  The PoC Server (or some other entity) can then act as a UA.

3. Opt-out: Assume subscription to participant status notification by default, with opt-out procedures.

4. Since all watched participants are also on the media path, subscribe through an optimized inband protocol that avoids the SIP/IP core altogether (cf. Huawei and Togabi contributions on floor control).  

Section 9.2.2.1 steps 14 and 15 (and in other sections):  These imply that the PoC Client receives the Floor Control messages twice, once from PoC Server A and once from PoC Server B.  It is surmised that the intent here is to offer a choice, depending on whether PoC Server B elects to remain in the media path, as indicated in step 11(a).
Sections 9.3.1.1 and 9.3.1.2 step 4:  The cross–reference to chapter 8.4 for further information on routing of PoC requests in the SIP/IP Core leads the reader to a statement that the routing principles of the SIP/IP Core are out of scope of this document.  If there is a good reason for this cross-reference, we shouldn’t be playing bait-and-switch with the reader.

Section 9.6:  The section does not describe rejoining Ad Hoc group sessions or Chat Group sessions.  Rejoining AHG sessions requires the ability to quote a PoC Session ID created at the time the AHG Session was initiated.
Section 9.7.2.1:  Presumably the optional inclusion of the PoC Group Identity is intended to indicate that this procedure is applicable to all group types, including Ad Hoc Groups, but this is not obvious.  An explicit statement would be helpful.  For adding a user to an ongoing AHG session it is necessary to quote a PoC Session Identifier.
Section 9.8:  The focus is on server-controlled switching between simultaneous sessions.  There should also be a discussion of user-controlled switching, which is probably the more likely mode of operation, at least in non-chat groups.

Section 9.8.2:  The inclusion of Group Identity as a mandatory parameter precludes application of this facility to ad hoc groups

Section 9.10:  (1) This should be coordinated with sections 9.2.1.1 and 9.2.1.2 as discussed above.  Since this is likely to be a widely used feature, and since it is an in-session feature, care should be taken to optimize performance.


(2) What is a “group session identity”?  This is the only place it is referenced.  Is this a PoC Session Identity?  If not, a PoC Session Identity is needed.


(3) PoC Group calls may become very large.  Participant Notification Traffic could become significant.  It should be possible for the Subscriber to place limits on the amount of notification traffic it is wiling to receive.  The recommended approach is to specify a “maximum number if participants” threshold:  if the session contains more, or grows to contain more, then notification traffic should be suppressed. 
Section 9.11:  Should this section be specified in the PoC AD or the GLMS AD?
Section 9.12:  (1) Should this section be specified in the PoC AD or the GLMS AD?


(2) Signalling flows for the Igs reference point should be described here 
4 Intellectual Property Rights Considerations

None known
5 Recommendation

Briefly discuss and resolve the items noted, and where appropriate adjust the AD.
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