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1 Reason for Change

This contribution adds the talk burst request during a session procedure for the PoC client and Controlling PoC server.
2 Impact on Backward Compatibility

n/a
3 Impact on Other Specifications

n/a
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

Add the proposed text to section 6.1.2 and 6.3.2 of the user plane document.
6 Detailed Change Proposal

6.1 Procedures at the PoC Client

6.1.1 Talk Burst Request at session Initialization

==========start change 1 ( PoC client)========================================
6.1.2 Talk Burst Request during a session

6.1.2.1 Talk Burst Request when no user has permission

This is the normal case when the PoC client has received a no talk burst message from the controlling PoC server.
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Figure 6.1.2-1 Talk Burst Request When No User Has Permission to Talk

The steps of the flow are as follows:

User A has pressed the PoC button.

1. Talk Burst Request (from PoC Client A to Participating PoC Sever A): PoC client A sends an RTCP: APP Talk Burst Request message to PoC server X.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.

2. Talk Burst Request (from Participating PoC Server A to Controlling PoC Server X): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to Controlling PoC server X.
3. Talk Burst Confirm Response (from Controlling PoC Server X to Participating PoC Server A): Controlling PoC server X determines that PoC client A can be given permission to send a talk burst and sends an RTCP:APP Talk Burst Confirm response message to PoC client A.  Correlation point B corresponds to correlation point B in figure 6.3.2-1.
4. Talk Burst Confirm Response (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.
5. Media (from PoC client A to Participating PoC Server A): When PoC client A receives the talk burst confirm response message, it provides a talk proceed notification to User A.  PoC client A then begins to send media to Controlling PoC server X .  
6. Media (from Participating PoC Server A to Controlling PoC Server X): Participating PoC server A modifies the IP address and port and forwards the media to Controlling PoC server X.
6.1.2.2 Talk Burst Request when other user has permission
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Figure 6.1.2-2 Talk Burst Request When Other User Has Permission

The steps of the flow are as follows:

User A has pressed the PoC button.

1. Talk Burst Request (from PoC Client A to Participating PoC Sever A): PoC client A sends an RTCP: APP Talk Burst Request message to PoC server X.  Since Participating PoC server A has inserted itself in the media stream, all Talk Burst Control messages will go thru Participating PoC server A.

2. Talk Burst Request (from Participating PoC Server A to Controlling PoC Server X): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to Controlling PoC server X.
3. Talk Burst Reject (from Controlling PoC Server X to Participating PoC Server A): Controlling PoC server X determines that PoC client A cannot be given permission to send a talk burst, because another PoC client currently has permission and sends an RTCP:APP Talk Burst Reject message to PoC client A.  The Talk Burst Reject message contains a reason code for the rejection.  In this case the reason code is “Another user has permission.”

4. Talk Burst Reject (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.

5. Receiving Talk Burst (from Controlling PoC Server X to Participating PoC Server A): At the same time that Controlling PoC server X sends the Talk Burst Reject message, it sends an RTCP: APP Receiving Talk Burst message to PoC client A which identifies the PoC client that has been given permission to send a talk burst.  The 2 RTCP: APP packets (Talk Burst Reject and Receiving Talk Burst) should be sent in the same IP packet.
6. Receiving Talk Burst (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTCP packet and sends the message to PoC Client A.  PoC client A sends the talker identity to User A.
7. Media (from Controlling PoC Server X to Participating PoC Server A): Controlling PoC Server X begins to transmit media to PoC client A.
8. Media (from Participating PoC Server A to PoC Client A): Participating PoC server A modifies the IP address and port of the RTP media packet and sends it to PoC client A.
==========end change 1===============================================================

6.2 Procedures at the Participating PoC Server

6.3 Procedures at the Controlling PoC Server

6.3.1 Talk Burst Request at session Initialization

==========start change 2 (controlling PoC server)============================================

6.3.2 Talk Burst Request during a session

This is the normal case when another PoC client is granted permission to send a talk burst.  The controlling PoC server will execute this procedure with all PoC clients that will be listening.
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Figure 6.3.2-1 Talk Burst Request during a session
This procedure starts with no user having permission to send a talk burst.  Prior to the start of this procedure some other PoC client has sent a talk burst request message to controlling PoC server X and controlling PoC server X has granted that PoC client permission to send a talk burst (correlation point B in figure 6.1.2-1).  

The steps of the flow are as follows:
1. Receiving Talk Burst (from Controlling PoC Server X to Participating PoC Server B): At the same time that Controlling PoC server X sends the Talk Burst Confirm message to the PoC client that is being given permission to send the talk burst, it sends an RTCP: APP Receiving Talk Burst message to PoC client B which identifies the PoC client that has been given permission to send a talk burst.  
2. Receiving Talk Burst (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTCP packet and sends the message to PoC Client B.  PoC client B sends the talker identity to User B.

3. Media (from Controlling PoC Server X to Participating PoC Server B): Controlling PoC Server X begins to transmit media to PoC client B.
4. Media (from Participating PoC Server B to PoC Client B): Participating PoC server B modifies the IP address and port of the RTP media packet and sends it to PoC client B.
==========end change 2===============================================================
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