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1 Reason for Contribution

It has been decided that TBC protocol negotiation shall be supported therefore the CO text must be revised.

2 Summary of Contribution

This contribution presents changes to the current CP to reflect the inclusion of TBC protocol negotioation.
3 Detailed Proposal

6.1.3.2.1 PoC Client initates a pre-established session 

To initiate a pre-established session the POC Client SHALL send an INVITE request to a PoC server in the home domain of the user.

The PoC Client SHALL:

1)
set the request URI of the INVITE request to the conference-factory-URI for the PoC service in the home PoC system of the user;

2)
set the Accept-Contact header of the INVITE request to “+g.poc.talkburst”;
3)
set the Contact header of the INVITE request to the contact address of the PoC Client;

4)
build the offer using SDP and insert the offer in the payload; 

The SDP offer SHALL contain the following media parameters;

IP address of the PoC Client 

port number(s) of the PoC Client

supported codecs of the PoC Client

supported talk burst control protocol of the PoC Client
If the PoC Client is not able/willing to receive media streams immediately then the PoC Client SHALL set the media to "inactive" when generating the SDP offer;

NOTE: 
Other headers of the INVITE request will need to be set in accordance with [RFC 3261] and other requirements set by the SIP/IP core. In the case the SIP/IP core is 3GPP/3GPP2 IMS these requirements are specified in TS 24.229 [TS24.229]. The PoC Client SHOULD not include the values of "preconditions" or "100rel" in a Require header.

5)
send the INVITE request towards the SIP/IP Core according to the procedures of the SIP/IP core. In the case the SIP/IP core is 3GPP/3GPP2 IMS these procedures are specified in TS 24.229 [TS24.229].

Upon receiving a 200 response to the INVITE request with the “isfocus” feature parameter and the PoC service indication indicated in the Contact header, the PoC Client SHALL store the content of the Contact header as the pre-established session URI. 

Editor’s Note: When the PoC Client has setup the bearer for the media, it SHALL activate the media.

6.1.3.3.1 Ad-hoc PoC group Session and 1-1 PoC session setup 

Upon receiving a request from a PoC user to create an Ad-hoc PoC group or an 1-1 PoC session the PoC Client SHALL:
1) generate an initial INVITE request in accordance with sub-clause 6.1.3.1 “General”;

2) set the Request-Uri to the conference-factory-URI for the PoC service in the home PoC network of the PoC user

3) insert a MIME uri-list body with the list of invited PoC users as described in draft-camarillo-sipping-adhoc-conferencing-00.txt [exploder-draft]

4) Include a MIME sdp body as follows:

a) Set the IP address and port number for the RTP session

b) Set the supported codecs of the PoC Client; and,

c) Optionally, if another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number for the RTCP session at the PoC Client as described in the reference [RFC3605];

d) Set the offered talk burst control protocol and the offered port number for the talk burst control session
Editor’s note: How to include the manual override answer mode and the talk burst control protocol negotiation parameters are FFS.

5) send the INVITE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

On receiving a 200 OK response to the INVITE request the PoC Client SHALL store the content of the received Contact header as the Group Identity for the PoC session. In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as described in sub-clause 6.1.9 “PoC Client Subscription to the Conference State Event Package”.

Editor’s note: The procedure for unconfirmed or confirmed mode is for further study.

6.1.5.1 On-demand established session

Upon receiving a request from a PoC user to re-join a PoC session the PoC Client SHALL:
1)
generate an initial INVITE request in accordance with sub-clause 6.1.3.1 “General”;

2)
set the Request-Uri to the Group Identity for the PoC session.

NOTE:
The Group Identity for the PoC session was received and stored during the establishment of the PoC session that the user is going to re-join.

3)
include a MIME sdp body as follows:

a) Set the IP address and port number for the RTP session

b) Set the supported codecs of the PoC Client; and,

c) Optionally, if another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number for the RTCP session at the PoC Client as described in the reference [RFC3605];

d) Set the offered talk burst control protocol and the offered port number for the talk burst control session.
Editor’s note: How to negotiate the talk burst control protocol is FFS.

4)
send the INVITE request towards the PoC Server according to the procedures of the SIP/IP core.

On receiving a 200 OK response to the INVITE request the PoC Client SHALL interact with the user plane according to the reference [OMA-POC-UP].

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as described in sub-clause 6.1.9 “PoC Client Subscription to the Conference State Event Package”.

7.2.1.5 Rejoining PoC Session Request

Editor’s Note: This clause describes the originating side procedure when INVITE request is received.

Upon receipt of an INVITE request that includes a Group Identity of an active PoC Session in the Request-Uri the PoC Server SHALL:

1. perform actions to verify the PoC address and authorize the request and if it is not authorized the PoC Server SHALL return the 4xx error response.

2. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response;

3. accept the request and send a 200 OK response towards the PoC Client 

The SIP 200 OK response SHALL include a MIME sdp body with the following information:

a. The IP address and port number at the PoC Server for the RTP session;

b. The selected codec; 

c. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

d. The selected talk burst control protocol and the port number to be used for the talk burst control session.
Editor’s note: How to include the talk burst control protocol negotiation parameters are FFS.

4. initiate the talk burst control procedures as described in the reference [OMA-POC-UP].

NOTE:
A notification may be sent to PoC Addresses of the PoC Group members who have subscribed to the conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.6 Joining Chat PoC Group Session Request

Upon receipt of an INVITE request that includes a Group Identity, which identifies the Chat PoC Group in the request URI that is hosted in the PoC Server performing the Controlling PoC Function  the PoC Server SHALL: 

5. check whether the Group Identity is allocated and perform the actions described in subclause 7.5.2[Conference URI does not exist] if it is not allocated;

6. check the presence of the “isfocus” feature parameter and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a 4xx response.

7. check whether the PoC Address of the joining PoC subscriber is allowed to join. If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a 4xx response to the originating network. 
8. check whether the Chat PoC Group session already exists. If it doesn’t exist, the PoC server creates a Chat PoC Group session. 
9. accept the request and respond with a 200 OK response. The response is sent along the signalling path.  The SIP 200 OK response SHALL:

a. Include a MIME sdp body the following information:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number to be used for the talk burst control session.
Editor’s note: How to include the talk burst control protocol negotiation parameters are FFS.

10. initiate the talk burst control procedures as described in the reference [OMA-POC-UP].

11. send a notification to the PoC Addresses of the PoC Group members who have subscribed conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.2.2 PoC Session Invitation Request

This section describes the procedures for inviting a PoC user to a PoC session. The procedure is initiated by the PoC Server as the result of an action described in one of the sub sections in section 7.2.1.
The PoC Server  SHALL:

1) generate an INVITE request as described in the section 7.2.2.1 “General”;

2) set the  Request-Uri  to the  PoC Address of the PoC user;

3) include a MIME sdp body as follows:

a. set the IP address and port number for the RTP session;

b. set the supported codecs of the PoC Server; and,
c. Optionally, if another IP address or port number shall be used instead of the default IP address and port number, the IP address and port number at the PoC Server for the RTCP session described in the reference [RFC3605];
d. The offered talk burst control protocol and the offered port number for the talk burst control session.

Editor’s note: How to include the manual override answer mode and the talk burst control protocol negotiation parameters are FFS.

4) send the INVITE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

Editor’s note: The procedure for unconfirmed or confirmed mode is for further study.

7.3.1.1 Pre-established session

Upon receipt of an INVITE request that includes a conference-factory-URI in the Request-URI but no invited member(s) , the PoC Server performing the Participating PoC Function SHALL 

1)
if the PoC server cannot accept the request, it SHALL return an error response 4XX according to the RFC3261 [RFC3261]. 
2)
check whether the conference-factory-URI is allocated and perform the actions described in subclause 7.5.1 [Conference Factory URI does not exist] if it is not allocated;

3)
perform the actions to verify the PoC address of the PoC client and verify the request authorization. The following actions SHALL only be performed if the request can be authorized;

4)
allocate a URI to be used as a group identity identifying the pre-established PoC session; 

5)
generate and sends a 200 OK response to the INVITE request to the SIP/IP Core along the signalling path, indicating group identity identifying the pre-established PoC session in the Contact header and indicating the "isfocus" feature parameter and the PoC feature-tag +g.poc.talkburst. . The SIP 200 OK response SHALL:

a. Include a MIME sdp body the following information:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec;

iii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number to be used for the talk burst control session.

Editor’s note: How to include the talk burst control protocol negotiation parameters are FFS.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.3.1.2 PoC Session Initiation on Demand

Editor’s note: <Includes procedure on side PoC client side upon reception of INVITE and procedure towards the controlling PoC server in case of Pre-arranged PoC session and Chat group session>

If the PoC Server performing the Participating PoC Function receives an initial INVITE request that contains a URI not hosted at this PoC Server then the PoC Server SHALL:

1. insert its address in Contact-header. 

2. include the media parameters of the PoC Server in the INVITE request as follows:

a. If the PoC Server stays on the media and talk burst control message path then the PoC Server SHALL include a MIME sdp body with the following information:

i. The IP address and port number at the PoC Server for the RTP session;

ii. Set the supported codecs of the PoC Client; 

iii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The offered talk burst control protocol and the offered port number for the talk burst control session.
Editor’s note: How to include the talk burst control protocol negotiation parameters are FFS.

Continue, for the duration of the PoC session, acting as a B2BUA. The behaviour of a B2BUA is specified in the reference [RFC 3261].

e) If the PoC Server does not stay in media and talk burst control message path the PoC Server SHALL include the same MIME sdp body as received from the SIP/IP Core.

Continue, for the duration of the PoC session, acting as a SIP proxy. The behaviour of a SIP proxy is specified in the reference [RFC 3261].

3.
send the INVITE request towards the SIP/IP Core. In the case the SIP/IP core is 3GPP/3GPP2 IMS these procedures are specified in [3GPP TS 24.229] / [3GPP2 X.P0013.4].

7.3.2.1.2 Automatic answer using Pre-established session

When the PoC Server receives an initial INVITE request the PoC server SHALL perform the following steps:


1) generate a 200 OK response to the INVITE request. The SIP 200 OK response SHALL:

b. Include a MIME sdp body the following information:   

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number to be used for the talk burst control session.


2) send the 200 OK Response to the SIP/IP Core along the signalling path

Editor’s note: How to include the talk burst control protocol negotiation parameters are FFS.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.1.3 Manual answer

When the PoC Server receives an initial INVITE request the PoC server SHALL perform the following steps:

When the invited user is using a manual answer mode the PoC Server performing the Participating PoC Function SHALL:

1. construct an INVITE request and set the Contact header to the contact address of the PoC Server performing the Participating PoC Function, including PoC Feature-tag “+g.poc.talkburst” and the “manual answer” indication; 

Editor’s note: The exact syntax of the ‘manual answer’ indication is for further study.

The PoC Server SHALL build an offer using SDP and insert the offer in the payload of the INVITE request containing the following media parameters of its own or of the PoC Server performing the Controlling PoC Function received in the INVITE request depending on whether the PoC server performing the Participating PoC Function stays or does not stay on the media and talk burst control message path;

· IP address of the PoC Server 

· port number(s) of the PoC Server

· supported codecs of the PoC Server

· The offered talk burst control protocol and the offered port number for the talk burst control.
2. send the INVITE request towards the SIP/IP Core to be forwarded to the PoC Client that registered the PoC Address invited to the PoC session;

3. send a 180 RINGING response along to the signalling path to the originating network when the invited PoC subscriber responds with a 180 RINGING response; 

Editor’s note: The usage of the 180 RINGING is for further study. If the 180 is sent then the other relevant clauses need to address forwarding the 180 RINGING.

4. send a 200 OK final response as described below along the signalling path to the originating network when the invited PoC subscriber responds and a 200 OK final response  is received from the invited PoC Address.

a) If the PoC Server stays on the media and talk burst control message path then the PoC Server SHALL include a MIME sdp body with the following information:

1. The IP address and port number at the PoC Server for the RTP session;

2. Set the supported codecs of the PoC Client; 

3. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

4. The selected talk burst control protocol and the port number to be used for the talk burst control session.

Editor’s note: How to include the talk burst control protocol negotiation parameters are FFS.

Continue, for the duration of the PoC session, acting as a B2BUA. The behaviour of a B2BUA is specified in the reference [RFC 3261].

f) If the PoC Server does not stay in media and talk burst control message path the PoC Server SHALL include the same MIME sdp body as received from the SIP/IP Core.

Continue, for the duration of the PoC session, acting as a SIP proxy. The behaviour of a SIP proxy is specified in the reference [RFC 3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
4 Intellectual Property Rights Considerations

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the content in Section 3 shall be included in the OMA PoC CP
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