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1 Reason for Contribution

The introduction to the chapter 6 in the UP document describes the Talk burst Control procedure. The present text is not specification text (i.e. SHALL, SHOULD and MAY is not used in an appropriate way).

This contribution proposes modified text in order to correct this.

2 Summary of Contribution

Modifies the introduction text to chapter 6 and moves the text into a new chapter 6.

3 Detailed Proposal

6     Talk burst Control

6.1  General

Talk Burst control SHALL use the ports (in the PoC client and PoC servers) negotiated at the SIP session establishment. 

Editor’s Note: Whether TBC using RTCP: APP uses a separate port than RTCP and whether  the assigned range can traverse firewalls and NAT is FFS.

The PoC Client and the PoC Server performing the Controlling PoC function SHALL support the following talk burst control procedures: 

· Talk Burst Request Procedure at PoC Session Initialization

· Talk Burst Request Procedure (both confirmed and rejected) 

· Talk Burst Idle Procedure

· Talk Burst Revoke Procedure

The following talk burst control messages SHALL be supported by the PoC Client and the PoC Server::

· Talk Burst Request – SHALL be used by the PoC client to request permission from the PoC server to send a talk burst.

· Talk Burst Granted – SHALL be used by the PoC server to notify the PoC client that it has been granted permission to send a talk burst.

· Talk Burst Deny – SHALL be used by the PoC server to notify a PoC client that it has been denied permission to send a talk burst.

· Talk Burst Release – SHALL be used by the PoC client to notify the PoC server that it has completed sending the talk burst. 

· Talk Burst Idle– SHALL be used by the PoC server to notify all PoC clients that no one has the permission to send a talk burst at the moment and that it may accept the Talk Burst Request message.

· Talk Burst Taken – SHALL be used by the PoC server to notifiy all PoC clients, except the PoC client that has been given permission to send a talk burst that another PoC client has been given permission to send a talk burst.  In the case of early session the Talk Burst Taken SHALL also be used as an indication of the beginning of the PoC session for the terminating PoC client.  The identity of the PoC user that has been granted permission to send a talk burst SHOULD be communicated in the message.

NOTE:
In the case of privacy the real identity of the PoC user, with the permission to send a talk burst, is replaced with an anonymous identity.

· Talk Burst Revoke - SHALL be used by the PoC server to revoke the media resource from a PoC client.  MAY be used for preemption functionality, but SHALL also be used by the system to prevent overly long use of the media resource. 

Editor’s note: Something like this needs to be added if the queuing procedures are added to the AD, with the agreed message list..

If the PoC Server and the PoC Client support queuing of the Talk Burst Request an additional five control messages will be required.  These messages consist of the following control methods:

Talk Burst Request Queued – The PoC Server performing the Controlling PoC function notifies the PoC client that the talk burst request has been queued.

Talk Burst Queue Position Request – The PoC client requests the PoC Server performing the Controlling PoC function to inform it of its position in the queue.

Talk Burst Queue Position Response – The PoC Server performing the Controlling PoC function informs the PoC client of its position in the queue.

Talk Burst Queue Identity Request – The PoC client requests the PoC Server performing the Controlling PoC function to inform it of the identity an position of all participants in the talk burst request queue.

Talk Burst Queue Identity Response – The PoC Server performing the Controlling PoC function informs the PoC client of the identity and position of all members in the talk burst request queue.


Editor’s Note: Talk Burst Control Protocol Reliability is FFS.
Editor’s note: Release of PoC session when using a pre-established session is not ready in the AD hence it is FFS.

With the pre-established session procedure Talk Burst Taken should be always responded to by a RTCP BYE, when invited PoC client does not automatically accept the instant personal talk or Ad-hoc instant group talk (and in that case RTCP BYE packet indicates in the reason for leaving field that this a “Ringing” situation).

The Talk Burst control protocol realibility SHALL be ensured thru timer-based retransmissions. Timers are defined in section Error! Reference source not found. “Timers in the PoC Server performing the Controlling PoC function” and in section Error! Reference source not found. “Timers in the PoC Client”.
· 
· 
· 
· 
· 

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the text proposed in chapter 3 shall be included in the UP.
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