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1 Reason for Change

It is necessary to determine identify various PoC related requests and route them appropriately. Not all PoC features are mandatory to be supported by all PoC clients (e.g. Instant Personal Alert and Group Advertisement) and it is efficient to only route to those clients those requests that are supported. Certain requests also need to be identified by the PoC client. Currently many editor's notes exist in the CP spec regarding this issue.

It is possible that a user may have multiple terminals all registered with the same Public Identity but only one terminal supports PoC or a subset of the PoC feature set. The ability to route to different contacts based on the required feature set is what was intended when the Accept-Contact header and corresponding feature tags were developed. 
The current PoC feature tag of '+g.poc.talkburst' seems appropriately named for PoC Session related requests since the capability that is required to be supported by the client is PoC talkburst control. However this is not an appropriate tag for Instant Personal Alert, Group Advertisement and also does not allow us to identify uniquely these different requests. 

It is therefore proposed that the following additional tags are defined for these:

Instant Personal Alert:   '+g.poc.alert'
Group Advertisement:
'+g.poc.groupad'

Also we need a mechanism for the Calling PoC Client to identify whether or not it is requesting Manual Answer Override or not and for the PoC Server to indicate to the terminating PoC Client the requested Answer Mode. It is proposed that the feature tag '+g.poc.talkburst' is extended to have parameters "Manual", "Auto", "MAO" for this purpose.
This contribution has been revised to the latest version and potential use of multipart/mixed content type for Instant PoC Alerts has been added for future flexibility and compatibility.
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

That the POC WG agree the proposed changes below. 

6 Detailed Change Proposal

6.1.1 Session initiation

6.1.1.1 General

The PoC Client SHALL generate an initial INVITE request according to RFC3261 [RFC3261].  The PoC Client

· SHALL include an Accept-Contact header with the Poc feature-tag "+g.poc.talkburst" in all initial INVITE requests " along with ‘require’ and ‘explicit’ parameters as defined in  RFC 3841[RFC 3841].  
· SHALL set the PoC feature-tag "+g.poc.talkburst" equal to the parameters "Manual" and  "Auto" except when Manual Answer Override is requested in which case "+g.poc.talkburst" SHALL be set equal to the parameters "MAO" and  "Auto".
· SHALL include User-Agent header to indicate the PoC Release version. 

Editor’s note: The syntax of the User-Agent header is for further study.

· SHALL include value ‘id’  in a Privacy header if anonymity is requested according to [RFC3323] and [RFC3325].

· SHOULD not include a ‘precondition’ in a Require header.
· SHOULD not include a ‘100rel’ in a Require header.
· SHOULD include all supported SIP methods in the Allow header.
· SHALL include the feature tag +g.poc.talkburst in the Contact header. 

· SHOULD include the Session-Expires header with the refresher parameter set to ‘uac’ as defined in [draft-ietf-sip-session-timer].
· SHALL include the Supported header set to “timer”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

On receipt of a response to the INVITE request, store the list of SIP methods that the PoC Server supports if received in an Allow header.
On receipt of the 200 OK response to the initial INVITE request the PoC Client SHALL usestart the SIP session timer as described in the received value of the Session-Expires header[draft-ietf-sip-session-timer].
6.1.4.3 On-Demand Session Establishment

6.1.4.3.1 Ad-hoc PoC group session and 1-1 PoC session setup 

Upon receiving a request from a PoC user to create an Ad-hoc PoC group or an 1-1 PoC session the PoC Client SHALL:
1) generate an initial INVITE request in accordance with sub-clause 6.1.4.1 “General”;

2) set the Request-Uri to the conference-factory-URI for the PoC service in the home PoC network of the PoC user

3) insert a MIME uri-list body with the list of invited PoC users as described in draft-camarillo-sipping-adhoc-conferencing-00.txt [exploder-draft]

4) Include a MIME sdp body as follows:

a) Set the IP address and port number for the RTP session

b) Set the supported codecs of the PoC Client; 

c) If another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number for the RTCP session at the PoC Client as described in the reference [RFC3605]; and,

d) Set the offered talk burst control protocol and the port number(s) for the talk burst control protocol


5) send the INVITE request towards the PoC Server according to the procedures of the SIP/IP core.

On receiving a 180 Ringing response to the INVITE request the PoC Client MAY indicate the progress of the PoC session establishment to the inviting PoC User.

On receiving a 200 OK response to the INVITE request the PoC Client SHALL 

1) store the content of the received Contact header as the PoC session identity. 

2) interact with the user plane as described in [OMA-POC-UP]. 

Editor’s note: Specific chapters to reference in the OMA-POC-UP is FFS
In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as described in sub-clause 6.1.11 “PoC Client Subscription to the Conference State Event Package”.

Editor’s note: The procedure for unconfirmed or confirmed mode is for further study.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6.1.2 PoC Client Sending an Instant Personal Alert

Upon a request from a PoC user to send a PoC alert with a PoC address identifying the receiving PoC Client, the PoC Client SHALL 

· construct a SIP MESSAGE request according to the RFC 3428 [RFC3428];

· include Request-URI with the PoC Address of the PoC user to be alerted;

· include an Accept-Contact header with the PoC feature-tag, "+g.poc.alert" along with ‘require’ and ‘explicit’ parameters as defined in  RFC 3841[RFC 3841];


· If the PoC Alert optionally contains only a text message then include the text as a text/plain MIME type body in the MESSAGE and set the Content-Type header field to the value "text/plain" . 
· If the PoC Alert contains content in addition to a text message then include the text as a text/plain MIME type body in the MESSAGE as part of a multipart MIME body along with the additional content, and set the Content-Type header field to the value "multipart/mixed"
NOTE: No other content other than text/plain is standardised in this release but multipart MIME usage is defined for future extensibility.

· send the MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

Note:  Privacy is not applicable with the Instant Personal Alert. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms, and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6.1.10 PoC Client Sending a Group Advertisement

Upon a request from a PoC user to send a group advertisement, the PoC Client SHALL 

· construct a MESSAGE request according to RFC 3428 [RFC3428]; 

· include an Accept-Contact header with the PoC feature-tag "+g.poc.groupad" along with ‘require’ and ‘explicit’ parameters as defined in RFC 3841[RFC 3841];


· include PoC specific content in form of application/vnd.poc.advertisement+xml indicating ‘Group Advertisement’. The content SHALL include the Group Address, group type and MAY include the Display name and an optional text.  The exact content information is described in the chapter 6.3 Content Types;

· set the Request-URI to a PoC Address of a PoC user, or to a PoC Group Identity identifying a chat or pre-arranged PoC group, or to an exploder URI with a MIME uri-list body containing a list of PoC Addresses of PoC users as described in the reference [exploder-draft] based on the user selection;

· send the MESSAGE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6.2.1.2 Auto-answer case

On receipt of the INVITE request  with an Accept-Contact header containing the feature-tag "+g.poc.talkburst" set equal to "Auto" the PoC client SHALL:


1. accept the request and send a 200 OK response towards the PoC Server. The SIP 200 OK response SHALL include a MIME sdp body with the following information:

Editor’s note: What is the action of the PoC client in case the auto-answer information is not consistent between the PoC client and PoC server?

a. The IP address and port number at the PoC Client for the RTP session;

b. The selected codec; 

c. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Client for the RTCP session as described in reference [RFC3605];

d. The selected talk burst control protocol and the port number to be used for the talk burst control protocol.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
6.2.1.3 Manual-answer case

On receipt of the INVITE request with an Accept-Contact header containing the feature-tag "+g.poc.talkburst" set equal to "Manual" the PoC client:


Editor’s note: It is FFS: What is the action of the PoC client in case the manual-answer indication in the Invite  is not the same as the answer mode of the PoC client. The requirements for this needs to be clarified.
2. SHALL generate 180 ‘Ringing’ response towards the PoC Server;
3. SHALL send a 200 OK response towards the PoC Server if the PoC user accepts the PoC session invitation. The SIP 200 OK response SHALL include a MIME sdp body with the following information:

e. The IP address and port number at the PoC Client for the RTP session;

f. The selected codec; 

g. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Client for the RTCP session as described in reference [RFC3605];

h. The selected talk burst control protocol and the port number to be used for the talk burst control protocol.

4. SHALL send a 4xx response towards the PoC Server if the PoC user declines the PoC session invitation or after certain time user does not answer the PoC session invitation. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
6.2.1.4 Manual-answer Overide case

6.2.4 PoC Client Receiving an Instant Personal Alert

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.alert' in the Accept-Contact header field, the PoC Client SHALL:



· verify any content as described in RFC 3261 [RFC3261] and if understood then send a 200 OK response as described in RFC 3428.

· process and render any content contained in the body of the SIP MESSAGE request.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms, and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6.2.5 PoC Client Receiving a Group Advertisement

Upon receipt of a MESSAGE request containing an Accept-Contact header including the PoC feature tag "+g.poc.groupad" the PoC Client SHALL



· verify the content as described in RFC 3261 [RFC3261] and if understood then send a 200 OK response as described in RFC 3428 [RFC3428].

The PoC Client MAY act based on the received Group Advertisement e.g. by showing the advertisement to the user.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS requirements, the mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause. 
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