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1 Reason for Change

The OMA PoC AD should be updated according to the made decisions in the Chicago PAG meeting according to the guidelines in the contribution OMA-PAG-0357R01 (=OMA-POC-0566).

Additionally a couple of requirements in the 8.16 Presence have removed, because they are purely presence issues and are covered in the Presence AD.

2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the editorial corrections according to the chapter below:

6 Detailed Change Proposal

5.   Architecture

Figure 1 describes the functional entities and reference points that are involved in the support of the PoC service.
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Figure 1: PoC architecture

Editor’s Note:  Watcher shall be added to the picture, when contributed and agreed in PAG.
Editor’s Note: PAG will update the GLMS/GLMC to GMS and GM Client, shall be updated later.
Note: There are other interfaces in addition to those shown on the figure.

	Reference

Point
	Usage
	Protocol

	POC-1
	PoC Client to SIP/IP Core Session Signaling
	SIP

	POC-2
	SIP/IP Core to PoC Server Session Signaling
	SIP

	POC-3
	Media and Talk Burst Control
	RTP

RTCP

The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol.

The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.  

	POC-4
	Media and Talk Burst Control between networks
	RTP

RTCP

The media transport utilizes RTP protocol.  Talk Burst Control protocol utilizes RTCP APP message protocol.

The access network used by the PoC architecture includes both the radio access as well as the other nodes required to gain IP connectivity and IP mobility.  

	POC-5
	Manipulates the PoC specific XML documents (e.g. PoC Groups) in the PoC Server
	XCAP

	GM-1
	GM Client to SIP/IP Core
	SIP

	GM-2
	GLMS to SIP/IP Core
	SIP

	GM-3
	Group Management to PoC Client
	XCAP

	GM-4
	GLMS to the Management and Administration 
	FFS

	GM-5
	GLMS to Presence Server
	FFS

	GM-7
	GLMS to PoC Server
	FFS

	PRS-1
	Presence Client to SIP/IP Core
	SIP

	PRS-2
	SIP/IP Core to Presence Server
	SIP

	PRS-5
	Manipulates the Presence specific XML documents (e.g. presence authorisation policies)
	XCAP

	IP-1
	Session Signaling between networks
	SIP

	C-5
	PoC Server to Charging Entity
	

	DM-1
	DM Client to DM Server 
	


Table 1. Reference points and associated protocols.
PoC SHALL utilize SIP/IP Core based on capabilities from IMS as specified in 3GPP (Error! Reference source not found.) and 3GPP2 (Error! Reference source not found.). 

6. Description of functional entities

6.1 PoC Functional Entities

6.1.1 PoC Client

The PoC Client resides on the mobile terminal and is used to access PoC service.

The PoC Client SHALL be able to:

· Allow PoC session initiation, (e.g. codec negotiation), participation (e.g., talk or listen), and termination.

· Perform registration with the SIP/IP Core.
· Authentication of the PoC userto the SIP/IP Core.
· 
· Generate and send talk bursts by recording and encoding audio.
· Receive talk bursts and generate audio by decoding the received talk bursts.
· Support Talk Burst Control procedures and Talk Burst Control Protocol negotiation.

· Incorporate PoC configuration data downloaded by the provisioning system (e.g. over-the-air activation).

· Support the capability of a PoC User to set the Answer Mode Indication (Manual-Answer, "Auto-Answer") and the Incoming PoC Session Barring.

The PoC Client MAY:

· Support handling of Instant Personal Alert

· 
· Handle presence information (e.g. publish presence information and subscribe to presence information).
· Provide group advertising.

· Support multiple Talk Burst Control Protocols.
6.1.2  XML Document Management Client

The XML Document Management Client (XDMC) resides on the mobile terminal and is used to access XML documents.

The XDMC SHALL be able to:

· Allow access to different PoC specific XML documents in the PoC Server (e.g. group lists).
The XDMC MAY:

· Provide list management operations to create, modify, retrieve and delete groups and lists stored in the PoC Server (e.g. managing a contact lists).
· Subscribe to changes in the PoC specific XML documents stored in the PoC Server

6.1.3 PoC Server

/ no changes /

6.1.3.1 Controlling PoC Function

/ no changes /

6.1.3.2 Participating PoC Function

/ no changes /

6.1.3.3  Presence Functionality

/ no changes / 
6.1.3.4 List Resolving Function
PoC Server SHALL include the List Resolving Function (LRF). The LRF performs the following functions:

· Resolves from the GLMS any URI list which may be referenced in the PoC Specific XML documents, and

· Subscribes to changes to any URI list stored in the GLMS which are included in the PoC Specific XML documents
6.1.3.5 XML Document Management Server
PoC Server SHALL include the XML Document Management Server (XDMS) Function. The XDMS performs the following functions:

· For authorized users, provides management operations to create, modify, retrieve and delete PoC-specific XML documents that are used as configuration data by the PoC Server (such as PoC access lists and group policies)

· Provides storage for PoC-specific XML documents

· Provides Notifications of modifications to PoC specific XML documents

6.2 External Entities Providing Services to PoC System

…..

6.2.2  Group and List Management Server (GLMS)

PoC users use the GLMS to manage URI lists (e.g. contact lists) that are needed for the PoC service.   The GLMS performs the following functions:

· Provides list management operations to create, modify, retrieve and delete URI lists for authorised users

· Provides storage for URI lists

· Provides Notifications of modifications to URI lists

7.  Description of the reference points

7.x Reference point POC-5: XML Document Management Client – PoC Server

The POC-5 reference point supports the XML document management between the XML Document Management Client and PoC Server. The protocol for the POC-5 reference point is XCAP. 

This reference point SHALL support the following:

· PoC user to perform changes to his/her PoC specific XML documents (e.g. PoC group policy)

7.y Reference point PRS-5: XML Document Management Client – Presence Server
The functionality of the PRS-5 reference point is specified in [PAG AD].  
7.11 Reference point PRS-1: Presence Client – SIP/IP Core



· 
· 
· 
· 
· 
· 
· 

The functionality of the PRS-1 reference point is specified in [PAG AD].  
7.12 Reference point PRS-2: SIP/IP Core – Presence Server



· 
· 
· 
· 
· 
· 
· 
· 
The functionality of the PRS-2 reference point is specified in [PAG AD].  
8.  System concepts

8.1  Identification

….

8.1.3  Group identities

A group is identified with a group identity. The PoC Client uses group identities for addressing PoC Group sessions. The group identity is associated with individual PoC addresses of all the group members. The group identity SHALL take the form of SIP URI as defined in RFC 3261 and RFC 2396. It SHALL be possible to create a group identity statically and dynamically. 

· An operator shall be able to create a static group identity which is stored in the XDMS residing at the PoC Server for use in PoC Group sessions.

· It SHALL be possible for the PoC client to request the XDMS residing at the PoC server to generate a group identity at establishment of the Ad-hoc group session. This identity is valid until PoC session termination.

· The PoC user SHALL be able to request the GLMS 
to generate and store a URI list via the GM-3 reference point.
8.7  Security

…..

8.7.4 XML Document management security 
TBD
Editor’s Note:  Add a subsection on security of the POC-5 reference point and the authentication/authorisation methods used (OMA-POC-0566).
8.16  Presence

The Watcher associated with the PoC client MAY utilize presence service enabler(s) to determine the PoC presence status of other PoC clients. 

The Presence User Agent MAY publish PoC presence information to the Presence Server via the SIP/IP core.
Editor’s Note:  The term “presence user agent” shall be updated according to the PAG decisions.

The PoC client supplied presence information is routed to the Presence Server via the PRS-1 and PRS-2 reference points. 


The PoC server MAY obtain any presence information it requires on PoC clients by subscribing to their Presence Status using the functionalities of the Presence Service enabler. 

The signaling between the Presence Server and the PoC Server SHALL be routed via the SIP/IP core and the PRS-2 Reference Point.








NOTE: The architecture and functions of the Presence Service enabler are specified in [PAG-AD].

8.17 Access Control

….  
8.17.2 Access control list management

Access control list management includes operations that allow the PoC Client to reliably manipulate the access control lists  and the related attributes located in the XDMS residing at the PoC Server.  The documents describing the access list and the related attributes may include references to URI lists stored in the GLMS.
A PoC subscriber shall be able to add and remove user(s)/group(s) to the access control list and get the access control list when queried.  Additionally the PoC client can activate and deactive access control lists.   Only activated access control lists shall be checked by the system. 
Access control list management uses the XML Document Management operations described in 8.x.  

8.x  XML Document Management
XML Document Management includes operations that allow the PoC Client to reliably manipulate XML documents used as configuration data by the PoC Server (e.g. access lists, or group policies). The XML Document Management can be used for

· Access control management

· PoC Group Policy management.

The XML Document Management operations, procedures and data formats for PoC are specified in [GM-AD V1.0]

8.y  List Resolving Function
List Resolving Function (RLF) includes operations that allow the XDMS located within the PoC Server to learn of changes to the lists referenced from the PoC Specific configuration data stored as XML documents.
8.z PoC Group Policy Management

The Group Policy Management may be used by the end user as a means of defining a policy pertaining to PoC Group (Pre-arranged or Chat PoC Group). The group policy may define the group membership, access policy, maximum number of simultaneous participants etc. The group policies are stored at the XDMS, and they.may include references to URI lists stored in the GLMS.

The Group Policy Management uses the XML Document Management functionality described in 8.x.

8.u  List Management

The List Management is used by the end user as means of storing, modifying and retrieving URI lists of user or group identities. The list management may be used for storing contact lists.
The List Management operations, procedures and data structures are specified in [GM-AD V1.0].

9.x  Manipulation of XML documents
Editor’s Note.  The XML Document Management operations, procedures and data formats for PoC are specified in [GM-AD].  Shall be discussed with PAG if flow charts between the XDMC and XDCS are described in the GM-AD and if they are needed to be described in PoC AD.
9.y  Retrieving XML document from GLMS
Editor’s Note.  “The XML Document Management operations, procedures and data formats for PoC are specified in [GM-AD].  Shall be discussed with PAG if flow charts between the XDMS and GLMS are described in the GM-AD and if they are needed to be described in PoC AD.
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�PAGE \# "'Page: '#'�'"  ��Isn’t this about URI list generation, while the previous is about PoC Group generation???


�PAGE \# "'Page: '#'�'"  ��This is a presence requirement


�PAGE \# "'Page: '#'�'"  �� 1. The previous sentence talks about PoC Server – Presence Server communication.


2. Every requirement between PUA and PS is related to Presence AD
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