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1 Reason for Change

<brief statement describing the motivation and rational for the proposed change>

2 Impact on Backward Compatibility

<statement describing the scope and nature of compatibility with previous versions>

3 Impact on Other Specifications

<statement describing impacts on other specifications, this may relate to dependencies (either way), or on related requirements or technology material covered in other documents>

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

<provide a description of the intended actions to be taken by the group> 

6 Detailed Change Proposal

3.2
Definitions
Contact List
A collection of end user (PUI) identities, Contact List identities, or Group identities (PSI) put together for convenience. In addition to those identities, a contact list may have additional markup for its entries.

Group
A Group is a means to establish a session where the Group's policy controls the session characteristics & participants.  A group is made of a one or more lists, and a session policy which defines the usage of the lists and other properties that apply to the communication session.

Group Administrator
Group administrators have the full set of rights to manage (e.g., create, modify, delete) their groups.

Access Control Policy
A set of lists (e.g., access control lists, such as accept/reject lists) and associated rules on how they apply to incoming requests.

Presence List
A collection of end user identities that have all been marked as potential presentities.  Each presence list has a unique identifier.  

Principal
See OMA Dictionary.

Session Policy
A set of properties that apply to a communication session (e.g., chat, conference).  Those properties are service enabler specific.  For example, PoC properties include items, such as initial participants, white-list/black-list (can be used to implement open/closed session), rights of participants, type of session, session visibility, etc.  The types of these lists are defined in the session policy, but their contents are not. For example, a policy might specify that a black-list is needed, but the members of that black list will be included at the Group creation time.

Subscription Authorization Policy
An example of access control policy for Presence, which specifies whether a particular principal is authorized to subscribe to a certain set of events.

6.2.2
Service-specific Documents

6.2.2.1
PoC

This section describes additional functional requirements that are specific to XML document types supported for the POC enabler.

6.2.2.1.1 PoC Group

Editor’s Note:  PoC Group text should be scrubbed.  Some requirements might be deleted from GM, or reworded & moved to generic requirements.  Also, terminology should be made consistent (such as “contact list” vs URI List).
In PoC a group is made of a one or more lists of subscribers, and a session policy which defines the usage of the lists and other properties that apply to the communication session.
An operator SHALL be able to create a PoC Group identifier in a SIP URI format.  The PoC Group identifier SHOULD be made persistent for the lifetime of the PoC Group.

It SHOULD be possible to search for the existence of a PoC Group using its PoC Group identifier. A PoC Group MUST be associated with one or more lists of users (the list may be implicit (e.g., when indicating all users).  Each list in a PoC Group MUST be associated with a policy defining the usage of that list.

A PoC Group MAY have the following properties, in addition to those properties specified in Section 6.1.1:

· Display name: a human readable name.

Each PoC Group SHALL include the following attributes and items:

· Session Type:  This identifies the nature of the group, which is one of two – “chat” or “instant”.  (In chat group sessions, members join a group session individually, whereas in an instant group session, whether pre-defined or an ad-hoc group, all other members are invited simultaneously at a group member’s request.)

· Membership:  This identifies the nature of the membership in the group, which is one of two – “open” or “restricted”.

· Session initiation policy:  This describes whether only the owner may initiate a session or not. 

· Group member list:  This provides a list of end users who will be invited to a PoC session.  This is a URI List.

· Group reject list:  For the case of a Group of Type = ”Chat”, this is the list of users who must be barred from joining a PoC chat session.  This is a URI List.

· Maximum number of members:  This is set by the service provider.

· Anonymous access allowed:  This is used to reveal, or not reveal, the user identities of all members of a “Chat” type group session taking the values - “yes” or “no”, respectively.

Each entry in a Group member list or Group reject list SHALL be a tuple consisting of a URI and, optionally, a display name.

Each URI in either the Group member list or the Group reject list SHALL be unique.

The same URI SHALL NOT be present in both the Group member and Group reject lists.

PoC Group duration is how long the PoC Group exists.  The administrator SHALL be able to define the duration of the PoC Group through the client by giving the expiration time, and the PoC Server SHALL know if the PoC Group has expired.  If the expiration time is not set, the PoC Group SHALL exist until it is removed.
PoC Group visibility determines which subscribers are able to find the PoC Group when performing a search for available PoC Groups.   Principals with the appropriate management permission SHALL be able to define visibility of the PoC Group, for example:

· The PoC Group is visible to PoC Group members only, 

· The PoC Group is visible to all subscribers.
The following requirements apply to PoC Group management, in addition to those specified in Section 6.1.3:

Create:

· A subscriber SHOULD be able to create PoC Groups by selecting a session policy and one or more entries from one or more contact lists.  The PoC Group creator SHALL be a group administrator for these PoC Groups.

· The service provider SHALL be able to set the maximum numbers of PoC Groups that can be created per subscription. 

· The service provider SHALL be able to set different values for the maximum numbers of PoC Groups to different subscriptions.

· The service provider SHALL be able to set the maximum number of members in a PoC Group. A group administrator MAY be able to set the maximum number of members in a PoC Group to a value that does not exceed the maximum number set by the service provider.

· It SHALL be possible to create a PoC Group that contains members from different service providers.

Copy:

· PoC Group members MAY use PoC Groups for which they belong to create new PoC Groups, subject to service provider policy and access rules.

Search:

· It SHALL be possible for PoC Group members to search for PoC Groups, of which they are members.

· Searches SHALL be constrained by privacy requirements.  

· It SHALL be possible to limit the number of search results.

· It SHOULD be possible to search for PoC Groups using the PoC Group identifier or PoC member’s identity, (e.g., name/address).

· Searches SHALL be limited to PoC Groups owned by the Service Provider.

· Search results SHALL be subject to Service Provider policy or user privacy settings.

· Wildcards MAY be used when searching for PoC Groups.

Get:

· PoC Group members SHALL be able to get a list of all members of a PoC Group, subject to privacy policies.

Administration and Configuration:

· Principals with permission to perform the administration and configuration of PoC groups SHALL, as a minimum be able to:

1. Configure the maximum size of the number of members in a group.

2. Configure the maximum size of the contact list itself (recall the contact list is a list of users and groups).

3. Configure the maximum number of groups that can be created and managed. 

4. Configure the right to receive notification of administration or configuration changes.

6.2.2.1.2
Access Control Policy

Access control policy is a set of lists (e.g., access control lists such as accept/reject lists) and associated rules on how they apply to session initiation requests. The policy MAY be separately owned by each subscriber and group.
It SHALL be possible for an authorized user to create, edit, or delete access control policy documents which specify whether an incoming request from a particular user should be accepted, rejected, or otherwise handled.

An access control policy SHALL be described by the following:

· Accept List:  A list of end users from whom the session initiation requests are accepted.

· Reject List:  A list of end users from whom the session initiation requests are rejected.
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