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1 Reason for Contribution

The present CP document lacks some detailed references to the UP document.
2 Summary of Contribution

This contributions adds some references to the UP document, however for 2 references no specific section to reference could not be found in the UP document and 2 Editor’s notes were added as a reminder. 

3 Detailed Proposal

7.3 Participating PoC Function Procedures 

7.3.1 Requests initiated by the served user

7.3.1.1 General

On receipt of an initial SIP request from the served PoC user that causes an initial request to be sent, 

the PoC Server SHALL generate a SIP request according to RFC3261 [RFC3261].

The PoC Server

· SHALL forward the Privacy header if it exists towards the PoC server performing the Controlling PoC Function [RFC3323] and [RFC3325]

· SHALL include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst with “require” and “explicit” feature parameters present in all initial requests.

Editor’s note: It is FFS whether different feature tags are required for different SIP methods. 
· SHALL include User-Agent header to indicate the PoC Release version

Editor’s note: The syntax of the User-Agent header is for further study.

· SHOULD not include a ‘precondition’ in a Require header.
· SHOULD not include a ‘100rel’ in a Require header.
· SHOULD include the Session-Expires header with the refresher parameter set to ‘uac’ as defined in [draft-ietf-sip-session-timer]all initial INVITE requests.
· SHALL include the Supported header set to “timer” in the INVITE request.
On receipt of the 200 OK response to the INVITE request the PoC Server

· SHALL include the Session-Expires header in the 200 OK response before sending the response to the PoC Client with the refresher parameter set to ‘uac’; and,
· SHALL start the SIP session timer as described in [draft-ietf-sip-session-timer]. 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.1.2 Pre-established session

Upon receipt of an INVITE request that includes a conference-factory-URI in the Request-URI but no invited member(s) , the PoC Server performing the Participating PoC Function SHALL 

1. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response;
2. if the PoC server cannot accept the request, it SHALL return an error response 4XX according to the RFC3261 [RFC3261]. 

3. check whether the conference-factory-URI is allocated and perform the actions described in subclause 7.5.1 [Conference Factory URI does not exist] if it is not allocated;

4. perform the actions to verify the Authenticated Originators PoC Address of the PoC client and verify the request authorization. The following actions SHALL only be performed if the request can be authorized;

5. allocate a URI to be used as a group identity identifying the pre-established PoC session; 

6. generate and sends a 200 OK response to the INVITE request to the SIP/IP Core along the signalling path, indicating group identity identifying the pre-established PoC session in the Contact header and indicating the "isfocus" feature parameter and the PoC feature-tag +g.poc.talkburst. The SIP 200 OK response SHALL:
a. Include a MIME sdp body the following information:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec;

iii. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.3.1.3 Pre-established Session Modification

This section describes the procedures that the Participating PoC Server upon receiving an UPDATE request or a re-INVITE request for modifying the pre-established session, which is not used for a PoC session. 

The PoC Server SHALL:

1. examine the version parameter in the MIME sdp body and determine if a change of the media capabilities is requested.

2. validate that the new media capabilities (“a=inactive” or “a=sendrecv”) are acceptable by the PoC Server and if not reject the request with a 4xx response.

3. update the user plane with the new media capabilities

4. generate a 200 OK response as follows:

a. include a MIME sdp body with the new media capabilities.

b. send a 200 OK response to the SIP/IP Core along the signalling path.

Editor’s Note:   Shall be clarified what happens when REFER from Client or INVITE from Contr. Server is received in the case of the media is inactivate.  

Editor’s Note:   Shall be covered also the case that the PoC session on hold (which uses the pre-established) is released, what happens to the pre-established session.  

7.3.1.4 PoC Session Initiation on Demand

Editor’s note: <Includes procedure on side PoC client side upon reception of INVITE and procedure towards the controlling PoC server in case of Pre-arranged PoC session and Chat group session>

If the PoC Server performing the Participating PoC Function receives an initial INVITE request that contains a Request-URI not hosted at this PoC Server then the PoC Server SHALL:

1. insert its address in the Contact-header. 

2. include the media parameters of the PoC Server in the INVITE request as follows:

a. If the PoC Server stays on the media and talk burst control message path then the PoC Server SHALL include a MIME sdp body with the following information:

i. The IP address and port number at the PoC Server for the RTP session;

ii. Set the supported codecs of the PoC Client; 

iii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The offered talk burst control protocol and the port number(s) for the talk burst control protocol.

Continue, for the duration of the PoC session, acting as a B2BUA. The behaviour of a B2BUA is specified in the reference [RFC 3261].

a) If the PoC Server does not stay in media and talk burst control message path the PoC Server SHALL include the same MIME sdp body as received from the SIP/IP Core.

Continue, for the duration of the PoC session, acting as a SIP proxy. The behaviour of a SIP proxy is specified in the reference [RFC 3261].

3.
send the INVITE request towards the SIP/IP Core. In the case the SIP/IP core is 3GPP/3GPP2 IMS these procedures are specified in [3GPP TS 24.229] / [3GPP2 X.P0013.4].

Upon receiving a final response, forward the final response along the signalling path towards the initiating PoC Client

7.3.1.5 hPoC Session Initiation Using Pre-established Session

Editor’s Note: The current text in this clause is currently include for illustrative purposes only and needs to be reviewed before being accepted.
Upon receiving a REFER request the PoC Server SHALL:

Check the request.

If the PoC server cannot accept the request, it SHALL return an error response according to the RFC3515 [RFC3515].

Check the identity in the Request-URI.

If the identity in the Request-URI belongs to a pre-established session owned by the PoC Server, then the PoC Server SHALL 

Send 202 Accepted response according to the RFC3515 [RFC3515].

Perform the Adding Participants to PoC Session Request procedures in clause 7.2.1.8.

Otherwise if the identity contained in the Request-URI does not belong to a pre-established session owned by the PoC Server, then the PoC Server SHALL

Send the REFER request back to the SIP/IP Core according to the procedures of the SIP/IP core. In the case the SIP/IP core is 3GPP/3GPP2 IMS these procedures are specified in TS 24.229 [TS24.229].

7.3.1.6 PoC Session Modifications

Upon receiving an UPDATE request or a re-INVITE request during an active PoC Session the PoC Server SHALL

1) generate an UPDATE request according to reference [RFC 3311] or a re-INVITE request according to RFC3261 [RFC3261] . An UPDATE request MAY be used only if the PoC Server performing the Controlling PoC function has indicated support for the UPDATE method.
2) send the request towards the PoC Server performing the Controlling PoC function within the existing SIP dialog according to the procedures of SIP / IP Core.
On receipt of a 200 OK response the PoC Server SHALL:

3) send a 200 OK response towards the PoC Client .

4) if the PoC Server is in the media path, update the user plane with the new media capabilities as received in the MIME sdp body.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.1.7 Subscribe request

If the PoC Server performing the Participating PoC Function receives a SUBSCRIBE request that contains a SIP URI not hosted at this PoC Server then the PoC Server SHALL

1. if the PoC server wants to stay on the signalling path then insert a Record-Route header containing its own address;

2. forward the SUBSCRIBE request towards the SIP/IP Core.

Upon receiving a final response, forward the final response along the signalling path towards the initiating PoC Client

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.1.8 Refer request 

Editor’s Note: The current text in this clause is currently include for illustrative purposes only and needs to be reviewed before being accepted.
Upon receiving a REFER request the PoC Server SHALL: 

Check the request.

If the PoC server cannot accept the request, it SHALL return an error response according to the RFC3515 [RFC3515].

Check the identity contained in the Request-URI

If the identity in the Request-URI belongs to a pre-established session owned by the PoC Server, then the PoC Server SHALL 

Send 202 Accepted response according to the RFC3515 [RFC3515].

Perform the Adding Participants to PoC Session Request procedures in clause 7.2.1.8. 

Otherwise the PoC Server SHALL:

1) Based on Policy add its own address to a Record-Route header in the REFER request if the PoC Server requires to be on the route of NOTIFY requests sent as part of the REFER dialog. 

2) Proxy the REFER request back to the SIP/IP Core according to the procedures of the SIP/IP core. In the case the SIP/IP core is 3GPP/3GPP2 IMS these procedures are specified in TS 24.229 [TS24.229].

7.3.1.9 Cancel Request

7.3.1.10 BYE request from PoC Client

7.3.1.10.1 BYE request from PoC Client – on-demand case

Upon receiving a BYE request from the PoC Client the PoC Server SHALL:

1. generate a 200 OK response and send it towards PoC client according to the procedures of the SIP/IP core;

2. release user plane resources associated with the SIP session with the PoC client;

3. send BYE request towards the PoC server (controlling) according to the procedures of the SIP/IP core;

Upon receiving 200 OK for the BYE request the PoC server SHALL release user plane resources associated with the SIP session with the PoC server (controlling).

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.1.10.2 BYE request from PoC Client – pre-established case

7.3.1.11 Group Advertisement Request

Upon receipt of a MESSAGE request containing a PoC specific content in form of application/vnd.poc.advertisement+xml and an identity in the Request-URI not hosted at this PoC Server the PoC Server SHALL

Editor’s note: It is FFS whether the feature-tag or the content format is used to identify the group advertisement request..

1. check the Authenticated Originators PoC Address of the PoC user for permission to send a group advertisement, and if the PoC user is not allowed to send a group advertisement the PoC Server SHALL send 4xx response;

2. forward the MESSAGE request to the SIP/IP Core. 
Upon receiving a final response, forward the final response along the signalling path towards the initiating PoC Client
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.3.1.12 Session priority request

Upon receiving of a request containing session priority attribute (i.e. a=poc-group-scan:[Group Priority value]) in the SDP payload the PoC Server SHALL:

· check the validity of the request according to 7.3.1 [Requests initiated by the served user];

· return 481 (Call/Transaction Does Not Exist) response if this is not an initial request and the corresponding session doesn’t exist. Do not proceed with the rest of the steps;

· check the Group Priority value;

· if the Group Priority value is “normal” then the PoC Server SHALL set the group priority to secondary, perform procedures in the user plane specification [OMA PoC UP] and  return appropriate response;

· if the Group Priority value is “selected” then the PoC Server SHALL set the group priority to primary and ensure that all other groups have the secondary priority, and perform procedures in the user plane specification [OMA PoC UP] and return appropriate response.

· remove the session priority attribute (i.e. a=poc-group-scan:[Group Priority value]) in the SDP payload in case  the request will be forwarded to Controlling PoC function.

The PoC Server sets the session priority by default to “normal” if the PoC user does not indicate the priority in the initial request. 

Note:  Only one PoC session can be set a primary session at the given time.
Editor’s note: References to a specific reference in OMA-PoC UP is FFS. 
7.3.1.13 Session lock-in request

Upon receiving of a request containing session lock-in attribute (i.e. a=poc-lock:[Lock value]) in the SDP payload the PoC Server SHALL:

· check the validity of the request according to 7.3.1 “Requests initiated by the served user”; 

· return 481 (Call/Transaction Does Not Exist) response if this is not an initial request and the corresponding session doesn’t exist. Do not proceed with the rest of the steps.

· check the Lock value;

· if the Lock value is “lock” then the PoC Server SHALL perform procedures in the user plane specification [OMA PoC UP] and return appropriate response; 

· if the Lock value is “unlock” then the PoC Server SHALL perform procedures in the user plane specification [OMA PoC UP] and return appropriate response.

remove the session lock-in attribute (i.e. a=poc-lock:[Lock value]) in the SDP payload in case the request will be forwarded to Controlling PoC function.
Editor’s note: References to a specific reference in OMA-PoC UP is FFS. 
7.3.1.14 SIP session refresh

On expiry of the SIP session timer and if the PoC Server acts as a B2BUA the PoC Server SHALL:

1) Send the BYE request to the PoC Client as described in the [RFC3261] and according to the procedures of the SIP/IP Core.

2) Send the BYE request to the PoC Server performing the Controlling PoC function as described in the [RFC3261] and according to the procedures of the SIP/IP Core.

On receipt of the 200 OK response to the BYE request from the PoC Client the PoC Server SHALL release user plane resources as described in the [OMA-POC-UP] 6.3.2 “Procedures at PoC session termination” in the direction towards the PoC Client.

On receipt of the 200 OK response to the BYE request from the PoC Server performing Controlling PoC function the PoC Server SHALL release user plane resources as described in the [OMA-POC-UP] 6.3.2 “Procedures at PoC session termination” in the direction towards the PoC Server performing the Controlling PoC function.

NOTE:
In case the PoC Client or the PoC Server performing the Controlling PoC function does not respond to the BYE request the PoC Server acts as if the 200 OK response was received.

On expiry of the SIP session timer and if the PoC Server acts as a SIP proxy the PoC Server SHALL:

3) Release user plane resources as described in the [OMA-POC-UP] 6.3.2 “Procedures at PoC session termination” in the direction towards the PoC Server performing the Controlling PoC function; and,

4) Release user plane resources as described in the [OMA-POC-UP] 6.3.2 “Procedures at PoC session termination” in the direction towards the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2 Requests Terminated at the Served User

7.3.2.1 General

The PoC Server SHALL generate an initial SIP request according to RFC3261 [RFC3261].

The PoC Server

· SHALL include ‘user’ in a Privacy header [RFC3323] and [RFC3325] if anonymity is requested with the Privacy header containing the tag “user”.
· SHALL include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst with “require” and “explicit” feature parameters present in all initial requests. 
Editor’s note: It is FFS whether different feature tags are required for different SIP methods. 
· SHALL include User-Agent header to indicate the PoC Release version

Editor’s note: The syntax of the User-Agent header is for further study.

· SHOULD not include a ‘precondition’ in a Require header.
· SHOULD not include a ‘100rel’ in a Require header.
· SHOULD include the Session-Expires header in the INVITE with the refresher parameter set to ‘uas’ as defined in [draft-ietf-sip-session-timer].
· SHALL include the Supported header set to “timer”.
On receipt of a non-100 response to the request the PoC Server :

· SHALL include the Privacy header if it exists [RFC3323] and [RFC3325].

On receipt of the 200 OK response to the INVITE request or the UPDATE request the PoC Server

· SHALL include the Session-Expires header in the 200 OK before sending the response towards the PoC Server performing the Controlling PoC function with the refresher parameter set to ‘uas’; and,
· SHALL start the SIP Session timer as described in [draft-ietf-sip-session-timer].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.2 PoC session Invitation request

Upon receipt of an INVITE request that includes a PoC Address in the Request-URI that is served by the PoC Server performing the Participating PoC Function the PoC Server SHALL: 

1. check the invited user’s access list (accept and reject lists) associated to the PoC Address received in the Request-URI header. If the policy does not allow to continue the session the PoC Server performing the Participating PoC Function SHALL respond with a 4XX response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps; 

2. check the invited user’s incoming session barring setting associated to the PoC Address received in the Request-URI header. If the incoming session barring is activated the PoC Server performing the Participating PoC Function SHALL respond with a 4XX response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;

3. check the invited user’s answer mode associated to the PoC Address received in the Request-URI header. If the invited user is using auto answer mode the Participating PoC Server SHALL perform actions described in subclause 7.3.2.2.2 “Automatic Answer using the Pre-established Session” or 7.3.2.2.1 “Automatic Answer on Demand” depending on whether the invited user has or has not an ongoing session pre-established with the PoC Address.  Otherwise the PoC Server performing the Participating PoC Function SHALL perform actions described in subsclause 7.3.2.2.3 “Manual Answer”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.2.1 Automatic answer on demand

7.3.2.2.2 Automatic answer using Pre-established session

When the PoC Server receives an initial INVITE request the PoC server SHALL perform the following steps:


1) generate a 200 OK response to the INVITE request. The SIP 200 OK response SHALL:

b. Include a MIME sdp body the following information:   

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.


2) send the 200 OK Response to the SIP/IP Core along the signalling path

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.2.3 Manual answer

When the PoC Server receives an initial INVITE request the PoC server SHALL perform the following steps:

When the invited user is using a manual answer mode the PoC Server performing the Participating PoC Function SHALL:

1. construct an INVITE request and set the Contact header to the contact address of the PoC Server performing the Participating PoC Function, including PoC Feature-tag “+g.poc.talkburst” and the “manual answer” indication; 

Editor’s note: The exact syntax of the ‘manual answer’ indication is for further study.

The PoC Server SHALL build an offer using SDP and insert the offer in the payload of the INVITE request containing the following media parameters of its own or of the PoC Server performing the Controlling PoC Function received in the INVITE request depending on whether the PoC server performing the Participating PoC Function stays or does not stay on the media and talk burst control message path;

· IP address of the PoC Server 

· port number(s) of the PoC Server

· supported codecs of the PoC Server

· The offered talk burst control protocol and the port number(s) for the talk burst control protocol.

2. send the INVITE request towards the SIP/IP Core to be forwarded to the PoC Client that registered the PoC Address invited to the PoC session;

3. send a 180 RINGING response along to the signalling path to the originating network when the invited PoC subscriber responds with a 180 RINGING response; 

Editor’s note: The usage of the 180 RINGING is for further study. If the 180 is sent then the other relevant clauses need to address forwarding the 180 RINGING.

4. send a 200 OK final response as described below along the signalling path to the originating network when the invited PoC subscriber responds and a 200 OK final response  is received from the invited PoC Address.

a) If the PoC Server stays on the media and talk burst control message path then the PoC Server SHALL include a MIME sdp body with the following information:

1. The IP address and port number at the PoC Server for the RTP session;

2. Set the supported codecs of the PoC Client; 

3. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

4. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

Continue, for the duration of the PoC session, acting as a B2BUA. The behaviour of a B2BUA is specified in the reference [RFC 3261].

b) If the PoC Server does not stay in media and talk burst control message path the PoC Server SHALL include the same MIME sdp body as received from the SIP/IP Core.

Continue, for the duration of the PoC session, acting as a SIP proxy. The behaviour of a SIP proxy is specified in the reference [RFC 3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.3.2.3 PoC Session Modifications

Upon receiving an UPDATE request or a re-INVITE request during an active PoC Session the PoC Server inside the same SIP dialog.

1) SHALL generate an UPDATE request according to reference [RFC 3311] or a re-INVITE request according to RFC3261 [RFC3261] . An UPDATE request MAY be used only if the PoC Client has indicated support for the UPDATE method.
2) send the request towards the PoC Client within the existing SIP dialog according to the procedures of SIP / IP Core.
On receipt of a 200 OK response the PoC Server SHALL:

3) send a 200 OK response towards the PoC Server performing the Controlling PoC Server function .
4) if the PoC Server is in the media path, activate the media capabilities as received in the MIME sdp body.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.4 NOTIFY request

If the PoC Server performing the Participating PoC Function receives an incoming NOTIFY request that is part of the same dialog as the previously sent SUBSCRIBE request the PoC Server SHALL:

1. send the NOTIFY request towards the PoC Client along the signalling path.
2. forward the response along the signalling path to the originating network when the invited PoC subscriber responds and a response is received from the invited PoC Address.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.5 CANCEL request

7.3.2.6 BYE request – on demand case

Upon receiving a BYE request from the controlling PoC function the PoC Server SHALL:

4. generate a 200 OK response and send it towards controlling PoC function according to the procedures of the SIP/IP core;

5. release user plane resource associated with the SIP session with the PoC server (controlling);

6. send a BYE request towards the PoC client according to the procedures of the SIP/IP core;

Upon receiving 200 OK for the BYE request the PoC server SHALL release user plane resources associated with the SIP session with the PoC client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.7 Group Advertisement Request

Upon receipt of a MESSAGE request containing a PoC specific content in form of application/vnd.poc.advertisement+xml and a PoC address in the Request -URI served by the PoC server performing the Participating PoC Function the PoC server SHALL

Editor’s note: It is FFS whether the feature-tag or the content format is used to identify the group advertisement request..

1. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response;

Editor’s note: It is FFS the naming of the PoC feature-tag of the Group Advertisement.

2. check the PoC user’s access list (accept and reject lists) associated to the PoC Address received in the Request-URI. If the policy does not allow to continue the processing, the PoC Server performing the Participating PoC Function SHALL respond with a 4XX response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;

3. forward the MESSAGE request towards the PoC Client according to the procedures of the SIP/IP core.

4. forward the response as described below along the signalling path to the originating network when the invited PoC subscriber responds and a response  is received from the invited PoC Address.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS requirements, mechanisms and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the modification in clause 3 is included in the xx specification.
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