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1 Reason for Change

Some time ago the concept of authentication originators PoC address was agreed. Since then it has been described and documented how the PoC Server uses the authentication originators PoC address when receiving/terminating request. It has not been discussed how the authentication originators PoC address is used when the Controlling PoC Server initiates a request. 

Moreover, terminating PoC Client should know whether the incoming session request is 1-1 or group session. At the same type it is important to distinct between pre-arranged group session and other group sessions as calling back to the pre-arranged group would cause 1 to N other sessions to be initiated which may cause chargeable events to the calling user.

Summary:

The terminating PoC Client can safely use the content of P-Asserted-id to show the calling user as the network asserts the identity. Therefore, the content of the header should transport identity that provides added value for the terminating PoC user. Calling party PoC identity and group identity of the pre-arranged group are the identities that contains end-user friendly SIP URI and are likely to be displayed to the end-user. In contrary, the PoC session identity does not contain value to be shown to the end-user. It is proposed that the controlling Poc Server includes 

· inviting PoC user’s PoC Address in the P-Asserted-id header in case of 1-1 and ad-hoc group PoC sessions

· group identity of the pre-arranged group in the P-Asserted-id header in case of pre-arranged group session.

It is proposed to add a URI parameter in the contact header to indicate the type of the session.  
R01 contains the changes proposed in the OMA-POC#13 Orlando meeting. It should be noted that the Referred-By header is not removed by the SIP/IP core in case privacy is requested. That’s why the Referred-By header cannot be used to carry the originator’s PoC address. R02 contains changes according to the proposals received during the handling of the R01: undo the removal of Referred-By line and change the name of the URI parameter to be session type.
2 Impact on Backward Compatibility

None.

3 Impact on Other Specifications

None.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

To make the corrections according to the chapter below:

6 Detailed Change Proposal

3.2 Definitions

	Authenticated Originators PoC Address
	The PoC Address of the originating PoC Client that has  been authenticated by the SIP/IP core

	Conference-factory-URI
	Provisioned SIP URI for the PoC service in the home PoC network.

	Group identity
	SIP URI of the Pre-arranged PoC group or Chat PoC group.

	PoC session identity
	SIP URI received by the PoC client during the PoC session establishment in the Contact header.

	Session Type
	SIP uri-parameter used to express the type of the PoC Group or the PoC Group Session the associated SIP URI refers: adhoc, prearranged, chat or 1-1.


7.2.2   Requests initiated by the Controlling PoC Function

7.2.2.1  General

The PoC Server SHALL generate a SIP request according to rules and procedures of [RFC3261]. The PoC Server

· SHALL include an Accept-Contact header with the PoC feature-tag ‘+g.poc.talkburst’ with “require” and “explicit” feature parameters present in all initial requests. 
· SHALL include User-Agent header to indicate the PoC Release version

Editor’s note: The syntax of the User-Agent header is for further study.

· SHOULD not include a ‘precondition’ in a Require header.
· SHOULD not include a ‘100rel’ in a Require header.
· SHALL include Authenticated Originator’s PoC Address 
· set to the PoC Address of the inviting PoC Client in case of 1-1 and ad-hoc PoC Group Session or
· set to the PoC Group Identity in case of the pre-arranged and chat group
· SHALL include Referred-By header with the PoC Address of the inviting PoC Client;

· SHALL include Contact header with the contact address of the conference with the PoC feature-tag ‘+g.poc.talkburst’ and the isfocus feature parameter and a Session Type uri-parameter set according to the type of the PoC Session . 

· SHOULD include the Session-Expires header with the refresher parameter set to ‘uas’ as defined in [draft-ietf-sip-session-timer] in all initial INVITE requests.
· SHALL include the Supported header set to “timer” in all initial INVITE requests.
If anonymity is requested with the “Privacy: user” header by the inviting PoC Client, the PoC server: 

· SHALL include ‘user’ in a Privacy header [RFC3323] and [RFC3325];

On receipt of the 200 OK response to the initial INVITE request the PoC Server SHALL start the SIP session timer as described in [draft-ietf-sip-session-timer].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.2.2 PoC Session Invitation Request

This section describes the procedures for inviting a PoC user to a PoC session. The procedure is initiated by the PoC Server as the result of an action described in one of the sub sections in section 7.2.1.
The PoC Server  SHALL:

1) generate an INVITE request as described in the section 7.2.2.1 “General”;

2) set the  Request-Uri  to the  PoC Address of the PoC user;

3) include a MIME sdp body as follows:

a. set the IP address and port number for the RTP session;

b. set the supported codecs of the PoC Server; and,
c. Optionally, if another IP address or port number shall be used instead of the default IP address and port number, the IP address and port number at the PoC Server for the RTCP session described in the reference [RFC3605];
d. The offered talk burst control protocol and the port number(s) for the talk burst control protocol.

Editor’s note: How to include the manual override answer mode is FFS.

4) send the INVITE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

Editor’s note: The procedure for unconfirmed or confirmed mode is for further study.

C.X URI parameters

C.X.1 Session Type uri-parameter

Session Type uri-parameter is used to indicate the type of the PoC Session . The Session Type uri-parameter takes the form:

session“=”sessiontype

sessiontype=“adhoc” | “prearranged” | “chat” | “1-1”
Example 1:

In this example the Controlling PoC Server is inviting a PoC User to a Pre-arranged PoC Group.


session=prearranged
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