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1. Scope


This document describes the User plane signalling procedures for the Push to Talk over Cellular (PoC) service over the POC-3 and the POC-4 reference points as defined in the reference [OMA-AD-PoC}.


When necessary, interworking between the control plane  [OMA-CP-PoC] and user plane is described. 


This specification does not specify the underlying SIP / IP Core, its features and functions. However, some parts of the specification may place requirements on the implementation of SIP / IP Core.

2. References


2.1 Normative References


		[IOPPROC]

		“OMA Interoperability Policy and Process”, Version 1.1, Open Mobile Alliance™, OMA-IOP-Process-V1_1, URL:http://www.openmobilealliance.org/



		[RFC2119]

		“Key words for use in RFCs to Indicate Requirement Levels”, S. Bradner, March 1997, URL:http://www.ietf.org/rfc/rfc2119.txt



		[RFC2234]

		“Augmented BNF for Syntax Specifications: ABNF”. D. Crocker, Ed., P. Overell. November 1997, URL:http://www.ietf.org/rfc/rfc2234.txt



		[OMA-POC-RD]

		OMA PoC Requirement Document Version X.X. Open Mobile Alliance(. OMA-RD-PoC-VX_X-2004XXXX



		[OMA-POC-AD]

		OMA PoC Architecture Document Version X.X. Open Mobile Alliance(. OMA-AD-PoC-VX_X-2004XXXX-D



		[OMA-POC-CP]

		OMA PoC Control Plane Document Version X.X Open Mobile Alliance( OM-CP-PoC



		[TS24.229]

		3GPP TS 24.229



		[RFC768]

		IETF RFC 768 (STD 0006): ”User Datagram Protocol”, August 1980.


URL:http://www.ietf.org/rfc/rfc768.txt



		[RFC3550]

		IETF RFC 3550: “RTP: A Transport Protocol for Real-Time Applications”, July 2003 URL:http://www.ietf.org/rfc/rfc3550.txt





Editor’s note: Reference to access dependent document may be added when numbers are available. 


2.2 Informative References


		

		



		[3GPP2 C.S0047-0]

		3GPP2 C.S0047-0 Link-Layer Assisted Service Options for Voice-over-IP: Header Removal (SO60) and Robust Header Compression (SO61), (v1.0).


URL: http://www.3gpp2.org/Public_html/specs/index.cfm#tsgc/



		

		





3. Terminology and Conventions


3.1 Conventions


The key words “MUST”, “MUST NOT”, “REQUIRED”, “SHALL”, “SHALL NOT”, “SHOULD”, “SHOULD NOT”, “RECOMMENDED”, “MAY”, and “OPTIONAL” in this document are to be interpreted as described in [RFC2119].


All sub-clauseclauses and appendixes, except “Scope” and “Introduction”, are normative, unless they are explicitly indicated to be informative.


3.2 Definitions


		Controlling PoC function

		The Controlling PoC Function provides centralized PoC Session handling, RTP media packet distribution; Talk Burst Control including talker identification, policy enforcement for participation in PoC Sessions and the PoC Participant information.



		Participating PoC function

		The Participating PoC Function provides PoC Session handling and policy enforcement for incoming PoC Session (e.g. access control, availability status, etc), and may provide the RTP media packet relay function between PoC Client and Controlling PoC function, the TBCP message relay function between PoC Client and Controlling PoC function.



		PoC Client

		An entity that realises capabilities to support the PoC Service on the PoC User equipment.



		PoC Server

		An architectural entity containing the Controlling PoC function and the Participating PoC function.



		PoC Session

		This is an established connection between PoC Subscribers where PoC Participants can communicate using voice one at a time.  



		talk burst

		The RTP media packet recording, transport and playback that occurs from the point the PoC Client has got the permission to send a talk burst until the permission is released.



		Active PoC Session

		One of the Simultaneous Sessions established for a particular PoC User that has both TBCP Messages and RTP media packets relayed by the PoC Server performing the Participating PoC function between the PoC Client and the PoC Server performing the Controlling PoC function.



		Dormant PoC Session

		One of the Simultaneous Sessions established for a particular PoC User, which may have TBCP messages, but not RTP media packets, relayed by the PoC Server performing the Participating PoC function between the PoC Client and the PoC Server performing the Controlling PoC function.





3.3 Abbreviations


		OMA

		Open Mobile Alliance



		IP

		Internet Protocol



		PoC

		Push to Talk over cellular.



		RR

		Receiver Report



		RTCP

		R TP Control Protocol



		SR

		Sender Report



		SSRC

		Synchronization source



		TB_Deny

		TBCP Talk Burst Deny



		TB_Granted

		TBCP Talk Burst Granted



		TB_Idle

		TBCP Talk Burst Idle



		TB_Position

		TBCP Talk Burst Position



		TB_Queued

		TBCP Talk Burst Queued



		TB_Release

		TBCP Talk Burst Release



		TB_Request

		TBCP Talk Burst Request



		TB_Revoke

		Talk Burst Revoke



		TB_Taken

		TBCP Talk Burst Taken



		TBCP

		Talk Burst Control Protocol



		TB_Ack

		TBCP Talk Burst Acknowledgement





4. Introduction


4.1 Overview


This document describes the user plane aspect of the PoC Service. The reference [OMA-POC-CP] describes the control plane aspects.

The PoC Service uses a ½ duplex type of communication and only one PoC Client can send media at the same time.


The PoC Client does not send continues stream of RTP media packets instead the media is sent in bursts, in this document referred to as a talk burst. A talk burst consists of one or more RTP media packet and the talk burst starts when the PoC Client sends the first RTP media packet and it ends when the PoC Client sends the last RTP media packet.


A PoC Server (referred to as the Controlling PoC function in the reference [OMA-POC-AD]) located between the PoC Clients communicating with each other acts as an arbitrator and controls the sending of talk burst using a Talk Burst Control Protocol (TBCP). In many of the PoC Service scenarios also a PoC Server (referred to as the Participating PoC function in reference [OMA-POC-AD]) may be inserted in the media path. 


Before a PoC Client can send a talk burst the PoC Client has to ask for permission from the PoC Server performing the Controlling PoC function. Other PoC Clients in a PoC Session receives an indication about the identity of the PoC Client sending the talk burst.


PoC Clients are located on mobile devices hence the quality of the transmission may vary depending on access network and distance to the base station. This implies that the quality of sent talk burst needs to be controlled using RTCP and, when needed, media parameters is changed for improving the PoC User’s experience.


4.2 User plane routing


Figure 1 shows the entities active in the user plane in a PoC Session and the relevant user plane interfaces in between.
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Figure 1: Entities in the user plane.


All RTP media packets, RTCP packets and TBCP messages (RTCP APP or other negotiated TBCP) flow through the PoC Server performing the Participating PoC function (if inserted in the transport path) and are terminated in the PoC Server performing the Controlling PoC function. 


Talk Burst Control and RTP media packet replication are Controlling PoC functions. The transport path between the PoC Client and the PoC Server performing the Controlling PoC function is established on a per PoC Session basis as specified in [OMA-POC-CP].  


When the PoC Session is established, the PoC Server performing the Participating PoC function normally includes itself into the transport path to relay the RTP media packets, RTCP packets and TBCP messages between the PoC Client and the PoC Server performing the Controlling PoC function and act as a translator according to RTP [RFC3550].


Figure 2 shows the 2 options for the transport path.                      
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Figure 2: Transport Path Options.


Option 1 is the case where a PoC Server performing the Participating PoC function has inserted itself in the transport path.  When the transport path includes the Participating PoC function, the PoC Server performing the Participating PoC function forwards RTP media packets, RTCP packets and TBCP messages between the PoC Client and the PoC Server performing the Controlling PoC function, changing only the source and destination IP addresses and ports in the IP packets. 


In option 2, a PoC Server performing the Participating PoC function has not inserted itself in the transport path.  In this case the PoC Client and the PoC Server performing the Controlling PoC function send RTP media packet, RTCP packets and TBCP messages directly between them.


Examples of when the PoC Server performing the participating PoC function is in the transport path (Option 1) are:


· The PoC Session is over a pre-established session;


· The PoC Client and that PoC Server support simultaneous sessions;


· The PoC Server needs transport information to support charging;


· The operator has configured the Participating PoC function to be in the transport path;


· The PoC Server is used for transcoding or other media translation;


· The PoC Server is used to support lawful intercept; and,


· The PoC Server is used for Talk Burst Control Protocol interworking.


5. Transport


Editor’s note:
This sub-clause shall describe the PoC specific usage of transport protocol (if there are any)


5.1 Internet Protocol


5.2 UDP


5.3 RTP


5.4 RTCP


5.5 TCP


6. Talk Burst Control


6.1 Procedures at the PoC Client


6.2 Procedures at the PoC Server performing the Participating PoC function


6.3 Procedures at the PoC Server performing the Controlling PoC function


7. Media Control


7.1 Quality feed back


7.2 Media Parameter Negotiation


7.3 Media on Hold


7.4 Simultaneous PoC Sessions


8. Taker identification


8.1 Talker Identification information in the PoC Server performing the Controlling PoC function


8.2 Talker identification information in the PoC Client


8.3 Talker Identification flow


9. Timers


9.1 Timers in the PoC Server performing the Controlling PoC function


9.2 Timers in the PoC Server performing the Participating PoC function


9.3 Timers in the PoC Client
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Appendix B. Message flows (Informative)


This Annex shows some examples of TBCP and Quality feedback message flows.


The PoC Client and the PoC Server performing the Controlling PoC function and the PoC Server performing the Participating PoC function are supporting the following Talk Burst Control procedures:


· TBCP Talk Burst Request Procedure at PoC Session Initialization;


· Talk burst Idle procedure;


· TBCP Talk Burst Request during a session;


· Talk Burst Revoke Procedure; and,


· TBCP Talk Burst Release Procedure.


The following sub-clauses show example message flows.

B.1 Talk burst request at POC session initialization


A PoC Session is established as described in the [OMA-POC-CP].


The PoC Server performing the Controlling PoC function interprets the initial SIP INVITE request (in case of an on-demand session) or the SIP REFER request (in case of an pre-established session) as an implicit TBCP Talk Burst Request.


B.1.1 Message flows in the originating PoC network


B.1.1.1 Talk burst request procedure at PoC Session establishment


This sub-clause describes what happens when a PoC User initiates a PoC Session.


Figure 3 shows the message flow for the scenario.
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NOTE 1:
The PoC Session may be an on-demand PoC Session (initiated by a SIP INVITE request) or a PoC Session over a pre-established session (initiated by a SIP REFER request). While this scenario shows the TBCP Talk Burst Granted message being sent after the PoC Session is established, it may be transmitted before or during the PoC Session establishment depending on whether the PoC Session establishment is confirmed or unconfirmed.


NOTE 2:
For TBCP message flow for invited PoC Users see Figure 7 “Inviting a PoC User to a PoC Session using on-demand PoC Session establishment” and Figure 8 “Inviting a PoC User to a PoC Session using a pre-established session”.


Figure 3: Talk burst request procedure at PoC Session establishment.


A PoC User A at a PoC Client A has pressed the PoC button and the PoC Client A has initiated a PoC Session with a PoC Server X (controlling). This creates an implicit TBCP Talk Burst Request message at the PoC Server X (controlling) X.


A PoC Server A (participating) has inserted itself in the media stream and all TBCP messages and RTP media packets will go thru the PoC Server A (participating).


The steps of the flow are as follows:


1. The PoC Server X (controlling) sends a TBCP Talk Burst Granted message to the PoC Client.


2. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Granted message to PoC Client A.


3. When PoC Client A receives the TBCP Talk Burst Granted message, it provides a talk proceed notification to User A. PoC Client A then begins to send RTP media packets towards the PoC Server X (controlling).


4. PoC Server (participating) A modifies the IP address and port and forwards the RTP media packet to PoC Server X (controlling).


B.1.1.2 A PoC User joins a PoC Group during an ongoing talk burst


This sub-clause describes what happens when a PoC User joins a group communication during an ongoing talk burst.


Figure 4 shows the message flow for the scenario.
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NOTE 1:
The PoC Session may be an on-demand PoC Session (initiated by a SIP INVITE request) or a PoC Session over a pre-established session (initiated by a SIP REFER request).


Figure 4: A PoC User joins a PoC group during an ongoing talk burst.


The PoC User at a PoC Client A has pressed the PoC button and the PoC Client A has initiated a PoC Session with a PoC Server X (controlling). This creates an implicit TBCP Talk Burst Request message at the PoC Server X (controlling).


A PoC Server A (participating) has inserted itself in the media stream and all TBCP messages and RTP media packets will go thru the PoC Server A (participating).


The steps of the flow are as follows:


5. The PoC Server X (controlling) sends a TBCP Talk Burst Deny message toward the PoC Client A.


6. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Deny message to PoC Client A. The PoC Client A sends a talk reject notification to the PoC User A.


7. The PoC Server X (controlling) sends the TBCP TBCP Talk Burst Taken message to the PoC Client A. The message includes the identity of the PoC User that currently has permission to send a talk burst.


NOTE: The TBCP Talk Burst Deny message and TBCP TBCP Talk Burst Taken message can be sent in the same IP packet.


8. The PoC Server A (participating) modifies the IP address and port and sends the TBCP TBCP Talk Burst Taken message to PoC Client A. PoC Client A presents the talker identity to the PoC User A.


9. The PoC Server X (controlling) begins to transmit RTP media packets towards PoC Client A.


10. PoC Server A (participating) modifies the IP address and port of the RTP media packet and sends it to PoC Client A. The PoC Client A plays the media to the PoC User A.


B.1.1.3 User releases PoC button before the PoC Session establishment is completed


This sub-clause shows an example of when a PoC User wishes to start a PoC Session as a listener, instead of a talker.


Figure 5 shows the message flow for the scenario.
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NOTE 1:
The PoC Session may be an on-demand PoC Session (initiated by a SIP INVITE request) or a PoC Session over a pre-established session (initiated by a SIP REFER request).


NOTE 2:
While this scenario shows the TBCP Talk Burst Granted message being sent after the PoC Session is established, it may be transmitted before or during the PoC Session establishment depending on whether the PoC Session establishment is confirmed or unconfirmed.


Figure 5: User releases PoC button before the PoC Session establishment is completed.


A PoC User A at a PoC Client A has pressed the PoC button and the PoC Client A has initiated a PoC Session with the PoC Server X (controlling). This creates an implicit TBCP Talk Burst Request message at the PoC Server X (controlling). The PoC Server X (controlling) grants the PoC Client A the permission to send a talk burst when the PoC User A releases the PoC button.


A PoC Server A (participating) has inserted itself in the media stream and all TBCP messages and RTP media packets will go thru the PoC Server A (participating).


The steps of the flow are as follows:


11. The PoC Server X (controlling) sends a TBCP Talk Burst Granted message towards the PoC Client A.


12. The PoC Server A (participating) modifies the IP address and port and sends the message to PoC Client A.


13. When the PoC Client A receives the TBCP Talk Burst Granted message, it immediately sends a TBCP Talk Burst Release message towards the PoC Server X (controlling).


14. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Release message to the PoC Server X (controlling.


15. The PoC Server X (controlling) sends a TBCP Talk Burst Idle message towards all PoC Clients connected to the PoC Session.


16. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Idle message to PoC Client A.


B.1.2 Talk burst Request message from PoC Server performing the Controlling PoC function is lost


This sub-clause shows an example of the scenario when the TBCP Talk Burst Request message, sent from the PoC Server performing the Controlling PoC function during PoC Session establishment, is lost.


Figure 6 shows the message flow for the scenario.
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NOTE 1:
The PoC Session may be an on-demand PoC Session (initiated by a SIP INVITE request) or a PoC Session over a pre-established session (initiated by a SIP REFER request). While this scenario shows the TBCP Talk Burst Granted message being sent after the PoC Session is established, it may be transmitted before or during the PoC Session establishment depending on whether the PoC Session establishment is confirmed or unconfirmed.


Figure 6: TBCP Talk Burst Granted Message from PoC Server performing the Controlling PoC function is Lost.


A PoC User A at a PoC Client A has pressed the PoC button and the PoC Client A has initiated a PoC Session with a PoC Server X (controlling). This creates an implicit TBCP Talk Burst Request message at the PoC Server X (controlling). The PoC Server X (controlling) grants the PoC Client to send one talk burst but the PoC Client A does not receive the message.


The PoC Client is supervising the reception of a TBCP message (e.g. the TBCP Talk Burst Granted message) by means of the timer T11 (TBCP Talk Burst Request).

A PoC Server A (participating) has inserted itself in the media stream and all TBCP messages and RTP media packets will go thru the PoC Server A (participating).


The steps of the flow are as follows:


17. When the TBCP Talk Burst Request timer (T11) expires in the PoC Client A, it sends a TBCP Talk Burst Request message towards the PoC Server X (controlling).


18. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Request message to the PoC Server X (controlling). When the PoC Server (controlling) receives the TBCP Talk Burst Request message, it sends the same response to the PoC Client A that it had previously sent.


B.1.3 Message flows in the terminating PoC network


B.1.3.1 Inviting a PoC User to a PoC Session using on-demand PoC Session establishment


This sub-clause shows an example of the scenario when a PoC User is invited to a PoC Session using on-demand PoC Session establishment.


Figure 7 shows the message flow for the scenario.
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NOTE 1:
While only 1 terminating PoC Client B is shown in the figure, this flow applies to all terminating PoC Clients where on-demand establishment is used for inviting PoC Users to a PoC Session.


NOTE 2:
The TBCP message flow for the inviting PoC User see Figure 3 “Talk burst request procedure at PoC Session establishment”.

Figure 7: Inviting a PoC User to a PoC Session using on-demand PoC Session establishment.


A PoC Session is established with an invited PoC User B at the PoC Client B and a PoC Server X (controlling). The normal case results in that the invited PoC Client has no permission to send a talk burst.


A PoC Server B (participating) has inserted itself in the media stream and all TBCP messages and RTP media packets will go thru the PoC Server B (participating).


The steps of the flow are as follows:


19. A PoC Server X (controlling) sends a TBCP TBCP Talk Burst Taken message towards the PoC Client B. The message includes the identity of the PoC User that currently has permission to send a talk burst.


20. The PoC Server B (participating) modifies the IP address and port and sends the message to PoC Client B. The PoC Client B presents the talker identity to PoC User B.


21. The PoC Server X (controlling) begins to transmit RTP media packets towards the PoC Client B.


22. The PoC Server A modifies the IP address and port of the RTP media packet and sends it to the PoC Client B. The PoC Client B plays the media to the PoC User B.


B.1.3.2 Inviting a PoC User to a PoC Session using a pre-established session


This sub-clause shows an example of the scenario when a PoC User is invited to a PoC Session using a pre-established session.

Figure 8 shows the message flow for the scenario.
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NOTE 1:
While only 1 terminating PoC Client B is shown in the figure, this flow applies towards all terminating PoC Clients with a pre-established session invited to a PoC Session.


NOTE 2:
The TBCP message flow for the inviting PoC User see Figure 3 “Talk burst request procedure at PoC Session establishment”.


Figure 8: Inviting a PoC User to a PoC Session using a pre-established session.


For pre-established session, there is no explicit PoC Session establishment. Instead, the receipt of the TBCP TBCP Talk Burst Taken message indicates the PoC Session establishment.


A PoC Server B (participating) controls the pre-established session and all TBCP messages and RTP media packets will go thru the PoC Server B (participating).


The steps of the flow are as follows:


23. The PoC Server X (controlling) sends a TBCP TBCP Talk Burst Taken message to PoC Client B. The message includes the identity of the PoC User that currently has the permission to send a talk burst.


24. The PoC Server B (participating) modifies the IP address and port and sends the message to PoC Client B. Since this is the first TBCP Talk Burst Taken message sent to PoC Client B, the PoC Server B (participating) changes the subtype field in the TBCP Talk Burst Taken message to indicate that it is expecting a TBCP Talk Burst Acknowledgement message. The PoC Server B (participating) may add the identity of the group. The PoC Client B presents the talker identity to PoC User B. 


25. The PoC Client B sends a TBCP Talk Burst Acknowledgement message to Participating PoC Server B to acknowledge the receipt of the TBCP Talk Burst Taken message.


26. Controlling PoC Server X begins to transmit RTP media packets to the PoC Client B. While this is shown as beginning after the receipt of the TBCP Talk Burst Acknowledgement message in this flow, the transmission of the RTP media packets can begin at any time after the TBCP Talk Burst Taken message has been sent.


27. The PoC Server A (participating) modifies the IP address and port of the RTP media packet and sends it to the PoC Client B.


B.2 TBCP Talk Burst Idle procedure


This sub-clause shows the scenario when another PoC Client has completed the sending of a talk burst or if another PoC Client was revoked the permission to send a talk burst.


Figure 9 shows the message flow for the scenario.
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NOTE 1:
While only 1 terminating PoC Client B is shown in the figure, this flow applies towards all listening PoC Clients in a PoC Session.


NOTE 2:
For the TBCP message flows when the PoC User releases the PoC button, see Figure 11“TBCP Talk Burst Release procedure”, Figure 13 “Talk Burst Revoke Procedure in PoC Server performing the Controlling PoC function” and Figure 14 “PoC User A releases PoC button after grace period expires”.


Figure 9: TBCP Talk Burst Idle Procedure.


The PoC Server X (controlling) has received a TBCP Talk Burst Release message from the PoC Client that has been given permission to send a talk burst.


A PoC Server B (participating) has inserted itself in the media stream and all TBCP messages and RTP media packet will go thru the PoC Server B (participating).


The steps of the flow are as follows:


28. The last RTP media packet is sent from PoC Server X (controlling) towards all the PoC Clients in the PoC Session, including the PoC Client B.


29. The PoC Server B (participating) modifies the IP address and port of the last RTP packet and sends the packet to the PoC Client B.


30. The PoC Server X (controlling) sends a TBCP Talk Burst Idle message to all PoC Clients in the PoC Session, including the PoC Client B.


31. The PoC Server B (participating) modifies the IP address and port and sends the message to PoC Client B. PoC Client B sends a TBCP Talk Burst Idle notification to PoC User B.


B.3 TBCP Talk Burst Request during a session


B.3.1 TBCP Talk Burst Request when no PoC User has permission to send a talk burst


This sub-clause shows the normal case when the PoC Client has received a TBCP Talk Burst Idle message from the PoC Server performing the Controlling PoC function and the PoC User at the PoC Client presses the PoC button.


Figure 10 shows the message flow for the scenario.
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NOTE:
For the TBCP message flows for PoC Users without permission to talk see Figure 12 “TBCP Talk Burst Request during a session”.


Figure 10: TBCP Talk Burst Request when no PoC User has permission to send a talk burst.


A PoC User A at the PoC Client A presses the PoC button.


A PoC Server A (participating) has inserted itself in the media stream and all TBCP messages and RTP media packet will go thru the PoC Server A (participating).


The steps of the flow are as follows:


32. The PoC Client A sends a TBCP Talk Burst Request message towards the PoC Server X (controlling).


33. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Request message to PoC Server X (controlling).


34. The PoC Server X (controlling) determines that the PoC Client A can be given permission to send a talk burst and sends a TBCP Talk Burst Granted message towards the PoC Client A.


35. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Request message to the PoC Client A.


36. When the PoC Client A receives the TBCP Talk Burst Granted message, it provides a Talk Proceed Notification to the PoC User A. The PoC Client A then begins to send RTP media packets towards the PoC Server X (controlling).


37. The PoC Server A (participating) modifies the IP address and port and forwards the RTP media packets to the PoC Server X (controlling).


B.3.2 TBCP Talk Burst Request when other PoC User has permission to send a talk burst and queuing is not supported


This sub-clause describes the case when a PoC User request for permission to send a talk burst when another PoC User already has the permission and queuing is not supported..




Figure 11
 shows the message flow for the scenario.
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Figure 11: TBCP Talk Burst Request when other PoC User has permission to send a talk burst.


A PoC User A at a PoC Client A presses the PoC button.


A PoC Server A (participating) has inserted itself in the media stream and all TBCP messages and RTP media packets will go thru the PoC Server A (participating).


The steps of the flow are as follows:


38. The PoC Client A sends a TBCP Talk Burst Request message towards a PoC Server X (controlling).


39. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Request message to the PoC Server X (controlling).


40. The PoC Server X (controlling) determines that the PoC Client A cannot be given permission to send a talk burst, because another PoC Client currently has permission and sends a TBCP Talk Burst Deny message towards the PoC Client A. The message includes:


a. A reason code (Another PoC User has permission) for the rejection.


41. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Deny message to PoC Client A.


42. At the same time that PoC Server X (controlling) sends the TBCP Talk Burst Deny message, it sends a TBCP Talk Burst Taken message towards the PoC Client A. The message includes


a. The identity of the PoC User currently has been given permission to send a talk burst.


NOTE:
The TBCP Talk Burst Deny message and the TBCP Talk Burst Taken message is sent in the same IP packet.


43. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Taken message to the PoC Client A. The PoC Client A presents the talker identity to PoC User A.


44. The PoC Server X (controlling) begins to transmit RTP media packets towards PoC Client A.


45. The PoC Server A (participating) modifies the IP address and port and sends the RTP media packets to PoC Client A. The PoC Client A plays the media to PoC User A.


B.3.3 Another PoC User request the permission to send a talk burst


This sub-clause shows an example of the case when another PoC Client is granted permission to send a talk burst.


Figure 12 shows the message flow for the scenario.
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NOTE 1:
The PoC Server X (controlling) executes this procedure for all PoC Clients that will be listening.


NOTE 2:
For the TBCP message flows for the granted PoC User see Figure 10 “TBCP Talk Burst Request when no PoC User has permission to send a talk burst”.


Figure 12: TBCP Talk Burst Request during a session.


This procedure starts when no PoC Client has the permission to send a talk burst. Prior to the start of the message flow in another PoC Client has sent a TBCP Talk Burst Request message to the PoC Server X (controlling) and it has granted that PoC Client permission to send a talk burst.


A PoC Server B (participating) has inserted itself in the media stream and all TBCP messages and RTP media packet will go thru the PoC Server B (participating).


The steps of the flow are as follows:


46. The PoC Server X (controlling) sends a TBCP Talk Burst Taken message to PoC Client B. The message includes:


a. The identity of the PoC User that currently has the permission to send the talk burst.


47. The PoC Server B (participating) modifies the IP address and port and sends the message to the PoC Client B. The PoC Client B presents the talker identity to the PoC User B.


48. The PoC Server X (controlling) begins to transmit RTP media packet to the PoC Client B.


49. The PoC Server B (participating) modifies the IP address and port of the RTP media packet and sends it to PoC Client B. The PoC Client B plays media to the PoC User B.


B.4 Talk Burst Revoke procedure


The T2 (Stop Talking) in the PoC Server performing the Controlling PoC function is used to limit the time that a PoC Client is permitted to send a talk burst.


When T2 (Stop Talking) expires, the PoC Server performing the Controlling PoC function sends a Talk Burst Revoke message to the PoC Client that is sending the talk burst and then starts the T3 (Stop Talking Grace) timer. This will allow the PoC Client time to gracefully complete the talk burst before the PoC Server performing the Controlling PoC function stops forwarding the RTP media packets and sends out a TBCP Talk Burst Idle message.


The message flow between the PoC Server performing the Controlling PoC function and the listening PoC Clients is the same for the TBCP Talk Burst Idled procedure and the Talk Burst Revoke procedure.


B.4.1 User A releases PoC button during grace period


This sub-clause shows the desired scenario for the Talk Burst Revoke procedure i.e. a normal TBCP Talk Burst Release procedure occurs.


Figure 13 shows the message flow for the scenario.
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NOTE:
For the TBCP message flow for PoC Users without permission to speak see  Figure 9 “TBCP Talk Burst Idle Procedure”.


Figure 13: Talk Burst Revoke Procedure in PoC Server performing the Controlling PoC function.


The PoC Client A, with the permission to send a talk burst, is sending RTP media packet when the timer T2 (Stop Talking) expires in the PoC Server (controlling).


A PoC Server A (participating) has inserted itself in the media stream and all TBCP messages and RTP media packet will go thru the PoC Server A (participating).


The steps of the flow are as follows:


50. RTP media packets are sent from the PoC Client A towards the PoC Server X (controlling).


51. The PoC Server A (participating) modifies the IP address and port of the RTP media packets and sends them to the PoC Server X (controlling).


52. When the timer T2 (Stop Talking) expires in PoC Server X (controlling), the PoC Server X (controlling) sends a Talk Burst Revoke message towards the PoC Client A and starts the T3 (Stop Talking Grace) timer.
The message includes:


a. A reason code (Talk burst too long); and,


b. The value of the Retry-after timer.


53. The PoC Server A (participating) modifies the IP address and port and sends the Talk Burst Revoke message to PoC Client A.

The PoC Client A sends a Talk Burst Permission Revoked notification to the PoC User A.

The PoC Client starts the timer T12 (Retry After Timer), using the Retry-after timer value contained in the Talk Burst Revoke message.


The PoC User A at the PoC Client A releases the PoC button before the timer T3 (Stop Talking Grace) expires in the PoC Server X (controlling).


54. The last RTP media packet is sent from the PoC Client A towards the PoC Server X (controlling).


55. The PoC Server A (participating) modifies the IP address and port of the last RTP media packet and sends it to the PoC Server X (controlling).


56. The PoC Client A sends a TBCP Talk Burst Release message towards the PoC Server X (controlling) to inform it that the sending of the talk burst is completed.
The message includes 


a. The sequence number of the last RTP packet.


57. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Release message to the PoC Server X (controlling).


58. The PoC Server X (controlling) forwards the last RTP packet to all PoC Clients and sends TBCP Talk Burst Idle message to all PoC Clients in the PoC Session, including the PoC Client A.


59. The PoC Server A modifies the IP address and port and sends the TBCP Talk Burst Idle message to PoC Client A. The PoC Client A sends a TBCP Talk Burst Idle notification to the PoC User A.


B.4.2 PoC User A releases PoC button after grace period expires


This sub-clause shows the scenario when a PoC User ignores the Talk Burst Permission Revoked Notification and continues to talk.


Figure 14 shows the message flow for the scenario.
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NOTE:
For the TBCP message flow for PoC Users without permission to speak see Figure 9 “TBCP Talk Burst Idle Procedure”.


Figure 14: PoC User A releases PoC button after grace period expires.


The PoC User A ignores the Talk Burst Permission Revoked Notification and continues talking.


A PoC Server A (participating) has inserted itself in the media stream and all TBCP messages and RTP media packet will go thru the PoC Server A (participating).


The steps of the flow are as follows:


60. RTP media packets are sent from the PoC Client A towards the PoC Server X (controlling).


61. The PoC Server A (participating) modifies the IP address and port of the RTP media packet and sends them to the PoC Server X (controlling).


62. When the timer T2 (Stop Talking) expires in PoC Server X (controlling), the PoC X (controlling) sends a Talk Burst Revoke message towards the PoC Client A and starts the T3 (Stop Talking Grace) timer.
The message includes:


a. A reason code (Talk burst to long); and,


b. The value of the Retry-after timer.


63. The PoC Server A (participating) modifies the IP address and port and sends the Talk Burst Revoke message to PoC Client A.

The PoC Client A sends a Talk Burst Permission Revoked notification to the PoC User A.

The PoC Client starts the timer T12 (Retry After Timer), using the Retry-after timer value contained in the Talk Burst Revoke message.


64. Since the PoC User A has not released the PoC button, RTP media packets continue to be sent from PoC Client A towards the PoC Server X (controlling PoC).


65. The PoC Server A (participating) modifies the IP address and port of the RTP media packets and sends them to PoC Server X (controlling).


66. When the timer T3 (Stop Talking Grace) expires in PoC Server X (controlling) and since PoC Client A has not sent a TBCP Talk Burst Release message, the PoC Server X (controlling) stops forwarding RTP media packets from PoC Client A. It then sends an TBCP Talk Burst Idle message towards all PoC Clients in the PoC Session, including the PoC Client A.


67. The PoC Server A (participating) modifies the IP address and port and sends the message to PoC Client A. The PoC Client A sends a TBCP Talk Burst Idle notification to the PoC User A.  When the PoC Client A receives the TBCP Talk Burst Idle message it stops sending RTP media packets, even though the PoC User A is still pressing the PoC button. 

At some later time, the PoC User A releases the PoC button.


B.5 TBCP Talk Burst Release procedure


This sub-clause describes the normal case when a PoC User at a PoC Client, with the permission to send a talk burst, has finished speaking and releases the PoC button.


Figure 15 shows the message flow for the scenario.
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NOTE:
For the TBCP message flow for PoC Users without permission to speak see Figure 9 “TBCP Talk Burst Idle Procedure”.


Figure 15: TBCP Talk Burst Release procedure.


The PoC User A at the PoC Client A releases the PoC button.


The steps of the flow are as follows:


68. The PoC Client A sends the last RTP media packet towards the PoC Server X (controlling).


69. The PoC Server A (participating) modifies the IP address and port and sends the last RTP media packet to the PoC Server X (controlling).


70. After the last RTP packet has been sent, the PoC Client A sends a TBCP Talk Burst Release message towards the PoC Server X (controlling) to inform it that the talk burst is complete. The message includes:


a. The sequence number of the last RTP media packet.


71. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Release message to PoC Server X (controlling).


72. After that the PoC Server X (controlling) has forwarded the last RTP media packet to all PoC Clients, it sends a TBCP Talk Burst Idle message to all PoC Clients in the PoC Session, including the PoC Client A

73. The PoC Server A (participating) modifies the IP address and port and sends the TBCP Talk Burst Idle message to the PoC Client A. The PoC Client A sends a TBCP Talk Burst Idle notification to the PoC User A.

B.6 Quality feedback flows


This sub-clause describes the quality feedback exchange when a PoC User at a PoC Client, with the permission to send a talk burst, has finished speaking and releases the PoC button.


Quality feedback is an optional feature, but if it is supported, the PoC Clients and the PoC Servers exchange quality feedback reports.


Figure 16 and Figure 17 shows all messages possible for the scenario.
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NOTE:
For quality feed back message flows for PoC Clients receiving the Talk Burst see Figure 17 “RTCP RR compound packet from the receiving PoC Client”.


Figure 16: RTCP SR compound packet from the PoC Client that transmitted the most recent talk burst.


PoC Client A supports quality feedback. The PoC Server X (controlling) support the transmission of RTCP RR compound packets. 


PoC Client A sends a TBCP Talk Burst Release message towards the PoC Server X (controlling) to inform it that the talk burst is complete.

The steps of the flow are as follows:

74. PoC Client A compiles a sender report packet and sends the RTCP SR compound packet towards the PoC Server X (controlling) 


75. PoC Server A (participating) modifies the IP address and port and sends the RTCP SR compound packet to PoC Server X (controlling). The PoC Server X (controlling) may be a monitor and thus uses the information in the sender report to keep statistics, estimate current quality of service for fault diagnosis.


76. The PoC Server X (controlling) may compile a receiver report packet and send the RTCP RR compound packet towards the PoC Client A.


77. If The PoC Server A (participating) receives a RTCP RR message, it modify the IP address and port and sends the RTCP RR compound packet to PoC Client A.
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NOTE:
For quality feed back message flows for PoC Clients sending the Talk Burst Figure 16 “RTCP SR compound packet from the PoC Client that transmitted the most recent talk burst”.


Figure 17: RTCP RR compound packet from the receiving PoC Client.


78. The PoC Server X (controlling) may compile a receiver report packet and send the RTCP RR compound packet towards the PoC Client B


79. PoC Server B (participating) modifies the IP address and port and sends the RTCP RR compound packet to PoC Client B.


80. The PoC Server X (controlling) receives a RTCP SR compound packet and modifies the IP address and port and sends the RTCP RR compound packet towards PoC Client B. 


81. PoC Server B (participating) modifies the IP address and port and sends the RTCP SR compound packet to PoC Client B. 


82. PoC Client B compiles a receiver report packet and sends the RTCP RR compound packet towards the PoC Server X (controlling) as soon as PoC Client B gets an indication that the received talk burst has ended. 


83. PoC Server B (participating) modifies the IP address and port and sends the RTCP RR compound packet to PoC Server X (controlling). The PoC Server X (controlling) may be a monitor and thus uses the information in the receiver report to keep statistics, estimate current quality of service for fault diagnosis.

Appendix C. Place holder for agreed contributions


This appendix includes the temporary storage of agreed updates to this document. The appendix will be removed when the specification is approved.


10. Transport


10.1 Internet Protocol


10.2 UDP


The User Datagram Protocol (UDP), as defined in reference [RFC768], SHALL be used as transport protocol over the POC-3 and the POC-4 reference point.


10.3 Port Numbers


The UDP port numbers are used to identify the endpoints of the media and TBCP and SHALL be exchanged during the SIP session establishment phase.


If the PoC Server Performing the Participating PoC function will be present in the media path, then it SHALL provide its port numbers for the user plane to the PoC Client and the PoC Server performing the Controlling PoC function during the SIP session establishment phase. 


If the PoC Server performing the Participating PoC function will not be present in the media path then, it SHALL forward to the PoC Server performing the Controlling PoC function the port numbers that it received from the PoC Client and return to the PoC Client the port numbers that it receives from the PoC Server performing the Controlling PoC function during the SIP session establishment phase.


The PoC Server SHALL use the same UDP port number for sending and receiving media.   The PoC Server SHALL use the same UDP port number for sending and receiving TBCP messages.  

In case of simultaneous sessions, PoC Server performing Participating PoC Function SHALL use unique UDP port number for media per PoC session towards the PoC Client. The PoC Server performing the Participating PoC Function SHALL use unique UDP port number per PoC session for TBCP messages towards the PoC Client using multiple simultaneous sessions. 


10.4 RTP


The Real-time Transport Protocol  (RTP), as defined in reference [RFC3550], provides means for sending real-time data over UDP. In PoC, media related to a voice communication over reference point POC-3 and POC-4 SHALL be transported by RTP/UDP/IP. 


The media SHALL be encapsulated in the RTP packets with media specific RTP payload formats.


10.5 RTCP


A PoC Client SHALL support the RTP Control Protocol  (RTCP), as defined in reference [RFC3550] to provide means for feedback of the quality of the media transmission, diagnose faults in the distribution and give a persistent transport-level identifier for the RTP source. In addition, Talk Burst Control Protocol (TBCP) messages SHALL be sent as RTCP APP packets and SHOULD be sent to the same UDP port as the other RTCP packets.


RTCP packets, other than those used for TBCP messages, SHALL be RTCP compound packets according to [RFC3550]. TBCP messages SHOULD NOT be formatted as RTCP compound packets. 

NOTE:
Since the TBCP messages are not formatted as compound packets in compliance with RFC3550, the Talk Burst Control protocol may be implemented separately from other standard RTCP message processing.  By separating the TBCP messages, it is easier for the PoC Servers to forward these messages to the proper handling function.


To reduce potential degradation of the quality of the media transmission, the PoC Client SHOULD NOT schedule transmission of RTCP packets or TBCP messages during a talk burst.


To reduce network load, the RTCP packets SHOULD only contain the mandatory parts of RTCP (according to [RFC3550]), which are required for that specific RTCP compound packet.


10.6 TCP


11. Talk Burst Control


This sub-clause describes the Talk Burst Control Protocol (TBCP).


NOTE:
Other protocols for handling talk burst control may be used but they are not described in this document.


11.1 General


Talk Burst Control SHALL use the ports (in the PoC Client and PoC Servers) negotiated at the SIP session establishment. 


The PoC Client and the PoC Server SHALL support the following Talk Burst Control Protocol messages:


· TBCP Talk Burst Request – is used by the PoC Client to request permission from the PoC Server to send a talk burst.


· TBCP Talk Burst Granted – is used by the PoC Server  tonotify the PoC Client that it has been granted permission to send a talk burst.


· TBCP Talk Burst Deny – is used by the PoC Server to notify a PoC Client that it has been denied permission to send a talk burst.


· TBCP Talk Burst Release – is used by the PoC Client to notify the PoC Server that it has completed sending the talk burst. 


· TBCP Talk Burst Idle– is used by the PoC Server to notify all PoC Clients that no one has the permission to send a talk burst at the moment and that it may accept the TBCP Talk Burst Request message.


· TBCP Talk Burst Taken – is used by the PoC Server to notify all PoC Clients, except the PoC Client that has been given permission to send a talk burst that another PoC Client has been given permission to send a talk burst.  In the case of early session the TBCP Talk Burst Taken SHALL also be used as an indication of the beginning of the PoC Session for the terminating PoC Client.  The identity of the PoC User that has been granted permission to send a talk burst SHOULD be communicated in the message.


NOTE:
In the case of privacy the real identity of the PoC User, with the permission to send a talk burst, is replaced with an anonymous identity.


· Talk Burst Revoke - is used by  the PoC Server to revoke the media resource from a PoC Client.  May be used for preemption functionality, but SHALL also be used by the system to prevent overly long use of the media resource. 


· TBCP Talk Burst Acknowledgement – is used by the PoC Client, when acknowledgement is required in the received TBCP message.

· Talk Burst BYE – is used by the PoC Server to close the PoC Session using a pre-established session by maintaining the pre-established session.


If the PoC Server and the PoC Client support queuing of the TBCP Talk Burst Request, the PoC Client and the PoC Server SHALL support the following additional Talk Burst Control Protocol messages:


· Talk Burst Queue Status Request message is used by the PoC Client to request the current queue position of a queued TBCP Talk Burst Request message.


· TBCP Talk Burst Request Queue Position Status message is used by the PoC Server to notify the PoC Client that the TBCP Talk Burst Request has been queued and is used to respond to a Talk Burst Queue Status Request message from the PoC Client.


With the pre-established session procedure TBCP Talk Burst Taken should be always responded to by a RTCP BYE, when invited PoC Client does not automatically accept the instant personal talk or Ad-hoc instant group talk (and in that case RTCP BYE packet indicates in the reason for leaving field that this a “Ringing” situation).


The Talk Burst Control protocol reliability SHALL be ensured thru timer-based retransmissions. Timers are defined in sub-clause 9.1 “Timers in the PoC Server performing the Controlling PoC function” and in sub-clause 9.3 “Timers in the PoC Client”. 


11.2 Procedures at the PoC Client


11.2.1 PoC Client procedures at PoC Session initialization


When a PoC Session is established for a PoC Client, a new instance of the PoC Session control state machine is created and SHALL transition to the ‘U: has no permission’ state.  This applies to all cases of PoC Session establishment: on-demand origination or termination, pre-established origination via SIP REFER request or pre-established termination via receipt of the TBCP Talk Burst Taken message or an RTP media packet.  Based on the negotiations during PoC Session establishment either the basic or the optional queuing state machine is started. The state machines are defined in sub clauses 6.2.4 “PoC Session control state diagram – Basic” and 6.2.7 “PoC Session control state diagram – Queuing”.


If simultaneous sessions are supported, multiple instances of the PoC Session control state machine can be executing at the same time.  For the purposes of this specification, each state machine operates independently and both the basic and the optional queuing state machine can be executing simultaneously. When the second PoC Session is created, within each PoC Session control state machine, basic or queuing, a sub-state machine is created for the‘U: not permitted and TB_Taken’ state.  This state machine is described in sub clause 6.2.6 “PoC Session control state diagram – Simultaneous PoC Sessions”.

11.2.2 PoC Client procedures at pre-established session initialization


When pre-established session is created, the PoC Client creates an instance of the PoC Session control state machine – PoC Pre-established session, as defined in sub clause 6.2.5 “PoC Session control state diagram – PoC Pre-established session”.  There is one instance of this state machine for each pre-established session instance. This does not cause an instance of a PoC Session control state machine to be created.  It will be created when a PoC Session is initiated.

11.2.3 PoC Client procedures at PoC Session termination


When a PoC Session is terminated for a PoC Client (by either the PoC Client or server), the corresponding  instance of the PoC Session control state machine is also terminated.  There are no cases where the PoC Session control state machine will cause the PoC Session to be terminated.


If simultaneous sessions are supported, each instance of the PoC Session control state machine will be terminated independently based on the state of the associated PoC Session. If only 1 PoC Session remains, the substate machine created for the ‘U: not permitted and TB_Taken’ state is terminated.


11.2.4 PoC Session control state diagram – Basic


The PoC Client SHALL support the state diagram and the state transitions described in this sub-clause. Figure 3 shows the state diagram for basic operation.  


Figure 18 shows the state diagram.
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NOTE 1:
T10 is the TBCP Talk Burst Release timer and T11 is the TBCP Talk Burst Request timer.


NOTE2:
The PoC Client or User (U) states are either stable states (‘U: has no permission’, ‘U: has permission’) or transition states (‘U: pending TB _Request’, ‘U: pending TB_Release’, ‘U: pending TB_Revoke’).


NOTE 3:
The TB_Ack message is only sent if the PoC Server performing the Participating PoC Function wants an acknowledgement reply on the TB_Taken message, which is indicated using the subtype field.

Figure 18: PoC Client state transition diagram for basic operation.


State details are explained in the following sub-clauses.


11.2.4.1 State ‘Start-stop’


In this state no PoC Session exists.


11.2.4.2 State: ‘U: has no permission’


The ‘U: has no permission’ state is a stable state and the PoC Client uses this state when the PoC Client is not sending RTP media packets or is not waiting for a TBCP message response.  


In this state the PoC Client may receive RTP media packets or TBCP Talk Burst Control messages.


11.2.4.2.1 Receive TBCP Talk Burst Idle message (R: TB_Idle)


On receipt of the TBCP Talk Burst Idle message the PoC Client:


84. SHOULD provide TBCP Talk Burst Idle notification to PoC User, if it has not done so; and,


85. SHALL remain in the ‘U: has no permission’ state.


11.2.4.2.2 Receive TBCP Talk Burst Taken message (R: TB_Taken)


On receipt of the TBCP Talk Burst Taken message the PoC Client:


86. SHALL send a TBCP Talk Burst Acknowledgement message if the TBCP Talk Burst Taken expects an acknowledgement reply;


87. SHOULD display the PoC Address and display name, if they are included in the message;


88. SHOULD start the optional timer T13 (end of RTP media); and,


89. SHALL remain in the ‘U: has no permission’ state.


11.2.4.2.3 Receive RTP media packets (R: Media)


On receipt of RTP media packets the PoC Client:


90. SHOULD decode and play the RTP media packet to the PoC User;


NOTE:
The PoC Client may temporarily store it in a jitter buffer before playing it to the PoC User.


91. SHOULD restart/start the optional timer T13 (end of RTP media); and,


92. SHALL remain in the ‘U: has no permission’ state.


11.2.4.2.4 Send TBCP Talk Burst Request message (S: TB_Request)


On receipt of an indication from the PoC User to request permission to speak the PoC Client:


93. SHALL send the TBCP Talk Burst Request message toward the PoC Server


The TBCP Talk Burst Request message SHALL include:


a. The SSRC of the PoC Client.


94. SHALL start timer T11 (Talk Burst Request); and,


95. SHALL enter the ‘U: pending TB_Request’ state.


11.2.4.3 State: ‘U: pending TB request’


The ‘U: pending TB_Request’ state is a transition state, and the PoC Client uses this state when the PoC Client is waiting for response to a TBCP Talk Burst Request message. 


In this state the PoC Client may receive RTP media packets or TBCP Talk Burst Control messages.

11.2.4.3.1 Receive TBCP Talk Burst Granted message (R: TB_Granted)


On receipt of a TBCP Talk Burst Granted message from the PoC Server, the PoC Client:


96. SHALL provide TBCP Talk Burst Granted notification to the PoC User;


97. SHOULD stop timer T11 (Talk Burst Request); and,


98. SHALL enter the ‘U: has permission’ state


11.2.4.3.2 Receive TBCP Talk Burst Taken message (R: TB_Taken)


On receipt of a TBCP Talk Burst Taken message from the PoC Server, the PoC Client:


99. SHALL send a TBCP Talk Burst Acknowledgement message if the TBCP Talk Burst Taken message expects an acknowledgement reply;


100. SHALL provide TBCP Talk Burst Taken message to the PoC User;


101. SHOULD display the PoC Address and display name, if they are included in the message;


102. SHOULD stop timer T11 (Talk Burst Request);


103. SHOULD start the optional timer T13 (end of RTP media); and,


104. SHALL enter the ‘U: has no permission’ state.


11.2.4.3.3 Receive TBCP Talk Burst Deny message (R: TB_Deny)


On receipt of a TBCP Talk Burst Deny message from the PoC Server, the PoC Client:


105. SHALL provide TBCP Talk Burst Deny notification to PoC User;


106. SHOULD display the TBCP Talk Burst Deny reason, if it is included in the message;


107. SHOULD stop timer T11 (Talk Burst Request); and,


108. SHALL enter the ‘U: has no permission’ state.


11.2.4.3.4 T11 (Talk Burst Request) timer fired


On firing of timer T11 (Talk Burst Request), the PoC Client:


109. SHALL send a TBCP Talk Burst Request message towards the PoC Server.


The TBCP Talk Burst Request message SHALL include:


a. The SSRC of the PoC Client.


110. SHALL restart timer T11 (Talk Burst Request); and,


111. SHALL remain in the ‘U: pending TB_Request’ state.


11.2.4.3.5 T11 timer fired N times


On the n: th firing of timer T11 (Talk Burst Request), the PoC Client:


112. SHOULD provide a Talk Burst Request timeout notification to the PoC User; and,


113. SHALL enter the ‘U: has no permission’ state.


11.2.4.3.6 Receive RTP media packets (R: Media)


On receipt of RTP media packets the PoC Client:


114. SHOULD decode and play the RTP media packet to the PoC User;


NOTE:
The PoC Client may temporarily store it in a jitter buffer before playing it to the PoC User.


115. SHOULD stop timer T11 (Talk Burst Request);


116. SHOULD start the optional timer T13 (end of RTP media); and,


117. SHALL enter  the ‘U: has no permission’ state.

11.2.4.4 State: ‘U: has permission’


The ‘U: has permission’ state is a stable state and the PoC Client uses this state when the PoC Client is permitted to send RTP media packet. In this state the PoC Client is sending RTP media packets and may receive TBCP Talk Burst Control messages.


11.2.4.4.1 Send RTP media packets (S: Media)


On receipt of encoded voice from the PoC User, the PoC Client:


118. SHALL create and send an RTP media packet toward the PoC Server


The RTP media packet SHALL include:


a. The SSRC of the PoC Client; and,


b. Other RTP media packets and payload attributes as defined in RFC3550 


119. SHALL remain in the ‘U: has permission’ state.


11.2.4.4.2 Send TBCP Talk Burst Release message (S: TB_Release)


On receipt of a PTT button release from the PoC User, the PoC Client:


120. SHALL send a TBCP Talk Burst Release message towards the PoC Server.


The TBCP Talk Burst Release message:


a. SHALL include the SSRC of the PoC Client;


b. SHOULD include the sequence number of the last RTP media packet that was sent; and,


NOTE: 
The PoC Client is expected to provide the sequence number in all cases where the PoC Client knows the sequence number that is being put into the RTP media packets.


c. SHALL set the sequence number validity value to invalid, if no RTP media packets were sent or if the PoC Client is not providing the correct sequence number.


121. SHALL start timer T10 (Talk Burst Release)


122. SHALL enter the ‘U: pending TB_Release’ state 


11.2.4.4.3 Receive TBCP Talk Burst Revoke message (R: TB_Revoke)


On receipt of a TBCP Talk Burst Revoke message from the PoC Server, the PoC Client:


123. SHALL inform the PoC User that permission to send a talk burst is being revoked;


124. SHOULD inform the PoC User of the reason code contained in the TBCP Talk Burst Revoke message;


125. MAY inform the PoC User of the retry after time, if a retry after time is contained in the TBCP Talk Burst Revoke message;


126. SHOULD start the optional timer T12 (PoC Client retry-after), if a retry after time is contained in the TBCP Talk Burst Revoke message; and,

127. SHALL enter the ‘U: pending TB_Revoke’ state.

11.2.4.5 State: ‘U: pending TB Release’


The ‘U: pending TB_Release’ state is a transition state and the PoC Client uses this state when the PoC Client is waiting for response to a TBCP Talk Burst Release message.


In this state the PoC Client is sending RTP media packets and may receive TBCP Talk Burst Control messages.


11.2.4.5.1 T10 (Talk Burst Release) fired


On firing of timer T10 (Talk Burst Release), the PoC Client:


128. SHALL send a TBCP Talk Burst Release message towards the PoC Server.


The TBCP Talk Burst Release message:


a. SHALL include The SSRC of the PoC Client;


b. SHOULD include The sequence number of the last RTP media packet that was sent, if at least 1 RTP media packet was sent; and,


NOTE:
The PoC Client is expected to provide the sequence number in all cases where the PoC Client knows the sequence number that is being put into the RTP media packets

c. SHALL set the sequence number validity value to invalid, if no RTP media packets were sent or if the PoC Client is not providing the correct sequence number.

129. SHALL restart timer T10 (Talk Burst Release); and,


130. SHALL remain in state ‘U: pending TB_Release’.


11.2.4.5.2 T10 timer fired N times


On the n:th firing of timer T10 (Talk Burst Release), the PoC Client:


131. SHALL enter the ‘U: has no permission’ state.


11.2.4.5.3 Receive TBCP Talk Burst Idle (R: TB_Idle)


On receipt of the TBCP Talk Burst Idle message the PoC Client:


132. SHALL  provide TBCP Talk Burst Idle notification to PoC User;


133. SHALL stop timer T10 (Talk Burst Release); and,


134. SHALL enter the ‘U: has no permission’ state.


11.2.4.5.4 Receive TBCP Talk Burst Taken message (R: TB_Taken)


On receipt of the TBCP Talk Burst Taken message the PoC Client:


135. SHALL send a TBCP Talk Burst Acknowledgement message if the TBCP Talk Burst Taken expects an acknowledgement reply;


136. SHALL provide TBCP Talk Burst Taken notification to PoC User;


137. SHOULD display the PoC Address and display name, if they are included in the message;


138. SHOULD start the optional timer T13 (end of RTP media);


139. SHALL stop timer T10 (Talk Burst Release); and,


140. SHALL enter the ‘U: has no permission’ state.


11.2.4.5.5 Receive RTP media packets (R: Media)


On receipt of RTP media packets the PoC Client:


141. SHOULD decode and play the RTP media packets to the PoC User;


NOTE:
The PoC Client may temporarily store it in a jitter buffer before playing it to the PoC User.


142. SHOULD start the optional timer T13 (end of RTP media);


143. SHALL stop timer T10 (Talk Burst Release); and,


144. SHALL enter the ‘U: has no permission’ state.


11.2.4.5.6 Receive TBCP Talk Burst Revoke message (R: TB_Revoke)


On receipt of a Talk Burst Revoke message from the PoC Server, the PoC Client:


145. SHOULD inform the PoC User that permission to send a talk burst is being revoked, if a retry after time is contained in the TBCP Talk Burst Revoke message;


146. SHOULD inform the PoC User of the reason code contained in the TBCP Talk Burst Revoke message, if a retry after time is contained in the TBCP Talk Burst Revoke message;


147. MAY inform the PoC User of the retry after time, if a retry after time is contained in the TBCP Talk Burst Revoke message.


148. SHOULD start the optional timer T12 (PoC Client retry-after), if a retry after time is contained in the TBCP Talk Burst Revoke message; and,


149. SHALL remain in the ‘U: pending TB_Release’ state.

11.2.4.6 State: ‘U: pending TB_Revoke’


The ‘U: pending TB_Revoke’ state is a transition state and the PoC Client uses this state when the PoC Client has received a TBCP Talk Burst Revoke message and is waiting for the PoC User to release the PoC button. 


In this state the PoC Client is sending media and may receive TBCP Talk Burst Control messages.


11.2.4.6.1 Send RTP media (S: Media)


On receipt of encoded voice from the PoC User, the PoC Client:


150. SHALL create and send an RTP media packet toward the PoC Server.


The RTP media packet SHALL include:


a. The SSRC of the PoC Client; and,


b. Other media and payload attributes as defined in RFC3550. 


151. SHALL remain in the ‘U: pending TB_Revoke’ state.


11.2.4.6.2 Receive TBCP Talk Burst Idle message (R: TB_Idle)


On receipt of the TBCP Talk Burst Idle message the PoC Client:


152. SHALL stop sending RTP media packets;


153. SHALL provide Talk Burst Idle notification to PoC User; and,


154. SHALL enter the ‘U: has no permission’ state.


11.2.4.6.3 Receive TBCP Talk Burst Taken message (R: TB_Taken)


On receipt of the TBCP Talk Burst Taken message the PoC Client:


155. SHALL send a TBCP Talk Burst Acknowledgement message if the TBCP Talk Burst Taken expects an acknowledgement reply;


156. SHALL stop sending RTP media packets;


157. SHOULD display the PoC Address and display name, if they are included in the message;


158. SHOULD start the optional timer T13 (end of RTP media); and,


159. SHALL enter the ‘U: has no permission’ state.


11.2.4.6.4 Receive RTP media (R: Media)


On receipt of RTP media packets the PoC Client:


160. SHALL stop sending RTP media packets;


161. SHOULD decode and play the media to the PoC User;


NOTE:
The PoC Client may temporarily store it in a jitter buffer before playing it to the PoC User.


162. SHOULD start the optional timer T13 (end of RTP media); and,


163. SHALL enter the ‘U: has no permission’ state.


11.2.4.6.5 Send TBCP Talk Burst Release message (S: TB_Release)


On receipt of a PTT button release from the PoC User, the PoC Client:


164. SHALL send a TBCP Talk Burst Release message towards the PoC Server.


The TBCP Talk Burst Release message:


a. SHALL include the SSRC of the PoC Client; and,


b. SHOULD include the sequence number of the last RTP media packet that was sent.


NOTE:
The PoC Client is expected to provide the sequence number in all cases where the PoC Client knows the sequence number that is being put into the RTP media packets

c. SHALL set the sequence number validity value to invalid, if the PoC Client is not providing the correct sequence number.

165. SHALL start timer T10 (Talk Burst Release); and,


166. SHALL enter the ‘U: pending TB_Release state.

11.2.5 PoC Session control state diagram – PoC Pre-established session


The PoC Client SHALL support the state diagram and the state transitions described in this sub-clause. 


Pre-established session has two states: Pre-established session_Not-in-use and Pre-established session_In_use.  The states are partly controlled on the Control Plane [OMA-POC-CP].


PoC Client may have several pre-established sessions at a time.


Figure 19 shows the Pre-established user states (U states) and the state transitions.
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Figure 19: PoC Client state transition diagram for Pre-established session.


The PoC Client SHALL create one instance of the pre-established session state machine per pre-established session.  The initial state SHALL be the ‘U: Pre-established session_Not_in_Use’ state.


11.2.5.1 State ‘U: Pre-established session_Not_in_use’


The ‘U: Pre-established session_Not_in_use’ state is a stable state.  The PoC Client is in this state when pre-established session is established, but it is not used for PoC Session.   


In this state the PoC Client may receive PoC Session initiation message or RTP media packets.


11.2.5.1.1 Receive TBCP Talk Burst Taken message (R: TB_Taken)


On receipt of TBCP Talk Burst Taken message the PoC Client: 


167. SHALL create an instance of the PoC Session control state machine as defined in clause 6.2.4 “PoC Session control state diagram – Basic”; and,


168. SHALL enter the ‘U: Pre-established session_In_use’ state.


11.2.5.1.2 Receive SIP re-INVITE (R: re-INVITE)


On receipt of SIP re-INVITE message the PoC Client: 


169. SHALL create an instance of the PoC Session control state machine as defined in clause 6.2.4 “PoC Session control state diagram – Basic”; and,


170.  SHALL enter the ‘U: Pre-established session_In_use’ state.


11.2.5.1.3 Receive RTP media packets (R: Media)


On receipt of RTP media packets the PoC Client: 


171. SHALL create an instance of the PoC Session control state machine as defined in clause 6.2.4 “PoC Session control state diagram – Basic”;


172. SHALL decode and play the RTP media packet to the PoC User; and,


173. SHALL enter the ‘U: Pre-established session_In_use’ state.


11.2.5.1.4 Send SIP REFER (S: REFER)


On receipt of an indication from the PoC User to initiate a PoC Session the PoC Client: 


174. SHALL send SIP REFER as described in the [OMA-POC-CP];


175. SHALL create an instance of the PoC Session control state machine as defined in clause 6.2.4 “PoC Session control state diagram – Basic”; and,


176. SHALL enter the ‘U: Pre-established session_In_use’ state.


11.2.5.2 State ‘U: Pre-established session_In_use’


The ‘U: Pre-established session_In_use’ state is a stable state.  The PoC Client is in this state when pre-established session is established and it is used for PoC Session.   


In this state the PoC Client may receive RTP media packets, TBCP messages and indication of the PoC Session release.


11.2.5.2.1 Receive TBCP message (R: TBCP message)


On receipt of TBCP message the PoC Client: 


177. SHALL remain in the ‘Pre-established session_In_use’ state.


NOTE:
When TBCP message is received the PoC Client shall act as described in the sub-clause 6.2.4 “PoC Session control state diagram – Basic”.


11.2.5.2.2 Receive RTP media packets (R: Media)


On receipt of RTP media packets the PoC Client: 


178. SHALL remain in the ‘Pre-established session_In_use’ state.


NOTE:
When RTP media packets are received the PoC Client shall act as described in the sub-clause 6.2.4 “PoC Session control state diagram – Basic”.


11.2.5.2.3 Receive PoC Session released indication (R: PoC Session released)


On receipt of the indication that the PoC Session is released, but the pre-established session is kept alive the PoC Client: 


179. SHALL enter the ‘U: Pre-established session_Not_in_use’ state.


11.2.6 PoC Session control state diagram – Simultaneous PoC Sessions


In the case PoC Client has simultaneous sessions the PoC Client SHALL follow for each session the session specific state diagrams and state transitions described in the sub-clause 6.2.1 “PoC Session control state diagram – Basic”.  

11.2.7 PoC Session control state diagram – Queuing


If the PoC Client and PoC Server negotiate support of queuing for the session, the PoC Client SHALL support the state diagram and the state transitions described in this sub-clause.


Figure 20 shows the state diagram for queued operation.  
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NOTE 1:
T10 is the Talk Burst Release timer and T11 is the Talk Burst Request timer.


NOTE 2:
The PoC Client or User (U) states are either stable states (‘U: has no permission’ , ‘U: has permission’, ‘U: queued’) or transition states (‘U: pending TB _Request’, ‘U: pending TB_Release’, ‘U: pending TB_Revoke’).

Figure 20: PoC Session control state diagram – Queuing.


State details are explained in the following sub-clauses.


11.2.7.1 State: ‘U: has no permission’


See sub-clause 6.2.4.2 “State: ‘U: has no permission’”.


11.2.7.2 State: ‘U: pending TB request’


The ‘U: pending TB_Request’ state is a transition state, and the PoC Client uses this state when the PoC Client is waiting for response to a TBCP Talk Burst Request message. 


In this state the PoC Client may receive RTP media packets or TBCP Talk Burst Control messages.


11.2.7.2.1 Receive TBCP Talk Burst Granted message (R: TB_Granted)


See sub-clause 6.2.4.3.1 “Receive TBCP Talk Burst Granted message (R: TB_Granted)”.


11.2.7.2.2 Receive TBCP Talk Burst Taken message (R: TB_Taken)


On receipt of a TBCP Talk Burst Taken message from the PoC Server, the PoC Client:


180. SHALL provide Talk Burst Taken notification to the PoC User.


181. SHALL remain in the ‘U: pending TB_Request’ state.


11.2.7.2.3 Receive TBCP Talk Burst Deny message (R: TB_Deny)


See sub-clause 6.2.4.3.3 “Receive TBCP Talk Burst Deny message (R: TB_Deny)”.


11.2.7.2.4 T11 (Talk Burst Request) timer fired


See sub-clause 6.2.4.3.4 “T11 (Talk Burst Request) timer fired”.


11.2.7.2.5 T11 timer fired N times


See sub-clause 6.2.4.3.5 “T11 timer fired N times”.


11.2.7.2.6 Receive RTP media packets (R: Media)


On receipt of RTP media packets the PoC Client:


182. SHOULD decode and play the RTP media packet to the PoC User.


NOTE:
The PoC Client may temporarily store it in a jitter buffer before playing it to the PoC User.


183. SHALL remain in the ‘U: pending TB_Request’ state.


11.2.7.2.7 Receive TBCP Talk Burst Request Queue Status message (R: TB_Queued)


On receipt of a TBCP Talk Burst Request Queue Status message from the PoC Server indicating that the request has been queued, the PoC Client:


184. SHALL provide Talk Burst Request Queued notification to the PoC User.


185. MAY provide the queue position (if available) to the PoC User.


186. SHALL enter the ‘U: queued’ state;


Else the PoC Client SHALL remain in the ‘U: pending TB_Request’ state. 


Editor’s note: The above statement is without “if”. Needs to be modified.

11.2.7.3 State: ‘U: has permission’


See sub-clause 6.2.4.4 “State: ‘U: has permission’”.


11.2.7.4 State: ‘U: pending TB Release’


See sub-clause 6.2.4.5 “State: ‘U: pending TB Release’”.


11.2.7.5 State: ‘U: pending TB_Revoke’


See sub-clause 6.2.4.6 “State: ‘U: pending TB_Revoke’”.


11.2.7.6 State: ‘U: Queued’


The ‘U: queued’ state is a stable state and the PoC Client uses this state when the PoC Client has received notification from the PoC Server that a request to send a talk burst has been queued by the PoC Server, and is awaiting notification that a talk burst has been granted.  In this state the PoC Client may receive RTP media packets and may send and receive TBCP Talk Burst Control messages.


11.2.7.6.1 Receive RTP media packets (R: Media)


On receipt of RTP media packets the PoC Client:


187. SHOULD decode and play the RTP media packet to the PoC User; and,


NOTE:
The PoC Client may temporarily store it in a jitter buffer before playing it to the PoC User.


188. SHALL remain in the ‘U: Queued’ state.


11.2.7.6.2 Receive TBCP Talk Burst Taken message (R: TB_Taken)


On receipt of a TBCP Talk Burst Taken message from the PoC Server, the PoC Client:


189. SHALL provide Talk Burst Taken notification to the PoC User; and,


190. SHALL remain in the ‘U: Queued’ state.


11.2.7.6.3 Receive TBCP Talk Burst Granted message (R: TB_Granted)


On receipt of a TBCP Talk Burst Granted message from the PoC Server, the PoC Client:


191. SHALL provide Talk Burst Granted notification to the PoC User; and,


192. SHALL enter the ‘U: has permission’ state.

11.2.7.6.4 Receive TBCP Talk Burst Deny message (R: TB_Deny)


On receipt of a TBCP Talk Burst Deny message from the PoC Server, the PoC Client:


193. SHALL provide Talk Burst Deny notification to the PoC User;


194. SHOULD display the Talk Burst Deny reason, if it is included in the message; and,


195. SHALL enter the ‘U: has no permission’ state.

11.2.7.6.5 Send TBCP Talk Burst Release message (S: TB_Release)


On receipt of an indication to release the queued TBCP Talk Burst request from the PoC User, the PoC Client:


196. SHALL send a TBCP Talk Burst Release message towards the PoC Server.


The TBCP Talk Burst Release message SHALL include:


a. The SSRC of the PoC Client; and,


b. The sequence number validity set to invalid.


197. SHALL enter the ‘U: has no permission’ state.


11.3 Procedures at the PoC Server performing the Participating function


11.3.1 General


The PoC Server SHALL transfer the TBCP packets between PoC Client and PoC Server performing the Controlling PoC Function with exceptions described in sub clauses 6.3.5. “PoC Pre-Established Session state diagrams – Basic”, 6.3.6 “Simultaneous PoC Sessions state diagram - per User” and 6.3.7 “Simultaneous PoC Sessions state diagram - per Session”

In case of simultaneous sessions the PoC Server MAY (according to the local policy for saving the RTP media packet transfer capacity) discard the PoC Client terminated TBCP packets of the PoC Sessions, which PoC Client is not currently listening to (i.e PoC Session in the dormant state).


NOTE: 
An example of the local policy is to discard all TBCP messages of the dormant PoC Sessions.


In case of pre-established session the PoC Server SHALL add the acknowledge request information and the PoC group identity (in the case of PoC group session) to the TBCP Talk Burst Taken message, which initiates a PoC Session in the terminating PoC Client.


11.3.2 Participating PoC function procedures at PoC Session initialization

There are 2 types of PoC Sessions where the PoC Server needs to initiate procedures in the user plane:


198. The PoC Session is an on-demand session and the PoC Server remains in the transport path.


199. The PoC Session is using a pre-established session.


If the PoC Server and PoC Client support simultaneous sessions, the PoC Session may be one of many simultaneous PoC Sessions that the PoC Server is managing for a given PoC Client.  When the first PoC Session is established, the procedures specified in sub-clause “6.3.5 Simultaneous PoC Sessions state diagram – per User” SHALL be performed.


If the PoC Session is either an on-demand PoC Session or a PoC Session using a pre-established session, if the PoC Server does not support simultaneous sessions, the procedures in sub-clause “6.3.3 PoC Session Procedure –Basic” SHALL be performed.

11.3.3 Participating PoC function procedures at PoC Session termination


When a PoC Session is terminated for a PoC Client (by either the PoC Client or PoC Server), the PoC Server  also terminates any processes or state machines on the user plane associated with this PoC Session.  There are no cases where a user plane state machine will cause the PoC Session to be terminated.


If simultaneous sessions are supported:


200. the ‘simultaneous PoC Sessions state machine – per PoC User’ associated with the PoC Session being terminated SHALL be terminated; and,


201. if the last PoC Session is being terminated, the ‘simultaneous PoC Sessions state machine – per PoC User’ SHALL be terminated.


If the PoC Session was over a pre-established session, the PoC pre-established session state machine SHALL return to the ‘G: Pre-established session_Idle’ state, as described in sub-clause “6.3.4 PoC Pre-established Session state diagrams – Basic.”  Only if the pre-established session is terminated SHALL the PoC pre-established session state machine be terminated.

11.3.4 PoC Session Procedures – Basic


When a PoC Session is initiated and the PoC Server remains on the transport path, a process SHALL be created that 


202. SHALL forward all TBCP messages from the PoC Client to the PoC Server performing the Controlling PoC function at the address and port as specified during PoC Session setup.  See [OMA-POC-CP]

203. SHALL forward all TBCP messages from the PoC Server performing the Controlling PoC function to the PoC Client at the address and port as specified during PoC Session setup.  See [OMA-POC-CP]

204. SHALL forward all RTP media packets from the PoC Client to the PoC Server performing the Controlling PoC function at the address and port as specified during PoC Session setup.  See [OMA-POC-CP].


205. SHALL forward all RTP media packets from the PoC Server performing the Controlling PoC function to the PoC Client at the address and port as specified during PoC Session setup.  See [OMA-POC-CP].


11.3.5 PoC Pre-Established Session state diagrams – Basic


The PoC Server SHALL support the state diagram and the state transitions described in this sub-clause. 


Pre-established session has two states: Pre-established session_Idle and Pre-established session_In_use  The states are partly controlled on the Control Plane [OMA-POC-CP].


Figure 21 shows the general Pre-established states (G states) and the state transitions.  
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Figure 21: PoC Pre-Established Session state diagrams – Basic.


The PoC Server SHALL create one instance of the pre-established session state machine per pre-established session initiated by PoC Client.


11.3.5.1 State ‘G: Pre-established_Not_in_use’


The ‘G: Pre-established_Not_in_use’ state is a stable state.  The PoC Server performing the Participating PoC function is in this state when pre-established session is established, but it is not used for PoC Session.


In this state the PoC Server may receive PoC Session initiation or RTP media packets.


11.3.5.1.1 Receive SIP REFER (R: SIP REFER)


On receipt of SIP REFER from the PoC Client the PoC Server: 


206. SHALL enter the ‘G: Pre-established_In_use’ state.


11.3.5.1.2 Receive SIP INVITE (R: SIP INVITE)


On receipt of SIP INVITE request from the PoC Server performing the Controlling PoC Function the PoC Server performing the Participating PoC Function : 


207. SHALL enter the ‘G: Pre-established_In_use’ state; and,

208. SHALL send the TB_Taken message to the PoC Client. 


11.3.5.2 State ‘G: Pre-established session_In_use’


The ‘G: Pre-established session_In_use’ state is a stable state.  The PoC Server is in this state when pre-established session is established and it is used for PoC Session.   


If a PoC Session is closed the way keeping the pre-established session alive the PoC Server SHALL go to the ‘G: Pre-established session_Idle’ state.


11.3.5.2.1 Receive TBCP message (R: TBCP message)


On receipt of TBCP message the PoC Server: 


209. SHALL remain in the ‘Pre-established session_In_use’ state; and,


210. SHALL forward the TBCP message between the PoC Client and the PoC Server performing the Controlling PoC Function.

11.3.5.2.2 Receive RTP media packets (R: Media)


On receipt of RTP media packets the PoC Server: 


211. SHALL remain in the ‘Pre-established session_In_use’ state; and,


212. SHALL forward the RTP media packets between the PoC Client and the PoC Server performing the Controlling PoC Function.

11.3.5.2.3 Receive PoC Session released indication (R: PoC Session released)


On receipt of the indication that the PoC Session is released, but the pre-established session is kept alive the PoC Server: 


213. SHALL enter the ‘G: Pre-established session_Not_in_use’ state.

11.3.6 Simultaneous PoC Sessions state diagram - per User


If the PoC Server supports simultaneous sessions the PoC Function SHALL support the state diagram and the state transitions described in this sub-clause for each PoC User. 


NOTE:
One PoC User may have one or more ongoing PoC Session at the same time. The state machine for each PoC Session is described in the sub-clause 6.3.3.


Figure 22 shows the state diagram for Simultaneous PoC Session per User.
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Figure 22: Simultaneous PoC Sessions state diagram - per User.


11.3.6.1 State ‘U: No Session’


In this state no PoC Session exists. The State Diagram in Figure 22 applies to the PoC Sessions established out of multiple simultaneous sessions supported the Participating PoC Server for a User.


11.3.6.1.1 M: Primary PoC Session initiated


When a Primary PoC Session is initiated as described in the [OMA-POC-CP] PoC Server:


214. SHALL create an instance of the general talk burst operation state machine per session and per PoC User;


215. SHALL set the PoC User state to ‘S: Primary Session Active’; and,

216. SHALL relay RTP media packets between the PoC Server performing the Controlling Function and the PoC Client for this PoC Session.

11.3.6.1.2 M: Secondary PoC Session initiated


When a secondary PoC Session is initiated as described in the [OMA-POC-CP] the PoC Server:


217. SHALL create an instance of the general talk burst operation state machine per session and per PoC User;


218. SHALL set the PoC User state to ‘S: Secondary Session Active’; and,

219. SHALL relay RTPmedia packets between the PoC Server performing the Controlling Function and the PoC Client for this PoC Session.


11.3.6.2 State ‘U: Primary Session Active’


In this state a PoC Primary PoC Session exists as an Active PoC Session. The “U: Primary Session active state” is a stable state.


11.3.6.2.1 M: Primary PoC Session terminated


When a Primary PoC Session is terminated and no other PoC Sessions for the same PoC User are established as described in [OMA-POC-CP] the PoC Server:


220. SHALL set the PoC User state to ‘S: No Session’.


11.3.6.2.2 M: SDP LockIn


When a Primary PoC Session is an Active PoC Session and the PoC Server receives SDP: LockIn information for this session as described in [OMA-POC-CP] the PoC Server:


221. SHALL set the PoC User state to ‘S: LockIn Session Active’; and,

222. SHALL relay RTP media packets between the PoC Server performing the Controlling Function and the PoC Client for this PoC Session.

11.3.6.2.3 M: Primary PoC Session terminated


When a Primary PoC Session is terminated and other PoC Sessions for the same PoC User are established as described in [OMA-POC-CP] the PoC Server:


223. SHALL set the PoC User state to ‘S: Secondary Session Active’


11.3.6.3 State ‘U: Secondary Session Active’


In this state a PoC Secondary session exists as an Active PoC Session. The ‘U: Secondary Session active’ state is a stable state.


11.3.6.3.1 M: Secondary PoC Session terminated


When the secondary PoC Session is terminated and no other PoC Sessions for the same PoC User are established as described in [OMA-POC-CP] the PoC Server:


224. SHALL set the PoC User state to ‘S: No Session’


11.3.6.3.2 M: SDP LockIn


When a Secondary PoC is an Active PoC Session and the Participating PoC Server receives SDP: LockIn information for this session as described in [OMA-POC-CP] and criteria defined in the subclause Error! Reference source not found. “Procedures at the PoC Server performing the Participating PoC Function” for switching to another session are fulfilled the PoC Server:


225. SHALL set the PoC User state to ‘S: LockIn Session Active’; and,

226. SHALL relay RTP media packets between the PoC Server performing the Controlling Function and the PoC Client for this PoC Session.

11.3.6.3.3 M: Secondary PoC Session terminated


When the secondary PoC Session is terminated and at least one other PoC Sessions for the same PoC User are established as described in [OMA-POC-CP] and fulfills criteria defined in the subclause Error! Reference source not found. “Procedures at the PoC Server performing the Participating PoC Function” to be activated the PoC Server:


227. SHALL remain in the state ‘S: Secondary Session Active’.


11.3.6.4 State ‘U: LockIn Session Active’


In this state a PoC LockIn session exists and is an Active PoC Session. The ‘U: LockIn Session active’ state is a stable state.


11.3.6.4.1 M: LockIn PoC Session terminated


228. When a LockIn PoC Session is terminated and no other PoC Sessions for the same PoC User are established as described in [OMA-POC-CP] the PoC Server SHALL set the PoC User state to ‘S: No Session’.

229. When a LockIn PoC Session is terminated and a primary PoC Sessions for the same PoC User is established as described in [OMA-POC-CP] the PoC Server

a. SHALL set the PoC User state to ‘S: Primary Session active’; and,


b. SHALL relay RTP media packets between the PoC Server performing the Controlling Function and the PoC Client for this PoC Session.


230. When a LockIn PoC Session is terminated, at least one secondary PoC Session for the same PoC User is established as described in [OMA-POC-CP] and fulfills conditions to be activated the PoC Server: 


a. SHALL set the PoC User state to ‘S: Secondary Session active’; and,

b. SHALL relay RTP media packets between the PoC Server performing the Controlling Function and the PoC Client for this PoC Session.

11.3.6.4.2 M: LockIn PoC Session is unlocked 


231. When a LockIn PoC Session is unlocked and a primary PoC Sessions for the same PoC User is already established as described in the [OMA-POC-CP] the PoC Server:

a. SHALL set the PoC User state to ‘S: Primary Session active’; and,


b. SHALL relay RTP media packets between the PoC Server performing the Controlling Function and the PoC Client for the Primary PoC Session


232. When a LockIn PoC Session is unlocked, no primary PoC Session is established and at least one secondary PoC Session for the same PoC User is established as described in the [OMA-POC-CP] and fulfills conditions to be activated, the PoC Server:

a.  SHALL set the PoC User state to ‘S: Secondary Session active’; and,


b. SHALL relay RTP media packets between the PoC Server performing the Controlling Function and the PoC Client for the selected Secondary PoC Session.


11.3.7 Simultaneous PoC Sessions state diagram - per Session


If the PoC Server supports simultaneous sessions the PoC Server SHALL support the state diagram and the state transitions described in this sub-clause for each PoC Session. 


Figure 23 shows the state diagram for Simultaneous PoC Session per Session.  
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Editor’s note: The above figure needs to cleaned up (no **, no text only stimulus) corresponding to subchapter under each state. The figure may have been transferred incorrectly from the contribution 0630r05.


Figure 23: Multiple PoC Sessions state diagram - per Session.


11.3.7.1 State ‘Start-Stop’


In this state no PoC Session state machine exists. The State Diagram below applies to the first one session out of multiple simultaneous sessions supported the PoC Server for a PoC User.


11.3.7.1.1 Initial PoC Session established


When a PoC Session is established as described in [OMA-POC-CP] and in case there is no active session for the same PoC User the PoC Server:


233. SHALL create an instance of the general talk burst operation state machine; and,

234. SHALL enter the ‘S: Active’ state.


11.3.7.1.2 PoC Session established 


When a PoC Session is established as described in the [OMA-POC-CP] the PoC Server:


235. SHALL create an instance of the general talk burst operation state machine; and,


236. SHALL enter the ‘S: Dormant’ state in case there is another active session for the same PoC User.


11.3.7.2 State ‘S: Active’


The ‘S: Active’ state of a PoC Session (one out of multiple simultaneous sessions) is a stable state. In this state the PoC Client and the PoC Controlling Function follows the PoC Basic State Diagrams as described in sub-clause 6.2.x and 6.3.x.

Editor’s note: I do not know where to reference. This chapter is a about the participating PoC Server. The above (high-lighted) statement is about PoC Client and Controlling PoC Server ????????????????? 


In this state the PoC Server performing the participating PoC function is monitoring TBCP SIP messages and associated SDP information and is reacting on PoC Session Events, as described below. 


11.3.7.2.1 S/R: TBCP Messages


On receipt of TBCP Messages from the PoC Client or PoC Controlling Function, the Participating PoC Function 


237. SHALL relay the messages between the PoC Client or PoC Controlling Function;


238. SHALL monitor TBCP and SIP messages for PoC Session; and,


239. SHALL remain in ‘S: Active’ state.


11.3.7.2.2 S/R: Media


On receipt of RTP media packets from the PoC Client or the PoC Server performing the Controlling PoC Function, the PoC Server 


240. SHALL relay the RTP media packets between the PoC Client or PoC Server performing the Controlling PoC function; and,


241. SHALL remain in ‘S: Active’ state.


11.3.7.2.3 M: Session LockIn


On receipt of an indication from the PoC Client that another session is to be LockIn and criteria defined in the subclause Error! Reference source not found. “Procedures at the PoC Server performing the Participating PoC Function” for switching to another session are fulfilled the PoC Server, the PoC Server 


242. SHALL proceed with message handling as described in [OMA-POC-CP] per “Session lock-in request”; and,


243. SHALL enter the ‘S: Dormant’ state


11.3.7.2.4 M: Session UnLock


On receipt of an indication from the PoC Client that the session is to be UnLockOut, the PoC Serverand criteria defined in the subclause Error! Reference source not found. “Procedures at the PoC Server performing the Participating PoC Function” for switching to another session are fulfilled the PoC Server 


244. SHALL proceed with message handling as described in [OMA-POC-CP] per “Session lock-in request”.; and,


245. SHALL enter the ‘S: Dormant’ state.


11.3.7.2.5 Conversation Timer Fired


On expiry of the T14 (Conversation Timer) for the PoC Session and criteria defined in the subclause Error! Reference source not found. “Procedures at the PoC Server performing the Participating PoC Function” for switching to another session are fulfilled, the Participating PoC Function 


246. SHALL enter the ‘S: Dormant’ state.


11.3.7.2.6 M: Primary PoC Session Selected


On receipt of an indication from the PoC Client that a Primary session has been established or should become the Active PoC Session based on new priority settings and criteria defined in the subclause 7.3.2 “Procedures at the PoC Server performing the Participating PoC Function” for switching to another session are fulfilled, the PoC Server 

247. SHALL enter the ‘S: Dormant’ state.


11.3.7.3 State ‘S: Dormant’


The ‘S: Dormant' state of a session (out of multiple simultaneous sessions) is a stable state. 


In this state the PoC Participating Function is monitoring TBCP and SIP messages pertaining to this session and to all other sessions of the same PoC User and is reacting on PoC Session Activation Events, as described below.


11.3.7.3.1 S/R: TBCP messages  


On receipt of TBCP Messages from the PoC Client or PoC Controlling Function, the Participating PoC Function 


248. SHOULD relay the messages between the PoC Client or PoC Controlling Function;


249. SHALL continue to monitor TBCP and SIP messages; and,


250. SHALL remain in ‘S: Dormant’ state.


11.3.7.3.2 R: Media

On receipt of a RTP media packet from the PoC Controlling Function, the Participating PoC Function 


251. SHALL discard the RTP media packet;


252. SHALL remain in ‘S: Dormant’ state.


11.3.7.3.3 M: SIP Session LockIn


On receipt of an indication from the PoC Client that the PoC Session is to be LockIn, the PoC Server: 


253. SHALL proceed with message handling as described in [OMA-POC-CP] per “Session lock-in request;


254. SHALL enter the ‘S: Active’ state.


11.3.7.3.4 M:  Set Primary Session 


On receipt of an indication from the PoC Client that the session is to be selected  as Primary Session, the Participating PoC Function 


255. SHALL proceed with message handling as described in [OMA-POC-CP] per “Session priority request”;


256. SHALL enter the ‘S: Active’ state if no other PoC sessions is in the state “LockIn”; and,


257. SHALL enter the ‘S: Dormant’ state if any other session is in the state “LockIn”.


11.3.7.3.5 M: Session UnLock


On receipt of an indication from the PoC Client that this  PoC Session is to be unlocked and criteria defined in the subclause Error! Reference source not found. “Procedures at the PoC Server performing the Participating PoC Function” for switching to another PoC Session are fulfilled the PoC Server:


258. SHALL proceed with message handling as described in [OMA-POC-CP] per “Session lock-in request”; and,


259. SHALL enter the ‘S: Dormant’ state.


11.3.7.3.6 M: Primary PoC Session Termination  


On receipt of an indication from the PoC Client  or Controlling PoC Server that a Primary session has been terminated and the criteria defined in the subclause Error! Reference source not found. “Procedures at the PoC Server performing the Participating PoC Function” for session activation has been fulfilled, the Participating PoC Function 


260. SHALL enter the ‘S: Active’ state.


11.3.7.3.7 M: Secondary PoC Session Termination


On receipt of an indication from the PoC Client or Controlling PoC Server that another Secondary session has been terminated and criteria defined in the subclause Error! Reference source not found. Procedures at the PoC Server performing the Participating PoC Function for session activation are fulfilled the PoC Server: 


261. SHALL enter the ‘S: Active’ state.


11.3.7.3.8 R: TB Request  


On receipt of a TBCP TB Request from the PoC Client and criteria defined in the subclause Error! Reference source not found. Procedures at the PoC Server performing the Participating PoC Function for session for switching to this session are fulfilled the PoC Server:


262. SHALL enter the ‘S: Active’ state


11.3.7.3.9 Conversation Timer Fired


On expiry of the T14 (Conversation Timer) for another PoC Session, and criteria defined in the subclause Error! Reference source not found. “Procedures at the PoC Server performing the Participating PoC Function” for switching to this session are fulfilled the Participating PoC Function:


263. SHALL enter the ‘S: Active’ state.

11.4 Procedures at the PoC Server performing the Controlling PoC function


In sub-clause 6.4.3 “PoC Server state transition diagram for general talk burst operation“ the general Talk Burst Control operation in the PoC Server are presented.


In sub-clause Error! Reference source not found. “PoC Server state transition diagram for basic talk burst operation to the PoC Client”, the normal Talk Burst Control operation to a PoC Client in the PoC Server is presented.


The remaining sub-sub-clauses describe the procedures in the PoC Server.

11.4.1 Controlling PoC function procedures at PoC Session initialization


When a PoC Session is established, a new instance of the PoC Server state machine for general talk burst operation is created for the PoC Session.  The PoC Server state machine for general talk burst operation SHALL transition to the ‘G: TB_Idle’ state. 


As each member is added to the PoC Session, new instances of the PoC Server state machine for basic talk burst operation to the PoC Client are created for each PoC Client. The PoC Server state machine for basic talk burst operation to the PoC Client SHALL transition to the ‘U: not permitted and TB_Idle’ state.  If the original SIP INVITE / SIP REFER request is treated as an implicit Talk Burst Request, the PoC Server state machine for basic talk burst operation to the PoC Client for that client SHALL behave as if a TBCP Talk Burst Request message has been received.

11.4.2 Controlling PoC function procedures at PoC Session termination


When a PoC Client leaves a PoC Session, the corresponding instance of the PoC Server state machine for basic talk burst operation to the PoC Client is terminated.  There are no cases where the PoC Server state machine for basic talk burst operation to the PoC Client will cause the PoC Client to be dropped from a PoC Session.


When a PoC Session is terminated (by either the PoC Client or PoC Server), the corresponding  instance of the PoC Server state machine for general talk burst operation is also terminated. In the normal case for PoC Session termination, it is the PoC Server state machine for general talk burst operation that initiates the PoC Session termination on expiry of T4 (the ‘Inactivity)’ timer).


11.4.3 PoC Server state transition diagram for general talk burst operation


Figure 24 shows the general talk burst operation states (G states) and the state transition diagram.
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Editor’s note: TB_ACK message is not yet considered in this document.


NOTE 1:
T1 is the End of RTP media timer,T2 is the Stop talking timer T3 is the Stop talking grace timer, T4 is the ‘Inactivity’ timer and T7 is the Talk Burst Idle timer,.


NOTE 2:
The PoC Server general talk burst operation  (G) states are either stable states (‘G: TB_Idle’and ‘G: TB_Taken’) or transition states (‘G: pending TB _Revoke’and ‘G: pending TB_Release’,).

Figure 24: PoC Server state transition diagram for general talk burst operation.


The PoC Server SHALL keep one instance of the general talk burst operation state machine per PoC Session.


11.4.3.1 State ‘Start-stop


In this state no PoC Session exists.


11.4.3.1.1 PoC Session initialization


When a PoC Session is initiated as described in [OMA-POC-CP] the PoC Server:


264. SHALL create an instance of the general talk burst operation state machine;


265. MAY start the T4 (Inactivity timer); and,


266. MAY start T7 (TB_Idle) timer.


NOTE:
T4 and T7 are started if the PoC Session establishment does not include an implicit Talk Burst request. 


1. SHALL set the general state to ‘G: TB_Idle’.


11.4.3.2 State ‘G: TB_Idle’


The ‘G: TB_Idle’ state is a stable state.  The PoC Server is in this state when no PoC User currently has permission to send a talk burst.


The timer T4 (Inactivity) and the timer T7 (TB_Idle) may be running when the PoC Server is in this state.


NOTE:
During the initialization of the PoC Session control plane timers supervise the general state machine.


11.4.3.2.1 Enter state ‘G: TB_Idle’


When entering this state from any state except the ‘Null state’ the PoC Server:


267. SHALL send the TBCP Talk Burst Idle message to all PoC Clients;


268. SHALL start T7 (TB_Idle) timer;


269. SHALL start the T4 (Inactivity timer); and,


270. SHALL set the general state to ‘G: TB_Idle state’.


11.4.3.2.2 Receive TBCP Talk Burst Request message (R: TB_Request)


On receipt of TBCP Talk Burst Request message (from a PoC Client that is permitted to make a request) the PoC Server:


NOTE:
An initial SIP INVITE request in an on-demand PoC Session or a SIP REFER request in a pre-established PoC Session may be interpreted as a Talk Burst Request. 


271. SHALL stop the T4 (Inactivity) timer;


272. SHALL stop the T7 (TB_Idle) timer; and,


273. SHALL perform the actions described in the sub-clause 6.4.3.3.1 “Enter the state ‘G: TB_Taken”.


11.4.3.2.3 T7 (TB_Idle) timer fired


On expiry of the T7 (TB_Idle) timer the PoC Server:


274. SHALL restart timer T7. The TBCP Talk Burst Idle message SHALL be sent only n times (not forever), so the timer SHALL only be restarted, if not yet restarted n times;


275. SHALL send a TBCP Talk Burst Idle message to all PoC Clients in the PoC Session; and,


276. SHALL remain in the ’G: TB_Idle’ state.


11.4.3.2.4 T4 (Inactivity) timer fired


On expiry of T4 (Inactivity) timer the PoC Server:


277. SHALL disconnect all PoC Clients from the PoC Session and release the PoC Session as described in [OMA-POC-CP]; and,


278. SHALL release all resources reserved in the user plane including the instances used for the general state machine and basic state machines.


11.4.3.3 State ‘G: TB_Taken’


The ‘G: TB_Taken’ state is a stable state and the PoC Server uses this state when it has permitted one of the PoC Clients in the PoC Session to send a talk burst. 


The timer T1 (End of RTP) and the timer T2 (Stop talking) may be running when the PoC Server is in this state.


11.4.3.3.1 Enter the state ‘G: TB_Taken’


When entering this state the PoC Server:


279. SHALL send a TBCP Talk Burst Granted message to the requesting PoC Client;


280. MAY add acknowledgement request to the Talk Burst Taken message


281. SHALL send TBCP Talk Burst Taken message to all other PoC Clients;


282. SHALL start the timer T1 (end of RTP media timer);


283. SHALL start the timer T2 (stop talking); and,


284. MAY start the timer Ty (Talk Burst Taken Acknowledgement) 

285. SHALL set the general state to ‘G: TB_Taken’ state.


11.4.3.3.2 T1 (End of RTP media) timer fired


On expiry of the T1 (End of RTP media) timer the PoC Server:


2. SHALL stop the T2 (Stop talking) timer; and,


3. SHALL perform the actions described in the sub-clause 6.4.3.2.1 “Enter the ‘G: TB_Idle state’.


11.4.3.3.3 T2 (Stop talking) timer fired


On expiry of the T2 (Stop talking) timer the PoC Server:


286. SHALL stop the T1 (End of RTP media) timer;


287. SHALL set the TB_Revoke reason code to “Talk burst too long”and,


288. SHALL perform the actions described in the sub-clause Error! Reference source not found. “Enter the ‘G: pending TB_Revoke’ state”.


11.4.3.3.4 Ty (Talk Burst Taken Acknowledgement) timer fired


On expiry of the Ty (Talk Burst Taken Acknowledgement) timer the PoC Server:


2. SHALL re-start the Ty (Talk Burst Acknowledgement) timer; and,


3. SHALL send the TB-Taken message to the PoC Client, which has not yet acknowledged the Talk Burst taken message; and


4. SHALL remain in the ‘G: TB_Taken’ state.


11.4.3.3.5 Receive Talk Burst Acknowledgement (R:TB_Ack)

On reception of the Talk Burst Acknowledgement the PoC Server:


289. SHALL stop the Ty (Talk Burst Acknowledgement) timer; and,


290. SHALL remain in the ‘G: TB_Taken’ state.


11.4.3.3.6 Receive RTP media packets (R: Media from permitted client)


On receipt of RTP media packets from the permitted PoC Client the PoC Server:


291. SHALL forward the received RTP media packets towards the other PoC Clients.


292. SHALL restart the T1 (End of RTP media) timer; and,


293. SHALL remain in the ‘G: TB_Taken’ state.


11.4.3.3.7 Receive TBCP Talk Burst Release message (R: TB_Release)


On receipt of the TBCP Talk Burst Release message:


if the sequence number is not marked as invalid, then the PoC Server:


294. SHALL store the sequence number of the last RTP media packet indicated in the message;


295. SHALL stop timer T2 (Stop talking) timer; and,


296. SHALL enter the ‘G: pending Release’ state.


else, if the sequence number is marked as invalid, then the PoC Server:


297. SHALL stop the T2 (Stop talking) timer; and,


298. SHALL perform the actions described in the sub-clause 6.4.3.2.1 “Enter the ‘G: TB_Idle state’.


9. Timers

Editor’s note: This sub-clause shall include a description of each timer used in the document.


9.1 Timers in the PoC Server performing the Controlling PoC function


Table 1: Talk Burst Control timers.


		TIMER

		TIMER VALUE

		CAUSE OF START

		NORMAL STOP

		ON 
EXPIRY



		T1


‘End of RTP media timer’

		Configurable


0-6 seconds


Default value: 4 Seconds


 

		Transmission of a TBCP Talk Burst Granted message to the PoC Client that is given permission to send a talk burst. 


If the TBCP Talk Burst Request message is re-transmitted from the PoC Client that has permission to send a talk burst, a new TBCP Talk Burst Granted message is sent and then T1 is reset and started again. 


T1 is reset and started again every time a RTP packet from the PoC Client that has permission to send a talk burst reaches the PoC Server performing the Controlling PoC function.

		The reception of the last RTP packet in a talk burst

		When T1 expires it is concluded that the talk burst, which it was started for, has been completed.



		T2


‘Stop talking timer’

		Configurable


May be different for different PoC Users and thus dependent on subscription


Default value: 30 seconds

		Detection of the start of a talk burst. 

		Detection of the completion of a talk burst.

		When T2 expires it is concluded that the PoC Client that has permission to send a talk burst has talked too long.



		T3


‘Stop talking grace timer’

		Configurable


Dependent on T8


Default value: 


T3 = T8 x ‘allowed number of retransmissions of the TBCP Talk Burst Revoke message’

		Expiry of T2

		Reception of a TBCP Talk Burst Release message from the PoC Client that has permission to send a talk burst.

		When T3 expires, the PoC Client that talked too long is penalized and put in a waiting state in which it cannot be granted the right to speak. 



		T4


‘Inactivity timer’

		Configurable


Default value: 30 seconds

		The current talk bursts end and the PoC Server performing the Controlling PoC function enters the ‘G: TB_Idle’ state

		A PoC Client requests the right to speak

		The PoC Session is terminated



		T7


‘Talk Burst Idle timer’

		Configurable


Should use exponential back off mechanism


Default value: The Fibonacci number series
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This means that the time interval between the TBCP Talk Burst Idle messages will be: 1, 1, 2, 3, 5, 8, 13, 21, 34, 55, 89 seconds.   If the PoC Session still is running after the time series above has passed, it is recommended that TBCP Talk Burst Idle message be transmitted every 89 second until the PoC Server performing the Controlling PoC Function detects a talk burst request or start of a talk burst.




		The transmission of a TBCP Talk Burst Idle message to the PoC Clients in the PoC Session

		Detection of start of a talk burst. 


T7 is also stopped when the ‘inactivity timer’ expires

		When T7 expires the PoC Server performing the Controlling PoC Function sends another TBCP Talk Burst Idle message to the PoC Clients



		T8


‘Talk Burst Revoke timer’

		Configurable


Default value: 1 second


T8 shall only permit a certain number of retransmissions of the TBCP Talk Burst Revoke message. 


The value range for the counter is configurable between 1 … 10.  


Default value: 3

		A TBCP Talk Burst Revoke message is sent to a PoC Client

		Expiry of T3 or reception of a TBCP Talk Burst Release message from the PoC Client the TBCP Talk Burst Revoke message was sent to 

		Send another TBCP Talk Burst Revoke message to the PoC Client and reset and start T8 again



		T9


‘Retry-after timer’

		Configurable


5-30 seconds


Default value: 5 seconds




		The PoC Server performing the Controlling PoC Function enters the ‘U: waiting TB_Revoke’ state when either T3 expires or it receives a TBCP Talk Burst Release message from the revoked PoC Client

		-

		When T9 expires the PoC Server performing the Controlling PoC Function permits the PoC Client to have permission to send a talk burst if the PoC Client sends a TBCP Talk Burst Request message



		Ty

‘Talk Burst Acknowledgement timer’

		Configurable


Default value: 5 seconds

		Sending the Talk Burst Taken packet to PoC Client.

		Reception of the Talk Burst Acknowledgement.

		Repeat the sending of the Talk Burst taken packet to PoC Client, which has not yet acknowledged the message.





Table 2: Quality feedback timers.


		TIMER

		TIMER VALUE

		CAUSE OF START

		NORMAL STOP

		ON 
EXPIRY



		T5


‘Sender Report timer’

		Configurable


Default value: 5 seconds

		Detection of the completion of a talk burst.

		Reception of a RTCP SR compound packet from the PoC Client that sent the previous talk burst.

		When T5 expires the PoC Server SHALL conclude that the SR report it was started for is lost.



		T6


‘Receiver Report timer’

		Configurable


Default value: 5 seconds

		Detection of the completion of a talk burst.

		Reception of a RTCP RR compound packet from the PoC Client it was started for

		When T6 expires the PoC Server SHALL conclude that the RR report it was started for is lost.
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