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1 Reason for Change

The current text in the CP Spec is unclear on the conformance to SDP and other RFCs
2 Impact on Backward Compatibility

None
3 Impact on Other Specifications

None
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PoC WG agree the following changes to the PoC CP spec
6 Detailed Change Proposal

2 References

2.1 Normative References

	[CREQ]
	WAP‑221‑CREQ: “Specification of WAP Conformance Requirements”, Open Mobile Alliance, URL: http://www.openmobilealliance.org/tech/affiliates/wap/wapindex.html
<to be replaced by an OMA ref when available>

	[RFC2119]
	IETF RFC 2119 (March 1997): “Key words for use in RFCs to Indicate Requirement Levels”, URL:http://www.ietf.org/rfc/rfc2119.txt

	[RFC2234]
	IETF  RFC 2234 (November 1997): “Augmented BNF for Syntax Specifications: ABNF”., URL:http://www.ietf.org/rfc/rfc2234.txt

	[RFC2327]
	IETF RFC 2327 (April 1998): “SDP: Session Description Protocol”
URL: http://www.ietf.org/rfc/rfc2327.txt

	[RFC3108]
	IETF RFC 3108 (May 2001): "Conventions For the Use of The Session Description Protocol (SDP) for ATM Bearer Connections"
URL:http://www.ietf.org/rfc/rfc3108.txt

	[RFC3261]
	IETF RFC 3261 (June 2002): “SIP: Session Initiation Protocol” URL:http://www.ietf.org/rfc/rfc3261.txt

	[RFC3262]
	IETF RFC 3262 (June 2002): “Reliability of Provisional Responses in the Session Initiation Protocol (SIP)” 

URL:http://www.ietf.org/rfc/rfc3262.txt

	[RFC3264]
	IETF RFC 3264 (June 2002): "An Offer/Answer Model with the Session Description Protocol (SDP)"

URL:http://www.ietf.org/rfc/rfc3264.txt

	[RFC3265]
	IETF RFC 3265 (June 2002): "Session Initiation Protocol (SIP)-Specific Event Notification"

URL:http://www.ietf.org/rfc/rfc3265.txt

	[RFC3311]
	IETF RFC 3311 (September 2002) “The Session Initiation Protocol (SIP) UPDATE Method”

URL:http://www.ietf.org/rfc/rfc3311.txt

	[RFC3320]
	IETFRFC 3320 (January 2003): “Signaling Compression (SigComp)” 
URL: http://www.ietf.org/rfc/rfc3320.txt

	[RFC3321]
	IETF RFC 3321 (January 2003): “Signaling Compression (SigComp) - Extended Operations”, January 2003

URL: http://www.ietf.org/rfc/rfc3321.txt

	[RFC3428]
	IETF RFC 3428 (December 2002):  “Session Initiation Protocol (SIP) Extension for Instant Messaging”.

URL:http://www.ietf.org/rfc/rfc3428.txt

	[RFC3485]
	IETF RFC 3485 (February 2003): “The Session Initiation Protocol (SIP) and Session Description Protocol (SDP) Static Dictionary for Signaling Compression (SigComp)” 
URL: http://www.ietf.org/rfc/rfc3485.txt

	[RFC3486]
	IETF RFC3486 (February 2003): “Compressing the Session Initiation Protocol (SIP)” 
URL: http://www.ietf.org/rfc/rfc3486.txt

	[RFC3515]
	IETF RFC 3515 (April 2003): “The Session Initiation Protocol (SIP) REFER Method” URL:http://www.ietf.org/rfc/rfc3515.txt

	[RFC3605]
	IETF RFC 3605 (October 2003): “Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)”.

URL:http://www.ietf.org/rfc/rfc3605.txt

	[RFC3840]
	IETF RFC 3840 (August 2004): “Indicating User Agent Capabilities in the Session Initiation Protocol (SIP)”.

URL:http://www.ietf.org/rfc/rfc3840.txt

	[RFC3841]
	IETF RFC 3841 (August 2004): “Caller Preferences for the Session Initiation Protocol (SIP)”.

URL:http://www.ietf.org/rfc/rfc3841.txt

	[RFC3892]
	IETF RFC 3892 (September 2004):"The Session Initiation Protocol (SIP) Referred-By Mechanism"

	[draft-URI-list]
	draft-ietf-sipping-uri-list-conferencing-00.txt (July 2004):  “Conference Establishment Using Request-Contained Lists in the Session Initiation Protocol (SIP)”, expires January 2005.

http://www.ietf.org/internet-drafts/draft-ietf-sipping-uri-list-conferencing-00.txt

	[draft-conference-state]
	draft-ietf-sipping-conference-package-05 (July 2004): "A Session Initiation Protocol (SIP) Event Package for Conference State", expires January 2005 

URL:http://www.ietf.org/internet-drafts/draft-ietf-sipping-conference-package-05.txt

	[draft-ietf-sip-session-timer]
	draft-ietf-sip-session-timer-15(July 2004): "Session Timers in the Session Initiation Protocol (SIP)", expires January 2005
http://www.ietf.org/internet-drafts/draft-ietf-sip-session-timer-15.txt

	[draft-multiple-refer]
	"Refering to Multiple Resources in the Session Initiation Protocol (SIP)" (July 2004):  expires January 2005.

http://www.ietf.org/internet-drafts/draft-ietf-sipping-multiple-refer-00.txt

	[draft-poc-isb-am]
	draft-garcia-sipping-poc-isb-am-00 (October 2004):"Session Initiation Protocol (SIP) Event Package and Data Format for Incoming Session Barring and Answer Mode in support for the Push-to-talk Over Cellular (PoC) service", expires April 2005,
http://www.ietf.org/internet-drafts/draft-garcia-sipping-poc-isb-am-00.txt

	[OMA POC UP]
	OMA Push to talk over Cellular (PoC) – User Plane


2.2 Informative References

	[3GPP2 X.S0013.4]
	3GPP2 X.S0013.4 “All-IP Core Network Multimedia Domain: IP Multimedia Call Control Protocol Based on SIP and SDP Stage 3”
http://www.3gpp2.com/Public_html/specs/X.S0013-004-0_v1.0_022604.pdf

	[TS23.218]
	3GPP TS 23.218 “IP Multimedia (IM) session handling;IM call model;Stage 2”, (Release 5) http://www.3gpp.org/ftp/Specs/latest/Rel-5/23_series/

	[TS29.228]
	3GPP TS 29.228 “IP Multimedia (IM) Subsystem Cx and Dx interfaces; Signalling flows and message contents”, (Release 6) http://www.3gpp.org/ftp/Specs/latest/Rel-6/29_series/

	[TS24.229]
	3GPP TS 24.229 “IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3” (Release 6) http://www.3gpp.org/ftp/Specs/latest/Rel-6/24_series/

	[RFC3325]
	IETF RFC 3325 (November 2002): "Private Extensions to the Session Initiation Protocol (SIP) for Asserted Identity within Trusted Networks”

URL:http://www.ietf.org/rfc/rfc3605.txt

	[OMA PoC AD]
	OMA Push to talk over Cellular (PoC) – Architecture 


5. Common Procedures

5.1 General

Editor’s Note: Most of these common procedures are alredy described in the 3GPP/3GPP2 documents, but if something PoC specific is found, they will be described here.

All control plane signalling requests and responses between PoC Client and PoC Server as well as between PoC servers routes via the SIP/IP core as described in the clause 9 of the OMA PoC Architecture Document [OMA PoC AD].  When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the SIP routing procedures are specified in [TS24.229] /[3GPP2 X.P0013.4]. 

5.2 Authenticated Originators PoC Address

The Authenticated Originators PoC Address is the PoC Address of the originating PoC Client that has been authenticated by the SIP/IP core. When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, then the Authenticated Originators PoC Address is contained in the P-Asserted-Identity Header as defined in [RFC 3325]. The From header MAY be used to carry the Authenticated Originators PoC Address and MAY be supported by the PoC Server providing a means exists to authenticate it such as per request Proxy Authentication by the SIP/IP core which also supports transitive trust within itself and between itself and the PoC Server.

If the PoC Server cannot obtain an Authenticated Originators PoC Address for an initial request it SHALL reject the request with a 4XX response.

5.3 Signaling compression

The SIP/IP Core SHALL support signaling compression (SigComp) according to [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.
The PoC Client SHOULD compress the SIP signaling according to [RFC 3320], [RFC 3485] and [RFC 3486] to reduce the transmission delays.

If the PoC Client initiate the signaling compression according to [RFC 3320], [RFC 3485] and [RFC 3486], then the SIP/IP Core SHALL compress the SIP signaling according to [RFC 3320], [RFC 3485] and [RFC 3486].    

The PoC Client and the SIP/IP core MAY support stateful compression like dynamic compression, User Specific Dictionaries (USD) or other SigComp extended operations to improve the compression efficiency and to further reduce transmission delays (for a definition of dynamic compression, USD and a description of other SigComp extended operations see [RFC 3321]).

NOTE: 
Dynamic compression and USD can be implemented without using the extended operations mechanisms of [RFC 3321] which is referenced here in the interest of thoroughness. 

When the SIP/IP core corresponds with 3GPP IMS or 3GPP2 MMD, then the signaling compression procedures in [TS 24.229] / [3GPP2 X.S0013-004] SHALL be used.    

Editor’s note:  If OMA PoC need a more detailed description of how SigComp should be used is FFS.
5.4 IETF SIP and SDP specifications conformance
5.4.1 PoC Client

The PoC Client SHALL at a minimum conform to the following IETF SIP and SDP specifications:

[RFC2327] [RFC3261], [RFC3264], [RFC3320], [RFC3323], [RFC3428], [RFC3485], [RFC3486],[RFC3556], [RFC3840], {RFC3841], [draft-URI-list], [draft-conference-state], [draft-ietf-sip-session-timer], [draft-poc-isb-am]

If Pre-established Sessions are supported the PoC Client SHALL in addition conform to the following specifications:

[RFC3265]. [RFC3515], [draft-multiple-refer]

In addition other IETF specifications can also be required if other optional features are implemented by the PoC Client and based on the requirements of the SIP/IP core and by normative reference by RFCs.

5.4.2PoC Server

The PoC Server SHALL at a minimum conform to the following IETF SIP and SDP specifications:

[RFC2327], [RFC3261], [RFC3262], [RFC3264], [RFC3265], [RFC3323], [RFC3428], [RFC3556], [RFC3841], [draft-URI-list], [draft-conference-state], [draft-ietf-sip-session-timer], [draft-poc-isb-am]

If Pre-established Sessions are supported the PoC Server SHALL in addition conform to the following speciifcations:

[RFC3515], [RFC3892], [draft-multiple-refer]
In addition other IETF specifications can also be required if other optional features are implemented by the PoC Server and based on the requirements of the SIP/IP core and by normative reference by RFCs.

6.1.4.2.1 PoC Client initates a pre-established session 

To initiate a pre-established session the POC Client SHALL: 

1) generate an initial INVITE request in accordance with sub-clause 6.1.4.1 “General”;

2)
set the request URI of the INVITE request to the conference-factory-URI for the PoC service in the home PoC network of the PoC user;

4)
include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows; 

a)    set the IP address and the port number for the RTP session 

b)   set the supported codecs of the PoC Client

c)   if another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number for the RTCP session at the PoC Client as described in the reference [RFC3605];

d) set the offered talk burst control protocol and the port number(s) for the talk burst control protocol 

e) If the PoC Client is not able/willing to receive media streams immediately then the PoC Client SHALL set the media to "inactive" as specified in [RFC3108] when generating the SDP offer;

6.1.4.3.1 Ad-hoc PoC group session and 1-1 PoC session setup 

Upon receiving a request from a PoC user to create an Ad-hoc PoC group or an 1-1 PoC session the PoC Client SHALL:
1) generate an initial INVITE request in accordance with sub-clause 6.1.4.1 “General”;

2) set the Request-Uri to the conference-factory-URI for the PoC service in the home PoC network of the PoC user

3) insert a MIME uri-list body with the list of invited PoC users as described in [draft-URI-list]

4) Include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) Set the IP address and port number for the RTP session

b) Set the supported codecs of the PoC Client; 

c) If another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number for the RTCP session at the PoC Client as described in the reference [RFC3605]; and,

d) Set the offered talk burst control protocol and the port number(s) for the talk burst control protocol

Editor’s note: How to include the manual override answer mode parameters is FFS.

5) send the INVITE request towards the PoC Server according to the procedures of the SIP/IP core.

On receiving a 180 Ringing response to the INVITE request the PoC Client MAY indicate the progress of the PoC session establishment to the inviting PoC User.

On receiving a 200 OK response to the INVITE request the PoC Client SHALL 

1) store the content of the received Contact header as the PoC session identity. 

2) interact with the user plane as described in [OMA-POC-UP] “PoC Client proceduresprocedures at PoC session initialization”. 

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as described in sub-clause 6.1.11 “PoC Client Subscription to the Conference State Event Package”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6.1.4.3.2 PoC Client Pre-arranged PoC Group session initiation

Upon a request from a PoC user to set-up a Pre-arranged PoC group with a Group Identity, identifying the Pre-arranged PoC Group, the PoC Client SHALL

1) 
generate an initial INVITE request in accordance with subclause 6.1.4.1 “General”; 

2) 
set the request URI of the INVITE request to the Group Identity identifying the  Pre-arranged PoC Group.

3)
Include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a)
Set the IP address and port number for the RTP session

b)
Set the supported codecs of the PoC Client; and,

c) If another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number for the RTCP session at the PoC Client as described in the reference [RFC3605]; 

d) Set the offered talk burst control protocol and the port number(s) for the talk burst control protocol

4) send the INVITE request towards the PoC Server according to the procedures of the SIP/IP Core.. 

On receiving a 180 Ringing response to the INVITE request the PoC Client MAY indicate the progress of the PoC session establishment to the inviting PoC User.

On receiving a 200 OK response to the INVITE request, the PoC Client SHALL:

 1) store the content of the received Contact header as the PoC session identity; and, 

2) interact with the user plane as described in [OMA-POC-UP] “PoC Client procedures at PoC session initialization”. 

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as described in subclause 6.1.11 “PoC Client Subscription to the Conference State Event Package”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
6.1.4.3.3 PoC Client Chat PoC Group session initiation

Upon a request from a PoC user to join to a Chat PoC Group session the PoC Client SHALL generate an initial INVITE request to join a Chat PoC Group Session for which the Group Identity is known to the PoC User, the PoC Client SHALL 

1)
generate an initial INVITE request in accordance with subclause 6.1.4.1 “General”; 

2)
set the request URI of the INVITE request to Group Identity identifying the Chat PoC Group; 

3)
Include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a)
Set the IP address and port number for the RTP session

b)
Set the supported codecs of the PoC Client; and,

c) If another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number for the RTCP session at the PoC Client as described in the reference [RFC3605]; 

d) Set the offered talk burst control protocol and the port number(s) for the talk burst control protocol

4)
send the INVITE request towards the PoC Server according to the procedure of the SIP/IP Core. 

On receiving a 200 OK response to the INVITE request, the PoC Client SHALL:

 1) store the content of the received Contact header as the PoC session identity; and, 

2) interact with user plane as described in the [OMA-POC-UP] ”PoC Client procedures at PoC session initialization”. 

In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as described in subclause 6.1.11 “PoC Client Subscription to the Conference State Event Package”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
6.1.5.2 PoC Client placing media on Hold

This section describes the procedures that the PoC Client SHALL use when placing a media component on hold.

When the PoC Client wants to set a media component on hold the PoC Client SHALL

1) generate a new media capability SDP offer using an UPDATE request or an INVITE request in accordance with subclause 6.1.5.1 “General”;

2) include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities.
3) include an "a=sendonly" attribute for a media component which is placed on hold.
4) send the request towards the PoC Server according to the procedures of the SIP/IP core.
On receipt of the 200 OK response the PoC Client SHALL interact with the user plane as described in [OMA-POC-UP] “Media on Hold” and start to use the media capabilities received in the MIME sdp body.

On receipt of a reject response the PoC Client shall continue to use the previously agreed media capabilities.

6.1.5.3 PoC Client placing media off Hold

This section describes the procedures that the PoC Client SHALL use when activating a media component again, when media is on hold.
When the PoC Client wants to set a media component active again, the PoC Client SHALL 

1) generate a new media capability SDP offer using an UPDATE request or an INVITE request in accordance with subclause 6.1.5.1 “General”;

2) include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities.
3) include an "a=sendrecv " attribute for a media component which is activated again.
4) send the request towards the PoC Server according to the procedures of the SIP/IP core.
On receipt of the 200 OK response the PoC Client SHALL interact with the user plane as described in [OMA-POC-UP] “Media on Hold“ and start to use the media capabilities received in the MIME sdp body.

On receipt of a reject response the PoC Client shall continue to use the previously agreed media capabilities.

6.1.5.4User plane adaptation

This section describes the procedures that the PoC Client SHALL use when modifying the media capabilities during an ongoing PoC session.

The PoC Client SHALL

1) generate a new media capability SDP offer using an UPDATE request or an INVITE request in accordance with subclause 6.1.5.1 “General”;

2) set the Request-Uri to the PoC session identity
3) include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities.
4) send the request towards the PoC Server according to the procedures of the SIP/IP core.
On receipt of the 200 OK response the PoC Client SHALL interact with the user plane as described in [OMA-POC-UP] “User plane adaptation” and start to use the media capabilities received in the MIME sdp body.

On receipt of a reject response the PoC Client shall continue to use the previously agreed media capabilities.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6.1.6.1On-demand established session

Upon receiving a request from a PoC user to re-join a PoC session the PoC Client SHALL:
1)
generate an initial INVITE request in accordance with sub-clause 6.1.4.1 “General”;

2)
set the Request-Uri to the PoC session identity.

3)
include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) Set the IP address and port number for the RTP session

b) Set the supported codecs of the PoC Client; and,

c) Optionally, if another IP address or port number shall be used instead of the default IP address and port number, set the IP address and port number for the RTCP session at the PoC Client as described in the reference [RFC3605];

d) Set the offered talk burst control protocol and the port number(s) for the talk burst control protocol.

4)
send the INVITE request towards the PoC Server according to the procedures of the SIP/IP core.

On receiving a 200 OK response to the INVITE request the PoC Client SHALL interact with the user plane according to the reference [OMA-POC-UP] “PoC Client procedures at PoC session initialization”. 

Editor’s note: Specific references to chapters in [OMA-POC-UP] is FFS 
In addition to this, the PoC Client MAY subscribe to the Conference State Event Package as described in sub-clause 6.1.11 “PoC Client Subscription to the Conference State Event Package”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
6.2.1.2Auto-answer case

On receipt of the INVITE request indicating that auto-answer is required the PoC client SHALL:

Editor’s note: It is FFS how auto-answer is indicated. Possible options are in SDP or in Accept-contact header.

1. accept the request and send a 200 OK response towards the PoC Server. The SIP 200 OK response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

Editor’s note: What is the action of the PoC client in case the auto-answer information is not consistent between the PoC client and PoC server?

a. The IP address and port number at the PoC Client for the RTP session;

b. The selected codec; 

c. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Client for the RTCP session as described in reference [RFC3605];

d. The selected talk burst control protocol and the port number to be used for the talk burst control protocol.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
6.2.1.3Manual-answer case

On receipt of the INVITE request indicating manual-answer the PoC client:

Editor’s note: It is FFS how manual-answer is indicated. Possible options are in SDP or in Accept-contact header.

Editor’s note: It is FFS: What is the action of the PoC client in case the manual-answer indication in the Invite  is not the same as the answer mode of the PoC client. The requirements for this needs to be clarified.
2. SHALL generate 180 ‘Ringing’ response towards the PoC Server;
3. SHALL send a 200 OK response towards the PoC Server if the PoC user accepts the PoC session invitation. The SIP 200 OK response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

e. The IP address and port number at the PoC Client for the RTP session;

f. The selected codec; 

g. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Client for the RTCP session as described in reference [RFC3605];

h. The selected talk burst control protocol and the port number to be used for the talk burst control protocol.

4. SHALL send a 4xx response towards the PoC Server if the PoC user declines the PoC session invitation or after certain time user does not answer the PoC session invitation. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

6.2.2PoC Client Receiving a PoC Session Modification Request

Upon receiving an UPDATE request or a re-INVITE request with modified contents of the MIME SDP body the PoC Client SHALL:

1) validate that the new contents of the MIME SDP body is acceptable to the PoC Client and if not,

a. select a subset of the received media capabilities; or,

b. reject the request with a 4xx reject response;

2)
activate new media capabilities as described in [OMA-POC-UP] “User plane adaptation”;

3)
generate a 200 OK with the accepted media capabilities included in a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327]; and,

4)
send the 200 OK response towards the PoC Server along the signalling path

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS requirements, mechanisms, and procedures as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.2Ad-hoc PoC Group and 1-1 PoC Session Setup Request

Upon receiving of an initial INVITE request the PoC Server SHALL:

1) check whether the conference-factory-URI is allocated and perform the actions described in sub-clause 7.5.1 “Conference Factory URI does not exist” if it is not allocated;

2) check that the Contact header includes the feature-tag +g.poc.talkburst as a caller capability and if it is not included the PoC Server SHALL return the 4xx error response. Otherwise, continue with the rest of the steps;
3) perform the actions to verify the PoC address and authorize the request and if it is not authorized the PoC Server SHALL return the 4xx error response. Otherwise, continue with the rest of the steps;
4) allocate a Group Identity for the PoC session;

5) invite the PoC users listed in the MIME uri-list body as described in the section 7.2.2.2 “PoC Session Invitation Request”.

NOTE: 
How the multiple invited members are conveyed in the INVITE request is described in the reference [exploder-draft].

Upon receiving a 183 “Session Progress” response for the INVITE request as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server:

Editor’s note: How 183 response explicitly indicates auto-answer is FFS.

1. SHALL generate 200 “OK” response and continue with the rest of the steps if unconfirmed mode issupported by the PoC server and  the final response is not yet sent to the inviting PoC client, otherwise do not proceed with the rest of the steps;

a. The SIP 200 OK response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

Editor’s note: It is FFS how the Talk Burst Granted TBCP message can be optionally carried in the 200 OK message.

2. SHALL send the 200 OK reponse towards the inviting PoC client;

3. SHALL interact with user-plane as descriped in [OMA-POC-UP] in section 6.4.1 “Controlling PoC function procedures at PoC session initialization”.

Upon receiving a 180 “Ringing” response as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server SHALL send the 180 “Ringing” response towards the inviting PoC client if it is the first 180 “Ringing” response and no final response has been sent to the inviting PoC client.

Upon receiving 200 “OK” response for the INVITE request as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server

1. SHALL generate 200 “OK” response and continue with the rest of the steps if the final response is not yest sent to the inviting PoC client otherwise do not proceed with the rest of the steps;

a. The SIP 200 OK response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

Editor’s note: It is FFS how the Talk Burst Granted TBCP  message can be optionally carried in the 200 OK message.

2. SHALL interact with user-plane as descriped in [OMA-POC-UP] in section 6.4.1 “Controlling PoC function procedures at PoC session initialization”.

Upon receiving final reject response (4XX, 5XX or 6XX) the PoC server SHALL
1. send the final reject response towards the inviting PoC Client, if final reject response was received from all the invited PoC clients and final response is not yet sent. 

Editor’s note: The reject response code used by the PoC server is FFS. 

2. remove inviting PoC client from the PoC session as described in section 7.2.2.4 “Remove of PoC Participant from PoC Session”, if final reject response was received from all the invited PoC clients and final response is already sent.

7.2.1.3Pre-arranged PoC Group Session Setup Request

Upon receiving of an initial INVITE request the PoC Server SHALL:

1. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response. Otherwise, continue with the rest of the steps;

2. check that the Group Identity in the Request-URI identifying the Pre-arranged PoC Group is hosted at this PoC Server if it is not then perform the actions described in sub-clause 7.5.2 “Conference URI does not exist”;

3. check the presence of the “isfocus” feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a 4xx response including “isfocus already assigned” text in the Warning header. Otherwise, continue with the rest of the steps;

4. perform the actions to verify the Authenticated Originators PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return the 4xx error response. Otherwise, continue with the rest of the steps;

5. if the group does not have already an active session then PoC Server SHALL:
a. invite members of the Pre-arranged PoC group as described in the section 7.2.2.2 “PoC Session Invitation Request”;

b. perform talk burst control procedures according to the user plane specification [OMA PoC UP] “Controlling PoC function procedures at PoC session initialization”.

6. if the group  has already an active session then PoC Server:
a. SHALL generate 200 “OK” response;

The 200 “OK” response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:
i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

b. SHALL perform talk burst control procedures according to the user plane specification [OMA PoC UP] “Controlling PoC function procedures at PoC session initialization”.

Upon receiving a 183 “Session Progress” response for the INVITE request as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server:

Editor’s note: How 183 response explicitly indicates auto-answer is FFS.

1. SHALL generate 200 “OK” response and continue with the rest of the steps if unconfirmed mode issupported by the PoC server and  the final response is not yet sent to the inviting PoC client, otherwise do not proceed with the rest of the steps;

b. The SIP 200 OK response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

Editor’s note: It is FFS how the Talk Burst Granted TBCP message can be optionally carried in the 200 OK message.

2. SHALL send the 200 OK reponse towards the inviting PoC client;

3. SHALL interact with user-plane as descriped in [OMA-POC-UP] in section 6.4.1 “Controlling PoC function procedures at PoC session initialization”.

Upon receiving a 180 “Ringing” response as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server SHALL send the 180 “Ringing” response towards the inviting PoC client if it is the first 180 “Ringing” response and no final response has been sent to the inviting PoC client.

Upon receiving 200 “OK” response for the INVITE request as specified in the 7.2.2.2 “PoC Session Invitation Request” the PoC server

1. SHALL generate 200 “OK” response and continue with the rest of the steps if the final response is not yest sent to the inviting PoC client otherwise do not proceed with the rest of the steps;

a. The SIP 200 OK response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

Editor’s note: It is FFS how the Talk Burst Granted TBCP  message can be optionally carried in the 200 OK message.

2. SHALL interact with user-plane as descriped in [OMA-POC-UP] in section 6.4.1 “Controlling PoC function procedures at PoC session initialization”.

Upon receiving final reject response (4XX, 5XX or 6XX) the PoC server SHALL
1. send the final reject response towards the inviting PoC Client, if final reject response was received from all the invited PoC clients and final response is not yet sent. 

Editor’s note: The reject response code used by the PoC server is FFS. 

2. remove inviting PoC client from the PoC session as described in section 7.2.2.4 “Remove of PoC Participant from PoC Session”, if final reject response was received from all the invited PoC clients and final response is already sent.

7.2.1.4Rejoining PoC Session Request

Upon receipt of an INVITE request that includes a Group Identity of an active PoC Session in the Request-Uri the PoC Server SHALL:

1. perform actions to verify the Authenticated Originators PoC address and authorize the request and if it is not authorized the PoC Server SHALL return the 4xx error response. Otherwise, continue with the rest of the steps;

2. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response. Otherwise, continue with the rest of the steps;

3. accept the request and send a 200 OK response towards the PoC Client 

The SIP 200 OK response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a. The IP address and port number at the PoC Server for the RTP session;

b. The selected codec; 

c. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

d. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

4. initiate the talk burst control procedures as described in the reference [OMA-POC-UP] “Controlling PoC function procedures at PoC session initialization”.

NOTE:
A notification may be sent to PoC Addresses of the PoC Group members who have subscribed to the conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.5Joining Chat PoC Group Session Request

Upon receipt of an INVITE request that includes a Group Identity, which identifies the Chat PoC Group in the request URI that is hosted in the PoC Server performing the Controlling PoC Function  the PoC Server SHALL: 

1. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response. Otherwise, continue with the rest of the steps;
2. check whether the Group Identity is allocated and perform the actions described in subclause 7.5.2 “Conference URI does not exist” if it is not allocated;

3. check the presence of the “isfocus” feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a 4xx response including “isfocus already assigned” text in the Warning header. Otherwise, continue with the rest of the steps;
4. check whether the Authenticated Originators PoC Address of the joining PoC subscriber is allowed to join. If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a 4xx response to the originating network. Otherwise, continue with the rest of the steps;
5. check whether the Chat PoC Group session already exists. If it doesn’t exist, the PoC server creates a Chat PoC Group session. 

6. accept the request and respond with a 200 OK response. The response is sent along the signalling path.  The SIP 200 OK response SHALL:
a. Include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

v. The IP address and port number at the PoC Server for the RTP session;

vi. The selected codec; 

vii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

viii. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol

7. initiate the talk burst control procedures as described in the reference [OMA-POC-UP] “Controlling PoC function procedures at PoC session initialization”.

8. send a notification to the PoC Addresses of the PoC Group members who have subscribed conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.1.6PoC Session Modification

Upon receiving a UPDATE request or a re-INVITE within an existing PoC Session the PoC Server SHALL:

1. examine the version parameter in the MIME SDP body and determine if a change of the media capabilities is requested.

2. validate that the new media capabilities are acceptable by the PoC Server and if not reject the request with a 4xx response. Otherwise, continue with the rest of the steps;
3. update the user plane with the new media capabilities as described in [OMA-POC-UP] “User plane adaptation”..

4. generate a 200 OK response as follows:

a. include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the new media capabilities.

b. send a 200 OK response to the SIP/IP Core along the signalling path.
Note:  The PoC server may determine to update the media capabilities of the other participants according to the local policy.  The modification is described in the section 7.2.2.5.
7.2.2Requests initiated by the Controlling PoC Function

7.2.2.1General

The PoC Server SHALL generate a SIP request according to RFC3261 [RFC3261]. The PoC Server

1. SHALL include an Accept-Contact header with the PoC feature-tag +g.poc.talkburst with “require” and “explicit” feature parameters present in all initial requests. 
2. SHALL include User-Agent header to indicate the PoC Release version

3. SHOULD NOT include an option tag ‘precondition’ in a Require header.
4. SHALL include an option tag ‘100rel’ in a Require header as specified in [RFC3262].
5. SHOULD NOT include an option tag ‘100rel’ in a Require header.
6. SHALL include a Referred-By header with the PoC Address of the inviting PoC Client according to rules and procedures of [RFC3892];

7. SHALL include Contact header with the contact address of the conference with the PoC feature-tag +g.poc.talkburst and the isfocus feature parameter. 

8. SHOULD include the Session-Expires header with the refresher parameter set to ‘uas’ as defined in [draft-ietf-sip-session-timer] in all initial INVITE requests.

9. SHALL include the Supported header set to “timer” in all initial INVITE requests.

10. SHALL include value ‘id’ in a Privacy header according to [RFC3323] and [RFC3325] ], If anonymity is requested with the “Privacy: id” header by the inviting PoC Client;

On receipt of the 200 OK response to the initial INVITE request the PoC Server SHALL start the SIP session timer as described in [draft-ietf-sip-session-timer].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.2.2.2PoC Session Invitation Request

This section describes the procedures for inviting a PoC user to a PoC session. The procedure is initiated by the PoC Server as the result of an action described in one of the sub sections in section 7.2.1.
The PoC Server  SHALL:

1) generate an INVITE request as described in the section 7.2.2.1 “General”;

2) set the  Request-Uri  to the  PoC Address of the PoC user;

3) include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a. set the IP address and port number for the RTP session;

b. set the supported codecs of the PoC Server; and,
c. Optionally, if another IP address or port number shall be used instead of the default IP address and port number, the IP address and port number at the PoC Server for the RTCP session described in the reference [RFC3605];
d. The offered talk burst control protocol and the port number(s) for the talk burst control protocol.

Editor’s note: How to include the manual override answer mode is FFS.

4) send the INVITE request towards the SIP/IP Core according to the procedures of the SIP/IP core.

Upon receiving a 183 "Session Progress" response containing a Require header with the Option-tag ‘100rel’ in response to the INVITE request the PoC Server SHALL according to the rules and procedures of [RFC3262] send a SIP PRACK request.
Editor’s note: It is editors’ task to go through all PoC specifications to reference external documents in a manner described above, i.e. …according to the rules and procedures of [xxx]…

Upon receiving 200 “OK” response for the INVITE request the PoC Server shall interact with the user plane as specified [OMA-POC-UP] in section 6.4.1 “Controlling PoC function procedures at PoC session initialization”.

NOTE: Procedures towards inviting PoC clients, when 183 ”Session Progress”, 180 ”Ringing” 200 ”OK” or final reject  response (4xx, 5xx, 6xx) is received, are specified in the chapter 7.2.1 “Requests Terminated at the Controlling PoC Server”.

7.2.2.5PoC Session Modification

This section describes the procedures for modifying media capabilities for one SIP session in an ongoing PoC Session. The procedure is initiated by the PoC Server as the result of an action described in one of the sub sections in section 7.2.1.
The PoC Server

1. SHALL generate a new media capability SDP offer using either an SIP UPDATE request or in a SIP INVITE request. An UPDATE request MAY be used only if the PoC Client has indicated support for the UPDATE method. 
2. include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities.
3. SHALL send the request towards PoC Client along the existing signalling path.

Upon receipt of a 200 OK response the PoC Server SHALL:

4. activate the new media capabilities as described in [OMA-POC-UP] “User plane adaptation”.

Upon receiving a reject response the PoC Server SHALL continue to use the current media capabilities.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.3.1.2Pre-established session

Upon receipt of an INVITE request that includes a conference-factory-URI in the Request-URI but no invited member(s) , the PoC Server performing the Participating PoC Function SHALL 

1. check whether the Accept-Contact header including the PoC feature-tag +g.poc.talkburst is included and if it is not included the PoC Server SHALL return the 4xx error response. Otherwise, continue with the rest of the steps;
2. if the PoC server cannot accept the request, it SHALL return an error response 4xx according to the RFC3261 [RFC3261]. Otherwise, continue with the rest of the steps;
3. check whether the conference-factory-URI is allocated and perform the actions described in subclause 7.5.1 [Conference Factory URI does not exist] if it is not allocated;

4. perform the actions to verify the Authenticated Originators PoC Address of the PoC client and verify the request authorization. The following actions SHALL only be performed if the request can be authorized;

5. allocate a URI to be used as a group identity identifying the pre-established PoC session; 

6. generate and sends a 200 OK response to the INVITE request to the SIP/IP Core along the signalling path, indicating group identity identifying the pre-established PoC session in the Contact header and indicating the "isfocus" feature parameter and the PoC feature-tag +g.poc.talkburst. The SIP 200 OK response SHALL:
a. Include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec;

iii. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

7. interact with the user plane as described in [OMA-POC-UP] “Participating PoC function procedures at PoC session initialization”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.3.1.3Pre-established Session Modification

This section describes the procedures that the Participating PoC Server upon receiving an UPDATE request or a re-INVITE request for modifying the pre-established session, which is not used for a PoC session. 

The PoC Server SHALL:

1. examine the version parameter in the MIME SDP body and determine if a change of the media capabilities is requested.

2. validate that the new media capabilities (“a=inactive” or “a=sendrecv”) are acceptable by the PoC Server and if not reject the request with a 4xx response.  Otherwise, continue with the rest of the steps;
3. update the user plane with the new media capabilities as described in [OMA-POC-UP] “User plane adaptation”.

4. generate a 200 OK response as follows:

a. include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the new media capabilities.

b. send a 200 OK response to the SIP/IP Core along the signalling path.

Note: In case the pre-established session is on hold the PoC Server performing the Participating PoC Function shall forward the PoC session initiation messages between the PoC Client and the PoC Server performing the Controlling PoC Function.

Note: In case the media parameters have been re-negotiated during the PoC session, they are valid in the pre-established session also after the PoC session is released.
7.3.1.4PoC Session Initiation on Demand

Upon receiving an initial INVITE request that contains a Request-URI not hosted at this PoC Server:

either when staying on the media and talk burst control path the PoC Server

1. SHALL behave as a B2BUA as specified in [RFC3261] for the duration of the PoC session;

2. SHALL generate INVITE request as specified in the subclause 7.3.1.1 “General”;

3. SHALL insert its address in the Contact-header of the INVITE request. 

4. SHALL include the media parameters of the PoC Server in the INVITE request as follows:

a.  the INVITE request SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP session;

ii. Set the supported codecs of the PoC Client; 

iii. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The offered talk burst control protocol and the port number(s) for the talk burst control protocol.

5. SHALL send INVITE request towards the PoC server performing the controlling PoC function according to the rules of SIP/IP core.

or when not staying in media and talk burst control message path the PoC Server

1. SHALL act as a SIP proxy as specified in [RFC3261] for the duration of the PoC session;

2. SHALL forward INVITE request towards the PoC Server performing the controlling PoC function.

Upon receiving 180 “Ringing” response, the PoC Server SHALL forward the 180 “Ringing” response along the signalling path towards the intiating PoC client.

Upon receiving 200 “OK” response, the PoC server when behaving as a B2BUA

1. SHALL generate and send 200 OK response towards the initiating PoC client if PoC server acts as B2BUA

a. The SIP 200 OK response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

iv. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.  

Editor’s note: It is FFS how the Talk Burst Granted TBCP  message can be optionally carried in the 200 OK message.

3. interact with user plane as described in [OMA-POC-UP] “Participating PoC function procedures at PoC session initialization”.

or when behaving as SIP proxy

1. SHALL forward 200 OK response toward the initiating PoC client, if PoC server acts as a SIP proxy.

Upon receiving a final response, the PoC Server SHALL  forward the final response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.3.1.6PoC Session Modifications

Upon receiving an UPDATE request or a re-INVITE request during an active PoC Session the PoC Server SHALL

1) generate an UPDATE request according to reference [RFC 3311] or a re-INVITE request according to RFC3261 [RFC3261] . An UPDATE request MAY be used only if the PoC Server performing the Controlling PoC function has indicated support for the UPDATE method.
2) send the request towards the PoC Server performing the Controlling PoC function within the existing SIP dialog according to the procedures of SIP / IP Core.
Editor's Note: This subclause needs to be enhanced address the SDP body
On receipt of a 200 OK response the PoC Server SHALL:

3) send a 200 OK response towards the PoC Client .

4) if the PoC Server is in the media path, update the user plane with the new media capabilities received in the MIME SDP body as described in [OMA-POC-UP] “User plane adaptation”.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.2.2Automatic answer using Pre-established session

When the PoC Server receives an initial INVITE request the PoC server SHALL perform the following steps:


1) generate a 200 OK response to the INVITE request. The SIP 200 OK response SHALL:

b. Include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:   

ix. The IP address and port number at the PoC Server for the RTP session;

x. The selected codec; 

xi. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

xii. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.


2) send the 200 OK Response to the SIP/IP Core along the signalling path

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
7.3.2.2.3Manual answer

When the PoC Server receives an initial INVITE request the PoC server SHALL perform the following steps:

When the invited user is using a manual answer mode the PoC Server SHALL:

1.construct an INVITE request and set the Contact header to the contact address of the PoC Server performing the Participating PoC Function, including PoC Feature-tag “+g.poc.talkburst” and the “manual answer” indication; 

Editor’s note: The exact syntax of the ‘manual answer’ indication is for further study.

1. 2. build a  SDP offer and insert the SDP offer in the payload of the SIP INVITE request containing either it's own media parameters or the media parameters of the PoC Server performing the Controlling PoC Function received in the INVITE request depending on whether the PoC server performing the Participating PoC Function stays or does not stay on the media and talk burst control message path; 
a. the INVITE request SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:
· 
· 
· 
· 
v. The IP address and port number at the PoC Server for the RTP session;

vi. Set the supported codecs of the PoC Server; 

vii. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session according to rules and procedures of [RFC3605].

viii. The offered talk burst control protocol and the port number(s) for the talk burst control protocol.

2. send the INVITE request towards the SIP/IP Core to be forwarded to the PoC Client that registered the PoC Address invited to the PoC session;

3. send a 180 RINGING response along to the signalling path to the originating network when the invited PoC subscriber responds with a 180 RINGING response; 

4. send a 200 OK final response as described below along the signalling path to the originating network when the invited PoC subscriber responds and a 200 OK final response  is received from the invited PoC Address.

a) If the PoC Server stays on the media and talk burst control message path then the PoC Server SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

1. The IP address and port number at the PoC Server for the RTP session;

2. Set the supported codecs of the PoC Client; 

3. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session as described in reference [RFC3605].

4. The selected talk burst control protocol and the port number(s) to be used for the talk burst control protocol.

Continue, for the duration of the PoC session, acting as a B2BUA. The behaviour of a B2BUA is specified in the reference [RFC 3261].

e) If the PoC Server does not stay in media and talk burst control message path the PoC Server SHALL include the same MIME sdp body as received from the SIP/IP Core.

Continue, for the duration of the PoC session, acting as a SIP proxy. The behaviour of a SIP proxy is specified in the reference [RFC 3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session establishment mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.

7.3.2.3PoC Session Modifications

Upon receiving an UPDATE request or a re-INVITE request during an active PoC Session the PoC Server: SHALL generate an UPDATE request according to reference [RFC 3311] or a re-INVITE request according to RFC3261 [RFC3261] . An UPDATE request MAY be used only if the PoC Client has indicated support for the UPDATE method.
1) send the request towards the PoC Client within the existing SIP dialog according to the procedures of SIP / IP Core.
Editor's Note: This subclause needs to be enhanced address the SDP body

On receipt of a 200 OK response the PoC Server SHALL:

2) send a 200 OK response towards the PoC Server performing the Controlling PoC Server function .
3) if the PoC Server is in the media path, activate the media capabilities received in the MIME SDP body s described in [OMA-POC-UP] “User plane adaptation”..
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms as defined in [3GPP TS 24.229] / [3GPP2 X.P0013.4] with the clarifications given in this sub-clause.
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