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1 Reason for Contribution

The subclauses 6.1.8 – 6.1.12 contains a number of errors, see 2 “Summary of contribution”.
R01: This is the approved version
2 Summary of Contribution

· Some sentences where PoC User instead of User is rephrased

· A reference to URI-List is replaced with a reference to draft-ietf-sipping-uri-list-message-01 (October 2004) “Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol (SIP)” expires April 2005.
· the phrase ”…. along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841]” is added
· Aligning some terminology (e.g. Session ( PoC Session).
· A MAY requirement in the User interface is changed to can.
· The editor’s note: Editor's note: If the PoC Client can subscribe to a PoC group is FFS. is removed since both the PoC Session Identity and Group Identity now can be used.
· Some other editorial errors corrected
3 Proposal

	[draft-uri-list-message]
	draft-ietf-sipping-uri-list-message-01 (October 2004) “Multiple-Recipient MESSAGE Requests in the Session Initiation Protocol (SIP)” expires April 2005.

http://www.ietf.org/internet-drafts/draft-ietf-sipping-uri-list-message-01.txt 


6.1.8    PoC Client sending an Instant Personal Alert

Upon a request from a PoC User to send a PoC Instant Personal Alert with a PoC Address identifying the receiving PoC Client, the PoC Client SHALL 

1. construct a SIP MESSAGE request according to  rules and procedures of [RFC3428];

2. include Request-URI with the PoC Address of the PoC user to be alerted;

3. include an Accept-Contact header with the PoC feature-tag, '+g.poc.talkburst' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];


Editor's note: It is FFS whether anything needs to be added about the value of the content-type.

4. send the SIP MESSAGE request towards the SIP/IP Core according to rules and  procedures of the SIP/IP core.

NOTE:  
Privacy cannot be applied with the Instant Personal Alert. If privacy is required by the sending PoC User then the Instant Personal Alert should not be sent. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and  procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.9   PoC Client sending a Group Advertisement

Upon a request from a PoC User to send a Group Advertisement, the PoC Client SHALL 

1. generate a SIP MESSAGE request according to  rules and procedures of  [RFC3428]; 

2. include an Accept-Contact header with the PoC feature-tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];

3. include PoC specific content in form of application/vnd.poc.advertisement+xml indicating ‘'Group Advertisement’'. The content SHALL 
a. SHALL include the Group Address,
b. SHALL include thegroup type.
c. and MAY include the Display name and
d. SHALL optionally include text.  
The exact content information is described in the Appendix C.1.1 Group Advertisement;
4. set the Request-URI to a PoC Address of a PoC User, or to a PoC Group Identity identifying a Chat PoC Group or a Pre-arranged PoC Group, or to an exploder URI with a MIME uri-list body containing a list of PoC Addresses of PoC Users according to rules and procedures of [draft-uri-list-message] based on the User selection;

5. send the SIP MESSAGE request towards the PoC Server according to the procedures of the SIP/IP core.

NOTE:  
Privacy cannot be applied with Group Advertisement. If privacy is required by the sending PoC User Group Advertisement should not be sent.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.10    PoC Client subscription to the Conference State Event Package

A PoC Client MAY subscribe to the Conference State Event Package by sending a SUBSCRIBE request to obtain information of the status of a PoC Session. 


The PoC Client SHALL generate a SIP SUBSCRIBE request, using a new SIP-dialogue, according to rules and procedures of [RFC3265] and [draft-conference-state]. The PoC Client SHALL

1. set the Request-URI of the SIP SUBSCRIBE request to PoC Session Identity or the PoC Group Identity 

2. include an Accept-Contact header with the PoC feature-tag ‘+g.poc.talkburst’ along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];

3. include in the SIP SUBSCRIBE request an User-Agent header to indicate the PoC release version; 
4. send the SIP SUBSCRIBE request towards the PoC Server according to rules and  procedures of the SIP/IP core.
The responses to the SIP SUBSCRIBE request SHALL be handled according to rules and procedures of [RFC3265] and [draft-conference-state], and the rules and procedures of the SIP/IP core with the clarifications given in this subclause.
Upon receiving a SIP 200 "OK" response to the SIP SUBSCRIBE request the PoC Client SHALL 

1. store the content of the received Contact header as the PoC Session Identity for the PoC Session.

Upon receiving an incoming SIP NOTIFY request that is part of the same SIP dialog as the previously sent SIP SUBSCRIBE request the PoC Client SHALL 

1. handle the request according to rules and procedures of  [RFC3265] and [draft-conference-state]. The PoCClient MAY display the current state information of the PoC Session or PoC Group to the User based on the information in the SIP NOTIFY request body.

When needed the PoC Client SHALL terminate the subscription and indicate it terminated according to rules and procedures of [RFC3265].

The contents of the SIP NOTIFY request body is specified in  subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.11    PoC Client canceling a PoC Session

6.1.11.1      Canceling a PoC Session - On-demand Session case 

When the PoC Participant wants to cancel the PoC Session initiation when On-demand Session signaling is used as specified in subclause 6.1.1.3 On-demand Session establishment and when the PoC Client has not yet received final SIP response for the SIP INVITE request, the PoC Client SHALL cancel the request acting as UAC according to rules and procedures of [RFC3261].

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

6.1.12    Simultaneous Session control procedures

The PoC Client MAY use Simultaneous Session control procedures if Simultaneous Sessions are supported by the Home PoC Network.

6.1.12.1       PoC Client setting PoC Session priority

The PoC Client MAY set a PoC Session priority while initiating a PoC Session or at any time later when a valid PoC Session exists. The priority of the PoC Session is indicated with an attribute in the SDP of the SIP request as follows:

a=poc-group-scan:[Group Priority value]

Group Priority value = “selected” / “normal“’

The PoC Client SHALL use the attribute value “selected” for indicating the Primary PoC Session.

The PoC Client SHALL use the attribute value “normal” for indicating the Secondary PoC Session(s).

The PoC Client MAY indicate the PoC Session priority and lock-in setting in the same SIP request.

6.1.12.2      PoC Client handling of PoC Session locking

The PoC Client MAY request to lock itself in a particular PoC Session while initiating a PoC Session or at any time later when a valid PoC Session exists. The lock-in to a PoC Session is indicated with an attribute in the SDP of the SIP request as follows:

a=poc-lock:[Lock value]

Lock value = “lock” / “unlock“’

The PoC Client SHALL use the attribute value “lock” for indicating that the PoC Client only wants to communicate with the PoC Session identified in the SIP request.

The PoC Client SHALL use the attribute value “unlock” for releasing the PoC Session locking.

NOTE 1: 
The Session locking is automatically released when the Session is ended. 

NOTE 2: 
Sending a TBCP Talk Burst Request message from the PoC Client in a PoC Session will cause the lockin value to change to “unlocked” in any other PoC Session.

The PoC Client MAY indicate PoC Session priority and lock-in setting in the same SIP request.

4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

It is recommended that the proposed text in chapter 3 is included in the next version of the CP document. 
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