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1 Reason for Change

Text is still missing for Manual Answer Override and to align with draft-allen-sipping-poc-p-headers-00. 
2 Impact on Backward Compatibility

None.
3 Impact on Other Specifications

None.
4 Intellectual Property Rights

Members and their Affiliates (collectively, "Members") agree to use their reasonable endeavours to inform timely the Open Mobile Alliance of Essential IPR as they become aware that the Essential IPR is related to the prepared or published Specification.  This obligation does not imply an obligation on Members to conduct IPR searches.  This duty is contained in the Open Mobile Alliance application form to which each Member's attention is drawn.  Members shall submit to the General Manager of Operations of OMA the IPR Statement and the IPR Licensing Declaration.  These forms are available from OMA or online at the OMA website at www.openmobilealliance.org.

5 Recommendation

The PoC WG agree the following changes to the PoC CP spec

6 Detailed Change Proposal

7. Procedures at the PoC Server
7.1 Determination of PoC Server role

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.1
7.2 Controlling PoC Function procedures

7.2.1 Request terminating at the Controlling PoC Function

7.2.2 General

On receipt of an initial SIP INVITE request the PoC Server 

· 1. SHALL store the supported SIP methods if received in the Allow header.

· 2. SHOULD include all supported SIP methods in the Allow header in the 200 "OK" response to the initial SIP INVITE request.

· 3. SHALL include the Session-Expires header in 200 "OK" response to the INVITE with the refresher parameter set to 'uac' and start supervising the SIP Session according to rules and procedures of [draft-ietf-sip-session-timer].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.3 Ad-hoc PoC Group and 1-1 PoC Session setup request

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.2.1.2
7.2.4 Pre-arranged PoC Group Session setup request

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.2.1.3
7.2.5 Rejoining PoC Session request

Upon receipt of a SIP INVITE request that includes a Group Identity of an active PoC Session in the Request-URI the PoC Server:

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 404 “Not Found” response. Otherwise, continue with the rest of the steps; 

· 3. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 4xx response to the originating network. Otherwise, continue with the rest of the steps;
· 4. SHALL accept the SIP request and send a SIP 200 "OK" response towards the PoC Client. The SIP 200 "OK" response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The selected codec; 

C) Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

d) The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 5. SHALL initiate the Talk Burst Control procedures as specified in [OMA-PoC- UP] "Controlling PoC Function procedures at PoC Session initialization".

NOTE:
A notification may be sent to PoC Addresses of the PoC Group members who have subscribed to the conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.6 Joining Chat PoC Group Session request

Upon receipt of a SIP INVITE request that includes a Group Identity, which identifies the Chat PoC Group in the request URI that is hosted in the PoC Server performing the Controlling PoC Function the PoC Server: 

· 1. SHALL check whether the Accept-Contact header includies the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 404 “Not Found” response. Otherwise, continue with the rest of the steps;

· 2. SHALL check whether the Group Identity is allocated and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not allocated;

· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 403 “Forbidden” response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 4. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "PoC Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether the Chat PoC Group Session already exists. If it doesn't exist, the PoC Server creates a Chat PoC Group Session. 

· 6. SHALL accept the SIP request and respond with a SIP 200 "OK" response. The response is sent along the signalling path.  The SIP 200 "OK" response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The selected codec; 

c) Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

d) The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol

· 7. SHALL initiate the Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

· 8. SHALL send a notification to the PoC Addresses of the PoC Group members who have subscribed conference state event package that a PoC Group member has joined in the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.7 PoC Session joining policy

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.2.1.6
7.2.8 PoC Session modification

Upon receiving a SIP UPDATE request or a SIP re-INVITE request within an existing PoC Session the PoC Server:

· 1. SHALL examine the version parameter in the MIME SDP body and determine if a change of the media capabilities is requested.

· 2. SHALL validate that the new media capabilities are acceptable by the PoC Server and if not reject the request with a SIP 406 “Not Acceptable” response. Otherwise, continue with the rest of the steps;
· 3. SHALL update the User Plane with the new media capabilities as specified in [OMA-PoC-UP] "User Plane adaptation".
· 4. SHALL generate a SIP 200 "OK" response as follows:

a) include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] with the new media capabilities.

b) send a SIP 200 "OK"  response to the SIP/IP Core along the signalling path.
NOTE: 
The PoC Server may determine to update the media capabilities of the other PoC Participants according to the local policy.  The modification is specified in subclause 7.2.2.5. "PoC Session modification"
7.2.9 Adding PoC Participants to PoC Session request

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.2.1.8
7.2.10 Leaving PoC Session request

7.2.11 Leaving PoC Session request – On-demand Session case 
Upon receiving a SIP BYE request the PoC Server:

· 1. SHALL send a SIP 200 "OK" response towards the PoC Client according to the rules and procedures of the SIP/IP core;

· 2. SHALL release User Plane resource associated with the SIP Session towards the Participating PoC Function by interacting with the User Plane as specified in [OMA-POC-UP] "Controlling PoC Function Procedures at PoC Session termination" ;

· 3. SHALL check PoC Session termination policy and perform for each Participant of the PoC Session  the procedures as specified in the sub-clause 7.2.2.4 “Remove of PoC Participant from the PoC Session”, if needed;

· 4. SHALL send a notification to the PoC Addresses of the PoC Group members who have subscribed to the conference state event package that a PoC Group member has left the PoC Group Session.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.12 Leaving PoC Session request – Pre-established Session case 
Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.2.1.9.2
7.2.13 Cancel of PoC Session setup request

Upon reception of a SIP CANCEL request, the PoC Server: 

· 1. SHALL act as UAS according to rules and procedures of [RFC3261];

· 2. SHALL cancel the PoC Session invitations to the other PoC Clients as specified in subclause 7.2.2.3 "Cancel of PoC Session invitation request" or subclause 7.2.2.4 "Removal of PoC Participant from PoC Session" in case of Ad-hoc PoC Session establishment and Pre-arranged PoC Group Session establishment.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.14 PoC Session PoC Participant information request

7.2.15 Subscribing to PoC Participant information

Upon receiving a SIP SUBSCRIBE request with the Event header according to rules and procedures of [draft-conference-state] the PoC Server:

· 1. SHALL check whether the PoC Group identified with the Group Identity in the Request-URI is hosted by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not hosted;

· 2. SHALL optionally return a SIP 202 "Accepted" response according to rules and procedures of [RFC3265] along the signalling path;

· 3. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst'  and if it is not included the PoC Server SHALL return  a SIP 4xx response. Otherwise, continue with the rest of the steps; 

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 4xx  response. Otherwise, continue with the rest of the steps;

NOTE: 
A local policy, e.g. number of simultaneous subscriptions exceeded, may cause the PoC Server to reject the subscription request.
· 5. SHALL create a subscription to the conference state of the PoC Group identified with the Group Identity according to rules and procedures of [RFC3265] and [draft-conference-state];

· 6. SHALL send a  SIP 200 "OK" response along the signalling path by

a) generating a SIP 200 "OK" response according to rules and procedures of  [RFC3265] [draft-conference-state]; and

b) setting the Contact header of the response to a Group Identity identifying the PoC Group;

· 7. SHALL generate and send an initial SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".
When a change in the subscribed state occurs, the PoC Server SHOULD generate and send a SIP NOTIFY request as specified in subclause 7.2.1.11.2 "Generating a SIP NOTIFY request".

When needed the PoC Server SHALL terminate the subscription and indicate it to the PoC Client as described in the subclause 7.2.1.11.3 "Terminating the subscription".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.16  Generating a SIP NOTIFY request
The PoC Server SHALL generate a SIP NOTIFY request according to rules and procedures of [RFC3265] and [draft-poc-p-headers] with the clarifications in this subclause.

The PoC Server SHOULD limit the rate of SIP NOTIFY requests sent toward a PoC Client.

The PoC Server SHOULD avoid sending a SIP NOTIFY request towards a PoC Client at the same time as a Talk Burst is sent towards the PoC Client or a Talk Burst is received from the PoC Client. 

When reporting changes in the participant information the PoC Server SHALL use partial output according to rules and procedures of [draft-conference-state].

The PoC Server SHALLinclude a MIME conference-info+xml body according to rules and procedures of [draft-conference-state] with the following limitations:

· 1. The PoC Server SHALL include as 'entity' the Group Identity of the PoC Group.
· 2. for each PoC participant in the PoC Session the PoC Server:

a) SHALL include in "user-type" the PoC Address of the PoC participant as the 'uri' and the display name of the PoC Participant as "display-name" if the PoC participant has not requested anonymity. 

b) SHALL include in "user-type" and in "display-name" an anonymous identity and display name if the PoC participant has requested anonymity.

c) SHALL include in status-type one of the following status:

i. "connected", when the PoC participant is added to the PoC Session; and,

ii. "disconnected", when the PoC Participant has left the PoC Session since the last SIP NOTIFY request was sent.

NOTE 1:
The usage of other values of the status-type is not defined for PoC.

NOTE 2:
The usage of other parameters specified in [draft-conference-state] is not defined for PoC.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.17 Terminating the subscription
Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.2.1.11.3
7.2.18 Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header the PoC Server:

· 1. SHALL reject the SIP MESSAGE request with a SIP 403 “Not Acceptable” response if group advertisement is not supported by the PoC Server. Otherwise continue with next step.

· 2. SHALL check whether the PoC Group identified with the Group Identity in the Request-URI is hosted by the PoC Server and perform the actions specified in subclause 7.5.2 "Conference URI does not exist" if it is not hosted;

· 3. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response.  Otherwise, continue with the rest of the steps; 

· 4. SHALL obtain the PoC Addresses of the members belonging to the PoC Group;

· 5. SHALL send the SIP MESSAGE request towards each PoC Address as specified in the subclause 7.2.2.6 "Group Advertisement request";
· 6. SHALL send a SIP 202 "Accepted" response along the signalling path towards the initiating PoC Client , if the PoC Server has sent a SIP MESSAGE request to more than one recipient according to rules and procedures of [draft-URI-list]

NOTE: 
If a Group Advertisement is sent to a single recipient then the PoC Server shall forward the response when it receives it from the terminating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.19 SIP Session refresh procedure

On receipt of a SIP re-INVITE request or a SIP UPDATE request including a Session-Expires value the PoC Server:

· 1. SHALL include the Session-Expires header in a SIP 200 "OK" response to the SIP request with the refresher parameter set to 'uac' and restart the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].
On expiry of the SIP Session timer the PoC Server SHALL initiated disconnection of the SIP Session as specified in subclause 7.2.2.4 "Removal of PoC Participant from PoC Session".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS session refresh mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.20 Request initiated by the Controlling PoC Function

7.2.21 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261]. The PoC Server

· 1. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" feature parameters according to the rules and procedures of [RFC 3841]in all initial INVITE requests. 
· 2. SHALL include User-Agent header to indicate the PoC release version

NOTE:
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-2 reference point.

· 3. SHALL include an option tag '100rel' in a Supported header according to rules and procedures of [RFC3262].
· 4. SHALL include Authenticated Originator’s PoC Address 

a) set to the PoC Address of the inviting PoC Client in case of 1-1 and ad-hoc PoC Group Session or

b) set to the PoC Group Identity in case of the pre-arranged and chat PoC group
· 5. SHALL include a Referred-By header with the PoC Address of the inviting PoC Client according to rules and procedures of [RFC3892];

· 6. SHALL include in the Contact header the contact address of the conference with the PoC feature-tag '+g.poc.talkburst' and the feature tag “isfocus” and a Session Type uri-parameter set according to the type of the PoC Session. 

· 7. SHOULD include the Session-Expires header with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer] in all initial SIP INVITE requests.

· 8. SHALL include the Supported header set to "timer" in all initial SIP INVITE requests.
· 9. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3323] and [RFC3325], if anonymity is requested with the "Privacy: id" header by the inviting PoC Client;

· 10. SHALL include unmodified a P-Alerting-Mode header if a P-Alerting-Mode header was present in the incoming SIP INVITE request or SIP REFER request that caused the outgoing SIP INVITE request to be generated.
On receipt of the SIP 200 "OK" response to the initial outgoing SIP INVITE request the PoC Server:

1. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.22 PoC Session invitation requests

This subclause describes the procedures for inviting a PoC User to a PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1. "Requests terminated at the Controlling PoC Function"
The PoC Server:

· 1.  SHALL generate a SIP INVITE request as speciifed in subclause 7.2.2.1 "General";

· 2.  SHALL set the  Request-URI  to the  PoC Address of the PoC User;

· 3.  SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) set the IP address and port number for the RTP Session;

b) set the supported codecs of the PoC Server; and,

c) Optionally, if another IP address or port number shall be used instead of the default IP address and port number, the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605];

d) The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.

· 4.  SHALL,  if the incoming request contained a P-Alerting-Mode header containing the value "MAO" as specified in [draft-poc-p-headers] then perform authorisation to ensure that the Authenticated Originator's PoC Address is authorised to use the Manual Answer Override and if authorised then include a P-Alerting-Mode header with the value "MAO" according to the rules and procedures of [draft-poc-p-headers]
· 5.  SHALL send the SIP INVITE request towards the SIP/IP Core according to rules and procedures of the SIP/IP core.

Upon receiving a SIP 183 "Session Progress" response containing a Require header with the Option-tag '100rel' and containing a P-Answer-State header with the value "Unconfirmed" in response to the SIP INVITE request the PoC Server SHALL according to the rules and procedures of [RFC3262] send a SIP PRACK request.
''Upon receiving SIP 200 "OK" response for the SIP INVITE request the PoC Server:

 1. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".
NOTE: 
Procedures towards inviting PoC Clients, when SIP 183 "Session Progress", SIP 180 "Ringing" SIP 200 "OK" or other SIP final  response (4xx, 5xx, 6xx) is received, are specified subclause 7.2.1 "Requests Terminated at the Controlling PoC Function".

7.2.23 Cancel of PoC Session invitation requests

When the PoC Server needs to cancel the PoC Session invitation request and when it has not received a SIP final response, the PoC Server SHALL cancel the SIP INVITE request acting as UAC according to rules and procedures of [RFC3261].;
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.24 Removal of PoC Participant from PoC Session

When a PoC Participant needs to be removed from the PoC Session the PoC Server:

· 1. SHALL interact with User Plane as specifed in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session termination";

· 2. SHALL generate a SIP BYE request according to  rules and procedures of  [RFC3261] 

· 3. SHALL send the SIP BYE request towards the PoC Client of the PoC Participant according to rules and procedures of the SIP/IP core;

Editor's Note:  Checking the PoC Session termination policies needs to be enhanced to indicate what what is done according to the policy

Upon receiving a SIP 200 "OK" for the SIP BYE request, the PoC Server SHALL release User Plane resources towards the Participating PoC Function (or towards the PoC Client if there is no Participating PoC Function on the User Plane path) by interacting with the User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session termination".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.2.25 PoC Session modification

This subclause describes the procedures for modifying media capabilities for one SIP Session in an ongoing PoC Session. The procedure is initiated by the PoC Server as the result of an action specified in subclause 7.2.1. "Requests terminated at the Controlling PoC Function"
The PoC Server

· 1. SHALL generate a new media capability SDP offer using either a SIP UPDATE request or in a SIP re-INVITE request. A SIP UPDATE request MAY be used only if the PoC Client has indicated support for the SIP UPDATE method.
· 2. SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the modified capabilities.

· 3. SHALL send the SIP request towards PoC Client along the existing signalling path.

Upon receipt of a SIP 200 "OK" response the PoC Server SHALL:

· 1. activate the new media capabilities as specified in [OMA-PoC-UP] "User Plane adaptation".
Upon receiving a SIP 4xx response the PoC Server SHALL continue to use the current media capabilities.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.2.26 Group Advertisement request

When the PoC Server sends a Group Advertisement to a PoC Address, the PoC Server: 

· 1. SHALL construct a SIP MESSAGE request according to rules and procedures of [RFC3428];

· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.groupad' along with ‘require’ and ‘explicit’ parameters according to the rules and procedures of [RFC 3841];

· 3. SHALL include PoC specific content in form of application/vnd.poc.advertisement+xml indicating 'Group Advertisement'. If this procedure has been initiated by a request received from a SIP/IP Core then the content SHALL be the same as in the request received from the SIP/IP Core; 
· 4. SHALL set the Request-URI to the PoC Address;

· 5. SHALL forward the SIP MESSAGE request towards the SIP/IP Core according to rules and  procedures of the SIP/IP core.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3 Participating PoC Function procedures

7.3.1 Requests initiated by the served User

7.3.2 General

On receipt of an initial SIP INVITE request from the served PoC User that causes an initial SIP INVITE request to be sent, the PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261].
The PoC Server

· 1. SHALL forward the Privacy header if it exists towards the PoC Server performing the Controlling PoC Function according to rules and procedures of  [RFC3323] and [RFC3325]

· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" parameters according to the rules and procedures of [RFC 3841].

· 3. SHALL include User-Agent header to indicate the PoC release version

NOTE 1: 
The use of the option tag ‘precondition’, as specified in [RFC3312], is not defined for the POC-1 or POC-2 reference points.

NOTE 2:
The use of the option tag ‘100rel’, as specified in [RFC3262] is not defined for the POC-1 reference point.

· 4. SHOULD include the Session-Expires header with the refresher parameter set to 'uac' according to rules and procedures of [draft-ietf-sip-session-timer] all initial SIP INVITE requests.

· 5. SHALL include the Supported header set to "timer" in the INVITE request.

On receipt of a SIP 200 "OK" response to the SIP INVITE request the PoC Server

· 1. SHALL include the Session-Expires header in the SIP 200 "OK" response before sending the response to the PoC Client with the refresher parameter set to 'uac'; and,
· 2. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer]. 
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.3 Pre-established Session

Upon receipt of an initial SIP INVITE request that includes a Conference-factory-URI in the Request-URI but no invited member(s), the PoC Server performing the Participating PoC Function: 

· 1. SHALL check whether the Accept-Contact header included the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return a SIP 404 “Not Found” response. Otherwise, continue with the rest of the steps;

· 2. SHALL, if the PoC Server cannot accept the request, return a SIP 403 “Forbidden” response according to rules and procedures of [RFC3261]. Otherwise, continue with the rest of the steps;

NOTE:  Pre-established Session is an optional function; hence, the above condition is for the case where the PoC Server does not support this optional function.

· 3. SHALL check whether the Conference-factory-URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated;

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address of the PoC Client and verify the request authorization. The following actions SHALL only be performed if the request can be authorized;

· 5. SHALL allocate a URI to be used as a Group Identity identifying the Pre-established Session; 

· 6. SHALL generate and sends a SIP 200 "OK" response to the SIP INVITE request to the SIP/IP Core along the signalling path, indicating the Group Identity identifying the Pre-established Session in the Contact header and indicating the "isfocus" feature parameter and the PoC feature-tag '+g.poc.talkburst'. The SIP 200 "OK" response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

a) The IP address and port number at the PoC Server for the RTP Session;

b) The selected codec;

c) Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

d) The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 7. SHALL interact with the User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization".

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.4 Pre-established Session modification

This subclause describes the procedures that the Participating PoC Server upon receiving a SIP UPDATE request or a SIP re-INVITE request for modifying the Pre-established Session, which is not used for a PoC Session. 

The PoC Server:

· 1. SHALL examine the version parameter in the MIME SDP body and determine if a change of the media capabilities is requested.

· 2. SHALL validate that the new media capabilities ("a=inactive" or "a=sendrecv") are acceptable by the PoC Server and if not reject the request with a SIP 606 “Not Acceptable” response.  Otherwise, continue with the rest of the steps;
· 3. SHALL update the User Plane with the new media capabilities as specifed in [OMA-PoC-UP] "User Plane adaptation".

· 4. SHALL generate a SIP 200 "OK" response as follows:

a) include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] with the new media capabilities.

b) send a SIP 200 "OK" response to the SIP/IP Core along the signalling path.

NOTE 1:
 In case the Pre-established Session is on hold the PoC Server performing the Participating PoC Function shall forward the PoC Session initiation messages between the PoC Client and the PoC Server performing the Controlling PoC Function.

NOTE 2: 
In case the media parameters have been re-negotiated during the PoC Session, they are valid in the Pre-established Session also after the PoC Session is released.
7.3.5 PoC Session initiation using On-demand Session
Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.4
7.3.6 PoC Session initiation using Pre-established Session

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.5
7.3.7 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP re-INVITE request during an active PoC Session a PoC Server acting as a B2BUA: 

· 1. SHALL generate a SIP UPDATE request according to rules and procedures of [RFC 3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261] . A SIP UPDATE request MAY be used only if the PoC Server performing the Controlling PoC Function has indicated support for the SIP UPDATE method.
· 2. SHALL send the SIP request towards the PoC Server performing the Controlling PoC Function within the existing SIP dialog according to rules and  procedures of  the SIP / IP Core.
Editor's Note: This subclause needs to be enhanced address the SDP body

On receipt of a SIP 200 "OK" response the PoC Server:

· 1. SHALL send a SIP 200 "OK" response towards the PoC Client .

· 2. SHALL, if the PoC Server is in the media path, update the User Plane with the new media capabilities received in the MIME SDP body as specified in [OMA-PoC-UP] "User Plane adaptation".

When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.8 SIP SUBSCRIBE request

If the PoC Server performing the Participating PoC Function receives a SIP SUBSCRIBE request that contains a SIP URI not hosted at this PoC Server then the PoC Server: 

· 1. SHALL, if the PoC Server wants to stay on the signalling path then insert a Record-Route header containing its own address;

· 2. SHALL forward the SIP SUBSCRIBE request towards the SIP/IP Core.

Upon receiving a SIP final response, forward the SIP final response along the signalling path towards the initiating PoC Client

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.9 SIP REFER request

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.8
7.3.10 SIP CANCEL request

Upon receiving a SIP CANCEL request from the PoC Client, a PoC Server acting as a B2BUA: 

· 1. SHALL act as UAS according to rules and procedures of [RFC 3261];

· 2. SHALL cancel the SIP INVITE request towards the PoC Server performing the Controlling PoC Function acting as UAC according to rules and procedures of [RFC 3261].

When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.11 SIP BYE request from PoC Client

7.3.12 SIP BYE request from PoC Client – On-demand Session case
Upon receiving a SIP BYE request from the PoC Client a PoC Server acting as a B2BUA:

· 1. SHALL generate a SIP 200 "OK" response and send it towards PoC Client according to rules and  procedures of the SIP/IP core;

· 2. SHALL release User Plane resources associated with the SIP Session with the PoC Client as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session termination";

· 3. SHALL send a SIP BYE request towards the PoC Server performing the Controlling PoC Function according to rules and procedures of the SIP/IP core;

Upon receiving a SIP 200 "OK" response to the SIP BYE request the PoC Server SHALL release User Plane resources associated with the SIP Session with the PoC Server performing the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session termination".

When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.13 SIP BYE request from PoC Client – Pre-established Session case
Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.10.2
7.3.14 Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header field and an identity in the Request-URI not hosted at this PoC Server the PoC Server: 

· 1. SHALL check the Authenticated Originator's PoC Address of the PoC user for permission to send a Group Advertisement, and if the PoC User is not allowed to send a Group Advertisement the PoC Server SHALL send a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;;

· 2. SHALL forward the SIP MESSAGE request to the SIP/IP Core. 
Upon receiving a SIP final response, forward the final response along the signalling path towards the initiating PoC Client
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.15 Simultaneous Session control procedures

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.12
7.3.16 General

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.12.1
7.3.17 PoC Session priority request

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.12.3
7.3.18 PoC Session locking request
Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.12.2
7.3.19 SIP Session timer expiry

On expiry of the SIP Session timer and if the PoC Server acts as a B2BUA the PoC Server:

· 1. SHALL send a SIP BYE request to the PoC Client according to rules and procedures of [RFC3261] and according to rules and procedures of the SIP/IP Core.

· 2. SHALL send a SIP BYE request to the PoC Server performing the Controlling PoC Function according to rules and procedures of [RFC3261] and according to rules and  procedures of the SIP/IP Core.

On receipt of a SIP 200 "OK" response to the SIP BYE request from the PoC Client the PoC Server SHALL release User Plane resources as specified in  [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session termination" in the direction towards the PoC Client.

On receipt of a SIP 200 "OK" response to the SIP BYE request from the PoC Server performing Controlling PoC Function the PoC Server SHALL release User Plane resources as specified in  [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session termination" in the direction towards the PoC Server performing the Controlling PoC Function.

NOTE:
In case the PoC Client or the PoC Server performing the Controlling PoC Function does not respond to the SIP BYE request the PoC Server acts as if the SIP 200 "OK" response was received.

On expiry of the SIP Session timer and if the PoC Server acts as a B2BUA the PoC Server:

· 1. SHALL release User Plane resources as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session termination" in the direction towards the PoC Server performing the Controlling PoC Function; and,

· 2. SHALL release User Plane resources as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session termination" in the direction towards the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

7.3.20 PoC service setting procedure

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.1.14

7.3.21 Requests terminated by the server User

7.3.22 General

The PoC Server SHALL generate an initial SIP INVITE request according to rules and procedures of [RFC3261].

The PoC Server

· 1. SHALL include value 'id' in a Privacy header according to rules and procedures of [RFC3323] and [RFC3325] if anonymity is requested with the Privacy header containing the tag "id".
· 2. SHALL include an Accept-Contact header with the PoC feature-tag '+g.poc.talkburst' with "require" and "explicit" parameters according to the rules and procedures of [RFC 3841]. 
· 3. SHALL include User-Agent header to indicate the PoC release version

· 4. SHOULD not include a 'precondition' in a Require header.

· 5. SHOULD not include a '100rel' in a Require header.

· 6. SHOULD include the Session-Expires header in the INVITE with the refresher parameter set to 'uas' according to rules and procedures of [draft-ietf-sip-session-timer].

· 7. SHALL include the Supported header set to "timer".
On receipt of a SIP non-100 response to the request, and if the privacy is requested with the value 'id' in the Privacy header the PoC Server :

· 1. SHOULD include value 'id' in the Privacy header according to rules and procedures of [RFC3323] and [RFC3325].

On receipt of the SIP 200 "OK" response to the SIP INVITE request or the SIP UPDATE request the PoC Server

· 1. SHALL include the Session-Expires header in the SIP 200 "OK" before sending the response towards the PoC Server performing the Controlling PoC Function with the refresher parameter set to 'uas'; and,
· 2. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].

· 3. SHALL send the response to the PoC Server performing the Controlling PoC Function

· 4. SHALL start the SIP Session timer according to rules and procedures of [draft-ietf-sip-session-timer].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.23 PoC Session invitation request

Upon receipt of an initial SIP INVITE request that includes a PoC Address in the Request- the PoC Server: 

· 1. SHALL check that the PoC Address in the Request-URI is served by the PoC Server and if it is not then return a SIP 404 "Not Found" response without continuing the rest of the steps;

· 2. SHALL check whether the Accept-Contact header including the PoC feature-tag '+g.poc.talkburst' is included and if it is not then the PoC Server SHALL return a SIP 406 "Not Acceptable" response  without continuing the rest of the steps;

· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is not present then the PoC Server SHALL reject the request with a SIP 406 "Not Acceptable" response including "isfocus not assigned" text in the Warning header without continuing the rest of the steps;

· 4. SHALL check the invited user's access list (accept and reject lists) associated to the PoC Address received in the Request-URI. If the policy does not allow to continue the Session the PoC Server SHALL respond with a SIP 403 “Forbidden” response and do not continue the rest of the steps; 

· 5. SHALL check the invited user's Incoming PoC Session Barring setting associated to the PoC Address received in the Request-URI. If the Incoming PoC Session Barring is activated the PoC Server SHALL respond with a SIP 403 “Forbidden” response and do not continue the rest of the steps.

· 6. SHALL check the invited user's Answer Mode associated to the PoC Address received in the Request-URI. If the invited user is using Automatic Answer Mode the PoC Server SHALL perform the actions specified in subclause 7.3.2.2.2 "Automatic answer using the Pre-established Session" or 7.3.2.2.1 "Automatic answer on-demand" depending on whether the invited User has or has not an ongoing Session pre-established with the PoC Address.  Otherwise the PoC Server SHALL perform actions specified in subsclause 7.3.2.2.3 "Manual answer".
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.24 Automatic-answer using On-demand Session
Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.2.2.1

7.3.25 Automatic-answer using Pre-established Session

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.2.2.2

7.3.26 Manual-answer 

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.2.2.3

7.3.27 PoC Session modifications

Upon receiving a SIP UPDATE request or a SIP re-INVITE request during an active PoC Session a PoC Server acting as a B2BUA: SHALL generate a SIP UPDATE request according to rules and procedures of [RFC 3311] or a SIP re-INVITE request according to rules and procedures of [RFC3261]. A SIPUPDATE request MAY be used only if the PoC Client has indicated support for the SIP UPDATE method.

The PoC Server:
· 1. SHALL send the SIP request towards the PoC Client within the existing SIP dialog according to rules and procedures of the SIP / IP Core.
Editor's Note: This subclause needs to be enhanced address the SDP body

On receipt of a SIP 200 "OK" response the PoC Server:

· 1. SHALL send a SIP 200 "OK" response towards the PoC Server performing the Controlling PoC Function.
· 2. SHALL if the PoC Server is in the media path, activate the media capabilities received in the MIME SDP body as specified in [OMA-PoC-UP] "User Plane adaptation".
Editor’s Note:  The subclause structure above should be corrected.
When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.28 SIP NOTIFY request

If the PoC Server performing the Participating PoC Function receives an incoming SIP NOTIFY request that is part of the same dialog as the previously sent SIP SUBSCRIBE request the PoC Server:

· 1. SHALL send the SIP NOTIFY request towards the PoC Client along the signalling path.
· 2. SHALL forward the response along the signalling path to the originating network when the Invited PoC Client responds and a response is received from the invited PoC Address.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms and procedures according to rules and procedures of [ TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.29 SIP CANCEL request

Upon receiving a SIP CANCEL request from the PoC Server peforming the Controlling PoC Function, a PoC Server acting as a B2BUA:

· 1. SHALL act as UAS according to rules and procedures of [RFC 3261];

· 2. SHALL cancel the SIP INVITE request towards the PoC Client acting as UAC according to rules and procedures of [RFC 3261]

When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.3.30 SIP BYE request

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.2.6

7.3.31 SIP BYE request – On-demand Session case

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.2.2.1

7.3.32 SIP BYE request – Pre-established Session case
Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.3.2.2.2

7.3.33 Group Advertisement request

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.groupad' in the Accept-Contact header  and a PoC Address in the Request -URI served by the PoC Server performing the Participating PoC Function the PoC Server: 

· 1. SHALL check the PoC User's access list (accept and reject lists) associated to the PoC Address received in the Request-URI. If the policy does not allow to continue the processing, the PoC Server performing the Participating PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;

· 2. SHALL forward the SIP MESSAGE request towards the PoC Client according to rules and  procedures of the SIP/IP core.

· 3. SHALL forward the SIP response as described below along the signalling path to the originating network when the invited PoC Client responds and a SIP response  is received from the invited PoC Address.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.4 Handling of requests unrelated to PoC Sessions

7.4.1 Instant Personal Alert

7.4.2 Instant Personal Alert procedure at Originating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header , the PoC Server:

· 1. SHALL check whether the Authenticated Originator's PoC Address is of a PoC User that is allowed to send an Instant Personal Alert and if it is not the PoC Server serving the originating PoC Client SHALL respond with a SIP 403 “Forbidden” response to the PoC Client . Otherwise, continue with the rest of the steps;

· 2. SHALL forward the SIP MESSAGE request to the SIP/IP Core.

Upon receiving a SIP final response, forward  the SIP final response along the signalling path towards the originating PoC Client.  

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause. 

7.4.3 Instant Personal Alert procedure at terminating PoC Server

Upon receipt of a SIP MESSAGE request containing the PoC  feature tag  '+g.poc.talkburst' in the Accept-Contact header and the request includes a PoC Address in the Request-URI that is served by the PoC Server then, the PoC Server:

· 1. SHALL check the terminating User's reject list associated to the PoC Address received in the Request-URI. If the policy does not allow continuing then the PoC Server performing the Participating PoC Function serving the terminating PoC Client SHALL respond with a SIP 403 “Forbidden” response to the originating network.. Otherwise, continue with the rest of the steps;  

· 2. SHALL check the terminating user's Incoming Instant Personal Alert Barring setting associated to the PoC Address received in the Request-URI. If the Incoming Instant Personal Alert Barring is activated the PoC Server performing the Participating PoC Function SHALL respond with a SIP 403 “Forbidden” response to the originating network.. The response is sent along the signalling path. Otherwise, continue with the rest of the steps;

· 3. SHALL forward the SIP MESSAGE request towards the PoC Client of the terminating user according to rules and procedures of the SIP/IP core.

Upon receiving a SIP final response, forward the SIP final response along the signalling path towards the originating PoC Client. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
7.4.4 Upon PoC Client registration

Editor’s note: This subclause is not yet stable and the work in progress text can be found in Appendix G subclause 7.4.2
7.5 Error Handling

7.5.1 Conference-factory URI does not exist

Upon receipt of a request that includes as the Request-URI a Conference-factory-URI that is not allocated in the PoC Server, the PoC Server SHALL return a SIP 404 "Not found" response.
7.5.2 Conference URI does not exist

Upon receipt of a SIP INVITE request that includes as the Request-URI a Conference URI that is not allocated in the PoC Server performing the Controlling PoC Function, the PoC Server SHALL return a SIP 404 "Not found" response.
Appendix A. Procedures at the PoC Server                          (Informative)

8. Procedures at the PoC Server
7.1 Determination of PoC Server role

This subclause describes how a PoC Server determines its role on receipt of initial and stand-alone SIP requests. The behaviour in the PoC Server when receiving SIP requests within an existing SIP dialog is described under the respective PoC Server role.

Once the role is decided the role SHALL be kept until the SIP dialog is terminated, or until the stand-alone transaction is done or, in the case of a Pre-established Session, until the PoC Session is terminated.

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL determine if it is a mobile originating or mobile terminating trigger detection point.

· 2. SHALL analyze the Request-URI if it is the mobile originating trigger detection point and

a) If the SIP URI corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server and includes a list of Users to invite the PoC Server SHALL perform the role of  the Participating PoC Function and the Controlling PoC Function and continue as specified in subclause 7.2.1.2 "Ad-hoc PoC Group and 1-1 PoC Session setup request"; or,
b) If the SIP URI corresponds to the Conference-factory-URI of the PoC service in the network served by the PoC Server but does not include a list of Users to invite the PoC Server SHALL perform the role of  Participating PoC Function and continue as specified in subclause 7.3.1.2 "Pre-established Session"; or,

c) If the SIP URI corresponds to a pre-arranged group known by the PoC Server the PoC Server: 

i. SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request"; or,
ii. SHALL perform the role of the Participating PoC Function and continue as specified in subclause 7.3.1.4 "PoC Session initiation on-demand".
d) If the SIP URI corresponds to a Group Identity for a PoC Session the PoC Server SHALL act as a Controlling PoC Function and

i. If the PoC Session is active continue as specified in subclause 7.2.1.4 "Rejoining PoC Session request";
ii. If a PoC Session is not longer active the PoC Server SHALL continue as specified in subclause 7.5.2 "Conference URI does not exists".
e) If the SIP URI is unknown to the PoC Server the PoC Server SHALL perform the role of  the Participating PoC Function and continue as specified  in subclause 7.3.1.4 "PoC Session initiation on-demand".
· 3. SHALL analyze the Request-URI If it is the mobile terminating trigger detection point and

a) If the SIP URI corresponds to an known pre-arranged group the PoC Server SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.3 "Pre-arranged PoC Group Session setup request";
b) If the SIP-URI corresponds to a PoC User served by the PoC Server the PoC Server SHALL perform the role of  Participating PoC Function and continue as specified in subclause 7.3.2.2 "PoC Session invitation request"; or,

c) If the SIP URI is unknown to the PoC Server the PoC Server SHALL return a SIP 404 “Not Found” response.

Upon receiving a SIP REFER request outside an existing dialog the PoC Server SHALL return a SIP 481 “Call/Transaction Does Not Exist” response.

Upon receiving a SIP MESSAGE request containing the PoC feature tag '+g.poc.talkburst' in the Accept-Contact header the PoC Server:

· 1. SHALL Determine if it is a mobile originating or mobile terminating trigger detection point.

a) If it is the mobile originating trigger detection point the PoC Server SHALL perform the role of  the Participating PoC Function and continue as specified in subclause 7.4.1.1 "Instant Personal Alert procedure at originating PoC Server".
b) If it is the mobile terminating trigger detection point the PoC Server SHALL perform the role of  the Participating PoC Function and continue as specified in subclause 7.4.1.2 "Instant Personal Alert procedure at terminating PoC Server".
Upon receiving a SIP SUBSCRIBE request outside of an existing SIP dialog the PoC Server:

· 1. SHALL analyze the SIP URI in the Request-URI and

a) If the SIP URI corresponds to a Group Identity identifying a  PoC Group (controlled by the PoC Server) the PoC Server SHALL perform the role of  Controlling PoC Function and continue as specified in subclause 7.2.1.11 "PoC Session Participant information Request"; or,
b) If the SIP URI does not correspond to a Group Identity identifying a PoC Group (controlled by the PoC Server) the PoC Server SHALL perform the role of the Participating PoC Function and continue as specified in subclause 7.3.1.7 "SIP Subscribe request".
7.2 Controlling PoC Function procedures

8.2.1 Request terminating at the Controlling PoC Function

8.2.2 General

Editor’s note: This subclause has been moved to the main body
8.2.3 Ad-hoc PoC Group and 1-1 PoC Session setup request

Upon receiving of an initial SIP INVITE request the PoC Server SHALL:

· 1. check whether the Conference-factory-URI is allocated and perform the actions specified in subclause 7.5.1 "Conference-factory URI does not exist" if it is not allocated;

· 2. check that the Contact header includes the feature-tag '+g.poc.talkburst' as a caller capability and if it is not included the PoC Server SHALL return a SIP 404 “Not Found” response. Otherwise, continue with the rest of the steps;

· 3. perform the actions to verify the PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 4. allocate a Group Identity for the PoC Session;

· 5. invite the PoC Users listed in the MIME resource-list body as specified in subclause 7.2.2.2 "PoC Session invitation request".

NOTE:
How the multiple invited members are conveyed in the SIP INVITE request is specified in [draft-URI-list].

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause  7.2.2.2 "PoC Session invitation request" the PoC Server:

· 1. SHALL generate 200 "OK" response and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and  the final response is not yet sent to the inviting PoC Client, otherwise do not proceed with the rest of the steps;

a) The SIP 200 "OK" response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

Editor's note: It is FFS how the Talk Burst Granted TBCP message can be optionally carried in the 200 OK message.

· 2. SHALL include a P-Answer-State header with the value "Unconfirmed";
· 3. SHALL send the SIP 200 "OK" reponse towards the inviting PoC Client;

· 4. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session Invitation Request" the PoC Server SHALL send the SIP 180 "Ringing" response towards the inviting PoC Client if it is the first SIP 180 "Ringing" response and no SIP final response has been sent to the inviting PoC Client.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server

· 1. SHALL generate a SIP 200 "OK" response and continue with the rest of the steps if the SIP final response is not yest sent to the inviting PoC Client otherwise do not proceed with the rest of the steps;

a) The SIP 200 "OK" response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

Editor's note: It is FFS how the Talk Burst Granted TBCP  message can be optionally carried in the 200 OK message.

· 2. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP final response other than 2xx or 3xx (4XX, 5XX or 6XX) the PoC Server SHALL
· 1. send the SIP final response towards the inviting PoC Client, if SIP final response was received from all the invited PoC Clients and the SIP 200 "OK" response is not yet sent. 

Editor's note: The reject response code used by the PoC server (when none of the invited users accepted the invitation) is FFS. 

· 2. remove inviting PoC Client from the PoC Session as specified in subclause 7.2.2.4 "Remove of PoC Participant from PoC Session", if a SIP final response other than 2xx or 3xx was received from all the invited PoC Clients and the SIP 200 "OK" response is already sent.

8.2.4 Pre-arranged PoC Group Session setup request

Upon receiving an initial SIP INVITE request the PoC Server:

· 1. SHALL check whether the Accept-Contact header includes the PoC feature-tag '+g.poc.talkburst' and if it is not included the PoC Server SHALL return the 4xx response. Otherwise, continue with the rest of the steps;

· 2. SHALL check that the Group Identity in the Request-URI identifying the Pre-arranged PoC Group is hosted at this PoC Server if it is not then perform the actions specified in subclause 7.5.2 "Conference URI does not exist";

· 3. SHALL check the presence of the "isfocus" feature parameter in the URI of the Contact header and if it is present then the PoC Server performing the Controlling PoC Function SHALL reject the request with a SIP 4xx response including "isfocus already assigned" text in the Warning header. Otherwise, continue with the rest of the steps;

· 4. SHALL perform the actions to verify the Authenticated Originator's PoC Address and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

· 5. SHALL check whether the Authenticated Originator's PoC Address of the joining PoC User is allowed to join by performing the actions specified in subclause 7.2.1.6 "Session joining policy". If it is not allowed to join the PoC Server performing the Controlling PoC Function SHALL respond with a SIP 4xx response to the originating network. Otherwise, continue with the rest of the steps;
· 6. if the group does not have already an active Session then the PoC Server:

a) SHALL invite members of the Pre-arranged PoC Group as specified in subclause 7.2.2.2 "PoC Session invitation request";
b) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

· 7. if the group  has already an active PoC Session then PoC Server:

a) SHALL generate a SIP 200 "OK" response. The SIP 200 "OK" response SHALL include a MIME SDP body with the following information

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

b) SHALL perform Talk Burst Control procedures as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP 183 "Session Progress" response for the SIP INVITE request containing a P-Answer-State header with the value "Unconfirmed" as specified in [draft-poc-p-headers] and as specified in subclause 7.2.2.2 "PoC Session Invitation Request" the PoC Server:

· 1. SHALL generate a SIP 200 "OK" response and continue with the rest of the steps if unconfirmed mode is supported by the PoC Server and  the SIP final response is not yet sent to the inviting PoC Client, otherwise do not proceed with the rest of the steps;

a) The SIP 200 "OK" response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

Editor's note: It is FFS how the Talk Burst Granted TBCP message can be optionally carried in the 200 OK message.

11- 2. SHALL include a P-Answer-State header with the value "Unconfirmed";
· 3. SHALL send the SIP 200 "OK" reponse towards the inviting PoC Client;
· 4. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP 180 "Ringing" response as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server SHALL send the SIP 180 "Ringing" response towards the inviting PoC Client if it is the first SIP 180 "Ringing" response and no SIP final response has been sent to the inviting PoC Client.

Upon receiving a SIP 200 "OK" response for the SIP INVITE request as specified in subclause 7.2.2.2 "PoC Session invitation request" the PoC Server

· 1. SHALL generate SIP 200 "OK" response and continue with the rest of the steps if the SIP final response is not yest sent to the inviting PoC Client otherwise do not proceed with the rest of the steps;

a) The SIP 200 "OK" response SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as folows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

Editor's note: It is FFS how the Talk Burst Granted TBCP  message can be optionally carried in the 200 OK message.

· 2. SHALL interact with User Plane as specified in [OMA-PoC-UP] "Controlling PoC Function procedures at PoC Session initialization".

Upon receiving a SIP final response other than 2xx or 3xx (4XX, 5XX or 6XX) the PoC Server: 
· 1. SHALL send the SIP final response towards the inviting PoC Client, if the SIP final response was received from all the invited PoC Clients and the SIP 200 "OK" response is not yet sent. 

Editor's note: The reject response code used by the PoC server is FFS. 

· 2. SHALL remove inviting PoC Client from the PoC Session as specified  in subclause 7.2.2.4 "Removal of PoC Participant from PoC Session", if a SIP final  response other than 2xx or 3xx was received from all the invited PoC Clients and the SIP 200 "OK" response is already sent.

8.2.5 Rejoining PoC Session request

Editor’s note: This subclause has been moved to the main body
8.2.6 Joining Chat PoC Group Session request

Editor’s note: This subclause has been moved to the main body
8.2.7 PoC Session joining policy

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Ad-hoc and 1-1 PoC Session that it hosts who

· have been invited in the original invitation

· have been invited during the PoC Session by the owner or by another PoC Participant of the PoC Session

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the Pre-arranged PoC Session that it hosts who

· are members of the pre-arranged group

Editor's Note: It is FFS who can join.

The PoC Server performing the Controlling PoC Function SHALL allow only those PoC Users to join in the chat Session that it hosts who

Editor's Note: It is FFS who can join.
8.2.8 PoC Session modification

Editor’s note: This subclause has been moved to the main body
8.2.9 Adding PoC Participants to PoC Session request

Upon receiving a SIP REFER request the PoC Server: 

· 1. SHALL perform actions to verify the Authenticated Originator's PoC Address of the Inviting PoC User and authorize the request and if it is not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps;

12- 2. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include a P-Alerting-Mode header with the value "MAO".
· 3. SHALL generate a final SIP response to the SIP REFER request according to rules and procedures of [RFC3515] and send it according to the rules and procedures of  SIP/IP Core;

· 4. SHALL check  the "method" parameter is set to "INVITE" and if it is set; then the PoC Server SHALL extract the PoC Address(es) of the PoC User(s) to be invited  either:

a) the Refer-To header in case only one PoC User is invited;

b) the MIME resource-list body according to rules and procedures of [draft-URI-list]; 

· 5. SHALL for each PoC User to invite: perform the actions described in sub-clause 7.2.2.2 “PoC Session invitation request”.;  and,
· 6. SHALL if only one PoC User is invited, generate and send SIP NOTIFY request(s) as specified in this subclause based on the progress of  this invitation. 
NOTE:
A SIP REFER request with the Invited PoC User in the Refer-To header is an implicit subscription as specified in [RFC3265]. However, [draft-multiple-refer] specifies that a SIP REFER request with a resource-list is not an implicit subscription.
Upon receiving a SIP 406 “Not Acceptable” response with the text "isfocus already assigned" in the Warning header, the PoC Server SHALL send the PoC Client a SIP NOTIFY request containing at least a SIP response Status-Line, Warning and To headers.

When generating a SIP NOTIFY request the PoC Server: 

· 1. SHALL generate a  SIP NOTIFY request according to rules and procedures of [RFC3265], [RFC3515], [draft-poc-p-headers],  and the rules and procedures of the SIP/IP core;
· 2. SHALL include a MIME sipfrag body as specified in the [RFC3420] and [draft-poc-p-headers] with:

a) the status line received in the final SIP response from the Invited PoC User; and,

b) the To header received in the final SIP response from the Invited PoC User.
c) the P-Answer-State header if it is received in the final SIP response from the Invited PoC User.
· 3. SHALL send the SIP NOTIFY request to PoC Client according to the rules and procedures of the SIP/IP Core.
The responses to the SIP NOTIFY request SHALL be handled in according to rules and procedures of [RFC3265], [RFC3515], and the rules and procedures of the SIP/IP core.
The PoC Server MAY terminate the implicit subscription created by the SIP REFER request and indicate the termination to the PoC Client according to rules and procedures of [RFC3265] and [RFC3515].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS, mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.2.10 Leaving PoC Session request

8.2.11 Leaving PoC Session request – On-demand Session case 
Editor’s note: This subclause has been moved to the main body
8.2.12 Leaving PoC Session request – Pre-established Session case 
Upon receiving from the PoC Client a SIP REFER request with the method parameter set to value “BYE” in the Refer-To header the PoC Server:

· 1. SHALL perform the actions to verify the Authenticated Originators PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a  SIP 403 “Forbidden” response;

· 2. SHALL generate a final response to the SIP REFER request according to rules and procedures of [RFC3515] and send it to the SIP/IP Core along the signalling path;

· 3. SHALL extract identity from the Refer-To header and 

a) if the identity is an identity of an existing PoC Session and the originator is participating in the PoC Session  then the PoC Server: 

i. SHALL remove the owner from the PoC Session by performing the procedures specified in subclause 7.3.2.6.2 “BYE request – on pre-established case”;
ii. SHALL check the PoC Session termination policy and perform for each Participant of the PoC Session  (except for the owner of the Pre-established Session) the procedures specified in subclause 7.2.2.4 “Remove of PoC Participant from the PoC Session”, if needed;
iii. SHALL send a notification of the current state of the PoC Session to the PoC Addresses of the PoC Group members who have subscribed conference state event package, as specified in subclause 7.2.1.10 “PoC Session Participant Information Request”;
iv. SHALL check the subscription termination policy and for each PoC Address of the PoC Group members (except the owner of the Pre-established Session) terminate the existing subscription to the conference state event package, if needed;

b) if the identity is not an identity of an existing PoC Session or the originator is not participating in the PoC Session  then the PoC Server:

i. SHALL return a SIP 403 “Forbidden” response.

· 4. SHALL send SIP NOTIFY request(s) concerning the SIP REFER request according to rules and procedures of [RFC3515];
Upon receiving a SIP BYE request within a Pre-established Session the PoC Server:

· 1. SHALL perform for every Participant of the PoC Session (except for the owner of the Pre-established Session) the procedures as specified in subclause 7.2.2.4 “Remove of PoC Participant from the PoC Session”:
· 2. SHALL remove the owner from the PoC Session by performing the procedures as specified in subclause 7.3.2.6.2 “BYE request – on pre-established case”;

· 3. SHALL send a notification of the current state of the PoC Session terminating the existing subscription to the conference state event package for each PoC Address of the PoC Group members who have subscribed conference state event package, as specified in subclause 7.2.1.10 “PoC Session Participant Information Request”;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.2.13 Cancel of PoC Session setup request

Editor’s note: This subclause has been moved to the main body
8.2.14 PoC Session PoC Participant information request

8.2.15 Subscribing to PoC Participant information

Editor’s note: This subclause has been moved to the main body
8.2.16  Generating a SIP NOTIFY request
Editor’s note: This subclause has been moved to the main body
8.2.17 Terminating the subscription
The PoC Server

· 1. SHALL terminate all subscriptions for PoC Session Participant information for the PoC Session when the PoC Session is terminated and not accept any re-subscriptions.

· 2. MAY terminate the subscription for a PoC Client when it leaves the PoC Session.

· 3. SHALL, for each subscription that shall be terminated the PoC Server:

a) SHALL generate a SIP NOTIFY request according to rules and procedures specified in [RFC3265].

b) SHALL set the Subscription-State to “terminated;noresources”.
c) SHALL send the SIP NOTIFY request to the PoC Client according to the rules and procedure of SIP/IP Core.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [3GPP TS 24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
8.2.18 Group Advertisement request

Editor’s note: This subclause has been moved to the main body
8.2.19 SIP Session refresh procedure

Editor’s note: This subclause has been moved to the main body
8.2.20 Request initiated by the Controlling PoC Function

8.2.21 General

Editor’s note: This subclause has been moved to the main body
8.2.22 PoC Session invitation requests

Editor’s note: This subclause has been moved to the main body
8.2.23 Cancel of PoC Session invitation requests

Editor’s note: This subclause has been moved to the main body
8.2.24 Removal of PoC Participant from PoC Session

Editor’s note: This subclause has been moved to the main body
8.2.25 PoC Session modification

Editor’s note: This subclause has been moved to the main body
8.2.26 Group Advertisement request

Editor’s note: This subclause has been moved to the main body
7.3 Participating PoC Function procedures

8.3.1 Requests initiated by the server User

8.3.2 General

Editor’s note: This subclause has been moved to the main body
8.3.3 Pre-established Session

Editor’s note: This subclause has been moved to the main body
8.3.4 Pre-established Session modification

Editor’s note: This subclause has been moved to the main body
8.3.5 PoC Session initiation using On-demand Session
Upon receiving an initial SIP INVITE request that contains a Request-URI not hosted at this PoC Server:

either when staying on the media and Talk Burst Control path the PoC Server

· 1. SHALL behave as a B2BUA according to rules and procedures of [RFC3261] for the duration of the PoC Session;

· 2. SHALL generate a SIP INVITE request as specified in subclause 7.3.1.1 "General";

· 3. SHALL insert its address in the Contact-header of the SIP INVITE request. 

13- 4. SHALL if a P-Alerting-Mode header with the value "MAO" is present in the incoming SIP INVITE request authorize whether the Served PoC User indicated by the Authenticated Originator's PoC Address is entitled to request Manual Answer Override and if authorized then include a P-Alerting-Mode header with the value "MAO".
· 5. SHALL include the media parameters of the PoC Server in the SIP INVITE request as follows:

a) the SIP INVITE request SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. Set the supported codecs of the PoC Client; 

iii. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The offered Talk Burst Control Protocol and the port number(s) for the Talk Burst Control Protocol.

· 6. SHALL send the SIP INVITE request towards the PoC server performing the Controlling PoC Function according to rules and procedures of the SIP/IP core.

or when not staying in media and Talk Burst Control message path the PoC Server

· 1. SHALL act as a SIP proxy according to rules and procedures of [RFC3261] for the duration of the PoC Session;

· 2. SHALL forward the SIP INVITE request towards the PoC Server performing the Controlling PoC Function.

Upon receiving a SIP 180 "Ringing" response, the PoC Server SHALL forward the SIP 180 "Ringing" response along the signalling path towards the intiating PoC Client.

Upon receiving a SIP 200 "OK" response, the PoC Server when behaving as a B2BUA

· 1. SHALL generate a SIP 200 "OK" response if the PoC Server acts as B2BUA

a) The SIP 200 "OK" response SHALL include a MIME SDP body  as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. If another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.  

Editor's note: It is FFS how the Talk Burst Granted TBCP message can be optionally carried in the 200 OK message.

· 2. interact with User Plane as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session initialization".
· 3. SHALL include unmodified a P-Answer-State header if a P-Answer-State header was present in the incoming SIP 200 "OK" response.
14- 4. SHALL send the SIP 200 "OK" response towards the initiating PoC Client
or when behaving as SIP proxy

· 1. SHALL forward the SIP 200 "OK" response toward the initiating PoC Client, if the PoC Server acts as a SIP proxy.

Upon receiving a SIP final response other than a SIP 200 "OK", the PoC Server SHALL forward the SIP final response along the signalling path towards the initiating PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.3.6 PoC Session initiation using Pre-established Session

Editor's Note: The current text in this clause is currently include for illustrative purposes only and needs to be reviewed before being accepted.

Upon receiving a SIP REFER request the PoC Server:

· 1. SHALL check whether the request is acceptable and if it isn’t return a SIP error response according to rules and procedures of [RFC3515]. Otherwise, continue with the rest of the steps;
· 2. SHALL check the identity in the Request-URI and if it does not belong to a Pre-established Session owned by the PoC Server, then the PoC Server 
· 3. SHALL send the SIP REFER request back to the SIP/IP Core according to the procedures of the SIP/IP Core;

· 4. SHALL send SIP 202 “Accepted” response according to rules and procedures of [RFC3515];

· 5. SHALL check the URI in the Refer-To header whether it includes the Session-Type URI-parameter “adhoc”, “pre-arranged” or “chat” and if it includes the PoC Server SHALL send the SIP REFER request back to the SIP/IP Core according to the procedures of the SIP/IP core;

· 6. SHALL perform the procedures as specified in 7.2.1.8 “Adding Participants to PoC Session Request”.
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms, according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
8.3.7 PoC Session modifications

Editor’s note: This subclause has been moved to the main body
8.3.8 SIP SUBSCRIBE request

Editor’s note: This subclause has been moved to the main body
8.3.9 SIP REFER request

Upon receiving a SIP REFER request the PoC Server: 

· 1. SHALL check the SIP REFER request.

a) If the PoC Server cannot accept the SIP REFER request, it SHALL return a 4xx response according to rules and procedures of [RFC3515]. Otherwise, continue with the rest of the steps;

· 2. SHALL check the identity contained in the Request-URI

a) If the identity in the Request-URI belongs to a Pre-established Session owned by the PoC Server, then the PoC Server SHALL 

i. Send a SIP 202 "Accepted" response according to rules and procedures of [RFC3515].

ii. Perform the procedures specified in subclause 7.2.1.8. "Adding PoC Participants to PoC Session request"
b) Otherwise the PoC Server:

i. SHALL based on Policy add its own address to a Record-Route header in the SIP REFER request if the PoC Server requires to be on the route of SIP NOTIFY requests sent as part of the SIP REFER dialog. 

ii. SHALL proxy the SIP REFER request back to the SIP/IP Core according to rules and  procedures of the SIP/IP core. 

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Client SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.3.10 SIP CANCEL request

Editor’s note: This subclause has been moved to the main body
8.3.11 SIP BYE request from PoC Client

8.3.12 SIP BYE request from PoC Client – On-demand Session case
Editor’s note: This subclause has been moved to the main body
8.3.13 SIP BYE request from PoC Client – Pre-established Session case
Editor’s note: Evidently some text is needed on high level subclause somewhere to differentiate REFER/BYE and REFER/INVITE.

7.3.1.10.2.1 PoC session termination request from PoC Client – Pre-established case
Upon receiving from the PoC Client a SIP REFER request with the method parameter set to value “BYE” in the Refer-To header the PoC Server:

· 1. SHALL check whether the Request-URI is a Pre-established SIP Session identity hosted by the PoC Server; and if it is not then send the SIP REFER request back to the SIP/IP Core and do not continue the rest of the steps;

· 2. SHALL send SIP 202 “Accepted” response according to rules and procedures of [RFC3515];

· 3. in case of a PoC Session is established within a Pre-established SIP Session as specified in subclause 6.1.4.2.2 “PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session”, the PoC Server 
a) SHALL perform the procedures as specified in subclause 7.2.1.8.2 “Leaving a PoC session request – pre-established case”;
· 4. in case of a PoC Session is established within Pre-established SIP Session by sending a TBCP message as specified in [OMA-POC-UP] “Participating PoC function procedures at PoC session initialization”, the PoC Server
Editor’s note: Also the originating pre-arranged case should be covered under the bullet point 4.

a) SHALL perform the actions to verify the Authenticated Originators PoC Address of the PoC Client and authorize the request and if it is not authorized the PoC Server SHALL return a  SIP 403 “Forbidden” response;

b) SHALL generate a final response to the SIP REFER request according to rules and procedures of [RFC3515] and send it to the SIP/IP Core along the signalling path;

c) SHALL extract from the Refer-To header the PoC Session Identity that the PoC Client wants to leave; 

d) SHALL generate a SIP BYE request and set the Request-URI to the PoC Session Identity;

e) SHALL send the SIP BYE request towards the Controlling PoC Function according to the procedures of the SIP/IP Core;

Upon receiving a SIP 200 “OK” response for the SIP BYE request sent towards the Controlling PoC Function to leave a PoC Session, the PoC Server 

· 1. SHALL release User Plane resources towards the Controlling PoC Function as specified in [OMA-PoC-UP] “Participating PoC function procedures at PoC session termination”;

· 2. SHALL send SIP NOTIFY request(s) concerning the SIP REFER request according to rules and procedures of [RFC3515].

7.3.1.10.2.2 Pre-established termination request from PoC Client
Upon receiving a SIP BYE request from the PoC Client within a Pre-established Session the PoC Server:

· 1. SHALL check if there is a PoC Session established within the Pre-established Session as specified in subclause 6.1.4.2.2 “PoC Client initiates an Ad-hoc PoC Group Session and 1-1 PoC Session”. If there is then the PoC Server 
a) SHALL perform the procedures as specified in subclause 7.2.1.8.2 “Leaving a PoC session request – pre-established case”;
· 2. SHALL check if there is no PoC Session established within the Pre-established Session but there is a PoC Session associated to the Pre-established Session, then the PoC Server
a) SHALL generate a SIP BYE request and set the Request-URI to the PoC Session Identity;

b) SHALL send the SIP BYE request towards the Controlling PoC Function according to the procedures of the SIP/IP core;

Upon receiving a SIP 200 “OK” response for the SIP BYE request to remove the Pre-established Session, the PoC Server 

· 1. SHALL release User Plane resources towards the Controlling PoC Function as specified in [OMA-PoC-UP] “Participating PoC function procedures at PoC session termination”;

· 2. SHALL release User Plane resources associated with the SIP Session with the PoC Client;

· 3. SHALL send a 200 "OK" response to the PoC Client.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
8.3.14 Group Advertisement request

Editor’s note: This subclause has been moved to the main body
8.3.15 Simultaneous Session control procedures

8.3.16 General

The support of Simultaneous Sessions is optional for the PoC Server. Following procedures in this subclause are only applicable in case the PoC Server supports the Simultaneous Sessions.
8.3.17 PoC Session priority request

Upon receiving of a request containing Session priority attribute (i.e. a=poc-group-scan:[Group Priority value]) in the SDP payload the PoC Server:

· 1. SHALL check the validity of the request according to the procedure specified in subclause 7.3.1 "Requests initiated by the served User";

· 2. SHALL check the Group Priority value;

a) if the Group Priority value is "normal" then the PoC Server SHALL set the group priority to secondary, perform procedures specified in [OMA-PoC-UP] and  return appropriate response;

b) if the Group Priority value is "selected" then the PoC Server SHALL set the group priority to primary and ensure that all other groups have the secondary priority, and perform procedures specified in [OMA-PoC-UP] and return appropriate response.

· 3. SHALL remove the Session priority attribute (i.e. a=poc-group-scan:[Group Priority value]) in the SDP payload in case  the request will be forwarded to Controlling PoC Function.

NOTE 1: 
The PoC Server performing Participating PoC Function if not recognizing an attribute will ignore it and pass it towards PoC Server performing the Controlling PoC Function.The PoC Server SHALL set the Session priority by default to "normal" if the PoC Client does not indicate the priority in the initial request. 

NOTE 2: 
Only one PoC Session can be set a Primary Session at the given time.

Editor's note: References to a specific reference in OMA-PoC UP is FFS.
8.3.18 PoC Session locking request
Upon receiving of a request containing Session lock-in attribute (i.e. a=poc-lock:[Lock value]) in the SDP payload the PoC Server:

· 1. SHALL check the validity of the request as specified in subclause 7.3.1 "Requests initiated by the served User"; 

· 2. SHALL check the lock value;

a) if the lock value is "lock" then the PoC Server SHALL perform procedures as specifed in [OMA-PoC-UP] “Participating PoC Function procedures at PoC Session initialization” and return appropriate response; 

b) if the lock value is "unlock" then the PoC Server SHALL perform procedures as specified in [OMA-PoC-UP] “Participating PoC Function procedures at PoC Session initialization” and return appropriate response.

· 3. SHALL remove the session lock-in attribute (i.e. a=poc-lock:[Lock value]) in the SDP payload in case the request will be forwarded to the PoC Server performing the Controlling PoC Function.

NOTE 1:
 The PoC Server performing the Participating PoC Function if not recognizing an attribute will ignore it and pass it towards the PoC Server performing the Controlling PoC Function.

The PoC Server SHALL set the lock-in value by default to "unlocked" if the PoC Client does not indicate the locking in the initial request.
NOTE 2: 
Only one PoC Session can be set locked at the given time. 

NOTE 3:
Receipt of a TBCP Talk Burst Request message from the PoC Client for a PoC Session will cause the lockin value to change to “unlocked” in any other PoC Session

Editor's note: References to a specific reference in OMA PoC UP is FFS.
8.3.19 SIP Session timer expiry

Editor’s note: This subclause has been moved to the main body
8.3.20 PoC service setting procedure

Upon receiving a SIP PUBLISH request the PoC server: 

· 1. SHALL check whether the Accept-Contact header includes the feature-tag ‘+g.poc.talkburst’ and if not included the PoC sServer SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps.

· 2. SHALL check whether the Event header includes value “’poc-settings”’ and if not included the PoC server SHALL return a SIP 489 “Bad event” response. Otherwise, continue with the rest of the steps.

· 3. SHALL perform the actions to verify the Authenticated Originator’s PoC Address of the PoC Client and if not authorized the PoC Server SHALL return a SIP 403 “Forbidden” response. Otherwise, continue with the rest of the steps.

· 4. SHALL process the SIP PUBLISH request according to rules and procedures of [RFC 3903] and if processing of the SIP request was successful continue with next step;

· 5. SHALL store the PoC settings; and,

· 6. SHALL send SIP 200 “OK” response to the SIP PUBLISH request.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS session mechanisms to rules and procedures of [3GPP TS 24.229] / [3GPP2 X.PS0013.4] with the clarifications given in this subclause. 

8.3.21 Requests terminated by the server User

8.3.22 General

Editor’s note: This subclause has been moved to the main body
8.3.23 PoC Session invitation request

Editor’s note: This subclause has been moved to the main body
8.3.24 Automatic-answer using On-demand Session
Editor's note: This clause is FFS 
8.3.25 Automatic-answer using Pre-established Session

When the PoC Server receives an initial SIP INVITE request the PoC Server :

· 1. SHALL generate a SIP 200 "OK" response to the SIP INVITE request. The SIP 200 "OK" response SHALL:

a) Include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:   

i. The IP address and port number at the PoC Server for the RTP Session;

ii. The selected codec; 

iii. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

· 2. SHALL send the SIP 200 "OK" Response to the SIP/IP Core along the signalling path

Editor’s note: Need to reference UP spec procedures in this section

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
8.3.26 Manual-answer 

When the PoC Server receives an initial SIP INVITE request the PoC Server SHALL perform the following steps:

When the invited PoC User is using a Manual Answer Mode the PoC Server:

· 1. SHALL construct a SIP INVITE request and set the Contact header to the contact address of the PoC Server performing the Participating PoC Function, including the PoC Feature-tag ''+g.poc.talkburst'' and the "manual answer" indication; 

Editor's note: The exact syntax of the 'manual answer' indication is for further study.

· 2. SHALL build an SDP offer and insert the SDP offer in the body of the SIP INVITE request containing either it’s own media parameters or the media parameters of the PoC Server performing the Controlling PoC Function received in the SIP INVITE request depending on whether the PoC Server performing the Participating PoC Function stays or does not stay on the media and Talk Burst Control message path;

a) the INVITE request SHALL include a MIME SDP body as a SDP offer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP session;

ii. Set the supported codecs of the PoC Server; 

iii. Optionally, if another IP address or port shall be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP session according to rules and procedures of [RFC3605].

iv. The offered talk burst control protocol and the port number(s) for the talk burst control protocol.

· 3. SHALL send the SIP INVITE request towards the SIP/IP Core to be forwarded to the PoC Client that registered the PoC Address invited to the PoC Session;

· 4. SHALL send a SIP180 "Ringing" response along to the signalling path to the originating network when the invited PoC Client responds with a SIP 180 "Ringing" response; 

· 5. SHALL send a SIP 200 "OK" response as described below along the signalling path to the originating network when the invited PoC Client responds and a SIP 200 "OK" response  is received from the invited PoC Address.

a) If the PoC Server stays on the media and Talk Burst Control message path then the PoC Server SHALL include a MIME SDP body as a SDP answer according to rules and procedures of [RFC3264] and [RFC2327] as follows:

i. The IP address and port number at the PoC Server for the RTP Session;

ii. Set the supported codecs of the PoC Client; 

iii. Optionally, if another IP address or port shall  be used instead of the default IP address and port number, set the IP address and port number at the PoC Server for the RTCP Session according to rules and procedures of  [RFC3605].

iv. The selected Talk Burst Control Protocol and the port number(s) to be used for the Talk Burst Control Protocol.

Continue, for the duration of the PoC Session, acting as a B2BUA according to rules and procedures of [RFC 3261].
b) If the PoC Server does not stay in media and Talk Burst Control message path the PoC Server SHALL include the same MIME SDP body as received from the SIP/IP Core.

Continue, for the duration of the PoC Session, acting as a SIP proxy according to rules and procedures of [RFC 3261].
When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS Session establishment mechanisms according to rules and procedures of [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
8.3.27 PoC Session modifications

Editor’s note: This subclause has been moved to the main body
8.3.28 SIP NOTIFY request

Editor’s note: This subclause has been moved to the main body
8.3.29 SIP CANCEL request

Editor’s note: This subclause has been moved to the main body
8.3.30 SIP BYE request

8.3.31 SIP BYE request – On-demand Session case

Upon receiving a SIP BYE request from the PoC Server performing the Controlling PoC Function a PoC Server acting as a B2BUA:

· 1. SHALL generate a SIP 200 "OK" response and send it towards the PoC Server performing the Controlling PoC Function according to rules and  procedures of the SIP/IP core;

· 2. SHALL interact with the User Plane as specified in [OMA POC UP] “Participating PoC function procedures at PoC session termination”;
· 3. SHALL release User Plane resource associated with the SIP Session with the PoC Server performing the Controlling PoC Function as specified in [OMA-PoC-UP] "Participating PoC Function procedures at Session termination";

· 4. SHALL send a SIP BYE request towards the PoC Client according to rules and procedures of the SIP/IP core;

Upon receiving a SIP 200 "OK" response  to the SIP BYE request the PoC Server SHALL release User Plane resources associated with the SIP Session with the PoC Client as specified in [OMA-PoC-UP] "Participating PoC Function procedures at PoC Session termination".When acting as a SIP proxy rules and procedures as specified in [RFC3261] SHALL be applied.

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.

8.3.32 SIP BYE request – Pre-established Session case
Upon receiving a SIP BYE request from the Controlling PoC Function the PoC Server: 

· 1. SHALL disconnect the Pre-established Session towards the PoC Client from the SIP session towards the Controlling PoC Function;

· 2. SHALL send 200 “OK” response to the Controlling PoC Function;

· 3. SHALL disconnect the User Plane resources towards the PoC Client from the User Plane resources towards the Controlling PoC Function by interacting with the User Plane as specified in [OMA-PoC-UP] “Participating PoC function procedures at PoC session termination”;

When the SIP/IP Core corresponds with 3GPP/3GPP2 IMS, the PoC Server SHALL use 3GPP/3GPP2 IMS mechanisms according to rules and procedures of  [TS24.229] / [3GPP2 X.S0013.4] with the clarifications given in this subclause.
8.3.33 Group Advertisement request

Editor’s note: This subclause has been moved to the main body
7.4 Handling of requests unrelated to PoC Sessions

8.4.1 Instant Personal Alert

8.4.2 Instant Personal Alert procedure at Originating PoC Server

Editor’s note: This subclause has been moved to the main body
8.4.3 Instant Personal Alert procedure at terminating PoC Server

Editor’s note: This subclause has been moved to the main body
8.4.4 Upon PoC Client registration

Editor's Note:  Whether the PoC Server needs to be informed of PoC Client Registration and De-Registration is FFS. If this is not needed then this clause will be removed.

7.5 Error Handling

8.5.1 Conference-factory URI does not exist

Editor’s note: This subclause has been moved to the main body
8.5.2 Conference URI does not exist

Editor’s note: This subclause has been moved to the main body
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